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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy Control and Charging architecture".
[a]
IETF RFC 3588: "Diameter Base Protocol".
[b]
3GPP TS 33.210: "3G Security; Network Domain Security; IP Network Layer Security"..
[c]
IETF RFC 791: "Transmission Control Protocol".

[d]
IETF RFC 4960: "Stream Control Transmission Protocol".

[e]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".
*** Next Change ***
5.1
Protocol support
5.1.1
Use of Diameter base protocol
The Diameter Base Protocol as specified in IETF RFC 3588 [a] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures (including error handling and unrecognised information handling) shall be used unmodified.
5.1.2
Securing Diameter Messages
For secure transport of Diameter messages, see 3GPP TS 33.210 [b]

Editor's Note: The requirements for secure transport of messages on Sy are FFS.
5.1.3
Accounting functionality
Accounting functionality (Accounting Session State Machine, related command codes and AVPs) shall not be used on the Sy interface.

5.1.4
Transport protocol
Diameter messages over the Sy interface shall make use of TCP IETF RFC 791 [c] or SCTP IETF RFC 4960 [d] .
5.1.5
Advertising Application Support
The Diameter application identifier assigned to the Sy interface application is [TBD-IANA] (allocated by IANA).

The PCRF and OCS shall advertise support of the Diameter Sy Application by including the value of the Sy application identifier in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.

The vendor identifier value of 3GPP (10415) shall be included in the Supported-Vendor-Id AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands, and in the Vendor-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.

The Vendor-Id AVP included in Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands that is not included in the Vendor-Specific-Application-Id AVPs as described above shall indicate the manufacturer of the Diameter node as per RFC 3588 [a].

5.1.6

Use of the Supported-Features AVP

The Supported-Features AVP is used during session establishment to inform the destination host about the required and optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set of features required for the successul processing of the session. If there are features supported by the client that are not advertised as part of the required set of features, the client shall provide in the same request this set of optional features that are optional for the successful processing of the session. The server shall, in the first answer within the Diameter session indicate the set of features that it has in common with the client and that the server shall support within the same Diameter session. Any further command messages shall always be compliant with the list of supported features indicated in the Supported-Features AVPs and features that are not indicated in the Supported-Features AVPs during session establishment. Features that are not advertised as supported shall not be used to construct the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on the Gx reference point shall be compliant with the requirements for dynamic discovery of supported features and associated error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [e].
The base functionality for the Sy reference point is the 3GPP Rel-11 standard and a feature is an extension to that functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features AVP may be absent from the Sy commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [e], when extending the application by adding new AVPs for a feature, the new AVPs shall have the M bit cleared and the AVP shall not be defined mandatory in the command ABNF. 
As defined in 3GPP TS 29.229 [e], the Supported-Features AVP is of type grouped and contains the Vendor-Id, Feature-List-ID and Feature-List AVPs. On the Sy reference point, the Supported-Features AVP is used to identify features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-Id AVP shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the Sy reference point, the Feature-List-ID AVP shall differentiate those lists from one another. 

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of 3GPP TS 29.229 [e]. The following exceptions apply to the initial SLR/SLA command pair: 

-
If the PCRF supports features that are required for the successful operation of the session, the SLR shall include these required features within Supported-Features AVP(s) with the 'M' bit set.

-
If the PCRF supports features that are not required for the successful operation of the session, the SLR shall include these optional features within Supported-Features AVP(s) with the 'M' bit cleared.

-
If the SLR command does not contain any Supported-Features AVP(s) and the OCS supports Rel-11 Sy functionality, the SLA command shall not include the Supported-Features AVP. In this case, both PCRF and OCS shall behave as specified in the Rel-11 version of this document.

-
If the SLR command contains the Supported-Features AVP and the OCS supports all the features advertised in the SLR command within Supported-Features AVP(s) with the ‘M’ bit set, the SLA from the OCS shall include the Supported-Features AVP, with the 'M' bit cleared, indicating only the features that both the PCRF and OCS support.

Once the PCRF and OCS have negotiated the set of supported features during session establishment, the set of common features shall be used during the lifetime of the Diameter session.
*** Next Change ***

5.2
Initialization and maintenance of connection and session
The Diameter protocol between the PCRF and the OCS, shall always keep the session state, and use the same Session-Id parameter for the lifetime of each Diameter session.

Each Diameter session shall identify a Sy session for a given user. In order to indicate that the session state is to be maintained, the Diameter client and server shall not include the Auth-Session-State AVP, either in the request or in the response messages (see IETF RFC 3588 [a]).

*** End of Changes ***
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