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*** 1st Change ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.203: "Policy and charging control architecture".

[3]
IETF RFC 4960: "Stream Control Transmission Protocol".

[4]
IETF RFC 3588: "Diameter Base Protocol".

[5]
3GPP TS 23.401: " GPRS Enhancements for E-UTRAN Access".

[6]
3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses".

[7]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[8]
3GPP TS 23.228: " IP Multimedia Subsystem (IMS); Stage 2"
[z]
3GPP TS 22.153: "Multimedia priority service "
*** 2nd Change ***
5
Functional requirements for solutions 
5.1 
General

This clause collects diverse requirements regarding handling of PCRF failures, as they were either explicitly formulated by operators or can be generally anticipated. 

It is not expected that one particular solution described in clause 6 fulfills all these requirements; rather, this list serves as the reference and maximum scope. Every solution shall  describe which requirements it fulfills, and how.   
An operator is also not bound to one (set of) requirement(s) for all PCRF sessions, but may e.g. follow distinct strategies for different subsets of PCRF sessions at one point in time, or for the same subset of PCRF sessions at different times.  

5.2 
Functional requirements for all deployments
Functional requirement  #1: It shall be possible for PCRF clients in the bearer plane (PCEF and BBERF) to continue bearer services without PCRF control, if a related PCRF session is required but cannot be handled due to PCRF failure. 

Functional requirement  #2: It shall be possible for PCRF clients in the bearer plane (PCEF and BBERF) to fall back to static policies specifically configured for this case, if a related PCRF session is required but cannot be handled due to PCRF failure.The fallback may occur at initial or subsequent PCRF requests. 

Functional requirement  #3: It shall be possible to terminate bearer services immediately, if a related PCRF session is required but cannot be handled due to PCRF failure or unreachability. 

Functional requirement  #4: It shall be possible to terminate bearer services ‘gracefully’, if a related PCRF session is required but cannot be handled due to PCRF failure . ‘Graceful’ means that active  bearer services are kept, up to an operator configurable maximum time; as soon as they become idle, bearer services are terminated.

Note: the definition of “idle” and “active” status of bearers is different from corresponding UE states on NAS signaling or RRC levels. 
Functional requirement #5:  It shall be possible to restore PCRF session state after detection of a PCRF failure; depending on the deployment scenario and type of failure, this may happen already during the ongoing failure situation ( e.g. in case of partial failures or with multiple PCRFs) or only after recovery of the failed node (in case of total failure of the PCRF node in a single PCRF deployment).The impacts of PCRF session state restoration on load, performance and stability of the PCRF infrastructure (PCRF nodes and clients) shall be minimized. 
Functional requirement #x: The operator shall be able to configure the applicable handling in case of PCRF failure per UE and per APN.
Functional requirement  #y: Independent of an operator configuration fulfilling any combination of the preceding requirements, emergency service sessions and Government Emergency Telecommunication Services/Multimedia Priority Services according to 3GPP TS 22.153 [z] shall not be terminated in case of PCRF failure.  
5.2
Functional requirements for the multiple PCRF deployment with DRA
When the redirect DRA is used, if the client (e.g. PCEF, AF) can not establish the connection with the PCRF:

- 
It’s possible for the client to report the selected PCRF is not reachable; 
-
It’s possible for the redirect DRA to select a PCRF basing on the status of the PCRF;



*** 3rd Change ***

6. 2.1.1
Response of the Diameter Client (AF/PCEF/BBERF)

Handling of existing sessions when PCRF failure is detected is implementation specific. The client at the AF/BBERF/PCEF may terminate a session when  it receives a session modification request with the following exemptions:



*** End of Changes ***
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