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*** First Change ***
5.2
Initialization, maintenance and termination of connection and session

The initialization and maintenance of the connection between each V-PCRF/H-PCRF pair is defined by the underlying protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 3588 [6].

After establishing the transport connection, the V-PCRF and the H-PCRF shall advertise the support of the S9 specific Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the 3GPP (10415) in the Vendor-Id AVP of the Vendor-Specific-Application-Id AVP contained in the Capabilities‑Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (RFC 3588 [6]).
The termination of the Diameter user session is specified in IETF RFC 3588 [6] in clauses 8.4 and 8.5. The description of how to use of these termination procedures in the normal cases is embedded in the procedures description (clause 4.5).
5.x.3  S9 Messages 
S9 Messages are carried within the Diameter Application(s) described in clause 5.1.

Existing Diameter command codes from the Diameter base protocol RFC 3588 [5] and the Diameter Credit Control Application RFC 4006 [9] are used with the Gx specific AVPs specified in clause 5.3. The Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in clause 5.4. Due to the definition of these commands there is no possibility to skip the Auth-Application-Id AVP and use the Vendor-Specific-Application-Id AVP instead. Therefore the S9 application identifier shall be included in the Auth-Application-Id AVP.

In order to support both PULL and PUSH procedures, a diameter session needs to be established for each IP-CAN session. For IP-CAN types that support multiple IP-CAN bearers (as in the case of GPRS), the diameter session is established when the very first IP-CAN bearer for the IP-CAN session is established.

NOTE:
Some of the AVPs included in the messages formats below are in bold to highlight that these AVPs are used by this specific protocol and do not belong to the original message definition in the DCC Application RFC 4006 [9] or Diameter Base Protocol RFC 3588 [5].

5.x.3.1  CC-Request (CCR) Command (S9)
The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the V-PCRF  to the H/PCRF in order to request PCC and/or policy rules for a bearer. Message Format:

<CC-Request> ::= < Diameter Header: xxx, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Subscription-Id ]





 [Network-Request-Support]


  

 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ IP-CAN-Type ]





 [RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ QoS-Information ] 




 [ Called-Station-ID ]




 *[ Policy-Rule-Report]





*[ Charging-Rule-Report]





*[ Event-Trigger]




 [Access-Network-Charging-Identifier]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
5.x.3.2
CC-Answer (CCA) Command (S9)

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the H-PCRF to the  V-PCRF in response to the CCR command. It is used to provision PCC rules, QoS rules  and event triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the V-PCRF performs the bearer binding, PCC rules will be provisioned at bearer level (??). The primary and secondary OCS addresses may be included in the initial provisioning.

Message Format:

<CC-Answer> ::=  < Diameter Header: xxx, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Event-Trigger ]





 [ Origin-State-Id ]





*[ Policy-Rule-Remove ]





*[ Policy-Rule-Install ]





 [ Policy-Information ]




*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]




 [ Online ]





*[ QoS-Information ]





 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

5.x.3.4
Re-Auth-Request (RAR) Command (S9)
The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the H-PCRF to the V-PCRF  in order to provision QoS/PCC rules using the PUSH procedure initiate the provision of unsolicited QoS/PCC rules. It is used to provision QoS/PCC rules, event triggers and event report indications for the session. If the V PCRF performs the bearer binding, PCC rules will be provisioned at bearer level (??).
Message Format:

<RA-Request> ::= < Diameter Header: xxx, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]





*[ Event-Trigger ]




 [ Event-Report-Indication ]





*[ Policy-Rule-Remove ]





*[ Policy-Rule-Install ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]




*[ QoS-Information ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

5.x.3.5 
Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R' bit cleared in the Command Flags field, is sent by the V-PCRF  to the H-PCRF in response to the RAR command.

Message Format:

<RA-Answer> ::=  < Diameter Header: xxx, PXY >





 < Session-Id >





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Origin-State-Id ]





 [ Event-Trigger ]
     


*[Policy-Rule-Report]




*[ Charging-Rule-Report]
                     [Access-Network-Charging-Identifier]





 [Error-Message ]





 [ Error-Reporting-Host ] 





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ AVP ]
5.6.1
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the 'R' bit set in the Command Flags field, is sent by the v-PCRF  to the H-PCRF in order to provide it with the Session Information.

Message Format:

<AA-Request> ::= < Diameter Header: xxx, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ Destination-Host ]




 *[ Media-Component-Description ]




 *[ Subscription-ID ]





 [ Reservation-Priority ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ Service-URN ]




 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
AA-Answer (AAA) command (S9) (29.804)
The AAA command is sent by the H-PCRF to the V-PCRF in response to the AAR command and it includes PCC rules related AVPs.

Message Format:

<AA-Answer> ::=  < Diameter Header: xxx, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 [ Acceptable-Service-Info ]





 *[ Event-Trigger ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





*[ QoS-Information ]




 [ Error-Message ]





 [ Error-Reporting-Host ]




 *[ Failed-AVP ]





 [ Origin-State-Id ] 
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]



   *[ Proxy-Info ]





*[ AVP ]
*** End of Changes ***
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