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*** 1st change ***
4.3.1
PCC Rule Definition

The purpose of the PCC rule is to:
-
Detect a packet belonging to a service data flow.

-
The service data flow filters within the PCC rule are used for the selection of downlink IP CAN bearers.

-
The service data flow filters within the PCC rule are used for the enforcement that uplink IP flows are transported in the correct IP CAN bearer.

-
Identify the service the service data flow contributes to.

-
Provide applicable charging parameters for a service data flow.

-
Provide policy control for a service data flow.

The PCEF shall select a PCC rule for each received packet by evaluating received packets against service data flow filters of PCC rules in the order of the precedence of the PCC rules.. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the PCC rule for that filter shall be applied.

There are two different types of PCC rules as defined in [7]:

-
Dynamic PCC rules. Dynamically provisioned by the PCRF to the PCEF via the Gx interface. These PCC rules may be either predefined or dynamically generated in the PCRF. Dynamic PCC rules can be activated, modified and deactivated at any time.
-
Predefined PCC rules. Preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the PCRF at any time. Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point.

NOTE:
The operator may define a predefined PCC rule, to be activated by the PCEF. Such a predefined rule is not explicitly known in the PCRF.

A PCC rule consists of:

-
a rule name;
-
service identifier;
-
service data flow filter(s);

-
precedence;
-
gate status;
-
QoS parameters;
-
charging key (i.e. rating group);
-
other charging parameters.
The rule name shall be used to reference a PCC rule in the communication between the PCEF and the PCRF.
The service identifier shall be used to identify the service or the service component the service data flow relates to.
The service flow filter(s) shall be used to select the traffic for which the rule applies.
The gate status indicates whether the service data flow, detected by the service data flow filter(s), may pass (gate is open) or shall be discarded (gate is closed) in uplink and/or in downlink direction.
The QoS information includes the QoS class identifier (authorized QoS class for the service data flow) and authorized bitrates for uplink and downlink.
The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the PCEF shall report the usage related to the rule, etc.
For different PCC rules with overlapping service data flow filter, the precedence of the rule determines which of these rules is applicable. When a dynamic PCC rule and a predefined PCC rule have the same precedence, the dynamic PCC rule takes precedence.

PCC rule also includes Application Function record information for enabling charging correlation between the application and bearer layer if the AF has provided this information via the Rx interface. For IMS this includes the IMS Charging Identifier (ICID) and flow identifiers.

*** 2nd change ***
4.5.9
Request of IP-CAN Session Termination

The PCRF may request the termination of an IP CAN session.


If the PCRF decides to terminate an IP CAN session due to an internal trigger or trigger from the SPR, the PCRF shall send an RAR command with Session-Release-Cause AVP to the PCEF. When the PCEF receives the RAR command, it shall acknowledge the command by sending an RAA command to the PCRF and instantly remove/deactivate all the PCC rules that have been previously installed or activated on that IP-CAN session. And then, the PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "TERMINATION_REQUEST" to the PCRF to indicate the IP-CAN Session termination. When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the PCEF.
If the selected BCM is NW-only, and the PCRF decides to remove all PCC rules bound to an IP CAN session (due to any trigger), the PCRF shall instantly remove/deactivate all the PCC rules that have been previously installed or activated on that IP-CAN session.

If no more PCC rules are applied to an IP CAN session, the PCEF shall apply IP CAN specific procedures to terminate the IP CAN session. For GPRS, the GGSN shall send a PDP context deactivation request with the teardown indicator set to indicate that the termination of the entire IP-CAN session is requested. Furthermore, the PCEF shall apply the indication of IP CAN Session Termination procedure in clause 4.5.7.
*** 3rd change ***
5.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the PCEF in order to provision PCC rules using the PUSH procedure initiate the provision of unsolicited PCC rules. It is used to provision PCC rules and event triggers for the session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level.
NOTE:
If the RAR command is received by the PCEF without providing any operation on PCC rules or any QoS information, the PCEF will respond with a CCR command requesting PCC rules.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





 [ Origin-State-Id ]





*[ Event-Trigger ]





*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





*[ QoS-Information ]
[ Session-Release-Cause ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

*** 4th change ***
5.3.x
Session-Release-Cause (All access types)

Session-Release-Cause AVP (AVP code xxxx) is of type Enumerated, and determines the cause of release the IP-CAN session. The following values are defined:
UE_SUBSCRIPTION_REMOVED (0)


This value is used when the subscription of UE has been removed.

INSUFFICIENT_SERVER_RESOURCES (1)


This value is used to indicate that the server is overloaded and needs to abort the session.

OTHER_REASONS (2)

This value is used for the other reasons.
*** End of Changes ***
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