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Introduction
This document investigates requirements related to Diffserv Code Point Handling in the context of PCC for I-WLAN and other types of access networks in order to derive if such an abstraction is suitable for all types of IP CANs.

It derives that the description of IP CAN bearers by Diffserv Code Point Classes for PCC is neither suitable for I-WLAN nor for the general case.

This document is a slight update of a contribution presented at the recent SA2 PCC Telco. The considerations with respect to I-WLAN have been quite well received.
Requirements for I-WLAN

Downlink Code Point Marking

In order to enable a different handling of IP flows at the air interface, as well as a different transport quality of different IP flows through a packet backbone, a Diffserv code point marking of downlink IP flows is required for I-WLAN [TR 23.836] at the PDG. For I-WLAN, a 3GPP IP access bearer service is provided between UE and PDG using a packet tunnel. According to TR 23.836, Diffserv Code Point Marking needs to be applied to the lower IP layer transporting the packet tunnel to allow inspection and possible re-mapping at intermediate nodes. For instance, GRX Diffserv Codepoint could be applied in the packet backbone, and then be mapped to the traffic classes defined for WMM (WiFi Multimedia) or IEEE 802.11e to influence the scheduling at the air interface.

No Uplink QoS policing according to Code Points of Incoming PDUs
For I-WLAN, the access network does not control that the uplink Diffserv code points match the QoS Class at the air interface, and such a control seems hardly to be feasible:
For WMM, the access network does not obtain explicit layer 2 indications about the QoS class of received uplink PDUs, as the QoS differentiation at the air is achieved by different statistically varying waiting periods (AIFSN and maximum Backoff wait are QoS class dependent) before a WMM client starts transmitting a burst. The access network would therefore need to perform involved statistical analysis to derive the QoS class applied by a WMM client in uplink direction, and even then would hardly be able to grantee that the first IP packets of a packet flow obtain correct Diffserv Code Point marking.
As WMM is a subset profile of IEE 802.11e, as used for I-WLAN, the same problems will be encountered there.

Therefore, at least for I-WLAN, it is recommended that the PDG ignores Diffserv code points of received uplink PDUs.

Proposed Handling of Diffserv Code Points in PCC GW
1. As an operator and/or network-type dependent option, assign Diffserv Code points at the PCEF according to an identification of IP flows using IP filters, as supplied per PCC rule. The assignment of diffserv codepoints and the assigned values should be operator configurable and applicable independently in uplink and downlink direction, i.e. towards core and access network, where different QoS techniques could be applied. QoS class information in the PCC rules, as already agreed, is probably sufficient for the GW to perform code point marking.

2. An uplink QoS policing based upon received Diffserv code points is only recommended if the access network supervises that the assigned codepoints match the radio resource usage. Thus, it is not recommended for I-WLAN but may be applicable for SAE.

3. A downlink QoS policing based upon received Diffserv code points from the core network is also not recommended, as such functionality needs to be performed at the point where an IP flow enters a network rather than the point where the IP flow leaves the network to avoid overload. Furthermore, it depends on the network if Diffserv is applied and code points are reliable.  

4. An explicit policing of the bandwidth consumed by a given user and allocated Diffserv code point Class is redundant functionality, as bandwidth policing on PCC rule granularity is also available, and may therefore not be required. It makes most sense if a radio resource reservation  (e.g. via IP CAN bearer signalling) is also performed on Diffserv code point Class granularity (probably not for I-WLAN)

PCC should support other QoS mechanisms in the access, such as PDP contexts, in combination with Diffserv code point marking towards the core.

IP CAN Diffserv Code Points should not be used to describe IP CAN bearers in the context of PCC in the general case

Although in specific scenarios, such as possibly LTE, there may be a one-to-one correspondence between IP CAN bearers with separate IP CAN bearer signalling (mostly for resource reservation) and access network diffserv code points, this is not relationship that holds for all types of access networks and can therefore be assumed as general principle for PCC.

Reasons:

1. This would rule out the combination of other QoS mechanisms, such as different types of bearers set up by explicit signalling for LTE, in combination with Diffserv.

2. This would lead to an undesirable QoS policing based upon received uplink Diffserv code points according to current PCC procedures, where the PCEF discards uplink IP packets not matching an installed PCC rule of the IP CAN bearer.

3. Uplink and downlink Diffserv code points in the access network for a single PCC service flow may be different, in particular if uplink Diffserv code points are UE supplied. A single PCC rule could therefore no longer be unambiguously assigned to a single bidirectional IP CAN bearer, as currently assumed.

4. For GPRS, PCC service flows with different QoS Requirements may be transported within a single PDP context (e.g. to reduce the number of PDP contexts) and PCC service flows with the same QoS requirements may be transported in the same PDP context (e.g. for RTP/RTCP separation)

5. Apart from a QoS class mostly based upon delay, other criteria such as acceptable packet loss may be used to characterize a bearer in the general case.

6. The PCEF could apply the same Diffserv related procedures in uplink and downlink direction. However, IP CAN bearers are only applicable at the access network side, but not at the core network side. The usage of IP CAN bearers to describe Diffserv code point handling would lead to an unnecessary asymmetry in the description of Diffserv code point handling between uplink and downlink direction, which may also complicate the implementation.
Terminology for I-WLAN

For I-WLAN, uplink Diffserv codepoints are UE assigned and do not reflect the applied QoS at the radio interface. They should therefore be ignored at the GW.

Therefore, it is not suitable to describe the Diffserv Code Point marking for I-WLAN as assignment of IP CAN bearers.

For I-WLAN there will be a single IP CAN session.

It simplifies the description with respect to current procedures if one defines that there is one IP-CAN bearer (with IP CAN bearer signalling) that is equivalent to the IP CAN session.

Alternatively, one could state that the term IP CAN bearer is not applicable for I-WLAN, but this is likely to require more wording Updates in out specifications.

With this understanding of IP CAN bearer for I-WLAN, the discussion if the Gx Diameter session is applied per IP CAN bearer or IP CAN session is therefore purely academical.
Proposals for I-WLAN

1. Assume that there is a single IP CAN bearer

2. Describe the downlink Diffserv code point marking at the GW with some other terminology

