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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc28011536][bookmark: _Toc34210652][bookmark: _Toc36037677][bookmark: _Toc39063111][bookmark: _Toc43298169][bookmark: _Toc45132946][bookmark: _Toc49935413][bookmark: _Toc50023759][bookmark: _Toc51761249][bookmark: _Toc56672179][bookmark: _Toc66277737][bookmark: _Toc153786566]4.2.3.2	Creating a new subscription
Figure 4.2.3.2-1 illustrates the creation of a subscription.


Figure 4.2.3.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{apiRoot}/nsmf-event-exposure/v1/subscriptions" as Resource URI and the NsmfEventExposure data structure as request body that shall include:
-	if the subscription applies to events related to a single PDU session for a UE, the PDU Session ID of that PDU session as "pduSeId" attribute and the UE identification as "supi" or "gpsi" attribute;
-	if the subscription applies to events not related to a single PDU session, the Network Function instance identity if "UPEAS" feature is supported and the "eventSubs" attribute contains an entry with the "event" set to the value "UPF_EVENT", and identification of UEs to which the subscription applies via:
a)	identification of a single UE by SUPI as "supi" attribute or GPSI as "gpsi" attribute;
b)	identification of a group of UE(s) via a "groupId" attribute; or
c)	identification of any UE via the "anyUeInd" attribute set to true;
NOTE 1:	The identification of any UE does not apply for local breakout roaming scenarios where the SMF is located in the VPLMN and the NF service consumer is located in the HPLMN.
-	an URI where to receive the requested notifications as "notifUri" attribute;
-	a Notification Correlation Identifier provided by the NF service consumer for the requested notifications as "notifId" attribute; and
-	if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute:
-	a description of the subscribed events as "eventSubs" attribute that for each event shall include:
a)	an event identifier as "event" attribute; and
b)	for event "UP_PATH_CH", whether the subscription is for early, late, or early and late notifications of UP path reconfiguration in the "dnaiChgType" attribute; 
c)	for event "DDDS", the traffic descriptor(s) of the downlink data source in the "dddTraDescriptors" attribute;
and that may include:
a)	for event "DDDS", the subscribed delivery statuses in the "dddStati" attribute; 
b)	for event "QFI_ALLOC" or "DISPERSION", the application identifiers in the "appIds" attribute;
c)	for event "SMCC_EXP", the data collection target period in the "targetPeriod" attribute;
d)	for event "DISPERSION", the UE IP Address in the "ueIpAddr" attribute, the indication of transaction dispersion collection in the "transacDispInd" attribute and the requested transaction metrics in the "transacMetrics" attribute;
e)	for event "WLAN_INFO", the data collection target period in the "targetPeriod" attribute;
f)	for event "RED_TRANS_EXP", the data collection target period in the "targetPeriod" attribute; 
g)	for event "UPF_EVENT", the UPF event exposure information in the "upfEvents" attribute; and/or
h)	for event "QOS_MON", the Application Identifier in the "appIds" of the application for which the QoS flows are to be monitored and an indication within the "defQosSupp" attribute to inform whether the NF service consumer supports to receive QoS Flow performance information for the QoS Flow associated with the default QoS rule if there are no measurements available for the provided Application Identifier included within the "appIds" attribute.NOTE 2:	Explicit subscription to "UPF_EVENT" and "QOS_MON" events as described in this clause implies the direct notification from the UPF.
The NsmfEventExposure data structure as request body may also include:
-	if the NF service consumer is an AMF:
a) the name of a service produced by the AMF that expects to receive the notifications about subscribed events encoded as "serviceName" attribute;
b)	Alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
c)	Alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute;
d)	Alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute;
-	a Data Network Name as "dnn" attribute;
-	a single Network Slice Selection Assistance Information as "snssai" attribute;
-	an identification of network area by "networkArea" attribute, if the feature AreaFilter is supported and the "anyUeInd" attribute is provided and set to true;
NOTE 3:	Care needs to be taken with regards to load and major signalling caused when requesting Any UE. This could be achieved via utilization of some event filters (e.g. Area of Interest), a specific DNN, S-NSSAI or sampling ratio as part of Event Reporting Information.
-	a Data Network Identifier as "dnai" attribute, if the feature UPEAS is supported; 
-	the SSID that the PDU session is related to as "ssid" attribute, if the feature UPEAS is supported;
-	the BSSID that the PDU session is related to as "bssid" attribute, if the feature UPEAS is supported;
-	the UPF identifier as "upfId" attribute, if the feature UPEAS is supported;
-	immediate reporting flag as "ImmeRep" attribute;
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
-	maximum Number of Reports as "maxReportNbr" attribute;
-	monitoring Duration as "expiry" attribute;
-	repetition Period for periodic reporting as "repPeriod" attribute;
-	sampling ratio as "sampRatio" attribute;
-	partitioning criteria for partitioning the UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported; and/or
-	group reporting guard time as "grpRepTime" attribute;
-	a notification flag as "notifFlag" attribute if the EneNA feature is supported; and/or
[bookmark: _Hlk132793302]-	notification muting exception instructions within the "notifFlagInstruct" attribute, if the EnhDataMgmt feature is supported and the "notifFlag" attribute is provided and set to "DEACTIVATE".
NOTE 4:	For the "PDU_SES_EST" event subscription, the "ImmeRep" attribute needs to be included to enable the SMF to report the current available "PDU_SES_EST" event information for the subscribed PDU Session which is already established.
Upon the reception of an HTTP POST request with: "{apiRoot}/nsmf-event-exposure/v1/subscriptions" as Resource URI and NsmfEventExposure data structure as request body, the SMF shall:
-	create a new subscription;
-	assign a subscription correlation ID;
-	select an expiry time that is equal to or less than the expiry time potentially received in the request;
-	store the subscription;
-	if the feature "UPEAS" is supported, and if the NF service consumer subscribed to "QOS_MON" event, the SMF shall check if there is an active PCC rule that includes a Data Collection Application Identifier as described in 3GPP TS 29.512 [14] that matches the Application Identifier received within "appIds" attribute. If there is an active PCC rule, the SMF shall allow the NF service consumer to receive QoS monitoring reports enabled by that PCC rule. If no PCC rule is identified and the "defQosSupp" attribute was received and set to true, the SMF may instruct the UPF to perform QoS monitoring for the QoS Flow associated to the default QoS rule as described in 3GPP TS 29.244 [23]. If no PCC rule is identified and the "defQosSupp" attribute was received and set to false or not received, the SMF may, based on local configuration, reject the request by sending the NO_ACTIVE_PCC_RULE error described in clause 5.7 or include the "qosMonPending" indication set to true in the response to inform the NF service consumer that the reporting will be activated when the measurements are enabled by a PCC rule;
-	if the feature "UPEAS" is supported and the "upfEvents" attribute is provided together with the "networkArea" attribute in the EventSubscription data type, the SMF shall subscribe to the UPF for the respective UPF events as described in 3GPP TS 29.564 [26] only when the UE is located in the indicated area. When the UE leaves the indicated area, the SMF shall unsubscribe those events from the UPF as described in 3GPP TS 29.564 [26].
NOTE 5:	To know when a UE enters or leavs the indicated area, the SMF can subscribe to the respective AMF Event Exposure event.
NOTE 6:	The reporting can be activated when a new PCC rule is installed or an existing one is modified with QoS monitoring information that includes the Data Collection Application Identifier related to the subscription. In this case the SMF will act as if the new subscription is received from the NF service consumer.
-	send an HTTP "201 Created" response with NsmfEventExposure data structure as response body and a Location header field containing the URI of the created individual subscription resource, i.e. "{apiRoot}/nsmf-event-exposure/v1/subscriptions/{subId}";
-	if the feature "ERIR" is not supported, and if the "ImmeRep" attribute is included and set to true in the request, the SMF shall immediately notify the recipient of notification(s) subscribed in the "notifUri" attribute of the current available value(s) using the Nsmf_EventExposure_Notify service operation, as defined in clause 4.2.2.1;
-	if the feature "ERIR" is supported, and if the "ImmeRep" attribute is included and set to true, the SMF may immediately notify the NF service consumer with the current available value(s) for the subscribed event(s) within the HTTP "201 Created" response as shown in figure 4.2.3.2-1, step 2. The "NsmfEventExposure" data type in the response may include the corresponding event(s) notification within the "eventNotifs" attribute.
-	if the sampling ratio attribute, as "sampRatio", is included in the subscription without a "partitionCriteria" attribute, the SMF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the SMF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs;
-	when the group reporting guard time attribute, as "grpRepTime", is included in the subscription, the SMF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the SMF shall notify the NF service consumer using the Nsmf_EventExposure_Notify service operation, as described in clause 4.2.2.2; and
-	if the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the SMF shall mute the event notification and store the available events until the NF service consumer requests to retrieve them by setting the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception occurs, the SMF may consider the contents of the "notifFlagInstruct" attribute (if provided) and/or local configuration to determine its actions. If the EnhDataMgmt feature is supported and the SMF accepts the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it may indicate the applied muting notification settings within the "mutingSetting" attribute in the response. If the SMF does not accept the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to "MUTING_INSTR_NOT_ACCEPTED".
If the SMF received an GUAMI, the SMF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [13], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [12] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.
[bookmark: _Hlk131065281]If errors occur when processing the HTTP POST request, the SMF shall send an HTTP error response as specified in clause 5.7.
*** 2nd Change ***
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This clause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Nsmf_EventExposure service based interface protocol.
Table 5.6.1-1: Nsmf_EventExposure specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AckOfNotify
	5.6.2.7
	Acknowledgement information of event notification
	

	AppliedSmccType
	5.6.3.6
	The type of applied SM congestion control.
	SMCCE

	EventNotification
	5.6.2.5
	Describes notifications about a single event that occurred.
	

	EventSubscription
	5.6.2.4
	Represents the subscription to a single event
	

	NotificationMethod
	5.6.3.4
	Represents the notification methods that can be subscribed
	

	NsmfEventExposure
	5.6.2.2
	Represents an Individual SMF Notification Subscription resource
	

	NsmfEventExposureNotification
	5.6.2.3
	Describes Notifications about events that occurred.
	

	PduSessionInfo
	5.6.2.12
	Represents session information.
	UeCommunication

	PduSessionInformation
	5.6.2.11
	Represents the PDU session related information.
	UeCommunication

	PduSessionStatus
	5.6.3.8
	Status of the PDU Session.
	UeCommunication

	SmfEvent
	5.6.3.3
	Represents the types of events that can be subscribed
	

	SubId
	5.6.3.2
	Identifies an Individual SMF Notification Subscription.
	

	SmNasFromSmf
	5.6.2.9
	Describes the information of the SM NAS messages from SMF with backoff timer
	SMCCE

	SmNasFromUe
	5.6.2.8
	Describes the information of the SM NAS requests from UE
	SMCCE

	TrafficCorrelationNotification
	5.6.2.14
	Represents the traffic correlation Information for Notification.
	CommonEASDNAI

	TransactionInfo
	5.6.2.10
	UE Session Management transaction information.
	Dispersion

	TransactionMetric
	5.6.3.7
	Metric on UE Session Management transactions.
	Dispersion

	UpfInformation
	5.6.2.13
	The information of the UPF serving the UE.
	ServiceExperience
DnPerformance



Table 5.6.1-2 specifies data types re-used by the Nsmf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmf_EventExposure service based interface. 
Table 5.6.1-2: Nsmf_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	5Qi
	3GPP TS 29.571 [11]
	The 5G QoS Identifier.
	EnQfiAllocation

	AccessType
	3GPP TS 29.571 [11]
	
	

	AfResultInfo
	3GPP TS 29.522 [20]
	Represents application handling information.
	

	ApplicationId
	3GPP TS 29.571 [11]
	The application identifier.
	QfiAllocation
PduSessionInfo

	BitRate
	3GPP TS 29.571 [11]
	Represents the bit rate.
	EnQoSMon

	CommunicationFailure
	3GPP TS 29.518 [13]
	Represents the communication failure information.
	CommunicationFailure

	DateTime
	3GPP TS 29.571 [11]
	
	

	DlDataDeliveryStatus
	3GPP TS 29.571 [11]
	Status of downlink data delivery
	DownlinkDataDeliveryStatus

	DddTrafficDescriptor
	3GPP TS 29.571 [11]
	Traffic descriptor of source of downlink data 
	DownlinkDataDeliveryStatus 

	Dnai
	3GPP TS 29.571 [11]
	
	

	DnaiChangeType
	3GPP TS 29.571 [11]
	Describes the types of DNAI change.
	

	Dnn
	3GPP TS 29.571 [11]
	
	QfiAllocation, PduSessionStatus

	DurationSec
	3GPP TS 29.571 [11]
	
	

	EthFlowDescription
	3GPP TS 29.514 [22]
	Ethernet flow description
	QfiAllocation

	FlowDescription
	3GPP TS 29.514 [22]
	IP flow description
	QfiAllocation

	Fqdn
	3GPP TS 29.571 [11]
	FQDN
	

	Gpsi
	3GPP TS 29.571 [11]
	
	

	GroupId
	3GPP TS 29.571 [11]
	
	

	Guami
	3GPP TS 29.571 [11]
	Globally Unique AMF Identifier
	

	IpAddr
	3GPP TS 29.571 [11]
	UE IP address.
	Dispersion
CommonEASDNAI

	Ipv4Addr
	3GPP TS 29.571 [11]
	
	

	Ipv6Addr
	3GPP TS 29.571 [11]
	
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	
	

	MacAddr48
	3GPP TS 29.571 [11]
	MAC Address.
	

	MutingExceptionInstructions
	3GPP TS 29.571 [11]
	Contains instructions to be executed upon the occurrence of an event muting exception (e.g. full buffer).
	EnhDataMgmt

	MutingNotificationsSettings
	3GPP TS 29.571 [11]
	Contains setting related to the muting of notifications.
	EnhDataMgmt

	NetworkAreaInfo
	3GPP TS 29.554 [27]
	Identifies the network area.
	AreaFilter
UPEAS

	NfInstanceId
	3GPP TS 29.571 [11]
	Instance identity of the Network Function
	UPEAS
CommonEASDNAI

	NotificationFlag
	3GPP TS 29.571 [11]
	Notification flag.
	EneNA

	PartitioningCriteria
	3GPP TS 29.571 [11]
	Used to partition UEs before applying sampling.
	EneNA

	PduSessionId
	3GPP TS 29.571 [11]
	
	

	PduSessionType
	3GPP TS 29.571 [11]
	PDU session type.
	PduSessionStatus
PduSessionInfo

	PlmnIdNid
	3GPP TS 29.571 [11]
	Identification of a network: the PLMN Identifier or the SNPN Identifier (the PLMN Identifier and the NID).
	

	ProblemDetails
	3GPP TS 29.571 [11]
	
	

	Qfi
	3GPP TS 29.571 [11]
	QoS flow identifier.
	QfiAllocation

	RatType
	3GPP TS 29.571 [11]
	
	

	RedirectResponse
	3GPP TS 29.571 [11]
	Contains redirection related information.
	ES3XX

	[bookmark: _Hlk521601386]RouteToLocation
	3GPP TS 29.571 [11]
	A traffic route to/from an DNAI
	

	SamplingRatio
	3GPP TS 29.571 [11]
	Sampling Ratio.
	

	SatelliteBackhaulCategory
	3GPP TS 29.571 [11]
	Indicates the satellite backhaul category or non-satellite backhaul.
	EnSatBackhaulCategoryChg

	ServiceName
	3GPP TS 29.510 [12]
	Name of the service instance.
	

	Snssai
	3GPP TS 29.571 [11]
	S-NSSAI
	QfiAllocation

	SscMode
	3GPP TS 29.571 [11]
	SSC Mode selected for the PDU Session.
	PduSessionInfo

	Supi
	3GPP TS 29.571 [11]
	
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeWindow
	3GPP TS 29.122 [24]
	A start time and a stop time of a time window.
	SMCCE

	Uinteger
	3GPP TS 29.571 [11]
	
	

	UpfEvent
	3GPP TS 29.564 [26]
	Contains UPF event information.
	UPEAS

	Uri
	3GPP TS 29.571 [11]
	
	



*** 3rd Change ***
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Table 5.6.2.4-1: Definition of type EventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	SmfEvent
	M
	1
	Subscribed events
	

	dnaiChgType
	DnaiChangeType
	C
	0..1
	For event UP path change, this attribute indicates whether the subscription is for early, late, or early and late DNAI change notification shall be supplied.
	

	dddTraDescriptors
	array(DddTrafficDescriptor)
	C
	1..N
	The traffic descriptor(s) of the downlink data source. Shall be included for event "DDDS".
	DownlinkDataDeliveryStatus

	dddStati
	array(DlDataDeliveryStatus)
	O
	1..N
	May be included for event "DDDS". The subscribed statuses (discarded, transmitted, buffered) for the event. If omitted all statuses are subscribed.
	DownlinkDataDeliveryStatus

	appIds
	array(ApplicationId)
	O
	1..N
	May be included for event "QFI_ALLOC", "DISPERSION" or "QOS_MON".
(NOTE 1)
	QfiAllocation
Dispersion
PduSessionInfo
UPEAS

	networkArea
	NetworkAreaInfo
	O
	0..1
	Identification of network area to which the subscription applies.
	AreaFilter
UPEAS

	targetPeriod
	TimeWindow
	O
	0..1
	Indicates the data collection target period.
May be included for event "SMCC_EXP", "RED_TRANS_EXP" or "WLAN_INFO".
	SMCCE
RedundantTransmissionExp
WlanPerformance

	transacDispInd
	boolean
	O
	0..1
	Indicates the subscription for UE transaction dispersion collection, if it is included and set to "true". Default value is "false".
May be included for event "DISPERSION".
	Dispersion

	transacMetrics
	array(TransactionMetric)
	O
	1..N
	Requested transaction metrics.
May be included for event "DISPERSION".
	Dispersion

	ueIpAddr
	IpAddr
	O
	0..1
	Indicates the UE IP address. May be included for event "DISPERSION".
	Dispersion

	upfEvents
	array(UpfEvent)
	O
	1..N
	Indicates the exposure information related to UPF events. May be included for event 
"UPF_EVENT". 
(NOTE 2)
	UPEAS

	NOTE 1:	Only one instance of "ApplicationId" shall be provided when the event is "QOS_MON".
NOTE 2:	If the UPEAS feature is supported and the "immediateFlag" attribute within the "upfEvents" attribute is provided, the "ImmeRep" attribute within the NsmfEventExposure data type is not applicable.



*** End of Changes ***
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