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	Reason for change:
	Clause 5.5.2.2 allows that the NF service consumer provides an empty 200 OK as response code, since UeRequestedValueRep is defined as optional. This is not correct, since a payload needs to be always provided when the Response HTTP code is 200 OK, as defined in TS 29.501 for the different service operations. 
Moreover, clause 4.2.4.2 says:

In case of a successful response:
a.	if the feature "ImmediateReport" is supported and the PCF provisioned policy control request triggers (applicable triggers are as defined in Table 5.6.2.8-1), a "200 OK" response code and a response body with the corresponding available information in the "UeRequestedValueRep" data structure shall be returned in the response;
b.-	otherwise, a "204 No Content" response code shall be returned in the response;
TS 29.512, clause 5.5.2 covers a similar case for Npcf_SMPolicyControl API. However, in that case several options for the payload to be provided in the 200 OK response are defined, in order to cover the support of partial error scenarios.
It is proposed to align the main body with the OpenAPI specification.


	
	

	Summary of change:
	Clause 5.5.2.2 is updated to make UeRequestedValueRep mandatory. 
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	Wrong implementation may bring interoperability issues..
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Additional discussion(if needed):
Proposed changes:

*** First Change ***
[bookmark: _Toc28013426][bookmark: _Toc34222339][bookmark: _Toc36040522][bookmark: _Toc39134451][bookmark: _Toc43283398][bookmark: _Toc45134438][bookmark: _Toc49930038][bookmark: _Toc50024158][bookmark: _Toc51763646][bookmark: _Toc56594510][bookmark: _Toc67493852][bookmark: _Toc68169756][bookmark: _Toc73459366][bookmark: _Toc73459489][bookmark: _Toc74743026][bookmark: _Toc112918311][bookmark: _Toc120652812][bookmark: _Toc129205599][bookmark: _Toc129244418][bookmark: _Toc136530192][bookmark: _Toc136614789][bookmark: _Toc148460916][bookmark: _Toc151914913][bookmark: _Toc153792637]5.5.2.2	Operation Definition
This operation shall support the request data structures specified in table 5.5.2.2-1 and the response data structure and response codes specified in table 5.5.2.2-2.
Table 5.5.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyUpdate
	M
	1
	Updated policies.



Table 5.5.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	UeRequestedValueRep
	MO
	0..1
	200 OK
	The current applicable values corresponding to the policy control request trigger are reported.

	n/a
	
	
	204 No Content
	The policies were successfully updated.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during UE policy notification.

Applicable if the feature "ES3XX" is supported.

(NOTE 3)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during UE policy notification.

Applicable if the feature "ES3XX" is supported.

(NOTE 3)

	ProblemDetails
	O
	0..1
	404 Not Found
	The NF service consumer can use this response when the notification can be sent to another unknown host.
Applicable if the feature "ErrorResponse" is supported.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	[bookmark: _Hlk526273120]NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply. 
NOTE 2:	Failure cases are described in clause 5.7.
NOTE 3:	The RedirectResponse data structure may be provided by an SCP/SEPP (refer to clause 6.10.9.1 of 3GPP TS 29.500 [5]).



Table 5.5.2.2-3: Headers supported by the 307 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NF service consumer (service) instance towards which the notification should be redirected.

For the case where the request is redirected to the same target via a different SCP/SEPP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [5].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected. May be included if the feature "ES3XX" is supported.



Table 5.5.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

For the case where the request is redirected to the same target via a different SCP/SEPP, refer to clause 6.10.9.1 of 3GPP TS 29.500 [5].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



*** End of Changes ***

