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Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc28013387][bookmark: _Toc36040143][bookmark: _Toc44692760][bookmark: _Toc45134221][bookmark: _Toc49607285][bookmark: _Toc51763257][bookmark: _Toc58850155][bookmark: _Toc59018535][bookmark: _Toc68169541][bookmark: _Toc114211773][bookmark: _Toc144156768]*** 1st Change ***
[bookmark: _Toc28012249][bookmark: _Toc34123102][bookmark: _Toc36038052][bookmark: _Toc38875434][bookmark: _Toc43191915][bookmark: _Toc45133310][bookmark: _Toc51316814][bookmark: _Toc51761994][bookmark: _Toc56674981][bookmark: _Toc56675372][bookmark: _Toc59016358][bookmark: _Toc63167956][bookmark: _Toc66262466][bookmark: _Toc68166972][bookmark: _Toc73538090][bookmark: _Toc75351966][bookmark: _Toc83231776][bookmark: _Toc85535081][bookmark: _Toc88559544][bookmark: _Toc114210174][bookmark: _Toc129246525][bookmark: _Toc138747295][bookmark: _Toc144394390]5.6.2.38	Type ServingNfIdentity
Table 5.6.2.38-1: Definition of type ServingNfIdentity
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	servNfInstId
	NfInstanceId
	O
	0..1
	Network Function Instance Identifier of the 5G serving CN node. It represents the AMF.
	

	guami
	Guami
	O
	0..1
	Globally Unique AMF Identifier.
	

	anGwAddr
	AnGwAddress
	O
	0..1
	Contains the access network control gateway address. It represents the S-GW or ePDG address. (NOTE 2)
	

	sgsnAddr	
	SgsnAddress
	O
	0..1
	Contains the serving SGSN address. (NOTE 3)
	2G3GIWK

	sgsnType
	SgsnType
	O
	0..1
	Contains the serving SGSN type. (NOTE 3)
	2G3GIWK_enh

	NOTE 1:	At least one of the "servNfInstId", "guami", "anGwAddr", or "sgsnAddr" attributes shall be present.
NOTE 2:	"anGwAddr" attribute is only applicable to the 5GS and EPC (E-UTRAN and non-3GPP access) interworking scenario as defined in Annex B.
NOTE 3: 	"sgsnAddr" attribute and "sgsnType" attributes is are only applicable to the 5GS and EPC (GERAN and UTRAN access) interworking scenario as defined in Annex B.



*** 2nd Change ***
[bookmark: _Toc28012263][bookmark: _Toc34123120][bookmark: _Toc36038070][bookmark: _Toc38875452][bookmark: _Toc43191934][bookmark: _Toc45133329][bookmark: _Toc51316833][bookmark: _Toc51762013][bookmark: _Toc56675000][bookmark: _Toc56675391][bookmark: _Toc59016377][bookmark: _Toc63167976][bookmark: _Toc66262486][bookmark: _Toc68166992][bookmark: _Toc73538114][bookmark: _Toc75351990][bookmark: _Toc83231800][bookmark: _Toc85535106][bookmark: _Toc88559569][bookmark: _Toc114210199][bookmark: _Toc129246550][bookmark: _Toc138747326][bookmark: _Toc144394421][bookmark: _Toc73538135][bookmark: _Toc75352011][bookmark: _Toc83231821][bookmark: _Toc85535127][bookmark: _Toc88559590][bookmark: _Toc114210220][bookmark: _Toc129246571][bookmark: _Toc138747347][bookmark: _Toc144394442][bookmark: _Toc114212219][bookmark: _Toc144157214]5.6.3.9	Enumeration: FailureCode
Table 5.6.3.9-1: Enumeration FailureCode
	Enumeration value
	Description
	Applicability

	UNK_RULE_ID
	Indicates that the pre-provisioned PCC rule could not be successfully activated because the provided PCC rule identifier is unknown to the NF service consumer.
	

	RA_GR_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Rating Group specified within the Charging Data policy decision to which the PCC rule refers is unknown or invalid.
	

	SER_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Service Identifier specified within the Charging Data policy decision to which the PCC rule refers is invalid, unknown or not applicable to the service being charged.
	

	NF_MAL
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF), activated (for those pre-defined in the SMF) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF), activated (for those pre-defined in the SMF) or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	MAX_NR_QoS_FLOW

(NOTE)
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF), activated (for those pre-defined in the SMF) or enforced (for those already successfully installed) due to the fact that the maximum number of QoS flows has been reached for the associated PDU session.
	

	MISS_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed  (for those provisioned from the PCF) or enforced (for those already successfully installed) because neither the "flowInfos" attribute nor the "appId" attribute is specified by the PCF within the PCC rule entry of the "pccRules" attribute during the first PCC rule installation request.
	

	RES_ALLO_FAIL
	Indicates that the PCC rule could not be successfully installed or maintained since the associated QoS flow establishment/modification failed or the associated QoS flow was released.
	

	UNSUCC_QOS_VAL
	This value is used to:
-	indicate that QoS validation has failed; or
-	indicate when Guaranteed Bandwidth > Max-Requested-Bandwidth.
	

	INCOR_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed or modified at the NF service consumer because the provided flow information is not supported by the network (e.g. the provided IP address(es) or Ipv6 prefix(es) do not correspond to an IP version applicable for the PDU session).
	

	PS_TO_CS_HAN
	Indicates that the PCC rule could not be maintained because of PS to CS handover.
	

	APP_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Application Identifier is invalid, unknown, or not applicable to the application required for detection.
	ADC

	NO_QOS_FLOW_BOUND
	Indicates that there is no QoS flow to which the SMF can bind the PCC rule.
	

	FILTER_RES
	Indicates that the Flow Information within the "flowinfos" attribute cannot be handled by the NF service consumer because at least one of the restrictions defined in clause 5.4.2 of 3GPP TS 29.212 [23] was not respected. 
	

	MISS_REDI_SER_ADDR
	Indicates that the PCC rule could not be successfully installed or enforced at the NF service consumer because there is no valid Redirect Server Address within the provided Traffic Control Data policy decision to which the PCC rule refers, and no preconfigured redirection address for this PCC rule at the SMF/UPF.
	ADC

	UE_TEMPORARILY_UNAVAILABLE
	Indicates that the PCC rule could not be successfully installed/modified because the SMF was informed that the UE was not reachable.
	UEUnreachable

	CM_END_USER_SER_DENIED
	Indicates that the charging system denied the service request due to service restrictions (e.g. terminate rating group) or limitations related to the end-user, e.g. the end-user's account could not cover the requested service.
	

	CM_CREDIT_CON_NOT_APP
	Indicates that the charging system determined that the service can be granted to the end user but no further credit control is needed for the service (e.g. service is free of charge or is treated via offline charging).
	

	CM_AUTH_REJ
	Indicates that the charging system denied the service request in order to terminate the service for which credit is requested.
	

	CM_USER_UNK
	Indicates that the specified end user could not be found in the charging system.
	

	CM_RAT_FAILED
	Indicates that the charging system cannot rate the service request due to insufficient rating inputs, incorrect combination of inputs or due to an attribute or an attribute value that is not recognized or supported in the rating.
	

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario, as defined in Annex B.
	PolicyUpdateWhenUESuspends

	UNKNOWN_REF_ID
	Indicates that the PCC rule could not be successfully installed/modified because the referenced identifier to a Policy Decision Data or to a Condition Data is unknown to the NF service consumer.
	

	INCORRECT_COND_DATA
	Indicates that the PCC rule could not be successfully installed/modified because the referenced Condition data are incorrect (e.g. the "deactivationTime" and the "activationTime" included in the referenced ConditionData contain the same time value).
	

	REF_ID_COLLISION
	Indicates that the PCC rule could not be successfully installed/modified because a Policy Decision referenced within the PCC rule is also referenced by a session rule (e.g. a session rule and this PCC rule refer to the same Usage Monitoring decision data).
	

	TRAFFIC_STEERING_ERROR
	This value is used to indicate that:
-	the enforcement of the steering of traffic to the N6-LAN or 5G-LAN failed; or
-	the dynamic PCC rule could not be successfully installed/modified at the NF service consumer because e.g. there are invalid traffic steering policy identifier(s) within the provided Traffic Control Data policy decision to which the PCC rule refers.
Applicable when the functionality introduced with the TSC feature described in clause 5.8 applies.
	

	DNAI_STEERING_ERROR
	This value is used to indicate that:
-	the enforcement of the steering of traffic to the indicated DNAI failed; or
-	the dynamic PCC rule could not be successfully installed/modified at the NF service consumer because there is invalid route information for a DNAI(s) (e.g. routing profile id is not configured) within the provided Traffic Control Data policy decision to which the PCC rule refers.
Applicable when the functionality introduced with the TSC feature described in clause 5.8 applies.
	

	AN_GW_FAILED
	Indicates that the AN-Gateway has failed and that the PCF should refrain from sending policy decisions to the SMF until it is informed that the S-GW has been recovered. This value shall not be used if the SM Policy association modification procedure is initiated for session rule removal only.
	SGWRest

	MAX_NR_PACKET_FILTERS_EXCEEDED
	This value is used to indicate that the PCC rule could not be successfully installed, modified or enforced at the NF service consumer because the number of supported packet filters for signalled QoS rules for the PDU session has been reached.
	

	PACKET_FILTER_TFT_ALLOCATION_EXCEEDED
	Indicates that the PCC rule is removed at 5GS to EPS mobility because TFT allocation was not possible since the number of active packet filters in the EPC bearer is exceeded.
	PackFiltAllocPrecedence

	MUTE_CHG_NOT_ALLOWED
	Indicates that the PCC rule could not be successfully modified because the mute condition for application detection report cannot be changed.
Applicable when the functionality introduced with the ADC feature described in clause 5.8 applies.
	

	SERVICE_NOT_SUPPORTED_OVER_GNGP
	Indicates that the PCC rule could not be successfully installed or enforced because the UE is accessing from or moved to GERAN/UTRAN over Gn/Gp interface.
	2G3GIWK_enh

	NOTE:	The enumeration value does not follow the related naming convention (i.e. "UPPER_WITH_UNDERSCORE") defined in clause 5.1.4 of 3GPP TS 29.501 [6]. This enumeration value is however kept as currently defined in this specification for backward compatibility considerations.




*** 4th Change ***
5.6.3.33	Enumeration: SgsnType
Table 5.6.3.33-1: Enumeration SgsnType
	Enumeration value
	Description
	Applicability

	GN-SGSN
	Indicates that the serving SGSN type is Gn SGSN.
	

	S4-SGSN
	Indicates that the serving SGSN type is S4 SGSN.
	



*** 5th Change ***
[bookmark: _Toc28012283][bookmark: _Toc34123142][bookmark: _Toc36038092][bookmark: _Toc38875475][bookmark: _Toc43191958][bookmark: _Toc45133353][bookmark: _Toc51316857][bookmark: _Toc51762037][bookmark: _Toc56675024][bookmark: _Toc56675415][bookmark: _Toc59016401][bookmark: _Toc63168001][bookmark: _Toc66262511][bookmark: _Toc68167017][bookmark: _Toc73538140][bookmark: _Toc75352016][bookmark: _Toc83231826][bookmark: _Toc85535132][bookmark: _Toc88559595][bookmark: _Toc114210225][bookmark: _Toc129246576][bookmark: _Toc138747353][bookmark: _Toc153786999][bookmark: _Toc28012298][bookmark: _Toc34123157][bookmark: _Toc36038107][bookmark: _Toc38875490][bookmark: _Toc43191973][bookmark: _Toc45133368][bookmark: _Toc51316872][bookmark: _Toc51762052][bookmark: _Toc56675039][bookmark: _Toc56675430][bookmark: _Toc59016416][bookmark: _Toc63168016][bookmark: _Toc66262526][bookmark: _Toc68167032][bookmark: _Toc73538155][bookmark: _Toc75352031][bookmark: _Toc83231841][bookmark: _Toc85535147][bookmark: _Toc88559610][bookmark: _Toc114210240][bookmark: _Toc129246591][bookmark: _Toc138747368][bookmark: _Toc153787014]5.8	Feature negotiation
The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	TSC
	This feature indicates support for traffic steering control in the (S)Gi-LAN, steering the 5G-LAN type of services or routing of the user traffic to a local Data Network identified by the DNAI per AF request. If the NF service consumer supports this feature, the PCF shall behave as described in clause 4.2.6.2.6.

	2
	ResShare
	This feature indicates the support of service data flows that share resources. If the NF service consumer supports this feature, the PCF shall behave as described in clause 4.2.6.2.8.

	3
	3GPP-PS-Data-Off
	This feature indicates the support of 3GPP PS Data off status change reporting.

	4
	ADC
	This feature indicates the support of application detection and control.

	5
	UMC
	Indicates that the usage monitoring control is supported.

	6
	NetLoc
	This feature indicates the support of the Access Network Information Reporting for 5GS.

	7
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.
(NOTE)

	8
	ProvAFsignalFlow
	This feature indicates support for the feature of IMS Restoration as described in clause 4.2.3.17. If NF service consumer supports this feature the PCF may provision AF signalling IP flow information.

	9
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the NF service consumer to indicate if it supports P-CSCF Restoration Enhancement.

	10
	PRA
	This feature indicates the support of presence reporting area change reporting. The support of the update of a UE Dedicated Presence Reporting Area is unspecified.

	11
	RuleVersioning
	This feature indicates the support of PCC rule versioning as defined in clause 4.2.6.2.14.

	12
	SponsoredConnectivity
	This feature indicates support for sponsored data connectivity feature. If the NF service consumer supports this feature, the PCF may authorize sponsored data connectivity to the subscriber.

	13
	RAN-Support-Info
	This feature indicates the support of maximum packet loss rate value(s) for uplink and/or downlink voice service data flow(s).

	14
	PolicyUpdateWhenUESuspends
	This feature indicates the support of report when the UE is suspended and then resumed from suspend state. Only applicable to the interworking scenario as defined in Annex B.

	15
	AccessTypeCondition
	This feature indicates the support of access type conditioned authorized Session-AMBR as defined in clause 4.2.6.3.2.4.

	16
	[bookmark: _Hlk11757279]MultiIpv6AddrPrefix
	This feature indicates the support of additional new/removed (up to two)  Ipv6 address prefixes reporting.

	17
	SessionRuleErrorHandling
	This feature indicates the support of session rule error handling.

	18
	AF_Charging_Identifier
	This feature indicates the support of long character strings as charging identifiers.

	19
	ATSSS
	This feature indicates the support of the  access traffic switching, steering and splitting functionality as defined in clauses 4.2.6.2.17 and 4.2.6.3.4.

	20
	PendingTransaction
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.513 [7].

	21
	URLLC
	This feature indicates support of Ultra-Reliable Low-Latency Communication (URLLC) requirements, i.e. AF application relocation acknowledgement requirement and UE address(es) preservation. The TSC feature shall be supported in order to support this feature.

	22
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	23
	WWC
	Indicates support of wireless and wireline convergence access as defined in annex C.

	24
	QosMonitoring
	Indicates support of QoS monitoring as defined in clause 4.2.3.25 and 4.2.4.24. Reporting of monitoring data applies to packet delay information when only this feature is supported.

	25
	AuthorizationWithRequiredQoS
	Indicates support of policy authorization for the AF session with required QoS as defined in clause 4.2.3.22.

	26
	EnhancedBackgroundDataTransfer
	Indicates the support of applying the Background Data Transfer Policy to a future PDU session.

	27
	DN-Authorization
	This feature indicates the support of DN-AAA authorization data for policy control.

	28
	PDUSessionRelCause
	Indicates the support of "PS_TO_CS_HO" PDU session release cause.

	29
	SamePcf
	This feature indicates the support of same PCF selection for the parameter's combination.

	30
	ADCmultiRedirection
	This feature indicates support for multiple redirection information in application detection and control. It requires the support of ADC feature.

	31
	RespBasedSessionRel
	Indicates support of handling PDU session termination functionality as defined in clause 4.2.4.22.

	32
	TimeSensitiveNetworking
	Indicates that the 5G System is integrated within the external network as a TSN bridge.

	33
	EMDBV
	This feature indicates the support of the ExtMaxDataBurstVol data type defined in 3GPP TS 29.571 [11]. The use of this data type is specified in clause 4.2.2.1.

	34
	DNNSelectionMode
	This feature indicates the support of DNN selection mode.

	35
	EPSFallbackReport
	This feature indicates the support of the report of EPS Fallback as defined in clauses B.3.3.2 and B.3.4.6.

	36
	PolicyDecisionErrorHandling
	This feature indicates the support of the error report of the policy decision and/or condition data which is not referred by any PCC rule or session rule as defined in clause 4.2.3.26 and 4.2.4.26.

	37
	[bookmark: _Hlk42160936]DDNEventPolicyControl
	This feature indicates the support for policy control in the case of DDN Failure and Delivery Status events as defined in clause 4.2.4.27.

	38
	ReallocationOfCredit
	This feature indicates the support of notifications of reallocation of credit.

	39
	BDTPolicyRenegotiation
	This feature indicates the support of the BDT policy re-negotiation.

	40
	ExtPolicyDecisionErrorHandling
	This feature indicates the support of the error report of a faulty SM policy decision parameter as defined in clause 4.2.3.26 and 4.2.4.26. It requires the support of PolicyDecisionErrorHandling feature.

	41
	ImmediateTermination
	This feature indicates the support of the termination the PDU session when the NF service consumer cannot ensure the UE, RAN, AMF, or UPF can revert to the status before the PDU session modification occurred, as defined in clause 4.2.4.21.

	42
	AggregatedUELocChanges
	This feature indicates the support of notifications of serving area (i.e. tracking area) and/or serving cell changes.

	43
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in clauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [4] and according to HTTP redirection principles for indirect communication, as specified in clause 6.10.9 of 3GPP TS 29.500 [4]. 

	44
	GroupIdListChange
	This feature indicates the support for the notification of changes in the list of internal group identifiers.

	45
	DisableUENotification
	Indicates the support of disabling QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation. This feature requires that the AuthorizationWithRequiredQoS featute is also supported.

	46
	OfflineChOnly
	This feature enables the PCF to signal the "PDU Session with offline charging only" indication as defined in clause 4.2.2.3.3.

	47
	Dual-Connectivity-redundant-UP-paths
	Indicates the support of policy authorization of end to end redundant user plane path using dual connectivity as described in clause 4.2.2.20.

	48
	DDNEventPolicyControl2
	This feature indicates the support for the policy control removal in the case of DDN Failure and/or Delivery Status event(s) is cancelled as defined in clause 4.2.4.27. The DDNEventPolicyControl feature shall be supported in order to support this feature.

	49
	VPLMN-QoS-Control
	Indicates the support of QoS constraints from the VPLMN for the derivation of the authorized Session-AMBR and authorized default QoS.

	50
	2G3GIWK
	This feature indicates the support of GERAN and UTRAN access over N7 interface.

	51
	TimeSensitiveCommunication
	Indicates that the 5G System is integrated within the external network as a TSC user plane node to enable the Time Sensitive Communications and Time Synchronization. This feature requires that the TimeSensitiveNetworking feature is also supported.

	52
	AF_latency
	This feature indicates the support of Edge relocation considering user plane latency. This feature requires that the TSC feature is also supported.

	53
	SatBackhaulCategoryChg
	This feature indicates the support of notification of a change between different satellite backhaul categories, or between satellite backhaul and non-satellite backhaul.

	54
	CHFsetSupport
	Indicates the support of CHF redundancy and failover mechanisms based on CHF instance availability within a CHF Set, as described in clause 4.2.2.3.1.

	55
	EnATSSS
	Indicates the support of ATSSS enhancement. It requires the support of ATSSS feature.

	56
	MPSforDTS
	Indicates support of the MPSfor DTS feature as described in clause 4.2.6.2.12.4.

	57
	RoutingInfoRemoval
	Indicates the support of the removal of the "routeToLocs" attribute from the TrafficControlData instance.

	58
	ePRA
	This feature indicates the support of presence reporting area change reporting. It additionally supports the update of the elements of a UE Dedicated Presence Reporting Area by the full replacement of the previously provided one comparing with the PRA feature. 

	59
	AMInfluence
	Indicates the support of the delivery of the PCF for the UE request to be notified by the PCF for the PDU session about PDU session established/terminated events.

	60
	PvsSupport
	This feature indicates the support of SNPN UE Remote Provisioning via User Plane as described in clause 4.2.2.21.

	61
	EneNA
	This feature indicates the support of NWDAF data reporting.

	62
	BIUMR
	This feature bit indicates whether the NF Service Consumer (e.g. SMF) and PCF supports Binding Indication Update for multiple resource contexts specified in clauses 6.12.1 and 5.2.3.2.6 of 3GPP TS 29.500 [4].

	63
	EASIPreplacement
	This feature indicates the support of EAS IP replacement. This feature requires that the TSC feature is also supported.

	64
	ExposureToEAS
	This feature indicates the support of exposure of QoS monitoring results to local AF. This feature requires that QosMonitoring feature is also supported.

	65
	SimultConnectivity
	This feature indicates the support of temporary simultaneously connectivity at edge relocation. This feature requires that the TSC feature is also supported. 

	66
	SGWRest
	This feature indicates the support of SGW Restoration procedures. Only applicable to the interworking scenario as defined in Annex B.

	67
	ReleaseToReactivate
	This feature indicates that the PCF can request the SMF for reactivation of a PDU session based on an SM Policy Association release cause.

	68
	EASDiscovery
	This feature indicates the support of EAS (re)discovery.

	69
	AccNetChargId_String
	This feature indicates the support of long character strings as access network charging identifier.

	70
	WLAN_Location
	This feature indicates the support of the report of the WLAN location information received from the ePDG/EPC, if available. It is only applicable to EPS interworking scenarios as specified in Annex B.

	71
	PackFiltAllocPrecedence
	This feature indicates the support of the control of the maximum number of packet filters in the EPS network in the EPS interworking scenarios as described in Annex B.

	72
	SatBackhaulCategoryChg_v2
	This feature indicates the support of the indication of satellite backhaul categories, or the indication of non-satellite backhaul during the response to the update notify request.

	73
	PacketDelayFailureReport
	Indicates the support of packet delay failure report as part of QoS Monitoring procedures. This feature requires that QosMonitoring feature is supported.

	74
	AltQoSProfilesSupportReport
	This feature indicates the support of the report of whether Alternative QoS parameters are supported by NG-RAN. This feature requires that AuthorizationWithRequiredQoS feature is also supported.

	75
	Ext2PolicyDecisionErrorHandling
	This feature indicates the support of the error report of the policy decision and/or condition data which is not referred by any PCC rule or session rule when no PCC rules and no session rules are provided and the handling of partial errors.
It requires the support of ExtPolicyDecisionErrorHandling feature.

	76
	UEUnreachable
	This feature indicates the support for the reporting of UE temporarily unavailable.

	77
	EnTSCAC
	Indicates the support of extensions to TSCAC and the RAN feedback for BAT offset and adjusted periodicity.
This feature requires that TimeSensitiveCommunication feature is also supported.

	78
	MTU_Size
	This feature indicates the support of the report of the MTU size of the device side port. This feature requires that the TimeSensitiveCommunication feature is also supported.

	79
	EnSatBackhaulCatChg
	This feature indicates the support of notification of dynamic satellite backhaul categories.
It requires the support of SatBackhaulCategoryChg and SatBackhaulCategoryChg_v2 features.

	80
	SFC
	This feature indicates support for application function influence on service function chaining(s).
It requires the support of TSC feature.

	81
	EpsUrsp
	This feature indicates the support of URSP provisioning in EPS. Only applicable to the interworking scenario as defined in Annex B.

	82
	CommonEASDNAI
	This feature controls the support of the common EAS/DNAI selection. It requires the support of TSC feature.

	83
	UnlimitedMultiIpv6Prefix
	This feature indicates the support of multiple Ipv6 address prefixes reporting.

	84
	NscSupportedFeatures
	This feature indicates the support of provisioning of the Network Function Service Consumer features supported in Nsmf_EventExposure service as described in 3GPP TS 29.508 [12].

	85
	URSPEnforcement
	This feature indicates the support of awareness of URSP rule enforcement

	86
	VBCforIMS
	This feature indicates the support of provisioning of the caller and callee informations in volume based charging for IMS as defined in clause A.16 of 3GPP TS 29.214 [18] (replacing PCRF with PCF).

	87
	ExposureToTSC
	This feature indicates the support of the direct event notification of TSC management information from the UPF to the TSCTSF or TSN AF in 5GC.
This feature requires that TimeSensitiveCommunication feature is also supported.

	88
	NetSliceRepl
	This feature indicates the support of the network slice replacement functionality introduced in this specification as part of the end-to-end network slicing functionality.

The following functionalities are supported:
-	Support the reporting of the network slice replacement information to the PCF.


	89
	SessQoSModEnforcementFailure
	This feature indicates the support of the report PDU session modification failure because the enforcement of the default QoS modification or session-AMBR modification of the active session rule failed. 

	90
	HR-SBO
	This feature indicates the support of VPLMN specific Offloading policy in Home Routed deployments with Session Breakout (HR-SBO).

	91
	EnATSSS_v2
	Indicates the support of ATSSS enhancements which includes REDUNDANT steering mode, MPQUIC steering functionality and MA PDU session interworking enhancements. It requires the support of the EnATSSS features.

	92
	NetSliceUsageCtrl
	This feature indicates the support of the network slice usage control functionality introduced in this specification as part of the end-to-end network slicing functionality.

The following functionalities are supported:
-	Support the provisioning by the PCF of the network slice usage control information (e.g., slice PDU session inactivity timer value).

	93
	VPLMN-5QIPrioLevel
	Indicates the support of the indication of the VPLMN supported 5QI priority level when the required 5QI Priority Level is different from the standardized Default Priority Level value in the QoS characteristics Table 5.7.4-1 in 3GPP TS 23.501 [2].
This feature requires that VPLMN-QoS-Control feature is also supported.

	94
	PDUSetHandlinge
	This feature indicates the support of PDU Set handling. This feature may be used for eXtended Reality (XR) and interactive media services.

	95
	RTLatency
	This feature indicates the support of Round-Trip latency. This feature may be used for eXtended Reality (XR) and interactive media services

	96
	EnQoSMon
	This feature indicates the support of enhanced QoS monitoring functionality, i.e. the report of the congestion information, and/or, the data rate information monitoring.

	97
	PowerSaving
	This feature indicates the support of the Power Saving for different traffic measurement. 

	98
	L4S
	This feature indicates the support of the PCF indication of ECN marking for L4S support.

	99
	UPEAS
	This feature indicates the support of UPF enhancements for exposure related to the identification of QoS monitoring event exposure subscription.

	100
	2G3GIWK_enh
	This feature indicates the support to identify GERAN/UTRAN over Gn/Gp scenarios. This feature requires that 2G3GIWK is also supported.

	NOTE:	5GS and EPS release cause code information is supported. The EPS release cause code information from the access network is only applicable to EPS interworking scenarios as specified in Annex B.



Editor's note:	Whether and/how to indicate the support of end of burst indication, and provision the flow periodicity information within the Power Saving feature is FFS.
*** 6th Change ***
B.3.2.1	UE Location related information
When the UE establishes the PDN connection through the EPC/E-UTRAN network, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "eutraLocation" attribute included in the "userLocationInfo" attribute; and
-	S-GW address, if available, within the "anGwAddr" attribute included in the "servNfId" attribute. 
When the UE establishes the PDN connection through the EPC/UTRAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "utraLocationInfo" attribute included in the "userLocationInfo" attribute; and
-	SGSN address, if available, within the "sgsnAddr" attribute included in the "servNfId" attribute. 
When the UE establishes the PDN connection through the EPC/GERAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "geraLocationInfo" attribute included in the "userLocationInfo" attribute; and
-	SGSN address, if available, within the "sgsnAddr" attribute included in the "servNfId" attribute. If the feature "2G3GIWK_enh" is also supported, the SGSN type shall also be included within the "sgsnType" attribute.
When the UE establishes the PDN connection through the EPC/ePDG network, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "n3gaLocation" attribute included in the "userLocationInfo" attribute. The "n3gaLocation" attribute includes the "ueIpv4Addr" or "ueIpv6Addr" attributes, and, if available the "portNumber" and "protocol" attributes and, if the feature "WLAN_Location" is supported, the "twapId" attribute encoding the WLAN location information, if available; and
-	ePDG identification within the "anGwAddr" attribute included in the "servNfId" attribute. 
NOTE:	The "n3gaLocation" attribute does not include the "n3gppTai" and "n3IwfId" attributes in EPC interworking scenarios. 
*** End of Changes ***

