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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc28013321][bookmark: _Toc36040076][bookmark: _Toc44692689][bookmark: _Toc45134150][bookmark: _Toc49607214][bookmark: _Toc51763186][bookmark: _Toc58850081][bookmark: _Toc59018461][bookmark: _Toc68169467][bookmark: _Toc114211623][bookmark: _Toc151616675][bookmark: _Toc151621623][bookmark: _Toc153789695][bookmark: _Toc151878699][bookmark: _Toc11247315][bookmark: _Toc27044435][bookmark: _Toc36033477][bookmark: _Toc45131609][bookmark: _Toc49775894][bookmark: _Toc51746814][bookmark: _Toc66360358][bookmark: _Toc68104863][bookmark: _Toc74755493][bookmark: _Toc105674354][bookmark: _Toc130502393][bookmark: _Toc145704326][bookmark: _Toc151624321]4.4.7.1	General
In order to create a resource for the Traffic Influence, the AF shall send an HTTP POST message to the NEF to the resource "Traffic Influence Subscription", with the request body of the HTTP POST message including the TrafficInfluSub data structure as specified in clause 5.4.3.3.2may include the AF Service Identifier, external Group Identifier, any UE Indication, the UE address, GPSI, DNN, S-NSSAI, Application Identifier or traffic filtering information, Subscribed Event, Notification destination address, a list of geographicareas(s), AF Transaction Identifier, a list of DNAI(s), routing profile ID(s) or N6 traffic routing information, Indication of application relocation possibility, type of notifications, Temporal validity conditions, and if the URLLC feature is supported, Indication of AF acknowledgement to be expected and/or Indication of UE IP address preservation. If the AF_latency feature is supported, user plane latency requirements may also be included and may support the indication of simultaneous connectivity in the "simConnInd" attribute and the minimum time interval for inactivity of traffic via source PSA in the "simConnTerm" attribute. If the EASDiscovery feature is supported, the indication of the EAS rediscovery may also be included. If the EASIPreplacement feature is supported, EAS IP replacement information may also be included. If the EDGEAPP feature is supported and the "subscribedEvents" attribute is provided, the event reporting requirements may also be included within the "eventReq" attribute. The Notification destination address shall be included if the Subscribed Event is included in the HTTP request message.
In order to update an existing traffic influence subscription, the AF shall send an HTTP PUT or PATCH message to the resource "Individual Traffic Influence Subscription", with the request body including the TrafficInfluSub data structure as specified in clause 5.4.3.3.2 requesting to replacechange the traffic influence parameters. 
In order to modify an existing traffic influence subscription, the AF shall send an HTTP PATCH message to the resource "Individual Traffic Influence Subscription", with the request body including the TrafficInfluSubPatch data structure as specified in clause 5.4.3.3.3 requesting to modify the traffic influence parameters.
In order to delete an existing traffic influence subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Traffic Influence Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall perform the mapping as described in 3GPP TS 23.501 [3], and then perform as described in clause 4.4.7.2 if the request is identified by UE address or perform as described in clause 4.4.7.3 if the request is not identified by UE address.
If the EDGEAPP feature is supported and the "subscribedEvents" attribute is provided in the received HTTP POSTrequest, and immediate reporting was requested by the AF, then user plane path management report(s) shall be included in the HTTP POST response within the "eventReports" attribute, if available. They may also be included in the HTTP PUT/PATCH response, if available.
NOTE:	The EAS IP Replacement information and the information indicating the EAS rediscovery are not provided simultaneously.
*** 2nd Change ***
[bookmark: _Toc114211624][bookmark: _Toc151616676][bookmark: _Toc151621624][bookmark: _Toc153789696]4.4.7.2	AF request identified by UE address
Upon receipt of the above AF request which is for an individual UE identified by IP or Ethernet address, the NEF may interact with the BSF to retrieve the related PCF information by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9] If the NEF receives an error responsefrom the BSF, the NEF shall not create the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the BSF, the NEF shall interact with the PCF by invoking the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [7]. After receiving a successful response from the PCF, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a "201 Created" status code, including a Location header field containing the URI for the created resource with the response body including a representation of the created "Individual Traffic Influence Subscription" resource within the TrafficInfluSub data structure. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription:
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a "200 OK" status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, then shall responds to the AF with a "204 No Content" status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
If the NEF receives a response with an error code from the PCF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code.
*** 3rd Change ***
[bookmark: _Toc28013323][bookmark: _Toc36040078][bookmark: _Toc44692691][bookmark: _Toc45134152][bookmark: _Toc49607216][bookmark: _Toc51763188][bookmark: _Toc58850083][bookmark: _Toc59018463][bookmark: _Toc68169469][bookmark: _Toc114211625][bookmark: _Toc151616677][bookmark: _Toc151621625][bookmark: _Toc153789697]4.4.7.3	AF request not identified by UE address
For AF request not identified by UE address, it may target an individual UE, a group of UEs or any UE. For an individual UE identified by GPSI, or a group of UEs identified by External Group Identifier, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier.
The NEF shall interact with the UDR to store the received traffic influence parameters from the AF by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [20] and 3GPP TS 29.519 [23]. If the NEF receives an error responsefrom the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the UDR, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a "201 Created" status code, including a Location header field containing the URI for the created resource with the response body including a representation of the created "Individual Traffic Influence Subscription" resource within the TrafficInfluSub data structure. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription;
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a "200 OK" status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a "204 No Content" status code.
*** 4th Change ***
[bookmark: _Toc28013386][bookmark: _Toc36040142][bookmark: _Toc44692759][bookmark: _Toc45134220][bookmark: _Toc49607284][bookmark: _Toc51763256][bookmark: _Toc58850154][bookmark: _Toc59018534][bookmark: _Toc68169540][bookmark: _Toc114211772][bookmark: _Toc151616822][bookmark: _Toc151621770][bookmark: _Toc153789842][bookmark: _Toc28013348][bookmark: _Toc36040104][bookmark: _Toc44692721][bookmark: _Toc45134182][bookmark: _Toc49607246][bookmark: _Toc51763218][bookmark: _Toc58850116][bookmark: _Toc59018496][bookmark: _Toc68169502][bookmark: _Toc114211734][bookmark: _Toc136554480][bookmark: _Toc151992886][bookmark: _Toc151999666][bookmark: _Toc152158238]5.4.3.3.2	Type: TrafficInfluSub
This type represents a traffic influence subscription. The same structure is used in the subscription request and subscription response.
Table 5.4.3.3.2-1: Definition of type TrafficInfluSub
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE 1)

	afServiceId
	string
	O
	0..1
	Identifies a service on behalf of which the AF is issuing the request.
	

	afAppId
	string
	O
	0..1
	Identifies an application.
(NOTE 3)
	

	afTransId
	string
	O
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.

-	 Set to "true" if it can be relocated.; otherwise 
-	Sset to "false" if it can not be relocated. 
-	Default value is "false" if omitted.
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	Identifies an S-NSSAI.
	

	externalGroupId
	ExternalGroupId
	O
	0..1
	Identifies a group of users. 
(NOTE 2)
	

	anyUeInd
	boolean
	O
	0..1
	IndicatesIdentifies whether the AF request applies to any UE. This attribute shall 
-	Sset to "true" if applicable for any UE., otherwise, 
-	Sset to "false" if not applicable for any UE.
-	Default value is "false" if omitted.
(NOTE 2)
	

	subscribedEvents
	array(SubscribedEvent)
	O
	1..N
	Identifies the requirement to be notified of the event(s).
	

	gpsi
	Gpsi
	O
	0..1
	Identifies a user. 
(NOTE 2)
	

	ipv4Addr
	Ipv4Addr
	O
	0..1
	Identifies the IPv4 address. 
(NOTE 2)
	

	ipDomain
	string
	O
	0..1
	The IPv4 address domain identifier.
The attribute may only be provided if the ipv4Addr attribute is present.
	

	ipv6Addr
	Ipv6Addr
	O
	0..1
	Identifies the IPv6 address. 
(NOTE 2)
	

	macAddr
	MacAddr48
	O
	0..1
	Identifies the MAC address. (NOTE 2)
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.
	

	notificationDestination
	Link
	C
	0..1
	Contains the Callback URL to receive the notification from the NEF.
It shall be present if the "subscribedEvents" is present.
	

	requestTestNotification
	boolean
	O
	0..1
	Indicates whether the AF request the NEF to send a test notification or not.

-	Set to true by the AFSCS/AS to request the NEF to send a test notification as defined in subclause 5.2.5.3 of 3GPP TS 29.122 [4]. 
-	Set to false by the AF not to request the NEF to send a test notification.or 
-	Default value is "false" if omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol.
	Notification_websocket

	self
	Link
	C
	0..1
	Link to the created resource. 
This parameter shall be supplied by the NEF in HTTP responses that include an object of TrafficInfluSub type
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
(NOTE 3)
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
(NOTE 3)
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	tfcCorrInd
	boolean
	O
	0..1
	Indication of traffic correlation.
May only be included when "externalGroupId" attribute was included within the TrafficInfluSub data type previously.
It is used to indicate that for the group of UEs, the targeted PDU sessions should be correlated by a common DNAI.
Set to "true" if it should be correlated; otherwise set to "false". Default value is "false" if omitted. (NOTE 4)
	

	tempValidities
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the AF request is to be applied.
	

	validGeoZoneIds
	array(string)
	O
	1..N
	Identifies a geographic zone that the AF request applies only to the traffic of UE(s) located in this specific zone.
This attribute is deprecated; the attribute "geoAreas" should be used instead.
	

	geoAreas
	array(GeographicalArea)
	O
	1..N
	Identifies geographical areas within which the AF request applies.
This attribute deprecates validGeoZoneIds attribute.
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected.
Set to "true" if the AF acknowledge is expected; otherwise set to "false". 
Default value is "false" if omitted.
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Defalult value is "false" if omitted.
	URLLC

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA. If it is included and set to "true", temporary simultaneous connectivity should be kept. The default value "false" applies, if the attribute is not present and has not been supplied previously.
	SimultConnectivity

	simConnTerm
	DurationSec
	O
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure. 
It may be included when the "simConnInd" attribute is set to true. 
	SimultConnectivity

	maxAllowedUpLat
	Uinteger
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_lantency

	easIpReplaceInfos
	array(EasIpReplacementInfo)
	O
	1..N
	Contains EAS IP replacement information.
	EASIPreplacement

	easRedisInd
	boolean
	O
	0..1
	Indicates the EAS rediscovery is required for the application if it is included and set to "true". Defalult value is "false" if omitted.
The indication shall be invalid after it was applied unless it is provided again.
	EASDiscovery

	eventReq
	ReportingInformation
	O
	0..1
	Indicates the event reporting requirements.

This attribute may be provided if the "EDGEAPP" feature is supported and the "subscribedEvents" attribute is present.
	EDGEAPP

	eventReports
	array(EventNotification)
	C
	1..N
	Represents user plane path management event report(s).

This attribute shall be present in an HTTP POST response if the immediate reporting indication in the "immRep" attribute within the "eventReq" attribute is set to true and the "subscribedEvents" was present in the corresponding HTTP POST request and the report(s) are available.

This attribute may also be present in an HTTP PUT or PATCH response when the report(s) are available.
	EDGEAPP

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in clause 5.4.4.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	NOTE 1:	Properties marked with a feature as defined in clause 5.4.4 are applicable as described in clause 5.2.7 of 3GPP TS 29.122 [4]. If no feature is indicated, the related property applies for all the features.
NOTE 2:	One of individual UE identifier (i.e. "gpsi", "macAddr", "ipv4Addr" or "ipv6Addr"), External Group Identifier (i.e. "externalGroupId") or any UE indication "anyUeInd" set to "true" shall be included.
NOTE 3:	One of "afAppId", "trafficFilters" or "ethTrafficFilters" shall be included.
NOTE 4:	The indication of traffic correlation shall be provided only when the AF requires that all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 23.501 [3], clause 5.6.7.1 and clause 5.29.



*** 5th Change ***
[bookmark: _Toc28013387][bookmark: _Toc36040143][bookmark: _Toc44692760][bookmark: _Toc45134221][bookmark: _Toc49607285][bookmark: _Toc51763257][bookmark: _Toc58850155][bookmark: _Toc59018535][bookmark: _Toc68169541][bookmark: _Toc114211773][bookmark: _Toc151616823][bookmark: _Toc151621771][bookmark: _Toc153789843]5.4.3.3.3	Type: TrafficInfluSubPatch
This type represents a subscription of traffic influence parameters provided by the AF to the NEF. The structure is used for HTTP PATCH request.
Table 5.4.3.3.3-1: Definition of type TrafficInfluSubPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.

-	Set to "true" if it can be relocated.
-	Set to "false" if it can not be relocated.
(NOTE)
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
(NOTE)
	

	tfcCorrInd
	boolean
	O
	0..1
	Indication of traffic correlation.
May only be included when "externalGroupId" attribute was included within the TrafficInfluSub data type previously.
It is used to indicate that for the group of UEs, the targeted PDU sessions should be correlated by a common DNAI.
	

	tempValidities
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the AF request is to be applied.
(NOTE)
	

	validGeoZoneIds
	array(string)
	O
	1..N
	Identifies a geographic zone that the AF request applies only to the traffic of UE(s) located in this specific zone.
(NOTE)
This attribute is deprecated; the attribute "geoAreas" should be used instead.
	

	geoAreas
	array(GeographicalArea)
	O
	1..N
	Identifies geographical areas within which the AF request applies. (NOTE)
This attribute deprecates validGeoZoneIds attribute.
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected.

-	"true" indicates that the AF acknowledgement of UP path event notification is expected.
-	"false" indicates that the AF acknowledgement of UP path event notification is not expected.
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether the UE IP address shall be preserved.

-	"true" indicates the UE IP address shall be preserved.
-	"false" indicates the UE IP address shall not be preserved.

(NOTE)
	URLLC

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA. If it is included and set to "true", temporary simultaneous connectivity should be kept. 
	SimultConnectivity

	simConnTerm
	DurationSec
	O
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure.
	SimultConnectivity

	maxAllowedUpLat
	UintegerRm
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_latency

	easIpReplaceInfos
	array(EasIpReplacementInfo)
	O
	1..N
	Contains EAS IP replacement information.
	EASIPreplacement

	easRedisInd
	boolean
	O
	0..1
	Indicates the EAS rediscovery is required for the application if it is included and set to "true". Defalult value is "false" if omitted.
The indication shall be invalid after it was applied unless it is provided again.
	EASDiscovery

	notificationDestination
	Link
	O
	0..1
	Contains the Callback URL to receive the notification from the NEF.
	

	eventReq
	ReportingInformation
	O
	0..1
	Indicates the event reporting requirements.

This attribute may be provided if the "EDGEAPP" feature is supported.
	EDGEAPP

	NOTE:	The value of the property shall be set to NULL for removal.



*** End of Changes ***

