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\*\*\* 1st Change \*\*\*
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\*\*\* Next Change \*\*\*

#### 4.2.6.2 Creating a new subscription

Figure 4.2.6.2-1 illustrates the creation of a subscription.



Figure 4.2.6.2-1: Creation of a subscription

To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{apiRoot}/nbsf-management/<apiVersion>/subscriptions" as Resource URI and the BsfSubscription data structure as request body that shall include:

- an URI where to receive the requested notifications within the "notifUri" attribute;

- a Notification Correlation Identifier provided by the NF service consumer for the requested notifications within the "notifCorreId" attribute;

- identification of the events to subscribe as "events" attribute;

- the SUPI within the "supi" attribute;

- if the NF service consumer subscribes to event notifications of newly registered and deregistered PCF for a PDU session, the "events" attribute indicating "PCF\_PDU\_SESSION\_BINDING\_REGISTRATION"/"PCF\_PDU\_SESSION\_BINDING\_DEREGISTRATION" and/or subscribes to the event notifications of binding registration of the first PDU session and deregistration of the last PDU session for a S-NSSAI and DNN combination indicating "SNSSAI\_DNN\_BINDING\_REGISTRATION"/"SNSSAI\_DNN\_BINDING\_DEREGISTRATION" respectively, and one DNN and S-NSSAI pair to which the subscription applies within the "snssaiDnnPairs" attribute and, when the subscription applies to more than one DNN and S-NSSAI, the list of the remaining DNN and S-NSSAI pairs to which the subscription applies within the "addSnssaiDnnPairs" attribute, which includes the DNN within the "dnn" attribute and the S-NSSAI within the "snssai" attribute;

NOTE 1: When the subscribed event is SNSSAI\_DNN\_BINDING\_REGISTRATION and SNSSAI\_DNN\_BINDING\_DEREGISTRATION, only the status of the binding for the concerned S-NSSAI and DNN combination is reported, i.e., it is not needed to report the complete binding related information, but only an indication of registration or deregistration event.

- if the NF service consumer subscribes to event notifications of newly registered and deregistered PCF for a UE, the "events" attribute indicating "PCF\_UE\_BINDING\_REGISTRATION"/"PCF\_UE\_BINDING\_DEREGISTRATION".

The BsfSubscription data structure as request body may also include:

- the GPSI within the "gpsi" attribute.

If the BSF cannot successfully fulfil the received HTTP POST request due to an internal BSF error or an error in the HTTP POST request, the PCF shall send an HTTP error response as specified in clause 5.7.

Upon successful reception of the HTTP POST request with "{apiRoot}/nbsf-management/<apiVersion>/subscriptions" as request URI and "BsfSubscription" data structure as request body, the BSF shall create a new "Individual Binding Subscription" resource, store the subscription and send a HTTP "201 Created" response as shown in figure 4.2.6.2-1, step 2. The BSF shall include in the "201 Created" response:

- a Location header field; and

- a "BsfSubscriptionResp" data type in the content.

The Location header field shall contain the URI of the created individual application session context resource i.e., "{apiRoot}/nbsf-management/<apiVersion>/subscriptions/{subId}".

The "BsfSubscriptionResp" data type shall contain:

- the representation of the created "Individual Binding Subscription" resource within the "BsfSubscription" data type; and

- when the BSF already has available the requested information at the time of the event subscription request, the related notification information within the "BsfNotification" data type as specified in clause 4.2.8.2.

The subscription to any event lasts till the NF service consumer terminates it as described in subsclause 4.2.7.2. For every subscribed event, the continuous reporting notification method shall apply.

\*\*\* Next Change \*\*\*

### 5.2.1 General

HTTP/2, IETF RFC 9113 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [6].

HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [6].

The OpenAPI [11] specification of HTTP messages and content bodies for the Nbsf\_Management is contained in Annex A.

\*\*\* Next Change \*\*\*

#### 5.2.2.2 Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [6]. The use of the JSON format shall be signalled by the content type "application/json".

"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 9457 [13].

JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be signalled by the content type "application/merge-patch+json", as defined in IETF RFC 7396 [20].

\*\*\* End of Changes \*\*\*