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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc85734118][bookmark: _Toc89431417][bookmark: _Toc97042209][bookmark: _Toc97045353][bookmark: _Toc97155098][bookmark: _Toc101521248][bookmark: _Toc138761508][bookmark: _Toc145707702]5.6.2.2.2	EAS requesting reservation of resources for a data session between AC and EAS with specific QoS using Eees_SessionWithQoS operation
[bookmark: _Toc65839156]To request establishment of a data session between AC and EAS with a specific QoS, the EAS shall send a HTTP POST message to the Edge Enabler Server on the "Sessions with QoS" resource as specified in clause 8.5.2.2.3.1. The body of POST message shall include the EAS identifier, only one of the UE's IP address or the Identifier of the UE or the identifier of the group uniquely identifying a group of UEs, IP flow description, and at least one of requested QoS reference. The body of POST message may include a list of associated events which the EAS subscribes, and if the event list is included, a Notification Destination URI shall also be provided.
Upon receiving the HTTP POST message from the EAS:
1.	the EES shall process the EAS Session with QoS Create request;
2.	the EES shall verify the identity of the EAS and check if the EAS is authorized to request reservation of resources for a data session between AC and EAS with a specific QoS;
3.	if the EAS is authorized, then the EES shall;
a.	create a new resource "Individual Session with QoS";
b.	if the request is for a group of UEs identified by group ID (i.e., via the "intGrpId" or "extGrpId") or for a single UE identified via the "ueId" attribute, interact with the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the MonitroingEvent API with the monitoring type sets to "PDN_CONNECTIVITY_STATUS" to request to be notified when the 3GPP network detects the UE's PDN connection or PDU session is set up or torn down. If the IP address for the single UE or, the IP address(es) for one or more UEs within the group are received from the 3GPP network, then execute step 3c; and
c.	if the request is for a single UE identified by the IP address or the IP address is obtained in step 3b, interact directly with the PCRF (as specified in 3GPP TS 29.214 [15]) or the PCF (as specified in 3GPP TS 29.514 [16]), or via the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the AsSessionWithQoS API, to provide the specific QoS information to the PCF.
4.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" feature is supported, the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting user plane path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EASID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD Mmanagement procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response
iiii)	if the PFD Management service is not supported by the 3GPP Core Network,the EES shall reject the request with an HTTP "403 Forbidden" status code with the response content containing a ProblemDetails data structure with the "cause" attribute including the "PFD_MNGT_NOT_SUPPORTED" application error;
5.	upon receipt of successful response from 3GPP network, respond to the EAS with "201 Created" and include the session with QoS context information. The new created resource URI shall also be included in the Location header field of the HTTP response message.in the response message. 
On failure, the EES shall take proper error handling actions, as specified in clause 8.5.6, and respond to the EAS with an appropriate error status code.
*** 2nd Change ***
[bookmark: _Toc85734121][bookmark: _Toc89431420][bookmark: _Toc97042212][bookmark: _Toc97045356][bookmark: _Toc97155101][bookmark: _Toc101521251][bookmark: _Toc138761511][bookmark: _Toc145707705]5.6.2.3.2	EAS updating QoS of a data session between AC and EAS using Eees_SessionWithQoS_Update operation
To request modification of the QoS of the data session between AC and EAS, the EAS shall send a HTTP PATCH or PUT message to the EES on resource URI "Individual Session with QoS" resource as specified in clause 8.5.2.3.3.1 for HTTP PATCH message and in clause 8.5.2.3.3.2 for HTTP PUT message.
The PUT message shall replace all the QoS settings of the data session in the existing context. The request shall not change the values of the "easId", "ueId", "ueIpv4Addr", "ueIpv6Addr", "ipDomain", "intGrpId", "extGrpId", "dnn" and/or "snssai" attributes.
Upon receiving the HTTP PATCH or PUT message from the EAS:
1.	the EES shall check the update of the existing Individual Session with QoS from the EAS is authorized or not;
2.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting user plane path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EASID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD Mmanagement procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response
iiii)	, e.g. with an HTTP "403 Forbidden" status code with the response content containing a ProblemDetails data structure with the "cause" attribute including the "PFD_MNGT_NOT_SUPPORTED" application error if the PFD Management service is not supported by the 3GPP Core Network;
3.	if the EAS is authorized, and to update the QoS setting, then the EES shall:
a.	interact with the 3GPP network to update the associated data session; and
b.	upon receipt of successful response from 3GPP network, respond to the EAS with "204 No Content", or "200 OK" with the updated Individual session with QoS context in the response message.
	On failure, the EES shall take proper error handling actions, as specified in clause 8.5.6, and respond to the EAS with an appropriate error status code.
	If the EES determines that the received HTTP PATCH or PUT message needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the message should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
*** 3rd Change ***
[bookmark: _Toc85734369][bookmark: _Toc89431668][bookmark: _Toc97042480][bookmark: _Toc97045624][bookmark: _Toc97155369][bookmark: _Toc101521509][bookmark: _Toc138761788][bookmark: _Toc145708003][bookmark: _Toc148461937]8.5.2.2.3.1	POST
This method requests resources for a data session between AC and EAS with a specific QoS and may create the session information subscription at the Edge Enabler Server for receiving the user plane event notification of the session information. This method shall support the URI query parameters specified in table 8.5.2.2.3.1-1.
Table 8.5.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.2.3.1-2 and the response data structures and response codes specified in table 8.5.2.2.3.1-3.
Table 8.5.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoS
	M
	1
	Parameters to create a subscription for a session with required QoS for the service requirement.



Table 8.5.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	201 Created
	The session is successfully set up with requested QoS, and the session information is provided in the response body.
The URI of the created resource shall be returned in the "Location" HTTP header.

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure cases are described in clause 8.5.6.3.



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.5.2.2.3.1-4: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/ eees-session-with-qos/<apiVersion>/sessions/{sessionId}



*** 4th Change ***
[bookmark: _Toc85734376][bookmark: _Toc89431675][bookmark: _Toc97042487][bookmark: _Toc97045631][bookmark: _Toc97155376][bookmark: _Toc101521516][bookmark: _Toc138761795][bookmark: _Toc145708010]8.5.2.3.3.1	PATCH
This method partially updates the QoS of the data session between AC and EAS. This method shall support the URI query parameters specified in the table 8.5.2.3.3.1-1.
Table 8.5.2.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.3.3.1-2 and the response data structures and response codes specified in table 8.5.2.3.3.1-3.
Table 8.5.2.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoSPatch
	M
	1
	Request to partially update the data session between AC and EAS with a specific QoS



Table 8.5.2.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response

	n/a
	
	
	204 No Content
	The individual Session with QoS is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure cases are described in clause 8.5.6.3.



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.5.2.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.5.2.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



*** 5th Change ***
[bookmark: _Toc85734377][bookmark: _Toc89431676][bookmark: _Toc97042488][bookmark: _Toc97045632][bookmark: _Toc97155377][bookmark: _Toc101521517][bookmark: _Toc138761796][bookmark: _Toc145708011][bookmark: _Toc148461945]8.5.2.3.3.2	PUT
This method requests modification of QoS of the data session between AC and EAS and may modify the subscription of the event monitoring by subscribing to new events or removing subscriptions to existing events at the Edge Enabler Server for receiving the user plane event notification of the session information. This method shall support the URI query parameters specified in the table 8.5.2.3.3.2-1.
Table 8.5.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.5.2.3.3.2-2 and the response data structures and response codes specified in table 8.5.2.3.3.2-3.
Table 8.5.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SessionWithQoS
	M
	1
	Parameters to create a subscription for a session with required QoS for the service requirement.



Table 8.5.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SessionWithQoS
	M
	1
	200 OK
	The individual Session with QoS is successfully modified and the updated session with QoS context information is returned in the response.

	n/a
	
	
	204 No Content
	The individual Session with QoS is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.

Redirection handling is described in clause 5.2.10 of TS 29.122 [6].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure cases are described in clause 8.5.6.3.



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.5.2.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.5.2.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



*** 5th Change ***
[bookmark: _Toc138761819][bookmark: _Toc145708034][bookmark: _Toc148461968]8.5.6.3	Application Errors
The application errors defined for the Eees_SessionWithQoS API are listed in Table 8.5.6.3-1.
Table 8.5.6.3-1: Application errors
	Application Error
	HTTP status code
	Description

	PFD_MNGT_NOT_SUPPORTED
	403 Forbidden
	Indicates that the AS Session with QoS Subscription creation/update is rejected because PFD Management is needed to fulfill the request but it is not supported by the 3GPP network.



Editor's Note:	The HTTP status code is FFS.

*** End of Changes ***

