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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc85734141][bookmark: _Toc89431440][bookmark: _Toc97042232][bookmark: _Toc97045376][bookmark: _Toc97155121][bookmark: _Toc101521271][bookmark: _Toc138761531][bookmark: _Toc145707725][bookmark: _Toc85734049][bookmark: _Toc89431348][bookmark: _Toc97042140][bookmark: _Toc97045284][bookmark: _Toc97155029][bookmark: _Toc101521179][bookmark: _Toc138761435][bookmark: _Toc145707629]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[3]	Open API: "OpenAPI Specification Version 3.0.0.", https://spec.openapis.org/oas/v3.0.0.
[4]	3GPP TR 21.900: "Technical Specification Group working methods".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.122: "T8 reference point for Northbound Application Programming Interfaces (APIs)".
[7]	IETF RFC 6455: "The Websocket Protocol".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[10]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[11]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[12]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[13]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[14]	3GPP TS 24.558: "Enabling Edge Applications; Protocol specification".
[15]	3GPP TS 29.214: "Policy and charging control over Rx reference point".
[16]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[bookmark: _Hlk506360308][17]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs".
[18]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[19]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[20]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications; Stage 2".
[21]	Void.
[22]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[23]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[24]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[25]	IETF RFC 6733: "Diameter Base Protocol".
*** 2nd Change ***
5.8.2.2.2	EAS requesting to get notifications of ACR management events using Eees_ACRManagementEvent_Subscribe service operation
In order to subscribe to notifications of ACR management events, the EAS shall send a HTTP POST request message to the EES targeting the "ACR Management Events Subscriptions" resource as specified in clause 8.6.2.2.3.1. The body of the HTTP POST request message shall include the AcrMgntEventsSubscription data type as specified in clause 8.6.5.2.2.
Upon reception of the HTTP POST request message from the EAS:
1.	the EES shall process the ACR management events subscription request;
2.	the EES shall verify the identity of the EAS and check if the EAS is authorized to subscribe to notifications of ACR management events;
[bookmark: _Hlk132892220]3.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" feature is supported, the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body. Then:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting UP path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EAS ID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD Mmanagement procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response
iiii)	if the PFD Management service is not supported by the 3GPP Core Network, the EES shall reject the request with an HTTP "403 Forbidden" status code with the response content containing a ProblemDetails data structure with the "cause" attribute including the "PFD_MNGT_NOT_SUPPORTED" application error;
4.	if the EAS is authorized, then if one of the subscribed event(s) is the UP path change event, the EES shall: 
a)	if already subscribed to the 3GPP core network (i.e. either directly through the PCF or via the NEF TrafficInfluence API) on UP path management events and there is locally cached UP path change event information, perform step 6, and include the locally cached UP path change event information in the HTTP POST response body; or
b)	if not yet subscribed to the 3GPP core network on UP path management events, interact with the NEF by invoking the TrafficInfluence API as specified in 3GPP TS 29.522 [10] or directly towards the PCF to request to be notified of the UP path change event. Upon receipt of a successful response from the NEF, the EES shall perform step 6;
NOTE:	Only the trusted EES can subscribe to the 3GPP core network directly through the PCF, the untrusted EES needs to subscribe to the 3GPP core network via the NEF.
5	the EES may interact with the NEF by invoking the AnalyticsExposure API as specified in 3GPP TS 29.522 [10] to subscribe to notifications of, or retrieve the UE mobility and UE communication events;
6a.	on success, the EES shall create a new resource "Individual ACR Management Events Subscription" and respond to the EAS with "201 Created" and include the Individual ACR Management Events Subscription information. The new created resource URI shall also be included in the Location header field of the HTTP response message;
6b.	on failure, the EES shall take proper error handling actions, as specified in clause 8.6.6, and respond to the EAS with an appropriate error status code;
and
7.	if the target UE and the 3GPP network supports mobility between 5GC and EPC, interact with the SCEF+NEF by invoking the MonitroingEvent API as specified in 3GPP TS 29.122 [6] with the monitoring type sets to "API_SUPPORT_CAPABILITY" or interact with the CAPIF core function by invoking the CAPIF_Events_API service as specified in 3GPP TS 29.222 [17] to request to be notified the availability of the TrafficInfluence API.
On failure, the EES shall take proper error handling actions, as specified in clause 8.6.6, and respond to the EAS with an appropriate error status code.
*** 3rd Change ***
[bookmark: _Toc85734144][bookmark: _Toc89431443][bookmark: _Toc97042235][bookmark: _Toc97045379][bookmark: _Toc97155124][bookmark: _Toc101521274][bookmark: _Toc138761534][bookmark: _Toc145707728]5.8.2.3.2	EAS updating an existing Individual ACR Management Events Subscription using Eees_ACRManagementEvent_UpdateSubscription service operation
To request modification of an existing Individual ACR Management Events Subscription, the EAS shall send a HTTP PATCH request (for partial modification) or PUT request (for fully replacement) message to the EES on resource URI "Individual ACR Management Events Subscription" resource as specified in clause 8.6.2.3.3.1 for HTTP PATCH message and in clause 8.6.2.3.3.2 for HTTP PUT message. This request shall not replace the easId property of the existing resource.
Upon receiving the HTTP PATCH or PUT message from the EAS:
1.	the EES shall check the update of the existing Individual ACR Management Events Subscription from the EAS is authorized or not;
2.	if the EAS is authorized, then if one of the subscribed event(s) is UP path change event, the EES shall:
a)	if already successful subscribed to the 3GPP core network and there is local cached UP path change event information, perform step 3, and include the local cached UP path change event information in the HTTP PUT or PATCH response; or
b)	if not subscribed to the 3GPP core network yet, interact with the NEF by invoking the TrafficInfluence API as specified in 3GPP TS 29.522 [10] to request to be notified of the UP path change event. Upon receipt of successful response from the NEF, then the EES shall perform step 3.
The EES may interact with the NEF by invoking the AnalyticsExposure API as specified in 3GPP TS 29.522 [10] to subscribe to notifications of, or retrieve the UE mobility and UE communication events.
3.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2", the EAS may update/modify/provide the traffic filter information within the "trafFilterInfo" attribute in the request body. Then:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting or updating/modifying UP path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EAS ID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD Mmanagement procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response
iiii)	if the PFD Management service is not supported by the 3GPP Core Network, the EES shall reject the request with an HTTP "403 Forbidden" status code with the response content containing a ProblemDetails data structure with the "cause" attribute including the "PFD_MNGT_NOT_SUPPORTED" application error;
4.	on success, the EES shall update the existing resource "Individual ACR Management Events Subscription", respond to the EAS with "204 No Content", or "200 OK" with the updated Individual ACR Management Events Subscription message.
On failure, the EES shall take proper error handling actions, as specified in clause 8.6.6, and respond to the EAS with an appropriate error status code.
If the EES determines that the received HTTP PATCH or PUT message needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the message should be redirected. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
*** 4th Change ***
[bookmark: _Toc85734425][bookmark: _Toc89431724][bookmark: _Toc97042536][bookmark: _Toc97045680][bookmark: _Toc97155425][bookmark: _Toc101521565][bookmark: _Toc138761829][bookmark: _Toc145708044]8.6.2.2.3.1	POST
This method requests to create an Individual ACR Management Event Subscription resource at the EES for receiving the notifications of ACR management events. This method shall support the URI query parameters specified in table 8.6.2.2.3.1-1.
Table 8.6.2.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.6.2.2.3.1-2 and the response data structures and response codes specified in table 8.6.2.2.3.1-3.
Table 8.6.2.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsSubscription
	M
	1
	Parameters to create a subscription for notifications of ACR management events.



Table 8.6.2.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	201 Created
	An Individual ACR Management Events Subscription resource is successfully created, and the subscription information is provided in the response body.
The URI of the created resource shall be returned in the "Location" HTTP header.

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure cases are described in clause 8.6.6.3.



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.6.2.2.3.1-4: Headers supported by the 201 response code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location 
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/eees-acrmgntevent/<apiVersion>/subscriptions/{subscriptionId}



*** 5th Change ***
[bookmark: _Toc85734432][bookmark: _Toc89431731][bookmark: _Toc97042543][bookmark: _Toc97045687][bookmark: _Toc97155432][bookmark: _Toc101521572][bookmark: _Toc138761836][bookmark: _Toc145708051][bookmark: _Toc148461985]8.6.2.3.3.1	PATCH
This method partially updates an existing Individual ACR Management Events Subscription. This method shall support the URI query parameters specified in the table 8.6.2.3.3.1-1.
Table 8.6.2.3.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.6.2.3.3.1-2 and the response data structures and response codes specified in table 8.6.2.3.3.1-3.
Table 8.6.2.3.3.1-2: Data structures supported by the PATCH Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsSubscriptionPatch
	M
	1
	Request to partially update an existing Individual ACR Management Events Subscription.



Table 8.6.2.3.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	200 OK
	The Individual ACR Management Events Subscription is successfully modified and the updated subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The Individual ACR Management Events Subscription is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the PATCH method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure cases are described in clause 8.6.6.3.



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.6.2.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.6.2.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



*** 6th Change ***
[bookmark: _Toc85734433][bookmark: _Toc89431732][bookmark: _Toc97042544][bookmark: _Toc97045688][bookmark: _Toc97155433][bookmark: _Toc101521573][bookmark: _Toc138761837][bookmark: _Toc145708052][bookmark: _Toc148461986]8.6.2.3.3.2	PUT
This method requests fully replacement of an existing Individual ACR Management Events Subscription at the EES. The request shall not change the values of the "easId", "tgtUeId", "requestTestNotification", "websockNotifConfig" and/or "suppFeat" attributes within the AcrMgntEventsSubscription data type. This method shall support the URI query parameters specified in the table 8.6.2.3.3.2-1.
Table 8.6.2.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 8.6.2.3.3.2-2 and the response data structures and response codes specified in table 8.6.2.3.3.2-3.
Table 8.6.2.3.3.2-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AcrMgntEventsSubscription
	M
	1
	Parameters to replace an existing Individual ACR Management Events Subscription.



Table 8.6.2.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AcrMgntEventsSubscription
	M
	1
	200 OK
	The existing Individual ACR Management Events Subscription is successfully replaced and the updated subscription information is returned in the response.

	n/a
	
	
	204 No Content
	The existing Individual ACR Management Events Subscription is successfully modified.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure cases are described in clause 8.6.6.3



Editor's Note:	The response codes for ProblemDetails data type is FFS.

Table 8.6.2.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



Table 8.6.2.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative EES.



*** 7th Change ***
[bookmark: _Toc138761867][bookmark: _Toc145708082][bookmark: _Toc148462016]8.6.5.2.14	Type: TrafficFilterInfo
Table 8.6.5.2.14-1: Definition of type TrafficFilterInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipFlows
	array(string)
	C
	1..N
	Represents a 3-tuple with protocol, server ip and server port for UL/DL application traffic. The content of the string has the same encoding as the IPFilterRule AVP value as defined in IETF RFC 6733 [25].Contains the flow description(s) for the Uplink and/or Downlink IP flows.

(NOTE)
	

	urls
	array(string)
	C
	1..N
	Indicates URL(s) matching criteria. 

(NOTE)
	

	domainNames
	array(string)
	C
	1..N
	Indicates domain name(s) matching criteria.

(NOTE)
	

	dnProtocol
	DomainNameProtocol
	C
	0..1
	Indicates the additional protocol and protocol field for domain names to be matched.

This attribute may only be provided when "domainNames" attribute is present.
	

	NOTE:	At least one of these attributes shall be present. If more than one of these attributes are present, the traffic flow is only matched only when every provided attribute has a matching value.



Editor's Note:	The data structure of the TrafficFilterInfo data type is FFS.

*** 8th Change ***
[bookmark: _Toc138761879][bookmark: _Toc145708094]8.6.6.3	Application Errors
The application errors defined for the Eees_ACRManagementEvent API are listed in Table 8.6.6.3-1.
Table 8.6.6.3-1: Application errors
	Application Error
	HTTP status code
	Description

	PFD_MNGT_NOT_SUPPORTED
	403 Forbidden
	Indicates that the ACR Management Events Subscription creation/update is rejected because PFD Management is needed to fulfill the request but it is not supported by the 3GPP network.



Editor's Note:	The HTTP status code is FFS.
*** End of Changes ***

