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1. Introduction
As specified in clause 9.5 of TS 23.435, the NSCE_PolicyManagement Service API was defined in order to support the functionality of Network slice optimization based on VAL server policy.
The stage 3 definition of this API in this specification needs hence to be started.
2. Reason for Change
Start the definition of the API definition clauses of the new NSCE_PolicyManagement Service API in the new TS 29.5xx.
3. Conclusions
N/A
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.5xx V 0.0.0.

* * * * Start of changes * * * *
[bookmark: _Toc130662170][bookmark: _Toc144024231][bookmark: _Toc144459663]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: _MCCTEMPBM_CRPT13930000___5][2]	3GPP TS 29.122: "T8 reference point for Northbound Application Programming Interfaces (APIs)".
[3]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[4]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[5]	3GPP TR 21.900: "Technical Specification Group working methods".
[6]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][7]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[8]	3GPP TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[11]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[12]	IETF RFC 94577807: "Problem Details for HTTP APIs".
[13]	3GPP TS 29.549: "Service Enabler Architecture Layer for Verticals (SEAL); Application Programming Interface (API) specification; Stage 3".
* * * * Next changes * * * *
6.4	NSCE_PolicyManagement API
[bookmark: _Toc96843412][bookmark: _Toc96844387][bookmark: _Toc100739960][bookmark: _Toc129252533][bookmark: _Toc144024232][bookmark: _Toc144459664]6.4.1	Introduction
The NSCE_PolicyManagement service shall use the NSCE_PolicyManagement API.
The API URI of the NSCE_PolicyManagement Service API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests shall have the Resource URI structure defined in clause 6.5 of 3GPP TS 29.549 [13], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificSuffixes>
[bookmark: _Toc96843413][bookmark: _Toc96844388][bookmark: _Toc100739961][bookmark: _Toc129252534][bookmark: _Toc144024233][bookmark: _Toc144459665]with the following components:
-	The {apiRoot} shall be set as described in clause 6.5 of 3GPP TS 29.549 [13].
-	The <apiName> shall be "nsce-pm".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificSuffixes> shall be set as described in clause 6.5 of 3GPP TS 29.549 [13].
NOTE:	When 3GPP TS 29.122 [2] is referenced for the common protocol and interface aspects for API definition in the clauses under clause 6.4, the NSCE Server takes the role of the SCEF and the service consumer takes the role of the SCS/AS.
6.4.2	Usage of HTTP
The provisions of clause 6.3 of 3GPP TS 29.549 [13] shall apply for the NSCE_PolicyManagement API.
[bookmark: _Toc144024234][bookmark: _Toc144459666]6.4.3	Resources
[bookmark: _Toc67903523][bookmark: _Toc96843415][bookmark: _Toc96844390][bookmark: _Toc100739963][bookmark: _Toc129252536][bookmark: _Toc144024235][bookmark: _Toc144459667]6.4.3.1	Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.
Figure 6.4.3.1-1 depicts the resource URIs structure for the NSCE_PolicyManagement API.


Figure 6.4.3.1-1: Resource URIs structure of the NSCE_PolicyManagement API
Table 6.4.3.1-1 provides an overview of the resources and applicable HTTP methods for the NSCE_PolicyManagement API.
Table 6.4.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Policy Provisionings
	/provisionings
	POST
	Request the creation of a Policy Provisioning.

	Individual Policy Provisioning
	/provisionings/{provId}
	GET
	Retrieve an existing Policy Provisioning.

	
	
	PUT
	Request the update of an existing Policy Provisioning.

	
	
	PATCH
	Request the modification of an existing Policy Provisioning.

	
	
	DELETE
	Request the deletion of an existing Policy Provisioning.

	Policy Usage Subscriptions
	/subscriptions
	POST
	Request the creation of a Policy Usage Subscription.

	Individual Policy Usage Subscription
	/sbscriptions/{subscriptionId}
	GET
	Retrieve an existing Policy Usage Subscription.

	
	
	PUT
	Request the update of an existing Policy Usage Subscription.

	
	
	PATCH
	Request the modification of an existing Policy Usage Subscription.

	
	
	DELETE
	Request the deletion of an existing Policy Usage Subscription.



[bookmark: _Toc67903524][bookmark: _Toc96843416][bookmark: _Toc96844391][bookmark: _Toc100739964][bookmark: _Toc129252537][bookmark: _Toc144024236][bookmark: _Toc144459668]6.4.3.2	Resource: Policy Provisionings
[bookmark: _Toc67903525][bookmark: _Toc96843417][bookmark: _Toc96844392][bookmark: _Toc100739965][bookmark: _Toc129252538][bookmark: _Toc144024237][bookmark: _Toc144459669]6.4.3.2.1	Description
This resource represents the collection of Policy Provisionings managed by the NSCE Server.
[bookmark: _Toc67903526][bookmark: _Toc96843418][bookmark: _Toc96844393][bookmark: _Toc100739966][bookmark: _Toc129252539][bookmark: _Toc144024238][bookmark: _Toc144459670]6.4.3.2.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/provisionings
This resource shall support the resource URI variables defined in table 6.4.3.2.2-1.
Table 6.4.3.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.1.



[bookmark: _Toc67903527][bookmark: _Toc96843419][bookmark: _Toc96844394][bookmark: _Toc100739967][bookmark: _Toc129252540][bookmark: _Toc144024239][bookmark: _Toc144459671]6.4.3.2.3	Resource Standard Methods
[bookmark: _Toc96843421][bookmark: _Toc96844396][bookmark: _Toc100739969][bookmark: _Toc129252542][bookmark: _Toc144024240][bookmark: _Toc144459672]6.4.3.2.3.1	POST
[bookmark: _Toc67903528]The HTTP POST method allows a service consumer to request the creation of a Policy Provisioning at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.2.3.1-1.
Table 6.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.4.3.2.3.1-3.
Table 6.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk150001571]PolicyProv
	M
	1
	Represents the parameters to request the creation of a Policy Provisioning resource.



Table 6.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	201 Created
	Successful case. The Policy Provisioning is successfully created and a representation of the created "Individual Policy Provisioning" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.4.7.



Table 6.4.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pm/<apiVersion>/provisionings/{provId}



[bookmark: _Toc96843422][bookmark: _Toc96844397][bookmark: _Toc100739970][bookmark: _Toc129252543][bookmark: _Toc144024241][bookmark: _Toc144459673]6.4.3.2.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc67903529][bookmark: _Toc96843423][bookmark: _Toc96844398][bookmark: _Toc100739971][bookmark: _Toc129252544][bookmark: _Toc144024242][bookmark: _Toc144459674]6.4.3.3	Resource: Individual Policy Provisioning
[bookmark: _Toc96843424][bookmark: _Toc96844399][bookmark: _Toc100739972][bookmark: _Toc129252545][bookmark: _Toc144024243][bookmark: _Toc144459675]6.4.3.3.1	Description
This resource represents a Policy Provisioning managed by the NSCE Server.
[bookmark: _Toc96843425][bookmark: _Toc96844400][bookmark: _Toc100739973][bookmark: _Toc129252546][bookmark: _Toc144024244][bookmark: _Toc144459676]6.4.3.3.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/provisionings/{provId}
This resource shall support the resource URI variables defined in table 6.4.3.3.2-1.
Table 6.4.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.1.

	provId
	string
	Represents the identifier of the "Individual Policy Provisioning" resource.



[bookmark: _Toc96843426][bookmark: _Toc96844401][bookmark: _Toc100739974][bookmark: _Toc129252547][bookmark: _Toc144024245][bookmark: _Toc144459677]6.4.3.3.3	Resource Standard Methods
[bookmark: _Toc96843427][bookmark: _Toc96844402][bookmark: _Toc100739975][bookmark: _Toc129252548][bookmark: _Toc144024246][bookmark: _Toc144459678]6.4.3.3.3.1	GET
The HTTP GET method allows a service consumer to retrieve an existing "Individual Policy Provisioning" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.1-1.
Table 6.4.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.1-2 and the response data structures and response codes specified in table 6.4.3.3.3.1-3.
Table 6.4.3.3.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	200 OK
	Successful case. The requested "Individual Policy Provisioning" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc96843428][bookmark: _Toc96844403][bookmark: _Toc100739976][bookmark: _Toc129252549][bookmark: _Toc144024247][bookmark: _Toc144459679]6.4.3.3.3.2	PUT
The HTTP PUT method allows a service consumer to request the update of an existing "Individual Policy Provisioning" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.2-1.
Table 6.4.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.2-2 and the response data structures and response codes specified in table 6.4.3.3.3.2-3.
Table 6.4.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyProv
	M
	1
	Represents the updated representation of the "Individual Policy Provisioning" resource.



Table 6.4.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	200 OK
	Successful case. The "Individual Policy Provisioning" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Provisioning" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.4.7.



Table 6.4.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc144024248][bookmark: _Toc144459680][bookmark: _Toc96843429][bookmark: _Toc96844404][bookmark: _Toc100739977][bookmark: _Toc129252550]6.4.3.3.3.3	PATCH
The HTTP PATCH method allows a service consumer to request the modification of an existing "Individual Policy Provisioning" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.3.3.3-1.
Table 6.4.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.3-2 and the response data structures and response codes specified in table 6.4.3.3.3.3-3.
Table 6.4.3.3.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyProvPatch
	M
	1
	Represents the parameters to request the modification of the "Individual Policy Provisioning" resource.



Table 6.4.3.3.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolicyProv
	M
	1
	200 OK
	Successful case. The "Individual Policy Provisioning" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Provisioning" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.
NOTE 2:	Failure causes are described in clause 6.4.7.



Table 6.4.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc144024249][bookmark: _Toc144459681]6.4.3.3.3.4	DELETE
The HTTP DELETE method allows a service consumer to request the deletion of an existing "Individual Policy Provisioning" resource at the NSCE Server.
Editor's Note:	The full definition of this operation and whether a resource custom operation is more appropriate to support it is FFS.
This method shall support the URI query parameters specified in table 6.4.3.3.3.4-1.
Table 6.4.3.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.3.3.4-2 and the response data structures and response codes specified in table 6.4.3.3.3.4-3.
Table 6.4.3.3.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.3.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Provisioning" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.3.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.3.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



[bookmark: _Toc96843430][bookmark: _Toc96844405][bookmark: _Toc100739978][bookmark: _Toc129252551][bookmark: _Toc144024250][bookmark: _Toc144459682]6.4.3.3.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
[bookmark: _Toc93679383][bookmark: _Toc96843431][bookmark: _Toc96844406][bookmark: _Toc100739979][bookmark: _Toc129252552][bookmark: _Toc144024257][bookmark: _Toc144459689]6.4.3.4	Resource: Policy Usage Subscriptions
6.4.3.4.1	Description
This resource represents the collection of Policy Usage Subscriptions managed by the NSCE Server.
6.4.3.4.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/subscriptions
This resource shall support the resource URI variables defined in table 6.4.3.4.2-1.
Table 6.4.3.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.1.



6.4.3.4.3	Resource Standard Methods
6.4.3.4.3.2	POST
The HTTP POST method allows a service consumer to request the creation of a Policy Usage Subscription at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.4.3.2-1.
Table 6.4.3.4.3.2-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.4.3.2-2 and the response data structures and response codes specified in table 6.4.3.4.3.2-3.
Table 6.4.3.4.3.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	[bookmark: _Hlk150003525]PolUsageSubsc
	M
	1
	Represents the parameters to request the creation of a Policy Usage Subscription resource.



Table 6.4.3.4.3.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	201 Created
	Successful case. The Policy Usage Subscription is successfully created and a representation of the created "Individual Policy Usage Subscription" resource shall be returned.

An HTTP "Location" header that contains the resource URI of the created resource shall also be included.

	NOTE:	The mandatory HTTP error status code for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.4.3.2-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nsce-pm/<apiVersion>/subscriptions/{subscriptionId}



6.4.3.4.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
6.4.3.5	Resource: Individual Policy Usage Subscription
6.4.3.5.1	Description
This resource represents a Policy Usage Subscription managed by the NSCE Server.
6.4.3.5.2	Resource Definition
Resource URI: {apiRoot}/nsce-pm/<apiVersion>/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 6.4.3.5.2-1.
Table 6.4.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See clause 6.4.1.

	subscriptionId
	string
	Represents the identifier of the "Individual Policy Usage Subscription" resource.



6.4.3.5.3	Resource Standard Methods
6.4.3.5.3.1	GET
The HTTP GET method allows a service consumer to retrieve an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.5.3.1-1.
Table 6.4.3.5.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.5.3.1-2 and the response data structures and response codes specified in table 6.4.3.5.3.1-3.
Table 6.4.3.5.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.5.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	200 OK
	Successful case. The requested "Individual Policy Usage Subscription" resource shall be returned.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



6.4.3.5.3.2	PUT
The HTTP PUT method allows a service consumer to request the update of an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.5.3.2-1.
Table 6.4.3.5.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.5.3.2-2 and the response data structures and response codes specified in table 6.4.3.5.3.2-3.
Table 6.4.3.5.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolUsageSubsc
	M
	1
	Represents the updated representation of the "Individual Policy Usage Subscription" resource.



Table 6.4.3.5.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	200 OK
	Successful case. The "Individual Policy Usage Subscription" resource is successfully updated and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Usage Subscription" resource is successfully updated and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.5.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.5.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



6.4.3.5.3.3	PATCH
The HTTP PATCH method allows a service consumer to request the modification of an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.5.3.3-1.
Table 6.4.3.5.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.5.3.3-2 and the response data structures and response codes specified in table 6.4.3.5.3.3-3.
Table 6.4.3.5.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolUsageSubscPatch
	M
	1
	Represents the parameters to request the modification of the "Individual Policy Usage Subscription" resource.



Table 6.4.3.5.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PolUsageSubsc
	M
	1
	200 OK
	Successful case. The "Individual Policy Usage Subscription" resource is successfully modified and a representation of the updated resource shall be returned in the response body.

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Usage Subscription" resource is successfully modified and no content is returned in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP PATCH method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.5.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.5.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



6.4.3.5.3.4	DELETE
The HTTP DELETE method allows a service consumer to request the deletion of an existing "Individual Policy Usage Subscription" resource at the NSCE Server.
This method shall support the URI query parameters specified in table 6.4.3.5.3.4-1.
Table 6.4.3.5.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.5.3.4-2 and the response data structures and response codes specified in table 6.4.3.5.3.4-3.
Table 6.4.3.5.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.4.3.5.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The "Individual Policy Usage Subscription" resource is successfully deleted.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI of the resource located in an alternative NSCE Server.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [2].

	NOTE:	The mandatory HTTP error status code for the HTTP DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] shall also apply.



Table 6.4.3.5.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



Table 6.4.3.5.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI of the resource located in an alternative NSCE Server.



6.4.3.5.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
6.4.4	Custom Operations without associated resources
[bookmark: _Toc96843432][bookmark: _Toc96844407][bookmark: _Toc100739980][bookmark: _Toc129252553][bookmark: _Toc144024258][bookmark: _Toc144459690]There are no custom operations without associated resources defined for this API in this release of the specification.
6.4.5	Notifications
[bookmark: _Toc510696629][bookmark: _Toc35971420][bookmark: _Toc144024163][bookmark: _Toc148176876][bookmark: _Toc148358926][bookmark: _Toc144024265][bookmark: _Toc144459697][bookmark: _Toc96843453][bookmark: _Toc96844428][bookmark: _Toc100740001][bookmark: _Toc129252574]6.4.5.1	General
[bookmark: _Toc510696630]Notifications shall comply to clause 6.6 of 3GPP TS 29.549 [13].
Table 6.4.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	Policy Usage Notification
	{notifUri}
	POST
	This service operation enables a NSCE Server to notify a previously subscribed service consumer on Policy Usage event(s).



6.4.5.2	Policy Usage Notification
6.4.5.2.1	Description
The Policy Usage Notification is used by the NSCE Server to notify a previously subscribed service consumer on Policy Usage event(s).
6.4.5.2.2	Target URI
The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 6.4.5.2.2-1.
Table 6.4.5.2.2-1: Callback URI variables
	Name
	Definition

	notifUri
	Represents the callback URI encoded as a string formatted as a URI.



6.4.5.2.3	Standard Methods
6.4.5.2.3.1	POST
This method shall support the request data structures specified in table 6.4.5.2.3.1-1 and the response data structures and response codes specified in table 6.4.5.2.3.1-2.
Table 6.4.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	PolUsageNotif
	M
	1
	Represents the Policy Usage Notification.



Table 6.4.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case. The Policy Usage Notification is successfully received.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection.

The response shall include a Location header field containing an alternative URI representing the end point of an alternative service consumer where the notification should be sent.

Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [3].

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [2] also apply.



Table 6.4.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



Table 6.4.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains an alternative URI representing the end point of an alternative service consumer towards which the notification should be redirected.



6.4.6	Data Model
[bookmark: _Toc96843440][bookmark: _Toc96844415][bookmark: _Toc100739988][bookmark: _Toc129252561][bookmark: _Toc144024266][bookmark: _Toc144459698]6.4.6.1	General
This clause specifies the application data model supported by the API.
Table 6.4.6.1-1 specifies the data types defined for the NSCE_PolicyManagement API.
Table 6.4.6.1-1: NSCE_PolicyManagement API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	Policy
	6.4.6.2.4
	Represents a policy.
	

	PolicyProv
	6.4.6.2.2
	Represents a Policy Provisioning.
	

	PolicyProvPatch
	6.4.6.2.3
	Represents the requested modifications to a Policy Provisioning.
	

	PolRepData
	6.4.6.2.9
	[bookmark: _Hlk150010960]Represents policy usage reporting data.
	

	PolUsageNotif
	6.4.6.2.8
	Represents a Policy Usage Notification.
	

	PolUsageSubsc
	6.4.6.2.5
	Represents a Policy Usage Subscription.
	

	PolUsageSubscPatch
	6.4.6.2.6
	Represents the requested modifications to a Policy Usage Subscription.
	

	ReqPolRep
	6.4.6.2.7
	Represents the requested policy usage reporting information.
	



Table 6.4.6.1-2 specifies data types re-used by the NSCE_PolicyManagement API from other specifications, including a reference to their respective specifications, and when needed, a short description of their use within the NSCE_PolicyManagement API.
Table 6.4.6.1-2: NSCE_PolicyManagement API re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.122 [2]
	Represents a date and a time.
	

	Dnn
	3GPP TS 29.571 [18]
	Represents a DNN.
	

	DurationSec
	3GPP TS 29.122 [2]
	Represents a time duration in seconds.
	

	ProblemDetails
	3GPP TS 29.122 [2]
	Represents error related information.
	

	Snssai
	3GPP TS 29.571 [18]
	Represents an S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [18]
	Represents the list of supported feature(s) and used to negotiate the applicability of the optional features.
	

	Uinteger
	3GPP TS 29.571 [18]
	Represents an unsigned integer.
	

	Uri
	3GPP TS 29.122 [2]
	Represents a URI.
	



[bookmark: _Toc96843441][bookmark: _Toc96844416][bookmark: _Toc100739989][bookmark: _Toc129252562][bookmark: _Toc144024267][bookmark: _Toc144459699]6.4.6.2	Structured data types
[bookmark: _Toc96843442][bookmark: _Toc96844417][bookmark: _Toc100739990][bookmark: _Toc129252563][bookmark: _Toc144024268][bookmark: _Toc144459700]6.4.6.2.1	Introduction
This clause defines the data structures to be used in resource representations.
[bookmark: _Toc96843444][bookmark: _Toc96844419][bookmark: _Toc100739992][bookmark: _Toc129252565][bookmark: _Toc144024270][bookmark: _Toc144459702]6.4.6.2.2	Type: PolicyProv
Table 6.4.6.2.2-1: Definition of type PolicyProv
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	netSliceId
	Snssai
	O
	0..1
	Contains the identifier for the concerned network slice.
	

	reqDnn
	Dnn
	O
	0..1
	Contains the requested DNN.
	

	polHarmInd
	boolean
	O
	0..1
	Contains the policy harmonization indication. It indicates whether policy harmonization is requested or not, i.e.:
-	"true" means that policy harmonization is requested.
-	"false" means that policy harmonization is not requested.
-	The default value when omitted is "false".
	

	policy
	Policy
	O
	0..1
	Contains the provisioned policy.
	

	defaultPolInd
	boolean
	O
	0..1
	Contains the default policy indication. It indicates whether or not the provisioned policy shall be used as a default policy for the network slices provisioned without any policy, i.e.:
-	"true" means that the provisioned policy shall be used as a default policy for the network slices provisioned without any policy.
-	"false" means that the provisioned policy shall not be used as a default policy for the network slices provisioned without any policy.
-	The default value when omitted is "false".
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.4.8.

This attribute shall be present only if feature negotiation needs to take place.
	



Editor's Note:	The full content of this data structure and whether the provisioning can be done for more than one network slice is FFS.
Editor's Note:	The encoding of the "netSliceId" attribute is FFS.
6.4.6.2.3	Type: PolicyProvPatch
Table 6.4.6.2.3-1: Definition of type PolicyProvPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	netSliceId
	Snssai
	O
	0..1
	Contains the identifier for the concerned network slice.
	

	reqDnn
	Dnn
	O
	0..1
	Contains the requested DNN.
	

	policy
	Policy
	O
	0..1
	Contains the updated policy.
	

	defaultPolInd
	boolean
	O
	0..1
	Contains the default policy indication. It indicates whether or not the provisioned policy shall be used as a default policy for the network slices provisioned without any policy, i.e.:
-	"true" means that the provisioned policy shall be used as a default policy for the network slices provisioned without any policy.
-	"false" means that the provisioned policy shall not be used as a default policy for the network slices provisioned without any policy.
-	The default value when omitted is "false".
	



Editor's Note:	The full content of this data structure is FFS.
Editor's Note:	The encoding of the "netSliceId" attribute is FFS.
6.4.6.2.4	Type: Policy
Table 6.4.6.2.4-1: Definition of type ReservRespData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



Editor's Note:	The definition of this data structure is FFS.
[bookmark: _Toc96843447][bookmark: _Toc96844422][bookmark: _Toc100739995][bookmark: _Toc129252568][bookmark: _Toc144024278][bookmark: _Toc144459710]6.4.6.2.5	Type: PolUsageSubsc
Table 6.4.6.2.5-1: Definition of type PolUsageSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	M
	1
	[bookmark: _Hlk149565478]Contains the URI via which the Policy Usage Notifications shall be delivered.
	

	netSliceId
	Snssai
	M
	1
	Contains the identifier for the requested network slice.
	

	reqPolicyRep
	ReqPolRep
	M
	1
	Contains the requested policy usage reporting information.
	

	repPeriodicity
	DurationSec
	O
	0..1
	Contains the reporting periodicity (i.e., reporting interval).
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of supported features among the ones defined in clause 6.4.8.

This attribute shall be present only if feature negotiation needs to take place.
	



Editor's Note:	The encoding of the "netSliceId" attribute is FFS.
6.4.6.2.6	Type: PolUsageSubscPatch
Table 6.4.6.2.6-1: Definition of type PolUsageSubscPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notifUri
	Uri
	O
	0..1
	Contains the updated URI via which the Policy Usage Notifications shall be delivered.
	

	reqPolicyRep
	ReqPolRep
	O
	0..1
	Contains the updated requested policy usage reporting information.
	

	repPeriodicity
	DurationSec
	O
	0..1
	Contains the updated reporting periodicity (i.e., reporting interval).
	



6.4.6.2.7	Type: ReqPolRep
Table 6.4.6.2.7-1: Definition of type ReqPolRep
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyId
	string
	M
	1
	Contains the identifier of the targeted policy.
	

	startTime
	DateTime
	M
	1
	Contains the start time of the requested policy usage reporting.
	

	endTime
	DateTime
	M
	1
	Contains the end time of the requested policy usage reporting.
	



[bookmark: _Hlk149565294]6.4.6.2.8	Type: PolUsageNotif
Table 6.4.6.2.8-1: Definition of type PolUsageNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscriptionId
	string
	M
	1
	Contains the identifier of the subscription to which the Policy Usage Notification is related.
	

	reports
	array(PolRepData)
	M
	1..N
	Contains the reported policy usage data.
	



6.4.6.2.9	Type: PolRepData
Table 6.4.6.2.9-1: Definition of type PolRepData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	policyId
	string
	M
	1
	Contains the identifier of the policy to which the policy usage report is related.
	

	[bookmark: _Hlk150011030]count
	Uinteger
	M
	1
	Contains the number of times the policy identified by the "policyId" attribute is active/used.
	

	[bookmark: _Hlk150011074]timeSpent
	DurationSec
	M
	1
	Contains the usage time duration of the policy identified by the "policyId" attribute.
	

	[bookmark: _Hlk150011098]preEmptCount
	Uinteger
	O
	0..1
	Contains the number of times the policy is pre-empted by another policy.
	

	[bookmark: _Hlk150011103]preEmptPolId
	string
	O
	0..1
	Contains the identifier of the policy that is used for pre-emption.
	



6.4.6.3	Simple data types and enumerations
[bookmark: _Toc96843448][bookmark: _Toc96844423][bookmark: _Toc100739996][bookmark: _Toc129252569][bookmark: _Toc144024279][bookmark: _Toc144459711]6.4.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc96843449][bookmark: _Toc96844424][bookmark: _Toc100739997][bookmark: _Toc129252570][bookmark: _Toc144024280][bookmark: _Toc144459712]6.4.6.3.2	Simple data types
The simple data types defined in table 6.4.6.3.2-1 shall be supported.
Table 6.4.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc96843450][bookmark: _Toc96844425][bookmark: _Toc100739998][bookmark: _Toc129252571][bookmark: _Toc144024283][bookmark: _Toc144459715]6.4.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644][bookmark: _Toc35971439][bookmark: _Toc96843451][bookmark: _Toc96844426][bookmark: _Toc100739999][bookmark: _Toc129252572][bookmark: _Toc144024284][bookmark: _Toc144459716]There are no data types describing alternative data types or combinations of data types defined for this API in this release of the specification.
6.4.6.5	Binary data
[bookmark: _Toc96843452][bookmark: _Toc96844427][bookmark: _Toc100740000][bookmark: _Toc129252573][bookmark: _Toc144024285][bookmark: _Toc144459717]6.4.6.5.1	Binary Data Types
Table 6.4.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	
	
	



[bookmark: _Toc144024286][bookmark: _Toc144459718]6.4.7	Error Handling
[bookmark: _Toc96843454][bookmark: _Toc96844429][bookmark: _Toc100740002][bookmark: _Toc129252575][bookmark: _Toc144024287][bookmark: _Toc144459719]6.4.7.1	General
For the NSCE_PolicyManagement API, error handling shall be supported as specified in clause 6.7 of 3GPP TS 29.549 [13].
In addition, the requirements in the following clauses are applicable for the NSCE_PolicyManagement API.
[bookmark: _Toc96843455][bookmark: _Toc96844430][bookmark: _Toc100740003][bookmark: _Toc129252576][bookmark: _Toc144024288][bookmark: _Toc144459720]6.4.7.2	Protocol Errors
No specific protocol errors for the NSCE_PolicyManagement API are specified.
[bookmark: _Toc96843456][bookmark: _Toc96844431][bookmark: _Toc100740004][bookmark: _Toc129252577][bookmark: _Toc144024289][bookmark: _Toc144459721]6.4.7.3	Application Errors
The application errors defined for the NSCE_PolicyManagement API are listed in Table 6.4.7.3-1.
Table 6.4.7.3-1: Application errors
	[bookmark: _Toc96843457][bookmark: _Toc96844432][bookmark: _Toc100740005][bookmark: _Toc129252578][bookmark: _Toc144024290][bookmark: _Toc144459722]Application Error
	HTTP status code
	Description
	Applicability

	INVALID_POLICY
	403 Forbidden
	Indicates that the Policy Provisioning is rejected because the provided policy in not valid.
	



Editor's Note:	The complete definition of the error handling cases is FFS.
6.4.8	Feature negotiation
The optional features listed in table 6.4.8-1 are defined for the NSCE_PolicyManagement API. They shall be negotiated using the extensibility mechanism defined in clause 6.8 of 3GPP TS 29.549 [13].
Table 6.4.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc96843458][bookmark: _Toc96844433][bookmark: _Toc100740006][bookmark: _Toc129252579][bookmark: _Toc144024291][bookmark: _Toc144459723]6.4.9	Security
The provisions of clause 9 of 3GPP TS 29.549 [13] shall apply for the NSCE_PolicyManagement API.
* * * * End of changes * * * *
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