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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012599][bookmark: _Toc36038871][bookmark: _Toc44688287][bookmark: _Toc45133703][bookmark: _Toc49931383][bookmark: _Toc51762641][bookmark: _Toc58848268][bookmark: _Toc59017306][bookmark: _Toc66279295][bookmark: _Toc68168317][bookmark: _Toc83232762][bookmark: _Toc85549728][bookmark: _Toc90655210][bookmark: _Toc105600086][bookmark: _Toc122114086][bookmark: _Toc145705149]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	Void.
[3]	OpenAPI: "OpenAPI Specification Version 3.0.0",https://spec.openapis.org/oas/v3.0.0.
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.504:"5G System; Unified Data Repository Services; Stage 3".
[7]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[8]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[9]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[10]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[11]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[12]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[13]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[14]	Void.
[15]	3GPP TS 29.505: "5G System; Usage of the Unified Data Repository services for Subscription Data; Stage 3".
[16]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[17]	IETF RFC 4122: "A Universally Unique IDentifier (UUID) URN Namespace".
[18]	3GPP TR 21.900: "Technical Specification Group working methods".
[19]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[20]	IETF RFC 6901: "JavaScript Object Notation (JSON) Pointer".
[21]	IETF RFC 72309110: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and RoutingHTTP Semantics".
[22]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[23]	3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3".
[24]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[25]	3GPP TS 29.543: "5G System; Data Transfer Policy Control Services; Stage 3".
[26]	3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[27]	3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization Function Services; Stage 3".


*** Next Change ***
[bookmark: _Toc28012803][bookmark: _Toc36039090][bookmark: _Toc44688506][bookmark: _Toc45133922][bookmark: _Toc49931602][bookmark: _Toc51762860][bookmark: _Toc58848496][bookmark: _Toc59017534][bookmark: _Toc66279523][bookmark: _Toc68168545][bookmark: _Toc83233010][bookmark: _Toc85549988][bookmark: _Toc90655470][bookmark: _Toc105600346][bookmark: _Toc122114353][bookmark: _Toc145705453]6.4.2.2	Type TrafficInfluData
Table 6.4.2.2-1: Definition of type TrafficInfluData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	upPathChgNotifCorreId
	string
	C
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
True: the application cannot be relocated;
False (default): the application can be relocated.
	

	afAppId
	string
	O
	0..1
	Identifies an application.
(NOTE 1) (NOTE 3)
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
(NOTE 1) (NOTE 3)
	

	snssai
	Snssai
	O
	0..1
	The identification of slice.
	

	interGroupId
	GroupId
	O
	0..1
	Identifies a group of users. (NOTE 2) (NOTE 3)(NOTE 5)
	

	interGroupIdList
	array(GroupId)
	O
	2..N
	Identifies the list of Internal Groups. (NOTE 2) (NOTE 9) (NOTE 10) (NOTE 11)
	FinerGranUEs

	subscriberCatList
	array(string)
	O
	1..N
	Identifies the list of subscriber category(ies). (NOTE 10)  
	FinerGranUEs

	supi
	Supi
	O
	0..1
	Identifies a user. (NOTE 2) (NOTE 3)
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
(NOTE 1) (NOTE 3)
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	sfcIdDl
(NOTE 11)
	string
	O
	0..1
	Reference to a pre-configured service function chain for downlink traffic.
	SFC

	sfcIdUl
(NOTE 11)
	string
	O
	0..1
	Reference to a pre-configured service function chain for uplink traffic.
	SFC

	metadata
	Metadata
	C
	0..1
	Contains opaque information for the service functions in the N6-LAN that is provided by AF and transparently sent to UPF. It may only be provided when sfcIdDl and/or sfcIdUl are provided.
	SFC

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation.
May only be included when "interGroupId" attribute is included and not set to "AnyUE".
It is used to indicate that for the group of UEs, the targeted PDU sessions should be correlated by a common DNAI.
Set to "true" if it should be correlated; otherwise set to "false". Default value is "false" if omitted. (NOTE 7)
	

	tfcCorreInfo
	TrafficCorrelationInfo
	O
	0..1
	Contains the information for traffic correlation.
	CommonEASDNAI

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings start to be applicable. (NOTE 4)
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable. (NOTE 4)
	

	tempValidities
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the AF request is to be applied. (NOTE 4)
	MultiTemporalCondition

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	

	upPathChgNotifUri
	Uri
	C
	0..1
	Contains the URI where the NEF receives the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF to be used by other NFs to interact with the NEF. E.g. 3gpp-Sbi-Binding header with the binding indication for the URI where the NEF receives UP path change notification and whose information is used by the SMF. 
The encoding of the header shall comply with clause 3.26.3 of IETF RFC 7230 9110 [21].
(NOTE 6)
	

	subscribedEvents
	array(SubscribedEvent)
	O
	1..N
	Identifies the requirement to be notified of the event(s).
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected.
Set to "true" if the AF acknowledgement is expected; otherwise set to "false". 
Default value is "false" if omitted.
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Default value is false if omitted.
	URLLC

	maxAllowedUpLat
	Uinteger
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_latency

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA.
It is used to indicate whether the simultaneous connectivity should be temporarily mantained for the source and target PSA.
It is set to "true" if the temporary simultaneous connectivity should be temporarily maintained; otherwise, it is set to "false". Default value is "false" if omitted.
	SimultConnectivity

	simConnTerm
	DurationSec
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure before removing the source PSA. 
It may be included when the "simConnInd" attribute is set to true. 
	SimultConnectivity

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.

This attribute shall be supplied by the UDR in the response to the PUT request when it was present in the PUT request and the UDR supports feature negotiation for Influence Data.

This attribute shall be supplied by the UDR in the response to the GET request when the GET request includes the "supp-feat" query parameter and the UDR supports feature negotiation for Influence Data.
	

	resUri
	Uri
	C
	0..1
	Represents the URI of Individual Influence Data.
It shall only be included in the HTTP GET response.
	EnhancedInfluDataNotification

	resetIds
	array(string)
	O
	1..N
	This IE uniquely identifies a part of temporary data in UDR that contains the created resource.
This attribute may be provided in the response of successful resource creation.
	

	nscSuppFeats
	map(SupportedFeatures)
	O
	1..N
	A map of Network Function Service Consumer features supported per service. The key used in this map for each entry is the ServiceName value as defined in 3GPP TS 29.510[24] (e.g. for Nsmf_EventExposure API, the key shall be set to nsmf-event-exposure).
	NscSupportedFeatures

	NOTE 1:	One of "afAppId", "trafficFilters" or "ethTrafficFilters" shall be included.
NOTE 2:	One of the "supi" or "interGroupId" or "interGroupIdList" (may be included when FinerGranUEs feature is supported) shall be included.
NOTE 3:	If the EnhancedInfluDataNotification feature is not supported, to indicate the deletion of a Traffic Individual Influence Data resource, only the appropriate combination of "supi" or "interGroupId", and "afAppId", "trafficFilters" or "ethTrafficFilters" that identify the resource shall be included. The rest of attributes shall be omitted.
NOTE 4:	Properties "validStartTime" and "validEndTime" shall only be included for single temporal validity condition. Property "tempValidities" shall only be included for multiple temporal validity conditions when the feature MultiTemporalCondition is supported.
NOTE 5: 	If the Traffic Influence Data applies to any UE, then the "interGroupId" sets to "AnyUE". 
NOTE 6: 	In this release of the specification, the property "headers" only includes the 3gpp-Sbi-Binding header with the binding indication for the URI included in the property "upPathChgNotifUri".
NOTE 7:	The indication of traffic correlation shall be provided only when the AF indicated that all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 29.522 [19].
NOTE 8: 	When FinerGranUEs feature is supported, the Traffic Influence Data applies to the UE(s) that belong to all the Internal Group Identifiers included within the attribute "interGroupIdList", if present.
NOTE 9: 	When FinerGranUEs feature is supported, the Traffic Influence Data applies to the UE(s) that belong to all the subscriber categories included within the attribute "subscriberCatList", which is included only if either "interGroupIdList" is included or "interGroupId" is included.
NOTE 10:	Attributes "interGroupId" and "interGroupIdList" are mutually exclusive attributes.
NOTE 11: 	When the SFC feature is supported, for the purpose of influencing Service Function Chaining, at least one of the “sfcIdDl” and “sfcIdUl” attribute shall be present.



*** Next Change ***
6.4.2.3	Type TrafficInfluDataPatch
Table 6.4.2.3-1: Definition of type TrafficInfluDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	upPathChgNotifCorreId
	string
	O
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the UP path change notification.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	sfcIdDl
	string
	O
	0..1
	Reference to a pre-configured service function chain for downlink traffic.
	SFC

	sfcIdUl
	string
	O
	0..1
	Reference to a pre-configured service function chain for uplink traffic.
	SFC

	metadata
	Metadata
	O
	0..1
	Contains opaque information for the service functions in the N6-LAN that is provided by AF and transparently sent to UPF.
	SFC

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation.
May only be included when "interGroupId" attribute was previously included in the "TrafficInfluData" data type and not set to "AnyUE".
It is used to indicate that for the group of UEs, the targeted PDU sessions should be correlated by a common DNAI.
	

	tfcCorreInfo
	TrafficCorrelationInfo
	O
	0..1
	Contains the information for traffic correlation.
	CommonEASDNAI

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings start to be applicable.
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable.
	

	tempValidities
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the AF request is to be applied.
	MultiTemporalCondition

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	

	upPathChgNotifUri
	Uri
	O
	0..1
	Contains the URI where the NEF receives the UP path change notification. 
	

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF. E.g. 3gpp-Sbi-Binding header with the binding indication for the URI where the NEF receives UP path change notification. 
The encoding of the header shall comply with clause 3.26.3 of IETF RFC 7230 9110 [21]
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected. 
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates UE IP address should be preserved.
	URLLC

	maxAllowedUpLat
	Uinteger
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_latency

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA.
It is set to "true" if the temporary connectivity should be temporarily maintained; otherwise, it is set to "false".
	SimultConnectivity

	simConnTerm
	DurationSecRm
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure before removing the source PSA.
	SimultConnectivity




*** Next Change ***
[bookmark: _Toc28013555][bookmark: _Toc36039100][bookmark: _Toc44688516][bookmark: _Toc45133932][bookmark: _Toc49931612][bookmark: _Toc51762870][bookmark: _Toc58848506][bookmark: _Toc59017544][bookmark: _Toc66279533][bookmark: _Toc68168555][bookmark: _Toc83233020][bookmark: _Toc85549998][bookmark: _Toc90655480][bookmark: _Toc105600356][bookmark: _Toc122114363][bookmark: _Toc145705463]6.4.2.15	Type ServiceParameterData
Table 6.4.2.15-1: Definition of type ServiceParameterData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnn
	Dnn
	O
	0..1
	Identifies a DNN. (NOTE 2)
	

	snssai
	Snssai
	O
	0..1
	Identifies an S-NSSAI. (NOTE 2)
	

	appId
	string
	O
	0..1
	Identifies an application identifier. (NOTE 2)
	

	supi
	Supi
	O
	0..1
	Identifies a user. (NOTE1)
	

	ueIpv4
	Ipv4Addr
	O
	0..1
	The IPv4 address of the served UE. (NOTE1)
	

	ueIpv6
	Ipv6Addr
	O
	0..1
	The IPv6 address of the served UE. (NOTE1)
	

	ueMac
	MacAddr48
	O
	0..1
	The MAC address of the served UE. (NOTE1)
	

	interGroupId
	GroupId
	O
	0..1
	Identifies a group of users. (NOTE1)
	

	anyUeInd
	boolean
	O
	0..1
	Identifies whether the service parameters applies to any non-roaming UE. This attribute shall set to "true" if applicable for any UE, otherwise, set to "false". (NOTE1)
	

	roamUeNetDescs
	array(NetworkDescription)
	O
	1..N
	Each element identifies one (e.g., combination of MCC and MNC) or more (e.g. a MCC only) PLMN ID(s). 
It indicates the PLMN(s) of inbound roamers to which the provided AF guidance on VPLMN-specific URSP rules apply. (NOTE 1)
	VPLMNSpecificURSP

	paramOverPc5
	ParameterOverPc5
	O
	0..1
	Contains the V2X service parameters used over PC5
	

	paramOverUu
	ParameterOverUu
	O
	0..1
	Contains the V2X service parameters used over Uu
	

	a2xParamsPc5
	A2xParamsPc5
	O
	0..1
	Contains the A2X service parameters used over PC5
	A2X

	urspGuidance
	array(UrspRuleRequest)
	O
	1..N
	Contains the service parameter used to guide the URSP and/or, when the VPLMNSpecificURSP feature is supported, to guide the VPLMN-specific URSP.
	AfGuideURSP

	paramForProSeDd
	ParamForProSeDd
	O
	0..1
	Contains the service parameters for 5G ProSe direct discovery.
	ProSe

	paramForProSeDc
	ParamForProSeDc
	O
	0..1
	Contains the service parameters for 5G ProSe direct communications.
	ProSe

	paramForProSeU2NRelUe
	ParamForProSeU2NRelUe
	O
	0..1
	Contains the service parameters for 5G ProSe UE-to-network relay UE.
	ProSe

	paramForProSeRemUe
	ParamForProSeRemUe
	O
	0..1
	Contains the service parameters for 5G ProSe remote UE.
	ProSe

	paramForProSeU2URelUe
	ParamForProSeU2URelUe
	O
	0..1
	Contains the service parameters for 5G ProSe UE-to-UE Relay UE.
	ProSe_Ph2

	paramForProSeEndUe
	ParamForProSeEndUe
	O
	0..1
	Contains the service parameters for 5G ProSe End UE.
	ProSe_Ph2

	tnaps
	array(TnapId)
	O
	1..N
	Contains the TNAP ID(s) collocated with the 5G-RG(s) of a specific user.
	AfGuideTNAPs

	deliveryEvents
	array(Event)
	O
	1..N
	Contains the events related to the outcome of UE policy delivery. 
	DeliveryOutcome

	policDelivNotifCorreId
	string
	C
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the notification of UE Policy delivery outcome. It shall be included when the NEF requests the notification of UE Policy delivery outcome.
	DeliveryOutcome

	policDelivNotifUri
	Uri
	C
	0..1
	Contains the URI where the NEF receives the notification of UE Policy delivery outcome. It shall be included when the NEF requests the notification of UE policy delivery outcome.
	DeliveryOutcome

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF. 
E.g. 3gpp-Sbi-Binding header (as specified in 3GPP TS 29.500 [4]) with the binding indication for the URI included in the policDelivNotifUri attribute. 
The encoding of the header shall comply with clause 3.26.3 of IETF RFC 7230 9110 [21]
	DeliveryOutcome

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in clause 5.8.
This parameter shall be supplied in the PUT request that requested the creation of an individual Service parameter resource, and in the PUT response.
	

	resUri
	Uri
	C
	0..1
	Represents the URI of Individual Service Parameter Data.
It shall only be included in the HTTP GET response.
	

	resetIds
	array(string)
	O
	1..N
	This IE uniquely identifies a part of temporary data in UDR that contains the created resource.
This attribute may be provided in the response of successful resource creation.
	

	[bookmark: _Hlk142598382]paramForRangingSlPos
	ParamForRangingSlPos
	O
	0..1
	Contains the service parameters for ranging and sidelink positioning.
	Ranging_SL

	NOTE 1:		Only one of the "supi", "anyUeInd", "interGroupId", "ueIpv4", "ueIpv6" or "ueMac" attribute, and when the feature "VPLMNSpecificURSP" is supported, or "roamUeNetDescs attribute", shall be provided. When the "AfGuidance" feature is supported, and the attribute "tnaps" is included, only the "supi" attribute shall be provided. When the "VPLMNSpecificURSP" feature is supported, the "roamUeNetDescs" attribute only applies to URSP service parameter provisioning and shall be included when the "urspGuidance" attribute contains VPLMN(s) description.
NOTE 2: 	Only the combination of "dnn" and "snssai" or "appId" attribute shall be provided.




*** Next Change ***
[bookmark: _Toc145705464]6.4.2.15A	Type ServiceParameterDataPatch
Table 6.4.2.15A-1: Definition of type ServiceParameterDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	paramOverPc5
	ParameterOverPc5Rm
	O
	0..1
	Contains the V2X service parameters used over PC5. When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport" feature is not supported, this attribute is not nullable.
	

	paramOverUu
	ParameterOverUuRm
	O
	0..1
	Contains the V2X service parameters used over Uu. When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport" feature is not supported, this attribute is not nullable.
	

	a2xParamsPc5
	A2xParamsPc5Rm
	O
	0..1
	Contains the A2X service parameters used over PC5.

	A2X

	urspInfluence
	array(UrspRuleRequest)
	O
	1..N
	Contains the service parameter used to influence the URSP.
This attribute is deprecated by the "urspGuidance" attribute that should be used instead.
	AfGuideURSP

	urspGuidance
	array(UrspRuleRequest)
	O
	1..N
	Contains the service parameter used to guide the URSP and/or, when the VPLMNSpecificURSP feature is supported, to guide the VPLMN-specific URSP.
	AfGuideURSP
PatchCorrection

	paramForProSeDd
	ParamForProSeDdRm
	O
	0..1
	Contains the service parameters for 5G ProSe direct discovery.
When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport"  feature is not supported, this attribute is not nullable.
	ProSe


	paramForProSeDc
	ParamForProSeDcRm
	O
	0..1
	Contains the service parameters for 5G ProSe direct communications.
When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport" feature is not supported, this attribute is not nullable.
	ProSe


	paramForProSeU2NRelUe
	ParamForProSeU2NRelUeRm
	O
	0..1
	Contains the service parameters for 5G ProSe UE-to-network relay UE.
When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport" feature is not supported, this attribute is not nullable.
	ProSe


	paramForProSeRemUe
	ParamForProSeRemUeRm
	O
	0..1
	Contains the service parameters for 5G ProSe remote UE.
When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport" feature is not supported, this attribute is not nullable.
	ProSe


	paramForProSeU2URelUE
	ParamForProSeU2URelUeRm
	O
	0..1
	Contains the service parameters for 5G ProSe UE-to-UE Relay UE.
	ProSe_Ph2

	paramForProSeEndUe
	ParamForProSeEndUeRm
	O
	0..1
	Contains the service parameters for 5G ProSe End UE.
	ProSe_Ph2

	tnaps
	array(TnapId)
	O
	1..N
	Contains the TNAP ID(s) collocated with the 5G-RG(s) of a specific user.
	AfGuideTNAPs

	deliveryEvents
	array(Event)
	O
	1..N
	Contains the events related to the outcome of UE policy delivery.
When the "NullableSupport" feature is supported, this attribute is nullable. When the "NullableSupport" feature is not supported, this attribute is not nullable.
	DeliveryOutcome

	policDelivNotifUri
	Uri
	C
	0..1
	Contains the URI where the NEF receives the notification of UE Policy delivery outcome. It shall be included when the NEF requests the notification of UE policy delivery outcome.
	DeliveryOutcome

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF. 
E.g. 3gpp-Sbi-Binding header (as specified in 3GPP TS 29.500 [4]) with the binding indication for the URI included in the policDelivNotifUri IE. 
The encoding of the header shall comply with clause 3.26.3 of IETF RFC 7230 9110 [21]
	DeliveryOutcome

	paramForRangingSlPos
	ParamForRangingSlPosRm
	O
	0..1
	Contains the service parameters for ranging and sidelink positioning.
	Ranging_SL




*** Next Change ***
[bookmark: _Toc83233021][bookmark: _Toc85549999][bookmark: _Toc90655481][bookmark: _Toc105600357][bookmark: _Toc122114364][bookmark: _Toc145705465]6.4.2.16	Type AmInfluData
Table 6.4.2.16-1: Definition of type AmInfluData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appIds
	array(string)
	O
	1..N
	Identifies one or more applications.

	

	dnnSnssaiInfos
	array(DnnSnssaiInformation)
	O
	1..N
	Each element identifies a combination of (DNN, S-NSSAI).
	

	interGroupId
	GroupId
	O
	0..1
	Identifies a group of users. (NOTE 1) 
	

	supi
	Supi
	O
	0..1
	Identifies a user. (NOTE 1)
	

	anyUeInd
	Boolean
	O
	0..1
	Indicates whether the data applies to any non-roaming UE. If present and set to "true" the data is applicable for any non-roaming UE. (NOTE 1)
	

	roamUePlmnIds
	array(PlmnId)
	O
	1..N
	Each element identifies a home PLMN Id for the inbound roaming UEs in LBO roaming scenario. (NOTE 1) (NOTE 3)
	DCAMP_ROAM_LBO

	policyDuration
	DurationSec
	O
	0..1
	Indicates the time duration that the policy shall last.
	

	evSubs
	array(AmInfluEvent)
	O
	1..N
	List of AM related events for which a subscription is required.
	

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF. 
E.g. 3gpp-Sbi-Binding header (as specified in 3GPP TS 29.500 [4]) with the binding indication for the URI included in the notifUri IE. 
The encoding of the header shall comply with clause 3.26.3 of IETF RFC 7230 9110 [21]
	

	notifUri
	Uri
	C
	0..1
	Contains the Callback URI to receive notifications.
It shall be present if the "evSubs" attribute is present.
	

	notifCorrId
	string
	O
	0..1
	Notification correlation identifier.
	

	thruReq
	Boolean
	O
	0..1
	If present and set to "true", it indicates that high throughput is desired for the indicated UE traffic. (NOTE 2)
	

	covReq
	array(ServiceAreaCoverageInfo)
	O
	1..N
	Identifies service area coverage requirements. (NOTE 2)
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.

This attribute shall be supplied by the UDR in the response to the PUT request when it was present in the PUT request and the UDR supports feature negotiation for AM Influence Data.

This attribute shall be supplied by the UDR in the response to the GET request when the GET request includes the "supp-feat" query parameter and the UDR supports feature negotiation for AM Influence Data.
	

	resUri
	Uri
	C
	0..1
	Represents the URI of Individual AM Influence Data.
It shall only be included in the HTTP GET response.
	

	resetIds
	array(string)
	O
	1..N
	This IE uniquely identifies a part of temporary data in UDR that contains the created resource.
This attribute may be provided in the response of successful resource creation.
	

	NOTE 1:	One of "supi", "interGroupId", "anyUeInd" and "roamUePlmnIds" shall be included.
NOTE 2: 	At least one of these attributes shall be included.
NOTE 3: 	"roamUePlmnIds" attribute applies only to LBO roaming scenarios and is associated with the inbound roaming UEs and applicable when "appIds" attribute or "dnnSnssaiInfos" attribute is provided.




*** Next Change ***
[bookmark: _Toc83233022][bookmark: _Toc85550000][bookmark: _Toc90655482][bookmark: _Toc105600358][bookmark: _Toc122114365][bookmark: _Toc145705466]6.4.2.17	Type AmInfluDataPatch
Table 6.4.2.17-1: Definition of type AmInfluDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appIds
	array(string)
	O
	1..N
	Identifies one or more applications.

	

	dnnSnssaiInfos
	array(DnnSnssaiInformation)
	O
	1..N
	Each element identifies a combination of (DNN, S-NSSAI).
	

	policyDuration
	DurationSecRm
	O
	0..1
	Indicates the time duration that the policy shall last.
	

	evSubs
	array(AmInfluEvent)
	O
	1..N
	List of AM related events for which a subscription is required.
	

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF. 
E.g. 3gpp-Sbi-Binding header (as specified in 3GPP TS 29.500 [4]) with the binding indication for the URI included in the notifUri IE. 
The encoding of the header shall comply with clause 3.26.3 of IETF RFC 7230 9110 [21]
	

	notifUri
	UriRm
	C
	0..1
	Contains the Callback URL to receive notifications.
	

	notifCorrId
	string
	O
	0..1
	Notification correlation identifier.
	

	thruReq
	boolean
	O
	0..1
	If present and set to "true", it indicates that high throughput is desired for the indicated UE traffic.
	

	covReq
	string
	O
	0..1
	Identifies service area coverage requirements.
	




*** End of Changes ***
