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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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This clause specifies the application data model supported by the TrafficInfluence API.
Table 5.4.3.1-1 specifies the data types defined for the TrafficInfluence API.
Table 5.4.3.1-1: TrafficInfluence API specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	AfAckInfo
	5.4.3.3.6
	Represents acknowledgement information of a traffic influence event notification.
	

	AfResultInfo
	5.4.3.3.5
	Identifies the result of application layer handling.
	

	AfResultStatus
	5.4.3.4.4
	Represents the status of application handling result.
	

	CorrelationType
	5.4.3.4.5
	Indicates that the EAS(es) corresponding to a common DNAI or common EAS should be selected
	CommonEASDNAI

	EventNotification
	5.4.3.3.4
	Represents a traffic influence event notification.
	

	SubscribedEvent
	5.4.3.4.3
	Represents the type of UP path management events for which the AF requests to be notified.
	

	TrafficCorrelationInfo
	5.4.3.3.7
	Contains the information for traffic correlation.
	CommonEASDNAI

	TrafficCorrelationType
	5.4.3.4.5
	Indicates that the EAS(es) corresponding to a common DNAI or common EAS should be selected
	CommonEASDNAI

	TrafficInfluSub
	5.4.3.3.2
	Represents a traffic influence subscription.
	

	TrafficInfluSubPatch
	5.4.3.3.3
	Represents parameters to request the modification of a traffic influence subscription resource.
	



*** Next Change ***
4.4.7.3	AF request not identified by UE address
For AF request not identified by UE address, it may target an individual UE, one or more groups of UEs or any UE. For an individual UE identified by GPSI, or one or more groups of UEs identified by External Group Identifier, the NEF shall interact with the UDM by invoking the Nudm_SubscriberDataManagement service as described in 3GPP TS 29.503 [17] to retrieve the SUPI or Internal Group Identifier.
When the feature FinerGranUEs is supported, the NEF may map the External Subscriber Category(ies) and any UE indicator, or External Subscriber Category(ies) and External Group Identifier(s) to Internal Group Identifier(s) or Internal Group Identifier(s) and Subscriber Category(ies).
NOTE:	As a user can be associated with multiple Subscriber Category(ies), some values of Subscriber Category(ies) can correspond to an SLA between an application provider represented by an AF and the 5GC operator. The combination of application identifier and External Subscriber Category can also be used to refer to this SLA.
The NEF shall interact with the UDR to store the traffic influence parameters received from the AF and mapped as applicable by invoking the Nudr_DataRepository service as described in 3GPP TS 29.504 [20] and 3GPP TS 29.519 [23]. If the NEF receives an error responsefrom the UDR, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
If the feature "CommonEASDNAI" is supported and the NEF determines that there is currently no common EAS IP address and/or common DNAI available for this set of UEs identified by Traffic Correlation ID, the NEF updates the received AF influence data related to the traffic correlation ID in the UDR with a Notification Endpoint to subscribe to be notified with information related to SMF’s involvement for UE members of the set of UEs as defined in 3GPP TS 29.519 [23].
If the feature "CommonEASDNAI" is supported and the 5GC determines the common EAS IP address and/or common DNAI, the NEF stores the determined common EAS IP address and/or common DNAI in UDR as part of AF traffic influence request information, as described in 3GPP TS 29.519 [23].
After receiving a successful response from the UDR, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription;
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 204 No Content status code.
*** End of Changes ***
