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* * * * First change * * * *
[bookmark: _Toc11247341][bookmark: _Toc27044463][bookmark: _Toc36033505][bookmark: _Toc45131637][bookmark: _Toc49775922][bookmark: _Toc51746842][bookmark: _Toc66360387][bookmark: _Toc68104892][bookmark: _Toc74755522][bookmark: _Toc105674389][bookmark: _Toc122110413]5.3.3.2.3.4	POST
The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription resource was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	MonitoringEventReport
	1
	200 OK
	The operation is successful, and corresponding monitoring event report is included.
This is only applicable for the one-time monitoring request if report is available in the response.

	
	MonitoringEventReports
	1
	200 OK
	The operation is successful and the corresponding monitoring event report(s) are included in the response body.

This is only applicable when the enNB feature is supported, the monitoring request is a one-time reporting request and the event reports are available in the response.

	
	ProblemDetails
	0..1
	400 Bad Request
	(NOTE 2)

	
	ProblemDetails
	0..1
	403 Forbidden
	(NOTE 2)

	
	ProblemDetails
	0..1
	404 Not Found
	(NOTE 2)

	
	ProblemDetails
	0..1
	500 Internal Server Error
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	Failure cases are described in clause 5.3.5.3.



Table 5.3.3.2.3.4-3: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId}



* * * * Next changes * * * *
[bookmark: _Toc11247362][bookmark: _Toc27044484][bookmark: _Toc36033526][bookmark: _Toc45131658][bookmark: _Toc49775943][bookmark: _Toc51746863][bookmark: _Toc66360411][bookmark: _Toc68104916][bookmark: _Toc74755546][bookmark: _Toc105674419][bookmark: _Toc122109471]5.3.5.3	Application Errors
The application errors defined for the MonitoringEvent API are listed in table 5.3.5.3-1.
Table 5.3.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	EVENT_FEATURE_MISMATCH
	400 Bad Request
	Indicates the resource creation is not allowed since the supported feature corresponding to the monitoring event is not supported by the client.
	

	DUPLICATE_REQUEST
	400 Bad Request
	Indicates that a duplicate subscription already exists for this client.
	enNB

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameter are out of range defined by operator policies.
	

	IDLE_STATUS_UNSUPPORTED
	403 Forbidden
	Indicates that the resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.
	

	OPERATION_PROHIBITED
	403 Forbidden
	Indicates the HTTP method is not supported.
	

	CONSENT_REVOCATION_NOT_ SUPPORTED
	403 Forbidden
	Indicates that the request is rejected because user consent management and enforcement is not supported by the client.
	UserConsentRevocation

	USER_CONSENT_NOT_GRANTED
	403 Forbidden
	Indicates that the request is rejected because user consent is not granted.
	UserConsentRevocation

	RESOURCES_EXCEEDED
	403 Forbidden
	Indicates that no more subscriptions are allowed for this client.
	enNB

	EVENT_UNSUPPORTED
	500 Internal Server Error
	Indicates the required monitoring event is not supported by the server.
	

	REQUEST_NOT_AUTHORIZED
	403 Forbidden
	Indicates that the AF specific UE ID retrieval request is not authorized.
	UEId_retrieval

	UE_ID_NOT_AVAILABLE
	404 Not Found
	Indicates that the AF specific UE ID is not available.
	UEId_retrieval

	UE_NOT_FOUND
	404 Not Found
	Indicates that the requested UE address is not found.
	UEId_retrieval

	EVENT_UNSUPPORTED
	500 Internal Server Error
	Indicates the required monitoring event is not supported by the server.
	



* * * * End of changes * * * *
