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Additional discussion(if needed):
Proposed changes:
* * * First Change * * * *
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The application errors defined for the MonitoringEvent API are listed in table 5.3.5.3-1.
Table 5.3.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	EVENT_FEATURE_MISMATCH
	400 Bad Request
	Indicates the resource creation is not allowed since the supported feature corresponding to the monitoring event is not supported by the client.
	

	DUPLICATE_REQUEST
	400 Bad Request
	Indicates that a duplicate subscription already exists for this client.
	enNB

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameter are out of range defined by operator policies.
	

	IDLE_STATUS_UNSUPPORTED
	403 Forbidden
	Indicates that the resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.
	

	OPERATION_PROHIBITED
	403 Forbidden
	Indicates the HTTP method is not supported.
	

	CONSENT_REVOCATION_NOT_ SUPPORTED

(NOTE)
	403 Forbidden
	Indicates that the request is rejected because user consent management and enforcement is not supported by the client.
	UserConsentRevocation

	USER_CONSENT_NOT_GRANTED
	403 Forbidden
	Indicates that the request is rejected because user consent is not granted.
	UserConsentRevocation

	RESOURCES_EXCEEDED
	403 Forbidden
	Indicates that no more subscriptions are allowed for this client.
	enNB

	EVENT_UNSUPPORTED
	500 Internal Server Error
	Indicates the required monitoring event is not supported by the server.
	

	REQUEST_NOT_AUTHORIZED
	403 Forbidden
	Indicates that the AF specific UE ID retrieval request is not authorized.
	UEId_retrieval

	UE_ID_NOT_AVAILABLE
	404 Not Found
	Indicates that the AF specific UE ID is not available.
	UEId_retrieval

	UE_NOT_FOUND
	404 Not Found
	Indicates that the requested UE address is not found.
	UEId_retrieval

	NOTE:	The application error cause does not follow the related naming convention (i.e., "UPPER_WITH_UNDERSCORE") defined in clause 5.1.4 of 3GPP TS 29.501 [49]. This application error cause is however kept as currently defined in this specification for backward compatibility considerations.
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