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* * * * First Change * * * *
8.2.4.2.4	Type: AefProfile
Table 8.2.4.2.4-1: Definition of type AefProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	aefId
	string
	M
	1
	AEF identifier 
	

	versions
	array(Version)
	M
	1..N
	API version
	

	protocol
	Protocol
	O
	0..1
	Protocol used by the API.
	

	dataFormat
	DataFormat
	O
	0..1
	Data format used by the API
	

	securityMethods
	array(SecurityMethod)
	O
	1..N
	Security methods supported by the AEF for all interfaces. Certain interfaces may have different security methods supported in the attribute interfaceDescriptions. 
(NOTE 3)
	

	domainName
	string
	O
	0..1
	Domain to which API belongs to
(NOTE 1)
	

	interfaceDescriptions
	array(InterfaceDescription)
	O
	1..N
	Interface details
(NOTE 1)
	

	aefLocation
	AefLocation
	O
	0..1
	The location information (e.g. civic address, GPS coordinates, data center ID) where the AEF providing the service API is located.
	

	NOTE 1:	Only one of the attributes "domainName" or "interfaceDescriptions" shall be included.
NOTE 2:	Notification or callback type of resource is not included.
NOTE 3:	Security methods defined outside 3GPP (e.g. by other SDOs) to be used for AEFs defined outside 3GPP may be indicated via vendor-specific extensions to the AefProfile data structure using the mechanism defined in clause 7.11. If such an externally defined AEF does not support any of the security methods defined in clause 8.2.4.3.6, then the “securityMethods” attribute shall be omitted.




* * * * Next Change * * * *
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Table 8.2.4.2.3-1: Definition of type InterfaceDescription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipv4Addr
	Ipv4Addr
	C
	0..1
	String identifying an IPv4 address (NOTE 1)
	

	ipv6Addr
	Ipv6Addr
	C
	0..1
	String identifying an IPv6 address (NOTE 1)
	

	fqdn
	Fqdn
	C
	0..1
	String containing a Fully Qualified Domain Name. (NOTE 1)
	ExtendedIntfDesc

	port
	Port
	O
	0..1
	Port
	

	apiPrefix
	string
	O
	0..1
	A string representing an optional deployment-specific string (API prefix) in the form of a sequence of path segments that starts with a "/" character.
	ExtendedIntfDesc

	securityMethods
	array(SecurityMethod)
	M
	1..N
	Security methods supported by the interface. It takes precedence over the security methods provided in AefProfile, for this specific interface.
(NOTE 3)
	

	NOTE 1:	Exactly one of the attributes "ipv4Addr", "ipv6Addr" and "fqdn" shall be included.
NOTE 2:	When the contents of this data type are used to construct the apiRoot of an API, they are used as described in clause 4.4.1 of 3GPP TS 29.501 [18].
NOTE 3:	Security methods defined outside 3GPP (e.g. by other SDOs) to be used for AEFs defined outside 3GPP may be indicated via vendor-specific extensions to the InterfaceDescription data structure using the mechanism defined in clause 7.11. If such an externally defined AEF does not support any of the security methods defined in clause 8.2.4.3.6, then the “securityMethods” attribute shall be omitted.



* * * * End of Changes * * * *
