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1	Overall description
SA3 thanks CT3 for their LS C3-224730 .
Regarding the question:
Question 1: Why the new Naanf_AKMA_ApplicationKey_AnonUser_Get service operation is defined as a separate service operation? It is CT3's understanding that the Naanf_AKMA_ApplicationKey_Get service operation can also be used for this purpose by including "Input, Optional: UEID not needed indication"? (Similar to Nnef_AKMA_ApplicationKey_Get service operation definition).
Answer: Answer: SA3 discussed and concluded that a new API is required for the anonymization case to provide security control. For example, if the AF is not supposed to know the SUPI, the AF should not be allowed to invoke the Naanf_AKMA_ApplicationKey_Get API.
2	Actions
To CT WG3  
ACTION: SA3 kindly ask CT WG3 to take the above feedback into account 
3	Dates of next TSG SA WG 3 meetings
SA3#109Bis-e	16 - 20 January 2023	electronic meeting
SA3#110	20 -24 February 2023	Athens, Greece

