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Figure 4.2.2.2-1 illustrates the creation of a subscription.


Figure 4.2.2.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the AF with: "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions" as request URI as shown in step 1 of figure 4.2.2.2-1, and the "AfEventExposureSubsc" data structure as request body. 
The "AfEventExposureSubsc" data structure shall include:
-	description of subscribed event information as "eventsSubs" attribute by using one or more "EventsSubs" data;
-	description of the event reporting information as "eventsRepInfo" attribute;
-	a URI where to receive the requested notifications as "notifUri" attribute; 
-	a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.
The "AfEventExposureSubsc" data may include:
-	a specific Authorization AS provisioned Data Access Profile Identifier as "dataAccProfId" attribute, if the feature "DataAccProfileId" is supported and the subscribed events including "MS_QOE_METRICS", "MS_CONSUMPTION", "MS_NET_ASSIST_INVOCATION", "MS_DYN_POLICY_INVOCATION", and/or "MS_ACCESS_ACTIVITY".
[bookmark: _Hlk119679573]NOTE 1:	The optional Data Access Profile Identifier provisioned by the Authorization AS procedures are specified in clause 5.8 of 3GPP TS 26.531 [28].
The "EventsSubs" data shall include:
-	a event to subscribe as a "event" attribute; and
-	event filter information as "eventFilter" attribute associated with the event.
The "eventsRepInfo" attribute may include:
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 
-	Maximum Number of Reports as "maxReportNbr" attribute; 
-	Monitoring Duration as "monDur" attribute;
-	repetition period for periodic reporting as "repPeriod" attribute;
-	immediate reporting indication as "immRep" attribute;
-	sampling ratio as "sampRatio" attribute; 
-	partitioning criteria for partitioning the UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported;
-	group reporting guard time as "grpRepTime" attribute; and/or
-	a notification flag as "notifFlag" attribute if the EneNA feature is supported; and/or
-	notification muting exception instructions within the "notifFlagInstruct" attribute, if the EnhDataMgmt feature is supported and the "notifFlag" attribute is provided and set to "DEACTIVATE".
The "eventFilter" shall include:
-	identification of target UE(s) to which the subscription applies via : 
1)	identification of individual UE(s) via "gpsis" attribute or "supis" attribute; or
2)	identification of group(s) of UE(s) via "exterGroupIds" attribute or "interGroupIds" attribute; or
3)	identification of any UE via "anyUeInd" attribute.
NOTE 2:	It is assumed that the AF is provisioned with the list of UE IDs (GPSIs or SUPIs) belonging to an External or Internal Group ID.
Depending on the event type:
-	if the feature "ServiceExperience" is supported and the event is "SVC_EXPERIENCE", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "Exceptions" is supported and the event is "EXCEPTIONS", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute;
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute. 
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "PerformanceData" is supported and the event is "PERF_DATA", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "CollectiveBehaviour" is supported and the event is "COLLECTIVE_BEHAVIOUR", the "eventFilter" attribute may provide:
1)	collective attributes information via "collAttrs" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "Dispersion" is supported and the event is "DISPERSION", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "MSQoeMetrics" is supported and the event is "MS_QOE_METRICS", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "MSConsumption" is supported and the event is "MS_CONSUMPTION", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "MSNetAssInvocation" is supported and the event is "MS_NET_ASSIST_INVOCATION", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "MSDynPolicyInvocation" is supported and the event is "MS_DYN_POLICY_INVOCATION", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute.
-	if the feature "MSAccessActivity" is supported and the event is "MS_ACCESS_ACTIVITY", the "eventFilter" attribute may provide:
1)	identification of application to which the subscription applies via "appIds" attribute;
2)	an area of interest via "locArea" attribute. 
If the AF cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the AF shall send the HTTP error response as specified in clause 5.7.
Upon successful reception of the HTTP POST request with "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions" as request URI and "AfEventExposureSubsc" data structure as request body, the AF shall create a new "Individual Application Event Subscription" resource, store the subscription and send an HTTP "201 Created" response as shown in step 2 of figure 4.2.2.2-1, containing:
-	a Location header field; and
-	an "AfEventExposureSubsc" data type in the payload body.
The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/{subscriptionId}".
The "AfEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Application Event Subscription". 
When the "monDur" attribute is included in the response by the AF, it represents AF selected expiry time that is equal or less than the expiry time received in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the AF shall include the reports of the events subscribed, if available, in the HTTP POST response. 
When the sampling ratio as, "sampRatio" attribute, is included in the subscription without a "partitionCriteria" attribute, the AF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the AF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs.
When the group reporting guard time as the "grpRepTime" attribute is included in the subscription, the AF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the AF shall notify the NF service consumer using the Naf_EventExposure_Notify service operation, as described in clause 4.2.4.2.
When the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the AF shall mute the event notification and store the available events until the NF service consumer requests to retrieve them by setting the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception occurs, the AF may consider the contents of the "notifFlagInstruct" attribute (if provided) and/or local configuration to determine its actions.
If the EnhDataMgmt feature is supported and the AF accepts the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it may indicate the applied muting notification settings within the "mutingSetting" attribute in the response. If the AF does not accept the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to "MUTING_INSTR_NOT_ACCEPTED".
* * * * Next change * * * *
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Figure 4.2.2.3-1 illustrates the modification of an existing subscription.


Figure 4.2.2.3-1: Modification of an existing subscription
To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request with: "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/{subscriptionId}" as request URI, as shown in step 1 of figure 4.2.2.3-1, where "{subscriptionId}" is the subscription correlation ID of the existing subscription. The "AfEventExposureSubsc" data structure is included as request body as described in clause 4.2.2.2.
NOTE 1:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the PUT request. 
NOTE 2:	The "notifUri" attribute within the AfEventExposureSubsc data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
NOTE 3:	The "monDur" attribute within the AfEventExposureSubsc data structure can be modified to extend the expiry time to keep receiving notifications.
If the AF cannot successfully fulfil the received HTTP PUT request due to an internal error or an error in the HTTP PUT request, the AF shall send an HTTP error response as specified in clause 5.7. 
If the feature "ES3XX" is supported, and the AF determines the received HTTP PUT request needs to be redirected, the AF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
Upon successful reception of an HTTP PUT request with: "{apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/{subscriptionId}" as request URI and "AfEventExposureSubsc" data structure as request body, the AF shall update the subscription and send either a HTTP "200 OK" response with the "AfEventExposureSubsc" data structure as response body containing the representation of the modified "Individual Application Event Subscription", or an HTTP "204 No Content" response, as shown in step 2 of figure 4.2.2.3-1. 
When the "monDur" attribute is included in the response by the AF, it represents AF selected expiry time that is equal or less than the expiry time received in the request.
When the "immRep" attribute is included and sets to "true" in the subscription and the subscribed events are available, the AF shall include the reports of the events subscribed, if available, in the HTTP PUT response.
When the sampling ratio, as "sampRatio" attribute, is included in the subscription without a "partitionCriteria" attribute, the AF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the AF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs.
When the group reporting guard time, as "grpRepTime" attribute, is included in the subscription, the AF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then, the AF shall notify the NF service consumer using the Naf_EventExposure_Notify service operation, as described in clause 4.2.4.2.
When the "notifFlag" attribute is included, and set to "DEACTIVATE" in the request, the AF shall mute the event notification and store the available events until the NF service consumer requests to retrieve them by setting the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception occurs, the AF may consider the contents of the "notifFlagInstruct" attribute (if provided) and/or local configuration to determine its actions; if it the "notifFlag" attribute is set to "RETRIEVAL" in the request, the AF shall send the stored events to the NF service consumer, and mute the event notification again and store available events; if the "notifFlag" attributeit is set to "ACTIVATE" and the event notifications are muted (due to a previously received "DECATIVATE" value), the AF shall unmute the event notification, i.e. start sending again notifications for available events.
If the EnhDataMgmt feature is supported and the AF accepts the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it may indicate the applied muting notification settings within the "mutingSetting" attribute in the response. If the AF does not accept the muting instructions provided in the "notifFlag" and/or the "notifFlagInstruct" attributes, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to "MUTING_INSTR_NOT_ACCEPTED".
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This method shall support the URI query parameters specified in table 5.3.2.3.1-1.
Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.
Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AfEventExposureSubsc
	M
	1
	Contains the information required for the creation of a new individual application event subscription.



Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc
	M
	1
	201 Created
	Contains the representation of the Individual Application Event Subscription resource.

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.
NOTE 2:	Failure cases are described in clause 5.7.



Table 5.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/naf-eventexposure/<apiVersion>/subscriptions/{subscriptionId}



* * * * Next change * * * *
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This method shall support the URI query parameters specified in table 5.3.3.3.2-1.
Table 5.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.
Table 5.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AfEventExposureSubsc
	M
	1
	Modifies the existing Individual Application Event Subscription resource.



Table 5.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc
	M
	1
	200 OK
	Successful case.
The Individual Application Event Subscription resource was modified and a representation is returned.

	n/a
	
	
	204 No Content
	Successful case.
The Individual Application Event Subscription resource was modified.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative AF (service) instance.
Applicable if the feature "ES3XX" is supported.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during subscription modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative AF (service) instance.
Applicable if the feature "ES3XX" is supported.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.
NOTE 2:	If the AF is untrusted, the Redirection handling described in clause 5.2.10 of 3GPP TS 29.122 [17] should apply.
NOTE 3:	Failure cases are described in clause 5.7.



Table 5.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative AF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 5.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative AF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.
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Table 5.6.2.2-1: Definition of type AfEventExposureSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dataAccProfId
	string
	O
	0..1
	Represents a unique identifier for the Data Access Profile.
	DataAccProfileId

	eventsSubs
	array(EventsSubs)
	M
	1..N
	Subscribed events and the related event filters.
	

	eventsRepInfo
	ReportingInformation
	M
	1
	Represents the reporting requirements of the subscription. (NOTE 2)
	

	notifUri
	Uri
	M
	1
	Notification URI for event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	eventNotifs
	array(AfEventNotification)
	C
	1..N
	Represents the Events to be reported.
Shall only be present if the immediate reporting indication in the "immRep" attribute within the "eventsRepInfo" attribute sets to true in the event subscription, and the reports are available.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	This IE represents a list of Supported features used as described in clause 5.8. 
Shall be present in the HTTP POST request/response; or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request. (NOTE 1)
	

	NOTE 1: 	In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of features supported by both the NF service consumer and the AF.
NOTE 2: 	The "eventsRepInfo" attribute may include muting instructions within the "notifFlagInstruct" attribute and/or muting notifications settings within the "mutingSetting" attribute only if the EnhDataMgmt feature is supported.
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The application errors defined for the Naf_EventExposure service are listed in table 5.7.3-1.
Table 5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	MUTING_INSTR_NOT_ACCEPTED
	403 Forbidden
	Indicates that the muting instructions received by the NF service consumer cannot be accepted.



* * * * Next change * * * *
[bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc494194809][bookmark: _Toc528159103][bookmark: _Toc532198072][bookmark: _Toc34123828][bookmark: _Toc36038572][bookmark: _Toc36038660][bookmark: _Toc36038851][bookmark: _Toc44680792][bookmark: _Toc45133704][bookmark: _Toc45133795][bookmark: _Toc49417493][bookmark: _Toc51762460][bookmark: _Toc58838176][bookmark: _Toc59017189][bookmark: _Toc68168335][bookmark: _Toc122114078]5.8	Feature negotiation
The optional features in table 5.8-1 are defined for the Naf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [5].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ServiceExperience
	This feature indicates support for the event related to service experience.

	2
	UeMobility
	This feature indicates support for the event related to UE mobility.

	3
	UeCommunication
	This feature indicates support for the event related to UE communication information.

	4
	Exceptions
	This feature indicates support for the event related to exception information.

	5
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in clauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [5] and according to HTTP redirection principles for indirect communication, as specified in clause 6.10.9 of 3GPP TS 29.500 [5]. 

	6
	EneNA
	This feature indicates support for the enhancements of network data analytics requirements.

	7
	UserDataCongestion
	This feature indicates support for the event related to User Data Congestion Analytics related information.

	8
	PerformanceData
	This feature indicates support for the event related to performance data information.

	9
	Dispersion
	This feature indicates support for the event related to Dispersion Analytics related information.

	10
	CollectiveBehaviour
	This feature indicates support for the event related to collective behaviour information.

	11
	ServiceExperienceExt
	This feature indicates support for the extensions to the event related to service experience, including reporting Application Server Instance. Supporting this feature also requires the support of feature ServiceExperience.

	12
	MSQoeMetrics
	This feature indicates support for the event related to Media Streaming QoE metrics for UE Application collected via the Data Collection AF.

	13
	MSConsumption
	This feature indicates support for the event related to Media Streaming Consumption reports for UE Application collected via the Data Collection AF.

	14
	MSNetAssInvocation
	This feature indicates support for the event related to Media Streaming Network Assistance invocation for UE Application collected via the Data Collection AF.

	15
	MSDynPolicyInvocation
	This feature indicates support for the event related to Media Streaming Dynamic Policy invocation for UE Application collected via the Data Collection AF.

	16
	MSAccessActivity
	This feature indicates support for the event related to Media Streaming access activity for UE Application collected via the Data Collection AF.

	17
	DataAccProfileId
	This feature indicates support for Data Access Profile Identifier.

	18
	AllApplications
	This feature indicates applicable to all the applications.

	19
	GNSSAssistData
	This feature indicates the support of the GNSS Assistance Data Collection functionality.

	20
	PerformanceDataExt_AIML
	This feature indicates the support for the extensions of the analytics related to DN performance supporting AIML, including support of Max/Min UL/DL data collection on packet delay, pack loss and throughput. Supporting this feature also requires the support of feature PerformanceData.

	21
	UeMobilityExt_AIML
	This feature indicates support for further extensions to the event related to UE mobility supporting AIML including support of list of application service area collection. Supporting this feature also requires the support of feature UeMobility.

	22
	EnPerformanceData
	This feature indicates support for the enhancements of performance data.

	23
	UeCommunicationExt_eNA
	This feature indicates support for the enhancements of UE Communication, including support of ordering criterion. Supporting this feature also requires the support of UeCommunication feature.

	24
	EnhDataMgmt
	Indicates the support of enhanced data management mechanisms. Supporting this feature also requires the support of feature EneNA.
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