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	Reason for change:
	This CR proposes to resolve the below outstanding EN in TS 29.558:
Editor's Note: How the user's consent is obtained to share the UE identifier with EAS is FFS and to be aligned with security aspects defined by SA3.

As per TS 33.558, if the EES is utilizing 5GC services via NEF, the NEF acts as the consent enforcing entity.

As per the Incomming LS from SA2, C3-225033	Response LS on Clarifications for AF specific UE ID retrieval, In Rel-17 there is no procedure to support AF to retrieve AF specific UE ID bypassing NEF.
  
  This means, the EES can fetch the UE identifier from the 5G core network ONLY via NEF. So, NEF acts as the consent enforcing entity for AF specific UE ID retrieval procedure. So, EES need not obtain the user’s consent to share the UE identifier with the EAS.

Hence the Editor’s note is not needed.
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	Remove the Editor’s note.
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	Presence of Editor’s note which is not applicable.
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* * * First Change * * * *
[bookmark: _Toc85734095][bookmark: _Toc89431394][bookmark: _Toc97042186][bookmark: _Toc97045330][bookmark: _Toc97155075][bookmark: _Toc101521225][bookmark: _Toc112756540]5.4.2.2.2	EAS obtaining UE identifier from EES using Eees_UEIdentifier_Get operation
To obtain an UE's Identifier from the EES, the EAS shall send a HTTP POST message to the EES with the request URI set to "{apiRoot}/eees-ueidentifier/<apiVersion>/fetch" and the request body with the UserInformation data structure including the information about the user or UE available with EAS, for which the UE identifier is requested.
Upon receiving the HTTP POST message from the EAS, the EES shall:
1.	Process the EAS UE Identifier request;
2.	verify the identity of the EAS and check if the EAS is authorized to obtain the UE Identifier;
3.	if the EAS is authorized to obtain the UE's Identifier information, then the EES shall;
a.	invoke the Nnef_UEId service as specified in clause 4.4.32 of 3GPP TS 29.522 [10] to obtain the UE identifier based on the user information received, and may derive the corresponding DNN and/or S-NSSAI based on the verified identity of the EAS;
b.	upon successful retrieval of UE identifier, respond with "200 OK" along with the retrieved UE identifier to the EAS. If the UE identifier cannot be successfully retrieved or an internal error or an error in the HTTP POST request, the EES shall send an HTTP error response as specified in clause 7.7.
If the EES determines the received HTTP POST request needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the notification should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
Editor's Note: How the user's consent is obtained to share the UE identifier with EAS is FFS and to be aligned with security aspects defined by SA3.
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