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This paper discusses the possible enhancements of Network Automation Enablers
Introduction
During specifying the network data analytics related services, it is noticed that the following technical improvements and enhancements to the Network Automation Enablers need to be applied but are not coverbed by other Rel-18 dedicated WIs.
Discussion
1) Specification of the impact of user consent in data collection and data storage.
In TS 23.288, the impact of user consent in data collection and data storage is described in several places:

· In clause 6.2.6.2, if user consent is not granted, NWDAF sends a response to the NWDAF service consumer in the subscription response, indicating that user consent for data collection was not granted and the data collection for this SUPI or GPSI stops.
· In clause 6.2.6.3.2, if data to be collected is subject to user consent: if the data consumer checked user consent, the data consumer shall provide user consent check information (i.e. an indication that it has checked user consent), otherwise, the data consumer shall provide a purpose for the data collection.
If user consent is not granted, DCCF does not subscribe to event exposure for events related to this user, the data collection for this SUPI or GPSI stops here and DCCF sends a response to the data consumer indicating that user consent for data collection was not granted.
· In clause 6.2.9, if the UDM notifies that the user consent changed, then the NWDAF checks if the user consent is not granted for the purpose of analytics or model training. If user consent was revoked for a UE, the NWDAF stops data collection for that UE.
But we didn’t specify the error handling related to user consent (e.g., if user consent is not granted) and detailed procedures on Nnwdaf, Ndccf and Nadrf services involving the user consent change. It is not clear that: 1) what the behaviour of NWDAF and DCCF would be if user consent is not granted during the data collection procedure; 2) what the behaviour of NWDAF, DCCF and ADRF would be if the user consent changed; 3) when DCCF needs to retrieve the user consent from the UDM.
2) Support of multiple notification endpoints for Nnwdaf, Ndccf and Nmfaf services.
In TS 23.288, the support of multiple notification endpoints is described in several places:

· In clause 6.1.4.2, the analytics consumer may specify one or more notification endpoints in the request.
· In clause 6.2.6.3.2, the data consumer may specify one or more notification endpoints in the request.

In the current stage 3 specifications, only one notification endpoint is supported for Nnwdaf, Ndccf and Nmfaf services, and multiple notification endpoints needs to be supported.
3) Enhancements of the Nnwdaf_EventsSubscription, Nnwdaf_AnalyticsInfo and Nnwdaf_DataManagement services
In TS 23.288, some requirements which were introduced from Rel-16 are not implemented yet in stage 3:

· In clause 6.1.3, an acceptable deviation from the threshold level in the non-critical direction (i.e. in which the QoS is improving) may be set to limit the amount of signalling.

· In clause 6.7.3.2, the expected UE Behaviour parameters may be provided by the AF for UE communication.
· In clause 6.7.5.3, the amount information may be included in Abnormal behaviour analytics by NWDAF.
Some requirements which were enhanced in Rel-17 are not implemented yet in stage 3:

· In clause 6.1.3, the preferred level of accuracy "Medium" and "Highest" may be provided by the consumer.

· In clauses 6.1.3, 6.6.1, 6.7.3.1 and 6.8.1, the ordering criterion may be provided by the consumer.
· In clause 6.1.3, the Termination Request may be included in the Nnwdaf_EventsSubscription_Notify request.

· Clause 5A.4 specifies temporal aggregation and anonymization rules for processing instructions.
· Clause 6.14.2 says that "The Event Filters for the service data collection from SMF, AMF and AF are defined in TS 23.502", while 23.502 clause 5.2.19.2.1 specifies the Event Filters for AF Event Exposure as being use to "specify the conditions to match for notifying the event" (e.g. send the notification only if it contains tai="TAI1"). This kind of event filters has not been specified in stage 3 (see 29.517 Table 5.6.2.5-1).

4) Support of analytics and data storage without providing ADRF information by the consumer
In TS 23.288 and 29.552, the analytics and data storage without providing ADRF information by the consumer is described in several places:
· In clause 6.2.6.3.2 of 23.288 and clause 5.5.3.1 of 29.552, if the consumer requested storage of analytics or data in an ADRF but the ADRF ID is not provided by the consumer, or the collected analytics or data is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected analytics or data.
However, we didn’t specify how the DCCF knows that the consumer requests to store the analytics or data without providing ADRF information.
5) Clarification of the attributes which are not applicable or should be ignored in the data types reused by DCCF during data collection and analytics exposure procedures
Some attributes within the data types reused by DCCF need some clarifications, e.g., "altNotifIpv4Addrs", "altNotifIpv6Addrs" and "altNotifFqdns" attributes in NsmfEventExposure data type, the "supportedFeatures" attribute in NnwdafEventsSubscription data type should be ignored by the DCCF and provide the related information of the DCCF itself. These attributes need similar clarifications as NOTE 1 in table 5.1.6.2.2-1 and table 5.1.6.2.3-1.
6) Corrections and/or updates to network data analytics related services missed in the previous 3GPP Releases, which are not covered by the other dedicated Rel-18 work items.
Proposal

We propose to agree a new dedicated WID to specify the above enhancements.
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