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[bookmark: _Toc114210397]5.7.3	MBS Policy Association Modification
[bookmark: _Toc114210398]5.7.3.1	General
The MBS Policy Association Modification procedure may be initiated by the AFPCF.
Editor's Note:	TS 23.247 only shows PCF initiated procedures. Policy Control Request Triggers are not defined. Handling of errors that require a new interaction from MB-SMF need also stage 3 work. Depending on stage 2 and stage 3 progress, MB-SMF initiated procedures would need to be added (new clause 5.7.3.3).
[bookmark: _Toc114210399]5.7.3.2	MBS Policy Association Modification initiated by the AFPCF
This procedure is performed when the AF/NEF/MBSF or the MB-SMFPCF needs to modify MBS policy decisions related to an existing MBS Policy Association when the AF decides to update the MBS Service Information.



Figure 5.7.3.2-1: MBS Policy Association Modification procedure
1.	When the AF decides to modify an existing MBS Session that requires policy control, the AF/NEF/MBSF may decide to interact with the PCF for early authorization based on the same decision that was made during MBS Session creation procedure (see clause 5.7.2). If no interaction is required, steps 2-4 are skipped.
2.	The AF/NEF/MBSF invokes the Npcf_MBSPolicyAuthorization_Update service operation by sending an HTTP PATCH request to the "Individual MBS Application Session Context" resource as defined in clause 5.3.2.3.2 of 3GPP TS 29.537 [55] with the request body containing the MbsAppSessionCtxtPatch data structure with the modified service information within the "mbsServiceInfo" attribute.
1. 3.	The PCF determines whether the request is authorized and if the request is authorized, the PCF derives the updated QoS parameters based on the received MBS Service Information and determines whether this updated QoS is allowed. If the updated QoS is allowed, the PCF generates the updated policy information for the MBS session and packages it together with the MBS Session ID into an MBS policy decision as described in clause 5.3.2.3 of 3GPP TS 29.537 [55].

4.	The PCF responds to the AF/NEF/MBSF with an HTTP "200 OK" status code with the Application Session context information within the "MbsAppSessionCtxt" data type, including the "contactPcfInd" attribute if the policy information was changed to indicate that the MB-SMF needs to contact the PCF. Alternatively, the PCF may respond with an HTTP "204 No Content" when no information is provided in the response.
5.	The AF/NEF/MBSF sends Nmbsmf_MBSSession_Update Request to the MB-SMF as defined in clause 5.3.2.3 of 3GPP TS 29.532 [xx].
1.	The PCF receives a trigger to re-evaluate MBS policy decision related to an existing MBS Policy Association.
Editor's Note:	Triggers that may initiate this procedure are FFS: e.g. reception of a request via the Npcf_MBSPolicyAuthorization API and internal triggers.
62.	If the MB-SMF received the indication to contact the PCF or did not receive it but decided to contact the PCF, the MB-SMFThe PCF invokes the Npcf_MBSPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the PCF to update the Individual MBS Policy Association.previously subscribed MB-SMF targeting the callback URI "{notificationUri}/update". The request body shall include the MbsPolicyCtxtDataUpdate data structure in the payload body of the HTTP POST, that may include the request trigger(s) within the "mbsPcrts " attribute and, if received from the AF/NEF/MBSF, the updated service information within the "mbsServInfo"MBS Policy Association Identifier and the updated MBS policies, as described in clause 5.2.2.3.2 of 3GPP TS 29.537 [55].
7.	The PCF determines whether the request is authorized and if the request is authorized, the PCF checks if there is available service information. In that case, the PCF derives the updated QoS parameters based on the received MBS Service Information and determines whether this updated QoS is allowed. If the updated QoS is allowed, the PCF generates the updated policy information for the MBS session and packages it into the updated MBS policy decision as described in clause 5.2.2.3 of 3GPP TS 29.537 [55]. If the PCF did not receive MBS Service Information from the MB-SMF, the PCF identifies any updated policy information for the MBS session corresponding to the MBS session ID received from the MB-SMF.
8.	Upon success, the PCF responds to the MB-SMF with an HTTP "200 OK" status code including the MbsPolicyData data structure with the input parameters within the "mbsPolicyCtxtData" attribute and the updated policy information within "mbsPolicies" attribute.
9.	The AF/NEF/MBSF sends Nmbsmf_MBSSession_Update Response to the MB-SMF as defined in clause 5.3.2.3 of 3GPP TS 29.532 [xx].
3.	Upon success, the MB-SMF responds to the PCF with an HTTP "204 No Content" status code.
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