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[bookmark: _Toc97203870]* * * * First change * * * *
[bookmark: _Toc28005519][bookmark: _Toc36038191][bookmark: _Toc45133388][bookmark: _Toc51762218][bookmark: _Toc59016623][bookmark: _Toc68167593][bookmark: _Toc114210424][bookmark: _Toc114210453]8.1	General
The PCF discovery and selection procedures are needed when there are multiple and separately addressable PCFs in a PLMN or an SNPN. It is also possible that a PCF may serve only specific DN(s).
For PCC deployments not supporting MBS, PCF discovery and selection procedures are described in this clause and the rest of clauses  under clause 8.2, 8.3, 8.4 and 8.5.
PCF discovery and selection procedures related to MBS PCC deployments as defined in 3GPP TS 23.247 [54] are described in clause 8.6.
These procedures correlate the AF service session establishment over N5 or Rx with the associated PDU session (Session binding) handled over N7. They also correlate the AF service request over N5 with the associated AM policy context or, in the case the AF is a 5G DDNMF, with the associated UE policy context, handled over N15.
These procedures enable the AMF and SMF to address the PCF.
These procedures enable a consumer NF (e.g. an AF, NEF or PCF for a UE) to address the PCF for a PDU Session or the PCF for the UE (see clause 8.4).
The SCP is involved in the case of delegated discovery and selection.
* * * * Second change * * * *
8.6	PCF discovery and selection procedures in MBS deployments
Editor’s Note: How PCC NFs find the PCF that will handle the MBS Session requires further stage 2 work.
[bookmark: _Toc28005521][bookmark: _Toc36038193][bookmark: _Toc45133390][bookmark: _Toc51762220][bookmark: _Toc59016625][bookmark: _Toc68167595][bookmark: _Toc114210426]8.6.1	PCF discovery and selection by the MB-SMF
PCF discovery and selection functionality is implemented in the MB-SMF and follows the principles described in 3GPP TS 23.501 [2], clause 6.3.1. The MB-SMF uses the PCF services for the handling of the MBS session. 
When the MB-SMF performs discovery and selection for an MBS session, the MB-SMF may utilize the Nnrf_NFDiscovery service of the Network Repository Function to discover the candidate PCF instance(s). In addition, PCF information may also be locally configured in the MB-SMF. The MB-SMF selects a PCF instance based on the available PCF instances (obtained from the NRF or locally configured in the MB-SMF). The following factors may be considered during the PCF selection.
-	Local operator policies.
-	the features supported by the PCF
-	PCF Set ID, if available.
NOTE 1:	A single PCF can be deployed in the network. In this case the information is preconfigured in the MB-SMF.
NOTE 2:	A single PCF can be used for the handling of location dependent MBS sessions. To enable this, the MB-SMF has to select the same PCF instance for all the MBS session establishments applicable for the same MBS Session Id. 
[bookmark: _Toc28005522][bookmark: _Toc36038194][bookmark: _Toc45133391][bookmark: _Toc51762221][bookmark: _Toc59016626][bookmark: _Toc68167596][bookmark: _Toc114210427]8.6.2	PCF discovery and selection by the AF/NEF/MBSF
[bookmark: _Toc28005523][bookmark: _Toc36038195][bookmark: _Toc45133392][bookmark: _Toc51762222][bookmark: _Toc59016627][bookmark: _Toc68167597][bookmark: _Toc114210428]8.6.2.1	General
When the AF/NEF/MBSF decides to interact with the PCF the AF/NEF/MBSF performs discovery and selection for an MBS session, the NEF/MBSF may utilize the Nnrf_NFDiscovery service of the NRF to discover the candidate PCF instance(s). In addition, PCF information may also be locally configured in the AF/NEF/MBSF. The NEF/MBSF selects a PCF instance based on the available PCF instances (obtained from the NRF or locally configured in the NEF/MBSF) and depending on operator's policies.
When multiple and separately addressable PCFs have been deployed, the BSF, as described in clause 8.6.2.2, is required in order to ensure that a consumer NF (e.g. an AF, NEF, or MBSF) for a certain MBS session reaches over N5/N30 the PCF holding the MBS session information for MBS location dependent services.
NOTE:	This mechanism is not necessary in a deployment with a single PCF.
[bookmark: _Toc28005524][bookmark: _Toc36038196][bookmark: _Toc45133393][bookmark: _Toc51762223][bookmark: _Toc59016628][bookmark: _Toc68167598][bookmark: _Toc114210429]8.6.2.2	Binding Support Function (BSF)
The BSF has the following characteristics:
a)	The BSF stores internally information about the corresponding selected PCF.
-	For a certain MBS session, the BSF stores internally information about the MBS Session Id and the selected PCF address, and if available the associated PCF instance ID, PCF set ID and the level of SBA binding.
NOTE 1:	Only NF instance or NF set of level of binding is supported at the BSF for SBA binding level of Npcf_MBSPolicyAuthorization service.
b)	The PCF determines whether the same PCF shall be selected for the MBS Policy associations related to the same MBS Session Id and uses the BSF for that purpose. The PCF utilizes the Nbsf_Management service of the BSF to register, update or remove the stored information in the BSF. The PCF ensures that the binding information is updated each time the PCF instance is changed.
	The BSF checks whether there is already a PCF handling the MBS Policy associations related to the same MBS Session Id. If no such PCF is found the BSF stores the information in the request; otherwise, the BSF rejects the register request and includes the existing PCF address information hosting the Npcf_MBSPolicyControl service in the response (see clause 4.2.2.4 of 3GPP TS 29.521 [22]).
c)	For the retrieval of binding information, any NF, such as NEF, MBSF or AF, uses the Nbsf_Management service as defined in 3GPP TS 29.521 [22] to discover the selected PCF address(es), and if available, the associated PCF instance ID, PCF set ID and the level of SBA binding for the MBS Session Id.
d)	If the NF received a PCF set ID or a PCF instance ID with a level of SBA binding as result of the Nbsf management service discovery service operation, it should use that information as NF set level or NF instance level SBA Binding Indication to route requests to the PCF.
e)	For an ongoing NF service session, the PCF may provide SBA Binding Indication to the NF (see clause 6.3.1.0 of 3GPP TS 23.501 [2]). This SBA Binding Indication shall then be used instead of any PCF information received from the BSF.
[bookmark: _Toc114210432]8.6.3	BSF procedures
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These procedures concern the storage, update and removal of MBS session binding information in the BSF and the retrieval of binding information from the BSF.
[bookmark: _Toc28005527][bookmark: _Toc36038199][bookmark: _Toc45133396][bookmark: _Toc51762226][bookmark: _Toc59016631][bookmark: _Toc68167601][bookmark: _Toc114210434]8.6.3.2	Binding information Creation


Figure 8.6.3.2-1: Binding information Creation procedure
1.	When a new MBS Policy Association is created in the PCF and if the PCF decides that the same PCF needs to handle the MBS Policy Associations related to the same MBS Session Id, it invokes the Nbsf_Management_Register service operation by sending an HTTP POST request with Resource URI of the resource "PCF for an MBS Session Bindings" to check whether there is already stored binding information in the BSF. If it is not, the information is stored. The binding information provided in the HTTP POST request is defined in clause 4.2.2.4 of 3GPP TS 29.521 [22].
2.	Once the BSF created the resource correspondingly, the BSF shall send an HTTP "201 Created" response to the PCF and store the binding information.
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Figure 8.6.3.3-1: Binding information Update procedure
1.	If the binding information has been previously registered in the BSF, the PCF invokes the Nbsf_Management_Update service operation by sending an HTTP PATCH request with Resource URI of the resource "Individual PCF for an MBS Session Binding" as defined in clause 4.2.5.4 of 3GPP TS 29.521 [22] to update the binding information in the BSF if a new PCF instance is selected. In this case, the PCF instance ID and the associated PCF address(es) are provided.
2.	Upon success, the BSF shall send an HTTP "200 OK" response to the PCF and update the binding information
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Figure 8.6.3.4-1: Binding information Deletion procedure
1.	When the MBS Policy Association in the PCF is deleted and the PCF determines that binding information needs to be terminated, the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request with Resource URI of the resource "Individual PCF for an MBS Session Binding" to request the BSF to remove the binding information as defined in clause 4.2.3.4 of 3GPP TS 29.521 [22].
2.	Upon success, the BSF shall send an HTTP "204 No Content" response to the PCF and remove the stored binding information.
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Figure 8.6.3.5-1: Binding information Retrieval procedure
1.	The NF service consumer (e.g., NEF, AF, MBSF) invokes the Nbsf_Management_Discovery service operation by sending an HTTP GET request with Resource URI of the resource "PCF for an MBS Session Bindings" to the BSF to obtain the address information of the selected PCF for a certain MBS session. The URI query parameters in the HTTP GET request are specified in clause 4.2.4.4 of 3GPP TS 29.521 [22].
2.	Once the request is accepted and a binding resource matching the query parameters exists, the BSF shall send an HTTP "200 OK" response to the NF service consumer with the address information of the selected PCF, and if available with the associated PCF set ID, the PCF instance ID and the SBA binding level.
* * * * End of changes * * * *
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