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Abstract
This document provides information on SFC (5G System Enabler for Service Function Chaining) work and potential impacts to CT WGs

Introduction/Discussion
In Rel-18, stage 1 service requirements in TS 22.101 clause 30.1, TS 22.261 clause 6.35, and TS 22.115 clause 5.2.14, have been approved for the enhancement of Service Function Chaining (SFC) for 5G networks, including aspects such as allowing third parties to request a chain of service functions provided by the network operators based on operator’s service function chaining policies for their applications as well as management and charging of service functions and chains of service functions requested by the third parties.

Based on those service requirements the stage 2 work of SFC started at SA#94-e with the SA2 study item on system enabler for service function chaining (FS_SFC). The key issues, solutions, and conclusions of the SA2 study are captured in TR 23.700-18. The conclusions specified in TR 23.700-18 will be the base for the normative work in SA2. 

Rapporteur of the stage 2 FS_SFC study item is Meghashree Dattatri Kedalagudde from Intel.

The completion rate of the FS_SFC study item is currently 80%.

TR 23.700-18 specifies the following Key issues:
· Key Issue #1: Traffic Steering Policy and SFC Enhancements
· Key Issue #2: Exposure to enable AF to request predefined SFC for traffic flow(s) related with target UE(s)

TR 23.700-18 specifies a total 8 solutions with 5 solutions addressing KI#1 and 5 solutions addressing KI#2. TR 23.700-18 specifies the conclusions on the solution to KI#1 and KI#2.

The Rel-18 SA2 work item “5G System Enabler for Service Function Chaining” (SFC) was approved (see SP-220802) by TSG SA at SA#97-e and later revised in S2-2209985 with the following objectives based on the conclusion on the solution to KI#1 and KI#2 of TR 23.700-85:

· The following are the principles for Traffic Steering Policy and SFC enhancements:
· 5GC may receive from the AF policies associating for one UE, a group of UE(s) or all UE(s) some traffic (filter) with SFC policy IDs together with optional metadata.
· PCF checks whether the indicated SFC policy IDs and Metadata correspond to an authorized SFC policy. 
· Based on AF request, the PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6-LAN service functions deployed by the operator or a 3rd party service provider. The policy is expressed in a Traffic Steering Policy (TSP) IDs that may be different in UL and DL directions.
· The PCF maps the SFC ID(s) into a TSP ID(s) (possibly one per direction) that refers to a traffic steering behaviour that is configured in the SMF/UPF. The SMF/UPF do not need to be aware of SFC IDs.
· The PCF provides the TSP ID(s) and the metadata (if available) in the PCC rules to SMF. The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.
· The SMF provisions corresponding PDRs, FARs, QERs to support SFC. 
· [bookmark: _Hlk118464614]The SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID, and the FAR includes the metadata (if available). 
· The UPF serving as PSA uses TSP ID to steer traffic over N6-LAN. The UPF performs the necessary actions to enforce the Forwarding Policy, e.g., performing packet encapsulation, packet marking and routing the traffic towards the service functions in the N6-LAN. The UPF provides the metadata (if available) together with the traffic sent to the N6-LAN service functions.
NOTE 1:	How the UPF transforms the metadata into actual information sent with the traffic (e.g., NSH header, etc.) is based on local policies related with the TSP ID and not specified.
NOTE 2:	The NEF, PCF and SMF do not need to understand the metadata.
· It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI subject to SFC control need to be configured with the same traffic steering information for SFC processing.
· To enable AF to request pre-defined SFC for traffic flow(s) related with target UE(s) according to the following principles:
· The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy.
· The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy.
· When the Nnef_TrafficInluence API includes the SFC policy identifier only the following N6 Traffic Routing requirements can be used: Traffic Description, Target UE identifier(s), Spatial Validity Condition, AF transaction identifier.
· The AF is aware of SFC policy identifiers based on SLA agreements.
· The PCF maps the SFC policy identifier to a corresponding identifier within the PCC rule.
· Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.
· The procedure for the Nnef_TrafficInfluence service in TS 23.502 clause 4.3.6 is re-used. In case the AF is not providing UE address the NEF stores the AF request information in UDR.
NOTE 1:  This work considers only traffic handled over N6 by PSA UPF(s) in 5G network.
NOTE 2:  The definition of terms in RFC 7665 may be re-used when applicable. The work targets the use of traffic steering concept, e.g. defined by 3GPP (FMSS) and SFC mechanisms defined in IETF when applicable. Especially the work aims at reusing user plane mechanisms (e.g. VXLAN, NSH, GENEVE, GRE, VLAN, etc.) defined at IETF to support SFC, as applicable. 
NOTE 3:  The work for SFC will ensure that existing (per 3GPP R17) deployments flexibility can be preserved in deployments of SFC in 5G network. 
NOTE 4: The work assumes a Home Routed roaming PDU Session does not have an offload

· Enhancements for provisioning UE with consistent URSP across 5GC and EPC based on URSP provisioning via ePCO in EPS based on the conclusion for KI #3 in TR 23.700-85. 
NOTE 1:	No new interface will be defined.

· Support standardized and operator-specific traffic categories in the Connection Capability of Traffic Descriptor of URSP rule based on the conclusion for KI #4 in TR 23.700-85.
NOTE 2:	Potential new objectives will be further added based on the final conclusion of KI#1 and KI#2 in TR 23.700-85.

Conclusion
SA has approved a new Rel-18 SA2 work item on “5G System Enabler for Service Function Chaining” (SFC) which has potential impacts to CT3 and CT4. Based on this Intel is proposing a new work item on CT aspects of 5G System Enabler for Service Function Chaining (SFC).
