3GPP TSG-CT WG3 Meeting #125





C3-225005
Toulouse, France, 14th – 18th November 2022


DAD at Start of Day 1 for CT3#125 Meeting
	Agenda item
	Agenda item title
	CT3-22…
	Title
	Source
	Result
	Comments

	1
	Opening of the meeting
	
	
	
	
	Meeting starts at 09:00 CET (08:00 UTC) on Monday, 14th November, 2022

	2
	Agenda/schedule
	5001
	agenda    Meeting guidance for CT3#125
	CT3 Chair
	
	

	
	
	5002
	agenda    Procedure after CT3#125
	CT3 Chair
	
	

	2.1
	Approval of the agenda.
	5000
	agenda   Draft Agenda for CT3#125 Meeting
	CT3 Chair
	
	

	2.2
	Proposed schedule
	5003
	agenda    Proposed Schedule for CT3#125
	CT3 Chair
	
	

	3
	Registration of documents
	5004
	agenda    Allocation of documents to agenda items (at submission deadline)
	CT3 Chair
	
	485 Tdocs allocated at the submission deadline

	
	
	5005
	agenda    Allocation of documents to agenda items (Start of Day 1)
	CT3 Chair
	
	

	
	
	5006
	agenda    Allocation of documents to agenda items (Start of Day 2)
	CT3 Chair
	
	

	
	
	5007
	agenda    Allocation of documents to agenda items (Start of Day 3)
	CT3 Chair
	
	

	
	
	5008
	agenda    Allocation of documents to agenda items (Start of Day 4)
	CT3 Chair
	
	

	
	
	5009
	agenda    Allocation of documents to agenda items (Start of Day 5)
	CT3 Chair
	
	

	
	
	5010
	agenda    Allocation of documents to agenda items (End of Day 5)
	CT3 Chair
	
	

	
	
	5011
	agenda    Allocation of documents to agenda items after email approval process
	CT3 Chair
	
	

	4
	Reports
	
	
	
	
	

	4.1
	Report from previous CT3 meeting
	5012
	report    Minutes of CT3#123e
	MCC
	
	

	4.2
	Report from previous CT plenary
	5013
	report    Report from previous CT Plenary
	CT3 Chair
	
	

	4.3
	Reports from other groups
	
	
	
	
	

	
	
	
	
	
	
	

	5
	Items for immediate consideration
	
	
	
	
	

	5.1
	IPR disclosures
	Reminder from the Chair regarding the IPR policy:

“I draw your attention to your obligations under the 3GPP Partner Organizations’ IPR policies. Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization, which is or is likely to become essential to the work of 3GPP”.



	5.2
	Antitrust declarations
	Reminder from the Chair regarding the antitrust and competition laws:

“I also draw your attention to the fact that 3GPP activities are subject to applicable antitrust and competition laws and that compliance with said laws is therefore required of any participant of this TSG/WG meeting including the Chair and Vice Chair. In case of question I recommend that you contact your legal counsel.

The leadership shall conduct the present meeting with strict impartiality and in the interests of 3GPP.

Furthermore, I would like to remind you that timely submission of work items in advance of TSG/WG meetings is important to allow for full and fair consideration of such matters”.

	5.3
	Other items for immediate consideration
	
	
	
	
	For contributions to this agenda item, please contact the Chair in advance of the meeting.

	
	
	
	
	
	
	

	6
	Received Liaison Statements
	5016
	LS in    LS reply to 3GPP on Alignment of EDGEAPP and ETSI MEC
	ETSI ISG MEC
	
	To: SA6, Cc: SA, CT, SA3, CT3
WI: EDGEAPP

ETSI ISG MEC would like to thank 3GPP SA6 for the LS and consideration for the alignment work. Indeed, as already expressed in past exchanges, the ISG welcomes a collaboration with 3GPP aiming at an alignment between MEC Phase 3 and 3GPP Rel.18 specifications, that would be beneficial for the edge ecosystem as we create consistent standards and avoid duplication of work. This mean that a common approach should be taken, by respecting the autonomous nature of the two standard bodies, but by looking at the joint opportunity to align the standardization work in this convenient time frame (Phase 3 and Rel.18).

On the 4 specific guiding principles proposed by 3GPP:

1. ETSI ISG MEC acknowledges that the scope of 3GPP alignment efforts between EDGEAPP and ETSI MEC are to be limited to architecture enhancements that apply only to EDGEAPP. Dually to 3GPP, ETSI ISG MEC is happy to liaise with SA6 for architecture recommendation (if any).

2. The ISG acknowledges that the architecture enhancements to support alignment shall ensure backwards compatibility with the existing EDGEAPP architecture. As said, we believe that a reasonable target for the joint alignment is related to Release 18 and MEC Phase 3 specifications (and the intent of the alignment is to not impact on previous specifications, i.e. pre-Phase 3 MEC work). ETSI ISG MEC is happy to liaise with SA6 on this aspect if necessary.

3. The ISG agrees that the scope of the alignment shall only focus on the overlapping aspects between the EDGEAPP and ETSI MEC architectures. In particular, the ISG agrees on the 4 alignment aspects suggested by 3GPP, which are analysed in detail in the attached PPT presentation:

a. alignment of EAS profile (EDGEAPP) and AppInfo (ETSI MEC),

b. alignment of EDGE-3/Mp1 reference points

c. alignment of EDGE-9/Mp3 reference points

d. usage of CAPIF between the two architectures

The ISG also agrees that the term alignment does not imply that the reference points will be exactly equivalent.

4. The ISG acknowledges that architecture enhancements shall ensure that EDGEAPP architecture can remain as a standalone or a complete system i.e. EDGEAPP can be deployed independent of the ETSI MEC architecture. Likewise, ETSI MEC architecture can be deployed independently of the EDGEAPP architect. However, the ISG believes that alignment should facilitate a range of deployment options that are able to leverage combinations of the complimentary parts of each independent architecture (for a better context, please refer to the Annex B of the 23.700-98).

ETSI ISG MEC welcomes continued collaboration with 3GPP SA6 (aiming at alignment between Phase 3 and Rel. 18) to create consistent standards and avoid duplication of work. ETSI ISG MEC kindly asks 3GPP SA6 to consider both the ISG’s feedback on the guiding principles proposed by SA6 and the attached PPT presentation for more details on the suggested topics for alignment.

Action proposed by Chair:

Noted, no action required in CT3 for the time being.

	
	
	5017
	LS in    Re-use of CAPIF by ETSI MEC
	ETSI ISG MEC
	
	To: SA6, CT3, Cc: SA3

WI: EDGEAPP

Contact: Intel

Referring to earlier exchanges of liaison statements with 3GPP SA6 on alignment of EDGEAPP and MEC, 3GPP SA6 has identified "usage of CAPIF between the two architectures" in the liaison statement S6-221436/MEC(22)000259 to ETSI ISG MEC. Further, in the liaison statement S6-222058/MEC(22)000383r1 to 3GPP SA6, ETSI ISG MEC has outlined some further high-level analysis details w.r.t. differences between CAPIF and MEC service registries on slide 6 of the PPT attachment, and has suggested that further communication and coordination with the relevant 3GPP WGs are required to achieve better alignment on CAPIF. The present liaison statement follows up on this topic.

ETSI ISG MEC has defined as part of its application enablement a registry that allows registering and discovering MEC service APIs. Such APIs may be RESTful (using HTTP as transport protocol and JSON as data serialization format) or may use other transport protocols and serialization formats. The MEC registry supports registration and discovery of REST APIs as well as of APIs that use alternative transports (such as Websockets, GRPC, message buses) and serialization formats (such as GPB).

In order to improve alignment across the industry, ETSI ISG MEC is considering defining a variant of its service registry based on CAPIF which could serve as a replacement of the MEC service registry.

For that purpose, such a CAPIF-based MEC registry would need to support representing RESTful APIs during service API publication and discovery (which CAPIF is able to do by design through its existing ServiceApiDescription data model) as well as APIs based on alternative (ETSI ISG MEC defined) transports and serializers. Such enhancement would support "native" CAPIF API invokers that would only see the RESTful APIs in the registry upon discovery, as well as "extended" CAPIF API invokers that in the case of MEC would additionally see APIs based on alternative transports/serializers.

As an enabler for adding support for MEC's additional registry features, ETSI ISG MEC foresees protocol-level extension would be required to CAPIF that would need to fulfil the following extensibility requirements:

a) Allow ETSI ISG MEC to extend enumerations, e.g., for data formats, protocols and security mechanisms, without breaking "native" CAPIF API invokers

b) Support extension containers that would allow an "extended" CAPIF AEF to provide additional information during service API publication, persist such extension containers by CAPIF and return them as part of the discover service APIs result.

c) Provide a mechanism that allows definition of additional filtering criteria for discover service API queries.

ETSI ISG MEC would like to understand whether 3GPP SA6/CT3 would consider adding to CAPIF extensibility mechanisms that fulfil above extensibility requirements, to be used by external SDOs (such as ETSI ISG MEC), in order to promote re-use of CAPIF by these external SDOs. 

The proposed alignment could eliminate fragmentation in the area of edge service registration/discovery, benefit the MEC/EDGEAPP alignment activities and may also promote re-use of CAPIF by organization other then ETSI ISG MEC.

 To 3GPP SA6:

1) ETSI ISG MEC would like feedback on whether SA6 believes that there would be the need to add stage 2 requirements to enable protocol-level additions fulfilling the sketched extensibility requirements (a), (b) and (c), or whether this is already covered by the existing CAPIF stage 2 requirements. 

If it is considered that further requirements would be needed: 

2) ETSI ISG MEC would like to understand the feasible possible timelines and target release(s) for such additions,

3) ETSI ISG MEC would like to understand the most appropriate mode of collaborating on this topic from the point of view of 3GPP SA6. 

To 3GPP CT3:

4) ETSI ISG MEC would like feedback on whether 3GPP CT3 would consider adding protocol-level extension mechanisms to CAPIF according to the three extensibility requirements (a), (b) and (c) outlined above.

If yes: 

5) ETSI ISG MEC would like to understand the feasible timelines and target release(s) for such additions, 

6) ETSI ISG MEC would like to understand the most appropriate mode of collaborating on this topic from the point of view of 3GPP CT3.

Action proposed by Chair:

SA6 replied in C3-225041/S6-223027. Noted the LS, no action required in CT3 for the time being.

	
	
	5018
	LS in   Rel-17 Reply to LS to SA WG2 on VoLTE Roaming GBR Handling
	SA2
	
	To: SA4, CT4, CT3, GSMA NRG

WI: TEI17

Contact: Ericsson

SA2 thanks GSMA NRG for the LS on VoLTE Roaming GBR Handling. 

SA2 has discussed the issue and believe that a GBR mismatch between HPLMN and RAN can lead to voice packets being dropped with no certainty that the voice coders will adapt to the lower data rate.

SA2 invite SA4 to provide further analysis of the impact of such a GBR mismatch.

One possibility might be to extend the reject message that e.g., carries the cause “QoS parameter mismatch” to include information on the maximum GBR that that MME/RAT can accept for that QCI.

SA2 invite CT4 and CT3 to comment on the appropriate reject causes and this possible extension.

SA2 asks SA4 to provide feedback as to whether a GBR mismatch between the HPLMN and the RAN can be smoothly handled by MMTEL’s adaptive voice codecs. 

SA2 asks CT4/CT3 to provide feedback on the appropriate reject causes and their possible extension with the maximum GBR rate.

SA2 asks GSMA NRG to take the above information into account.

Action proposed by Chair:

Discuss the reply LS proposal in C3-225275.

	
	
	5019
	LS in   Rel-17 LS on V2X policy or ProSe policy request during registration procedure
	CT1
	
	To: SA2, Cc: CT, SA, CT3, CT4, CT6

WI: 5G_ProSe, eV2XARC_Ph2

Contact: CATT

CT1 has discussed the possible solutions to support that the UE requests for V2X policy and/or 5G ProSe policy during registration procedure, but cannot reach the consensus. Due to the time frame for Rel-17, CT1 will not pursue this V2X/ProSe policy request during registration procedure in Rel-17.

CT1 kindly asks SA2 to take into account the above information and provide feedback if any.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5020
	LS in   Rel-17 Reply to LS to 3GPP SA2 on VoLTE Roaming GBR Handling
	CT4
	
	To: SA2, Cc: SA4, CT3, GSMA NRG

WI: TEI17

Contact: Ericsson

CT4 would like to thank SA2 for their LS on VoLTE Roaming GBR Handling.

3GPP TS 29.274 (GTPv2) already supports that the MME in a VPLMN can reject Create/Update Bearer Request with the cause "MME/SGSN refuses due to VPLMN Policy" as below:

"MME/SGSN refuses due to VPLMN policy" is used by the MME/SGSN in the VPLMN to indicate to the PGW in the Create Bearer Response or Update Bearer Response that it does not allow the establishment or modification of the bearer due to VPLMN operator's policy.

In principle, CT4 could extend the Create/Update Bearer Response with a new VPLMN QoS IE providing the max GBR that the VPLMN allows when returning the above error.

A better alternative could be to extend the Create Session Request message for an IMS PDN connection creation with a new VPLMN QoS IE containing a list of max GBRs for corresponding QCIs which is like what exists in 5GS (v-SMF providing its QoS constraints to H-SMF during the PDU session establishment).

However, above alternatives have impact on all related GTP-C entities in both VPLMN and HPLMN, i.e. MMEs/SGWs/PGWs would have to be upgraded to be able to handle the new VPLMN QoS IE. 

CT4 kindly requests SA2 to take the above information into consideration

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5021
	LS in   Rel-17 LS on Packet Delay Failure Threshold
	CT4
	
	To: SA2, Cc: CT3
WI: TEI17, 5G_URLLC

Contact: Ericsson

CT4 discussed a contribution (C4-224543) which proposes to add Packet Delay Failure Threshold parameter over N4 in PFCP protocol, so that the UPF can use it to determine if to send a QoS Monitoring Failure report.

However, during the discussion, it was pointed there is another contradictory requirement in 3GPP TS 23.503.

CT4 assumes that the UPF shall use the threshold for reporting packet delay measurement failure to determine if to send a measurement failure report, since using reporting threshold would lead the AF/NEF receive only measurement failure reports.

CT4 also assumes that the threshold for reporting packet delay measurement failure is only corresponding to the round trip measurement.

CT4 kindly requests SA2 to confirm CT4's assumptions and update their specification if necessary.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5022
	LS in   Rel-17 Reply LS on 5G ProSe security open items
	SA2
	
	To: SA, SA3, Cc: CT, CT1, CT3, CT4, CT6

WI: 5G_ProSe, 5G_ProSe_Sec, 5G_ProSe_CT

Contact: Interdigital

SA2 appreciate SA for the decision and reply LS on 5G ProSe security open items.

In their LS, SA indicated that “SA has agreed that SA2 and SA3 should work on PDU Session Secondary Authentication in Rel-18 as per normal 3GPP working procedures.”

Related to this, SA2 expects SA3 to take the lead on the PDU Session Secondary Authentication work that it was not possible to complete during Rel-17.

SA2 requests that SA3 keeps SA2 informed of their progress. SA2 expects that any work related to architecture and procedures in this area will be performed via collaboration between the 2 WGs.

SA2 asks SA3 to take the provided responses into account.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5023
	LS in   Rel-17 Reply LS on Clarification on MBS Security Keys
	SA3
	
	To: CT4, Cc: CT1, CT3, SA2

WI: 5MBS

Contact: Huawei

SA3 thanks CT4 for the LS on Clarification on MBS Security Keys. SA3 would like to provide following response.

Question 1: Are (or can) MSK and MTK delivered simultaneously when using Control Plane procedure?

Answer 1:  Yes.

Question 2: If the answer to Question 1 is Yes, is it a potential security flaw that the key which is used to protect MTK is delivered along with it?

Answer 2:  No. The primary use of MSK is to protect the delivery of updated MTK using MIKEY over UDP in the multicast channel.

Question 3: How is following scenario handled:

- MSK lifetime expires in MBSTF

- MBSTF requests and receives updated MSK from MBSF

o MBSF forwards updated MSK to the UE via MB-SMF

- MBSTF generates and distributes new MTK to MBSF

o MBSF forwards updated MTK to the UE via MB-SMF or MBSTF sends MTK to the UE using MIKEY over UDP

At this moment, how does UE know as to "when" to start using the new MSK/MTK? Is there a possibility that MBSTF starts using updated MTK sooner than UE?

Answer 3:  In order to determine which MSK/MTK was used to protect the data, key identification information is included with the protected data. The key identification information will uniquely identify the MSK and MTK. Observe that updated MTK can be delivered directly to UEs using MIKEY over UDP. MSK and MTK are provided to the UE via MB-SMF only when the UE initially joins the session.

Question 4: Can security for an MBS session be disabled when it was enabled before, and vice versa, when the MBS Session is active or when the MBS Session is inactive?

Answer 4:  More discussion is needed for this question. SA3 will inform CT4 when the conclusion is reached.

CT4 is kindly requested to take the above information into account.

Action proposed by Chair:
Noted, no action required in CT3.

	
	
	5024
	LS in   Rel-17 LS Reply on Reply LS on 5G ProSe security open items
	SA3
	
	To: SA, SA2, Cc: CT, CT1, CT3, CT4, CT6

WI: 5G_ProSe, 5G_ProSe_Sec, 5G_ProSe_CT

Contact: Interdigital

SA3 would like to thank SA for their LS on 5G ProSe security open items. SA3 has discussed it and would like to indicate the following reached agreements.

SA decision: 

- SA asks SA3 and CT WGs to remove PDU Session Secondary Authentication from Rel-17 specifications. 

SA3 agreement:

SA3 has agreed to the attached CR S3-222400 to remove the support for PDU Session Secondary Authentication from TS 33.503 Rel-17 specification.

SA decision: 

- SA has agreed that  SA2 and SA3 should work on PDU Session Secondary Authentication in Rel-18 as per normal 3GPP working procedures. 

SA3 agreement:

SA3 has agreed to the attached draftCR S3-222262 and WID S3-222366 to work on PDU Session Secondary Authentication in Rel-18.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5025
	LS in   Rel-18 Identifier availability for Lawful Interception during Inter-PLMN handover
	SA3-LI
	
	To: SA2, Cc: SA3, CT3, CT4

WI: LI_18

SA3LI would like to thank SA2 for their recent assistance and work on issues related to inter-PLMN handover. 

To meet lawful interception requirements, it is necessary that the compelled PLMN deliver all traffic associated to the provided identifiers from time of tasking to the requesting law enforcement agency. This includes sessions which are transferred into a serving PLMN as a result of inter-PLMN handover. Both MSISDN and IMEI are used as target identifiers, and therefore need to be available at the point of inter-PLMN handover. As the association between the MSISDN, IMEI and other identifiers is not known to the visited network at the time of an inter-PLMN handover it will be unable to immediately apply lawful interception requirements.  SA3LI believe including MSISDN and IMEI in the MME UE context for all HPLMN to VPLMN, VPLMN to VPLMN and VPLMN to HPLMN scenarios would resolve this.

It is understood during an inter-PLMN handover, the PLMN receiving the handover will not be provided with the MSISDN or IMEI as part of the forward relocation requests MME UE context (TS 23.401 clause 5.5.1.2.2). SA3LI anticipate that this will create a delay in Lawful Interception leading to a loss of data when the MSISDN or IMEI is the targeted identifier.

While SA3LI understands that the current focus of work is on S8HR, the same considerations will apply for GPSI and PEI in N9HR.

Therefore, to meet lawful interception requirements, SA3LI kindly asks SA2 to review if MSISDN and IMEI can be included in the transferred MME UE context and that in the future if SA2 extends their work to include N9HR or non-voice service handover scenarios then SA3LI asks that SA2 make equivalent changes for those scenarios.

SA3LI kindly asks SA2 to undertake the necessary changes to ensure that MSISDN and IMEI can be included in the transferred MME UE context and that in the future if SA2 extends their work to include N9HR or non-voice service handover scenarios then SA3LI asks that SA2 make equivalent changes for those scenarios.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5026
	LS in    LS out: Reply LS on LS to CT3 and SA2 on EVEX (S4-220912)
	SA4
	
	To: SA2, Cc: CT3
WI: EVEX

Contact: Qualcomm

SA4 would like to thank SA2 for your LS on EVEX and wishes to respond to the points and suggestion raised in the LS:

SA4 response: Since TS 26.531 is strictly about generic data collection, reporting and event exposure functionality, there is no mention in the clause 4.2, item 7 (not “step 7”) of any explicit event exposure services, i.e., it is formulated in a general, flexible and forward-looking manner to support a wide variety of UE data related event exposure services over reference point R5. Although not explicitly cited by SA2, SA4 acknowledge that the EVEX stage 3 specification, TS 26.532, does include certain types of UE data exposable by the Data Collection AF to NWDAF, such as CommunicationRecord and ApplicationSpecificRecord, that are not yet identified in TS 23.288. However, there is also no specific SA4 intention that such types of UE data must be specified in a future version(s) of SA2 specifications – they can serve as examples for potential SA2 specification towards future-proofing, in the evolution of its stage 2 specifications regarding 3GPP UE data collection, reporting and event exposure functionality.

SA4 response: Such R6 functionality has indeed been or is being defined in SA4 and CT3 specifications with regards to event exposure services offered by the Data Collection AF in the 5GMS AF to an external Application Service Provider. In particular, this work has been conducted via jointly between SA4 and CT3 based on prior SA2 LS communications granting allowance for such stage 2 and stage 3 specification development to be coordinated between SA4 and CT3.

SA4 response: Please note that the issue cited in the second point can be considered as outdated or overtaken by events, since the latest TS 26.531 V17.0.0 does indicate the correct reference as mentioned by SA2.

SA4 response: Same comment as previous – latest TS 26.531 V17.0.0 indicates the correct reference as indicated by SA2.

SA4 response: This appears to be the same as point #1 above and addressed accordingly by SA4.

SA4 kindly asks SA2 to take the above responses into account, and check the latest versions of TS 26.531 and TS 26.532 with regards to the comments and suggestions from SA2 LS.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5027
	LS in    Reply to LS to 3GPP SA2 on VoLTE Roaming GBR Handling
	SA4
	
	To: SA2, Cc: CT3, CT4, GSMA NRG

WI: TEI17

Contact: Ericsson

SA4 thanks SA2 for the LS on VoLTE Roaming GBR Handling.

SA4 has discussed the issue and can confirm the SA2 understanding that a RAN GBR (in HPLMN or VPLMN) that is lower than what is needed to support the lowest voice codec mode the UE is configured to use (by the HPLMN), would result in voice packets being delayed and/or dropped. It cannot be assumed that a UE would adapt below the lowest configured voice codec mode, even in the presence of substantial packet loss and even if the specific voice codec technology supports lower modes than what is included in the current UE configuration.

Furthermore, the current TS 26.114 specification provides several optional and recommended speech adaptation procedures and possibilities to detect the need for speech adaptation. Currently, only one speech adaptation procedure is normative for the UE; adjusting speech codec mode based on received speech Codec Mode Request (CMR). However, neither sending CMR based on observed RTP voice packet losses nor adjusting speech codec mode based on (RTCP) reported voice packet losses are normative to support in the UE. This is true both for Initial Codec Mode (ICM) procedures and dynamic adaptation during an ongoing session. 

Therefore, SA4 considers it of utmost importance to ensure that the used RAN GBR (in HPLMN or VPLMN) is never set lower than the lowest configured voice codec mode in the UE.

This reply LS is provided for information.

SA4 asks SA2 to take the above information into account. SA4 asks CT3 / CT4 to take the above information into account.SA4 asks GSMA NRG to take the above information into account.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5028
	LS in   Rel-17 Reply to: Resubmitted Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism
	SA5
	
	To: CT3, CT4

WI: TEI17

Contact: Huawei

SA5 would like to thank CT3 for the Reply LS on Enhancement on Charging Identifier Uniqueness Mechanism.

The Nchf_ConvergedCharging service (specified in TS 32.291) reuses the ChargingId data type, Uint32, defined in TS 29.57. Nchf_ConvergedCharging service have been updated to support an additional new attribute (“sMFChargingId” and “sMFHomeProvidedChargingId” data type string) from Rel-17, controlled by feature support (SMF_Charging_Id) that allows the encoding in long character strings of the charging identifier generated by the first SMF, in order to make sure the charging identifier uniqueness in charging scenarios. 

SA5 kindly requests CT3 and CT4 to take the above information into consideration.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5029
	LS in   Rel-18 LS on Network federation interface for Telco edge consideration
	SA6
	
	To: SA3, SA2, SA5, SA, Cc: CT, CT1, CT3, CT4

WI: FS_eEDGEAPP

Contact: Huawei

GSMA OPG has developed PRD for Operator Platform Telco Edge Requirements which specifies architectural requirement and a corresponding reference architecture for Operator Platform. GSMA OPAG is developing the API specifications for interfaces or the Operator Platform. GSMA OPG, 3GPP and ETSI MEC ISG are coordinating to develop a single harmonized system architecture for edge computing.

In this context, SA6, SA2 and SA5 have received the attached LS from GSMA OPAG about East West Bound Interface (EWBI) APIs PRD for feedback. The EWBI APIs PRD may have impacts to the edge computing work for Rel.18 in SA and CT WGs and hence a coordinated response to GSMA OPAG is required. SA6 is currently reviewing the EWBI APIs PRD and may provide detailed technical response for December Plenary to enable a coordinated LS response by 3GPP SA to GSMA OPAG.

SA6 asks SA2, SA3 and SA5 to review the EWBI PRD and provide any technical response to 3GPP SA by December Plenary for a coordinated LS response by 3GPP SA to GSMA OPAG. SA6 asks SA to create a coordinated response, if necessary, based upon the inputs to the December plenary from the SA WGs.

SA6 asks SA2, SA3 and SA5 to review the EWBI PRD and provide any technical response to 3GPP SA by December Plenary for a coordinated LS response by 3GPP SA to GSMA OPAG.

Action proposed by Chair:

Noted, no action required in CT3 for the time being.

	
	
	5030
	LS in   Rel-17 Reply LS on user’s consent for EDGEAPP
	SA6
	
	To: CT3, SA2, Cc: SA3, CT4

Response to: C3-223780

WI: EDGEAPP

Contact: Ericsson

SA6 thanks CT3 for the LS on EDGEAPP user’s consent observations and related questions.

Question 1 to SA6: For the Eees_UEIdentfier API, whether a trusted EES can directly utilize the relevant 3GPP 5GC services or can only utilize the relevant 3GPP 5GC services via the NEF?

Answer 1: Before replying to CT3, SA6 would like to check with SA2 for AF interaction with NFs. SA6 will further update CT3 after receiving feedback from SA2.

Question to SA2: Since TS 23.502 clause 4.15.10 describes AF utilizing NEF service to obtain AF specific UE ID and clause 6.2.10 of TS 23.501 describes that a trusted AF can be allowed to directly interact with relevant NFs instead of using NEF, SA6 would like to ask SA2 whether a trusted AF can directly utilize UDM and BSF services to obtain AF specific UE ID in Rel-17. If so, what are the interaction details among those NFs without using NEF?

Question 2 to SA3, SA6: Whether the External Identifier used as GPSI needs user’s consent or not?

Answer 2: As mentioned in an editor’s note in clause 8.6.5.2 of TS 23.558, SA6 believe this is falling into SA3 remit to answer the question.

Question 3 to SA3, SA6: Whether the token is needed or not for the user’s consent mechanism required in SA3 specification?

Answer 3: Regarding EDGE-3 Eees_UELocation API, the EAS may retrieve user consent before invoking EES service. Such a case is under study in TR 23.700-95 in Rel-18. Therefore, it is not supported in TS 23.558 in Rel-17 (see attached CR for clarification).

SA6 asks CT3 to kindly consider the information provided above in their work.

SA6 asks SA2 to provide answer for above question related to SA2. 

Action proposed by Chair:

Noted, no action is required in CT3 for the time being.

	
	
	5031
	LS in   Rel-18 Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA2
	
	To: CT4, SA3, SA3-LI, Cc: CT3
WI: LI_18

Contact: Vodafone

SA2 thanks SA3LI for their request regarding the transfer of MSISDN and IMEI at inter-PLMN handover in EPC and 5GC. 

SA2 has conducted a preliminary analysis of the situation but requests CT4 to do a more detailed examination of their stage 3 specifications.

From the SA2 analysis (e.g., using the specification extracts in the annex below), SA2 believe that:

a) In EPC and 5GC, the IMEI is already always sent from the source MME/AMF to the target MME/AMF (including inter-RAT cases) during idle mode mobility and handover, and this should include inter-PLMN situations.

b) In EPC the MSISDN is not sent at idle mode mobility or handover between MMEs, nor at inter-RAT idle mode mobility/handover between AMF and MME. 

i) This is probably not an LI problem for idle mode mobility because the UE cannot send/receive data/SMS with the new MME/AMF until the registration process with the HPLMN has been completed and the HSS/UDM has had the opportunity to download the MSISDN/GPSI to the new MME/AMF.

ii) For handover, as long as SA3 do not see a problem, SA2 do not see an issue with adding it to their specifications especially as there are already some situations (SRVCC and PDN connections via SCEF) where the stage 3 specification (TS 29.274) already carries the MSISDN from source MME to target MME.

c) In 5GC, the GPSI is already sent from source AMF to target AMF at both idle mode mobility and handover.

If CT4 and SA3 do not see problems with the SA2 analysis and/or the SA3-LI request, SA2 should be able to prepare CR(s) to add the MSISDN to the stage 2 TS 23.401 for inter-MME handover (and to include inter-RAT cases, possibly TS 23.502) in Release 18.

SA2 requests CT4 to confirm or correct the SA2 analysis about IMEI/PEI and MSISDN/GPSI transfer at inter-CN node inter-PLMN mobility. SA2 requests SA3 to comment if they see problems with transfer of the MSISDN between PLMNs that are supporting inter-PLMN handover. SA2 requests SA3-LI to take the above information, or requests to other working groups, into account. 

Action proposed by Chair:

Noted, no action required in CT3 for the time being.

	
	
	5032
	LS in   Rel-17 Reply to CT WG3 LS on handling of FQDN ranges in AF influence on traffic routing procedures
	SA2
	
	To: CT3
Response to: C3-222419

WI: eEDGE_5GC

Contact: Ericsson

SA2 has come to the following conclusion regarding the questions:

Question 1: Is the FQDN range only used as a trigger to initiate the retrieval of EAS Deployment Information from NEF or is it also used to identify the traffic for influencing SMF routing decisions? 

Answer: 

 The FQDN range is not to be used for routing decisions by SMF. Other use is under discussion in SA2.

Question 2: If it is used to identify the traffic for influencing SMF routing decisions, can SA2 clarify how it works? Is the FQDN range(s) used to identify the sessions/users for which the EDIs apply, and if yes, how is this applicability exactly determined?

Answer: See answer on question 1.

Question 3: If it is only used as a trigger for the retrieval of EAS Deployment Information, why an FQDN range is required? Could a specific indicator or the application identifier included to identify the traffic satisfy the same purpose?

Answer: 

 See answer to question 1. EDI retrieval is done per SMF implementation

SA2 kindly asks CT3 to take the above information into consideration and update stage 3 accordingly. 

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5033
	LS in   Rel-17 Response LS on Clarifications for AF specific UE ID retrieval
	SA2
	
	To: SA6, Cc: CT3, CT4, SA3

WI: EDGEAPP

Contact: Ericsson

SA2 thanks for SA6 LS. SA2 answers the question as follows:

Question to SA2: Since TS 23.502 clause 4.15.10 describes AF utilizing NEF service to obtain AF specific UE ID and clause 6.2.10 of TS 23.501 describes that a trusted AF can be allowed to directly interact with relevant NFs instead of using NEF, SA6 would like to ask SA2 whether a trusted AF can directly utilize UDM and BSF services to obtain AF specific UE ID in Rel-17. If so, what are the interaction details among those NFs without using NEF?

SA2 Answer: TS 23.501 clause 4.15.10 is a general description allowing a trusted AF to directly interact with 5GC NF without using NEF, but the detailed function procedure to support such an interaction is case by case in TS 23.502, e.g., in clause 4.15.6 of TS 23.502, the service specific parameter provisioning does not support AF bypassing NEF to provision UE parameters. In Rel-17, there is no procedure to support AF to retrieve AF specific UE ID bypassing NEF in TS 23.502, clause 4.15.10.

SA2 kindly asks SA6 to take the above information into account.

Action proposed by Chair:

There are related submitted contributions in this meeting. Check if they are aligned with the reply.

	
	
	5034
	LS in   Rel-17 Reply LS on UAV authorization container
	SA2
	
	To: CT4, Cc: CT1, CT3
WI: ID_UAS

Contact: Nokia

SA2 thanks CT4 for their LS on UAV authorization container. 

SA2 would ask CT4 to note the following answers for the corresponding questions raised by CT4 and would request CT4 to define/update stage 3 specification accordingly.

1. Does the SMF need to identify the type of payload (C2- or UUAA-Aviation Payload) to perform the procedures from and towards the UE?

Answer: No. The SMF does not need to identify the payload type. From an SMF point of view, it is transparent whether the authorization is for UAV or for C2 connectivity or for both. For uplink direction, UE provides the Payload and Payload Type in the NAS container as per current stage 3 specifications. The SMF invokes Nnef_Authentication_AuthenticateAuthorize service operation including the Service Level Device Identity and the Payload and Payload Type provided by the UE. The UAS NF may need to identify the payload type, as the UAS NF checks the stored UUAA context before forwarding the request from SMF to the USS/UTM. For downlink direction, SA2 understands it is up to stage 3 to decide whether the UAS NF provides the Payload type along with the payload, which are transparent to the SMF, and the SMF forwards them to the UE.

2. If yes, how is this identification performed, and what are the impacted procedures?

Answer: See answer for question 1.

SA2 kindly asks CT4 to take the above into account and update stage 3 specification accordingly if necessary.

Action proposed by Chair:

There are related submitted contributions in this meeting. Check if they are aligned with the reply.

	
	
	5035
	LS in   Rel-17 Reply LS on 5MBS User Services
	SA2
	
	To: SA4, Cc: SA6, CT3, CT4

WI: 5MBS, 5MBUSA

Contact: Ericsson

SA2 thanks SA4 for the Reply LS on 5MBS User Services. SA2 discussed the LS and would like to provide following feedback:

SA2 response:

According to clause 5.2 and Annex C of TS 23.247, SA2 confirms that Group Communication traffic from legacy GCS AS, ingested by MBSTF at MB2-U can be distributed (alternatively or simultaneously) to the MB-UPF at reference point Nmb9 and the MBMS-GW at reference point SGi-mb. 

If SA4 sees the need for further clarification, SA2 requests SA4 to reflect the changes in SA4’s specifications.

SA2 kindly asks SA4 to take the above information into account.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5036
	LS in   Rel-17 Reply LS on Issues on exposing 5GS information to an untrusted AF
	SA2
	
	To: CT3
WI: eNA_Ph2

Response to: C3-224688

Contact: Nokia

SA2 thanks CT3 for their LS on Issues on exposing 5GS information to an untrusted AF (C3-224688 / S2-2208167) and provides the following answers to CT3 questions.

Question 1: Whether the fact that the internal 5GS information shall not be exposed to an untrusted AF is applicable to all the analytics events or only those that explicitly indicate this requirement?

SA2 answer to question 1: SA2 further discuss this issue and concluded that exposure of internal 5Gs information to untrusted AF depends on operator configuration in NEF and as such is subject of SLA with the untrusted AF. NEF may apply restrictions when information is exposed to untrusted AF, as specified already in TS 23.288.

Question 2: Is there any other information considered as internal 5GS information except "DNN", "S-NSSAI" and "UPF info"? Whether possible some internal 5GS information can be exposed to an external AF upon some agreements between the network operator and the external ASP (e.g. DNN and/or S-NSSAI shared by the slice dedicated SLA)?

SA2 answer to question 2: As per answer to question 1, exposure of internal 5Gs information to untrusted AF depends on operator configuration in NEF and is subject of SLA with the untrusted AF.

Question 3: Whether our understanding is correct that also this statement refers only to an “Untrusted AF” and whether the S-NSSAI needs to be included in the NOTEs?

Untrusted AF will request analytics via NEF. Therefore, the consumer of analytics in this case, from NWDAF perspective, will be NEF.

SA2 agreed further changes in CR in S2-2209671 to clarify that UPF info shall not be exposed by NWDAF to an AF, with the understanding that an AF is a trusted AF from NWDAF perspective. Also, SA2 agreed that N4 Session ID analytics subset is only provided by NWDAF when the consumer is SMF. 

Action proposed by Chair:

There are related submitted contributions in this meeting. Check if they are aligned with the reply.

	
	
	5037
	LS in   Rel-17 Reply LS on eNA_Ph2 issues
	SA2
	
	To: CT3
WI: eNA_Ph2

Response to: C3-223775

Contact: Nokia

SA2 thanks again CT3 for their LS on eNA_Ph2 issues (C3-223775/S2-2205413) and provides the following answer to CT3 question #8 which was not answered from previous SA2 meeting. 

Question 8 from CT3:

Question 8: For the parameter Time Window in the Nadrf_DataManagement_StorageRequest inputs in 23.288 clause 10.2.2, is the understanding correct that it contains the earliest time and the latest time at which the NF service consumer had received from the source any of the "Data or Analytics to be stored"? How is this information used at the ADRF?

SA2 answer to question 8:

SA2 concluded there is no need for Time Window parameter as an input for Nadrf_DataManagement_StorageRequest considering that all events or analytics shall be stored in ADRF with a dedicated time stamp. 

The timestamp is either the timestamp provided by the NF when exposing events (see e.g. clause 5.2.2.3.4 for Namf_EventExposure_Notify, clause 5.2.8.3.2 for Nsmf_EventExposure_Notify or clause 5.2.3.5.4 for Nudm_EventExposure_Notify), or the timestamp provided by NWDAF when providing analytics. For the latter, timestamp is a required parameter from an NWDAF when ADRF is deployed.

When a consumer would like to retrieve data from the ADRF, using Nadrf_DataManagement_RetrievalRequest service operation, it will provide a Time Window parameter that indicates the start and stop time when the requested data or analytics was collected at the data source. 

SA2 agreed related corrections in CR S2-2208989.

SA2 kindly asks CT3 to take SA2 answers into account.

Action proposed by Chair:

There are related submitted contributions in this meeting. Check if they are aligned with the reply.

	
	
	5038
	LS in   Rel-18 Progress and open issues for NPN enhancements in Rel-18
	SA2
	
	To: SA1, SA3, CT1, Cc: CT3, CT4, RAN2, RAN3

WI: FS_eNPN_Ph2, eNPN_Ph2

Contact: Ericsson

SA2 is progressing the work on FS_eNPN_Ph2 and intends to finalize the study in Q4 2022. Meanwhile, some conclusions have been made and an eNPN_Ph2 work item was approved at TSG SA#97e in SP-220805. While SA2 intends to further update that WID based on conclusions made in Q4 2022, impacted WGs can initiate the related work based on SA2 CRs being sent for approval to the TSG SA#98e.

While further progressing the FS_eNPN_Ph2 study, SA2 has not been able to conclude on all aspects and therefore would want to get feedback on the following.

Question 1: A UE that intends to access a hosting network, to access localized services, using home network credentials/subscription, can select a hosting network either by automatic network selection or by manual network selection. Does the home network need to authorize the use of such network selection of a hosting network for both automatic and manual network selection or only for automatic network selection, and does it depend on whose credentials the UE uses to access the hosting network?  

Question 2: For KI#2, Support of Non-3GPP access for SNPN, SA2 is not able to conclude whether it is to be possible to access to SNPN with NG-RAN and to non-3GPP (e.g., WLAN) Access Network using the same credentials. An example of such solution is described in solution #16 in the TR 23.700-08. Therefore, SA2 asks for SA3 to evaluate if there are security aspects to consider and whether to progress such functionality. 

Question 3: For KI#4 SA2 is progressing means to enable selection of a hosting network, SA2 wonder if CT1 prefers to re-use the terminology SNPN access mode when the hosting network is an SNPN?  

Question 4: When progressing normative CRs for KI#2, it was proposed to re-use SNPN access mode also when the UE selects an SNPN over non-3GPP access. SA2 understands that TS 24.501 also uses “SNPN access operation mode” and therefore wonder what would be the appropriate term to use for a UE that selects SNPN over non-3GPP access? 

SA2 would appreciate feedback as soon as possible as to be able to conclude the study in Q4 2022.

SA2 kindly ask SA1 to provide answer to the question 1 above. SA2 kindly ask SA3 to provide answer to the question 2 above. SA2 kindly ask CT1 to provide answer to the questions 3 and 4 above.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5039
	LS in    Response to LS to SA WG2 on VoLTE Roaming GBR Handling
	SA2
	
	To: GSMA NRG, Cc: CT4, SA4, CT3

WI: EDGEAPP

Contact: Vodafone

SA2 thanks GSMA NRG for their LS on this topic, and thanks CT4 and SA4 for their assistance to SA2. Over the last few meetings, SA2 has been actively discussing this topic and consulting with SA4 and CT4: the related LSs are in S2-2204724, S2-2208158 (=S4-221192) and S2-2208133 (=C4-224401).

With regard to the NRG suggestion for the VPLMN to have the “possibility to override also the GBR parameter value sent by HPLMN during the bearer setup process”, SA2 do not believe that this is an advisable thing to do because of (a) the response from SA4, and (b) unilateral MME action to downgrade the GBR would cause a mismatch between the GBR on the CDRs and what the VPLMN’s RAN delivers (the SGW and PGW CDRs would have the same, inappropriate, value).

SA2 acknowledge the operational complexity of having a GBR agreed between every pair of HPLMN and VPLMN and observe that the situation is likely to get worse as:

• the number of VoLTE roaming agreements increases (and they become bi-directional); 

• they are expanded to cover VoNR;

• EPS fallback is used (where IMS sees the access type as NR, but the GBR bearer is established on LTE); and 

• satellite access (Non-Terrestrial Networks) gets deployed - where the maximum GBR might be very low (e.g. in Release 18, RAN working groups are studying NR enhancements for NTN access in order to support VoIP at 4.75 kbps).

SA2 (with CT4’s help) has discussed one (or more) potential solution(s), which would require updates to many entities in the VPLMN and HPLMN (e.g. MME, Serving GW, PDN GW, PCRF, plus a number of IMS nodes, and for VoNR also impact the AMF, SMF and PCF). Designing, specifying, implementing, and rolling out any such solution would obviously take some time. 

An alternative solution might be for GSMA to come to an agreement on a common voice GBR value to be used in all IMS roaming agreements. In SA2 view such a value can be codec rate agnostic and will need to be the minimum 5QI/QCI1 GBR value to be supported in all VPLMNs and needs to be above the maximum codec rate of the codecs specified in 3GPP TS 26.114, and/or IR.92. Alternatively, codec specific values can be defined by GSMA, and roaming partners need to agree in their roaming agreements on the codecs that are supported, also referring to the codec specific GBR values. 

SA2 also observes that GSMA has attempted this approach in IR.88 (Annex E Table 1 Roaming QoS values) with a recommend GBR 156kbps (assuming three concurrent streams), but the scenario raised in NRG 13_201r2/S2-2203630 (see below) shows that MNO A and MNO C are not following this recommendation:

The following scenario shows how this can prevent commercial VoLTE roaming launch:

• MNO A is using a value of GBR=64kbps

• MNO B is using a value of GBR=156kbps

• MNO C is using a value of GBR=512kbps

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5040
	LS in   Rel-17 Reply LS on 5MBS User Services
	SA4
	
	To: CT3, Cc: SA2, SA6, CT4

WI: 5MBUSA

Response to: C3-224655

Contact: Ericsson

SA4 would like to thank CT3 for the LS reply on 5MBS User Services. SA4 has discussed the Liaison Statement and would like to give some immediate feedback on the following topic:

Feedback: SA4 would like to bring one deployment to CT3 attention, which is supported by TS 26.502: The MBS Application Provider (AF / AS) may distribute the MBS User Service announcement through MBS-8 to the MBS-Aware Application, which is then passing the MBS User Service Announcement to the MBS Client. The Mission Critical Services follow the same paradigm. SA4 therefore recommends using the same encoding for the MBS User Service Announcement as distributed via MBS-5 (direct distribution of the service announcement) to the MBS Client, i.e., the JSON based encoding defined in TS 26.517, Annex A.2.

SA4 is working on a correction of the MBS User Service Announcement clause in TS 26.517, targeting SA4#121 (November 2022) for agreement.

SA4 kindly asks CT3 to take above information into account and to refer to TS 26.517 for the JSON based encoding of the MBS User Service Announcement at reference points Nmb5 / Nmb10.

Action proposed by Chair:

Noted, no action required in CT3.

	
	
	5041
	LS in   Rel-18 Reply LS on Re-use of CAPIF by ETSI MEC
	SA6
	
	To: ETSI ISG MEC, CT3, Cc: SA, CT, SA3

WI: CAPIF

Contact: Nokia

SA6 thanks ETSI ISG MEC for further collaborating on CAPIF alignment with ETSI MEC and EDGEAPP.

SA6 has discussed the topic and would like to answer ETSI ISG MEC’s questions as following: 

Q1: ETSI ISG MEC would like feedback on whether SA6 believes that there would be the need to add stage 2 requirements to enable protocol-level additions fulfilling the sketched extensibility requirements (a), (b) and (c), or whether this is already covered by the existing CAPIF stage 2 requirements.

A1: SA6 will study and specify any necessary stage 2 changes to meet the extensibility requirements for (a), (b) and (c) as provided in the LS (S6-222714/ MEC(22)000451r6).

Q2: ETSI ISG MEC would like to understand the feasible possible timelines and target release(s) for such additions.

A2: SA6 view is that if any gaps are found in current CAPIF specification on this topic it can be addressed in Rel-18 timeframe.

Q3: ETSI ISG MEC would like to understand the most appropriate mode of collaborating on this topic from the point of view of 3GPP SA6.

A3: After SA6 completes its study on this topic, any relevant specification update (if required) will be addressed in TS 23.222. Subsequently, the security related impacts for any enhancement in CAPIF can be addressed by SA3 and the stage 3 impacts for any protocol enhancements in CAPIF can be addressed by CT3.

SA6 will provide further status updates once available.

Please wait for further feedback and potential stage 2 requirement updates.

Action proposed by Chair:

Noted, no action is required in CT3.

	
	
	5140
	LS in   Rel-18 Response LS on Identifier availability for Lawful Interception during Inter-PLMN handover
	SA3-LI
	
	To: SA2, Cc: CT3, CT4, SA3
WI:LI_18

SA3-LI thanks SA2 for their preliminary analysis of the transfer of MSISDN and IMEI at inter-PLMN handover in EPC and 5GC. Presuming no issues arise from SA3 and CT4 response to LS S2-2209262, SA3-LI endorses SA2’s proposal to prepare CR(s) to add the MSISDN to the stage 2 TS 23.401 for inter-MME handover (and to include inter-RAT cases, possibly TS 23.502) to Release 18.

SA3-LI endorses the SA2 proposal to prepare CR(s) to add the MSISDN to the stage 2 TS 23.401 for inter-MME handover (and to include inter-RAT cases, possibly TS 23.502) to Release 18.

Action proposed by Chair:

Noted, no action is required in CT3.

	
	
	5275
	LS out   Rel-17 Reply to LS on VoLTE Roaming GBR Handling
	Ericsson
	
	esponse to: C3-224021/S2-2204724

	
	
	
	
	
	
	

	7
	Release 7 and earlier releases
	RELEASE 7 AND EARLIER RELEASES ARE CLOSED. NO TDOC IS ALLOWED.

	8
	Release 8
	
	
	
	
	

	8.1
	Release 8 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[IMS-CCR-Mn]

[FBI]

[PktCbl-Intw]

[ExtSIPI]

[FBI2-IOPSI]

[SIP_Nc]

[UUSIW]

[MAINT_R1]

[MAINT_R2]

[REDOC_TIS-C3]

[Overlap]

[CW_IMS]

[CCBS_CCNR]

[REDOC_3GPP2]

[MESSIW]

[MTSI_eMHI]

[AoIP-CN]

[ICSRA]

[CAT_SS]

[TEI8] – IMS/CS
	
	
	
	
	All WIs completed

	8.2
	Release 8 Packet Core Work Items

[MBMS]

[PCC]

[DIAMGi]

[DIAMWi]

[SAES-St3-PCC]

[SAES-St3-intwk]

[TEI8] - PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	9
	Release 9
	
	
	
	
	

	9.1
	Release 9 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[FBI]

[ExtSIPI]

[SIP_Nc]

[CS-IBCF]

[IMS_IBCF]

[II-NNI]

[eIMS_RP]

[IMS_EMER_GPRS_EPS-SRVCC]

[MEDIASEC_CORE]

[TEI9] – IMS/CS
	
	
	
	
	All WIs completed

	9.2
	Release 9 Packet Core Work Items

[MBMS]

[SAES-St3-PCC]

[MBMS_EPS]

[IMS_EMER_GPRS_EPS]

[PCC-Enh]

[TEI9] - PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	10
	Release 10
	
	
	
	
	

	10.1
	Release 10 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[CPM-SMS]

[OMR]

[II-NNI2]

[CCNL]

[ECSRA_LAA-CN] – IMS/CS

[NNI_DV]

[CIIC_ES]

[TEI10] – IMS/CS
	
	
	
	
	All WIs completed

	10.2
	Release 10 Packet Core Work Items

[SAES-St3-PCC]

[SAES-St3-intwk]

[MBMS_EPS]

[PCC-Enh]

[IFOM-CT]

[ECSRA_LAA-CN] – PCC

[SMOG-St3]

[eMPS-CN]

[PCRF-FR]

[MAPCON-St3]

[PEST-CT3]

[NIMTC]

[TEI10] - PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	11
	Release 11
	
	
	
	
	

	11.1
	Release 11 IMS/CS Work Items

[IMS-CCR-IWIP]

[IMS-CCR-IWCS]

[OMR]

[NNI_DV]

[USSI]

[vSRVCC-CT] - IMS

[NNI_OI]

[IMSProtoc5]

[rSRVCC-CT] – IMS

[ACR_CS-CN]

[IPXS]

[eMPS_Gateway]

[NNI_timers]

[RAVEL-CT]

[MRB]

[MMTel_T.38_FAX]

[IOC]

[TEI11] – IMS/CS
	
	
	
	
	All WIs completed

	11.2
	Release 11 Packet Core Work Items

[PCC]

[SAES-St3-intwk]

[SAES-St3-PCC]

[MBMS_EPS]

[PCC-Enh]

[SAPP-CT3]

[QoS_SSL-CT3]

[vSRVCC-CT] – PC

[rSRVCC-CT] – PC

[SIMTC-Reach]

[BBAI_BBI-CT]

[BBAI_BBII-CT]

[SaMOG_WLAN-CN]

[NWK-PL2IMS-CT]

[eNR_EPC]

[TEI11] - PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	12
	Release 12
	
	
	
	
	

	12.1
	Release 12 IMS/CS Work Items

[eMEDIASEC-CT]

[IMS_TELEP]

[IMSProtoc6]

[EMC_PC]

[NNI_RS]

[eDRVCC]

[bSRVCC]

[ICS_IWE]

[CVO-CT]

[SIS_CT]

[FS_REVOLTE_IMS]

[BusTI-CT]

[UP6665]

[eIODB]

[ICEH248]
[ALTC]

[HISTORY_CT]

[EVS_codec-CT]
[TEI12] – IMS/CS
	
	
	
	
	All WIs completed

	12.2
	Release 12 Packet Core Work Items

[SAES_WLAN_EPC_intwk]

[REST_AF_PC]
[ABC-CT3]

[UMONC-CT3]

[E2EMTSI-CT]

[P4C-F-CT3]

[eMBMS_Rest]

[NETLOC_TWAN_CT]
[MTCe-SDDTE-CT]
[ProSe-CT]
[CNO_ULI-CT]
[GCSE_LTE-CT]
[DOCME-PCC]
[PCSCF_RES]
[TEI12] - PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	13
	Release 13
	
	
	
	
	

	13.1
	Release 13 IMS/CS Work Items

[QOSE2EMTSI-CT] – IMS/CS

[RTCP_MUX]

[DRuMS-CT] – IMS

[IMSProtoc7]
[INNB_IW]
[EVSoCS-CT]
[SDPCN_IMS]
[ROI-CT]
[mSRVCC]
[MCPTT-CT] – IMS

[eWebRTCi_CT]]

[eDRX-CT]

[TEI13] – IMS/CS
	
	
	
	
	All WIs completed

	13.2
	Release 13 Packet Core Work Items

[UPCON-DOTCON-CT]
[VoE-UTRAN_PPD-CT]
[QOSE2EMTSI-CT] – PC

[DRuMS-CT] – PC

[eUMONC-CT3]
[cDOCME_PCC]
[MONTE-CT]

[NBIFOM-CT]

[eProSe-Ext-CT]
[AESE-CT]
[FMSS-CT]

[SEW1-CT]
[EPC_SIG_RACE]

[MCPTT-CT] – PC
[MBMS_enh-CT]
[DiaPri]
[CIoT-CT]
[TEI13] - PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	14
	Release 14
	
	
	
	
	

	14.1
	Release 14 IMS/CS Work Items

[MMCMH-CT]
[IMSProtoc8]
[PWDIMS-CT]
[REAS_EXT]
[MCPTTProtoc1]
[CH14-DCCII-CT]
[SPECTRE-CT]
[MCImp-eMCPTT-CT]
[MCImp-MCDATA-CT]
[MCImp-MCVIDEO-CT]
[ISAT]
[TEI14] – IMS/CS
	
	
	
	
	All WIs completed

	14.2
	Release 14 Packet Core Work Items
[NonIP_GPRS-CT]
[CUPS-CT]
[DLoCMe]
[V8-CT]
[V2X-CT]
[SDCI-CT]
[AULC-CT]
[AE_enTV-CT]
[DBPU]
[PS_DATA_OFF-CT]
[TEI14] – PC
	
	
	
	
	All WIs completed

	
	
	
	
	
	
	

	15
	Release 15
	
	
	
	
	All WIs completed

	15.1
	Release 15 IMS/CS Work Items

[IMSProtoc9]
[eCNAM-CT]
[eMCVideo-CT]
[5GS_Ph1-IMSo5G]
[bSRVCC_MT]
[MONASTERY]
[eSPECTRE]
[TEI15] – IMS/CS
	
	
	
	
	

	15.2
	Release 15 Packet Core Work Items
[FS_PC_VBC]
[5GS_Ph1-CT]
[NAPS-CT]
[EDCE5-CT]
[eVoLP-CT]
[PS_DATA_OFF2-CT]
[PC_VBC]
[CAPIF-CT]
[NETSLICE-5GTRACE-CT]
[TEI15] – PC
	5297
	CR 0400 29.513 Rel-15 Correction to the attribute name for QoS parameters calculation
	Huawei
	
	

	
	
	5298
	CR 0401 29.513 Rel-16 Correction to the attribute name for QoS parameters calculation
	Huawei
	
	

	
	
	5299
	CR 0402 29.513 Rel-17 Correction to the attribute name for QoS parameters calculation
	Huawei
	
	

	
	
	5300
	CR 0441 29.514 Rel-15 Correction to the attribute name of media subcomponent
	Huawei
	
	

	
	
	5301
	CR 0442 29.514 Rel-16 Correction to the attribute name of media subcomponent
	Huawei
	
	

	
	
	5302
	CR 0443 29.514 Rel-17 Correction to the attribute name of media subcomponent
	Huawei
	
	

	
	
	5353
	CR 0078 29.523 Rel-15 Correction to Data Type PduSessionInformation
	Ericsson
	
	

	
	
	5354
	CR 0079 29.523 Rel-16 Correction to Data Type PduSessionInformation
	Ericsson
	
	

	
	
	5355
	CR 0080 29.523 Rel-17 Correction to Data Type PduSessionInformation
	Ericsson
	
	

	
	
	5384
	CR 0260 29.222 Rel-15 Corrections for CAPIF_API_Invoker_Management_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_API_Invoker_Management_API.

	
	
	5385
	CR 0261 29.222 Rel-16 Corrections for CAPIF_API_Invoker_Management_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_API_Invoker_Management_API.

	
	
	5386
	CR 0262 29.222 Rel-17 Corrections for CAPIF_API_Invoker_Management_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_API_Invoker_Management_API.

	
	
	5387
	CR 0263 29.222 Rel-15 Corrections for CAPIF_Auditing_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_Auditing_API.

	
	
	5388
	CR 0264 29.222 Rel-16 Corrections for CAPIF_Auditing_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_Auditing_API.

	
	
	5389
	CR 0265 29.222 Rel-17 Corrections for CAPIF_Auditing_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_Auditing_API.

	
	
	5428
	CR 0268 29.222 Rel-15 Corrections on Enumeration Protocol for CAPIF_Publish_Service_API
	Huawei
	
	

	
	
	5429
	CR 0269 29.222 Rel-16 Corrections on Enumeration Protocol for CAPIF_Publish_Service_API
	Huawei
	
	

	
	
	5430
	CR 0270 29.222 Rel-17 Corrections on Enumeration Protocol for CAPIF_Publish_Service_API
	Huawei
	
	

	
	
	5431
	CR 0271 29.222 Rel-15 Corrections on POST request body for CAPIF_Logging_API_Invocation_API
	Huawei
	
	

	
	
	5432
	CR 0272 29.222 Rel-16 Corrections on POST request body for CAPIF_Logging_API_Invocation_API
	Huawei
	
	

	
	
	5433
	CR 0273 29.222 Rel-17 Corrections on POST request body for CAPIF_Logging_API_Invocation_API
	Huawei
	
	

	
	
	5434
	CR 0274 29.222 Rel-15 Corrections on resource URI for CAPIF_Discover_Service_API
	Huawei
	
	

	
	
	5435
	CR 0275 29.222 Rel-16 Corrections on resource URI for CAPIF_Discover_Service_API
	Huawei
	
	

	
	
	5436
	CR 0276 29.222 Rel-17 Corrections on resource URI for CAPIF_Discover_Service_API
	Huawei
	
	

	
	
	5437
	CR 0277 29.222 Rel-15 Corrections on Time Range List for CAPIF_Access_Control_Policy_API
	Huawei
	
	

	
	
	5438
	CR 0278 29.222 Rel-16 Corrections on Time Range List for CAPIF_Access_Control_Policy_API
	Huawei
	
	

	
	
	5439
	CR 0279 29.222 Rel-17 Corrections on Time Range List for CAPIF_Access_Control_Policy_API
	Huawei
	
	

	
	
	
	
	
	
	

	16
	Release 16
	
	
	
	
	

	16.1
	Multi-device and multi-identity [MuD]
	
	
	
	
	CP-200148 (CT1 leading)

	16.2
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc16]
	
	
	
	
	CP-183084 (CT1 leading)

	16.3
	Enhancement of 5G PCC related services [en5GPccSer]
	
	
	
	
	CP-183246

	16.4
	CT aspects on Enablers for Network Automation for 5G [eNA]
	
	
	
	
	CP-192259

	16.5
	CT aspects on eSBA [5G_eSBA]
	
	
	
	
	CP-190191 (CT4 leading)

	16.6
	CT aspects of Access Traffic Steering, Switch and Splitting support in 5G system [ATSSS]
	
	
	
	
	CP-190201 (CT1 leading)

	16.7
	CT aspects of 5GS enhanced support of vertical and LAN services [Vertical_LAN]
	
	
	
	
	CP-201174 (CT1 leading)

	16.8
	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks [ETSUN]
	
	
	
	
	CP-190192 (CT4 leading)

	16.9
	CT aspects of System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs [PARLOS]
	
	
	
	
	CP-190197 (CT1 leading)

	16.10
	CT aspects on enhancement of network slicing [eNS]
	
	
	
	
	CP-201161 (CT1 leading)

	16.11
	CT aspects of Enhancement to the 5GC LoCation Services [5G_eLCS]
	5074
	CR 0733 29.522 Rel-16 Correction of the minimum items in the GET response of LpiParametersProvision
	Nokia, Nokia Shanghai Bell
	
	CP-192260 (CT4 leading)

This CR is a backwards compatible correction in the OpenAPI file of the LpiParameterProvision API.


	
	
	5075
	CR 0734 29.522 Rel-17 Correction of the minimum items in the GET response of LpiParametersProvision
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the LpiParameterProvision API.


	16.12
	CT Aspects of Media Handling for RAN Delay Budget Reporting in MTSI [E2E_DELAY]
	
	
	
	
	CP-190193 (CT4 leading)

	16.13
	Cellular IoT support and evolution for the 5G System [5G_CIoT]
	
	
	
	
	CP-200147 (CT1 leading)

	16.14
	CT aspects on wireless and wireline convergence for the 5G system architecture [5WWC]
	
	
	
	
	CP-192079 (CT1 leading)

	16.15
	Volume Based Charging Aspects for VoLTE [VBCLTE]
	
	
	
	
	CP-191206

	16.16
	CT aspects of optimisations on UE radio capability signalling [RACS]
	
	
	
	
	CP-200058 (CT4 leading)

	16.17
	Service Based Interface Protocol Enhancement [SBIProtoc16]
	
	
	
	
	CP-191060 (CT4 leading)

	16.18
	CT aspects of eV2XARC [eV2XARC]
	
	
	
	
	CP-201350 (CT1 leading)

	16.19
	CT aspects of 5G URLLC [5G_URLLC]
	5303
	CR 0977 29.512 Rel-16 Correction to the attribute name of policy control request trigger
	Huawei
	
	CP-192022 (CT4 leading)

Incorrect spec number in the cover page

	
	
	5304
	CR 0978 29.512 Rel-17 Correction to the attribute name of policy control request trigger
	Huawei
	
	

	16.20
	Enhancement of 3GPP Northbound APIs [eNAPIs]
	
	
	
	
	CP-192184

	16.21
	CT Aspects of 5GS Transfer of Policies for Background Data [xBDT]
	
	
	
	
	CP-192182

	16.22
	CT aspects of SBA interactions between IMS and 5GC [eIMS5G_SBA]
	
	
	
	
	CP-192023 (CT4 leading)

	16.23
	CT aspects of application layer support for V2X services [V2XAPP]
	
	
	
	
	CP-192077 (CT1 leading)

	16.24
	xMB extension for mission critical services [MC_XMB-CT]
	
	
	
	
	CP-192253

	16.25
	CT aspects of enhancements for Common API Framework for 3GPP Northbound APIs [eCAPIF]
	
	
	
	
	CP-192254

	16.26
	CT aspects of Service Enabler Architecture Layer for Verticals [SEAL]
	
	
	
	
	CP-192255 (CT1 leading)

	16.27
	CT aspect of single radio voice continuity from 5GS to 3G [5G_SRVCC]
	
	
	
	
	CP-193014 (CT4 leading)

	16.28
	Technical Enhancements and Improvements [TEI16]
Please use agenda 16.28.1 and 16.28.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI16 and the WI code of previous release (e.g. TEI16, 5GS_Ph1-CT)
	
	
	
	
	

	16.28.1
	TEI16 for IMS/CS
	
	
	
	
	

	16.28.2
	TEI16 for Packet Core
	
	
	
	
	

	16.29
	OpenAPI updates
	
	
	
	
	

	17
	Release 17
	
	
	
	
	

	17.1
	Stage 3 of Multimedia Priority Service (MPS) Phase 2 [MPS2]
	5305
	CR 0979 29.512 Rel-17 Correction to the attribute name of policy control request trigger
	Huawei
	
	CP-201207

Incorrect Tdoc number in the cover page

	17.2
	PFD Management Enhancement [pfdManEnh]
	
	
	
	
	CP-210183



	17.3
	Service Based Interface Protocol Improvements Release 17 [SBIProtoc17]
	
	
	
	
	CP-211088 (CT4 leading)

	17.4
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc17]
	
	
	
	
	CP-201167 (CT1 leading)

	17.5
	Study on enhanced IMS to 5GC Integration Phase 2 [FS_eIMS5G2]
	
	
	
	
	CP-201358 (CT1 leading)

	17.6
	Authentication and key management for applications based on 3GPP credential in 5G [AKMA-CT]
	5417
	CR 0760 29.522 Rel-17 Correction for AKMA Application Key Request
	China Mobile Communications Group Co.,Ltd.
	
	CP-203107

Incorrect “This CR’s revision history” field in the cover page

	
	
	5418
	CR 0026 29.535 Rel-17 Correction for AKMA Application Key Request
	China Mobile Communications Group Co.,Ltd.
	
	Incorrect “This CR’s revision history” field in the cover page

	
	
	5479
	CR 0027 29.535 Rel-17 Cardinality for CtxRemove
	Huawei
	
	

	17.7
	CT aspects on PAP/CHAP protocols usage in 5GS [PAP_CHAP]
	
	
	
	
	CP-210251

	17.8
	CT aspects for enabling Edge Applications [EDGEAPP]
	5135
	CR 0020 29.558 Rel-18 Miscellaneous corrections in EES, ECS services
	Nokia, Nokia Shanghai Bell
	
	CP-221106

Inconsistent spec release between the CR and 3GU
The CR introduces backward compatible correction into the OpenAPI file of Eees_AppClientInformation API


	
	
	5136
	CR 0021 29.558 Rel-18 Correction in Eees_UEIdentifier, Eees_ACRManagementEvent API
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU
The CR introduces backward compatible correction into the OpenAPI file of Eees_EELManagedACR API

	
	
	5137
	CR 0022 29.558 Rel-18 Correction in Eees_EECContextRelocation , Eees_EELManagedACR API
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU
The CR introduces backward compatible correction into the OpenAPI file of Eees_ACRManagementEvent, Eees_UEIdentifier API

	
	
	5232
	CR 0023 29.558 Rel-17 Corrections on easId verification in update procedures in EES services
	Ericsson
	
	

	
	
	5233
	CR 0024 29.558 Rel-17 Correction on eesId verification in update procedure in ECS service
	Ericsson
	
	

	
	
	5267
	discussion   Rel-17 Discussion on EAS type attribute for EAS discovery
	NTT
	
	

	
	
	5268
	LS out   Rel-17 LS on EAS type attribute for EAS discovery
	NTT
	
	

	
	
	5382
	CR 0033 29.558 Rel-17 Editor’s note resolution for Eees_UEIdentifier
	Samsung Electronics Co., Ltd
	
	

	
	
	5383
	CR 0034 29.558 Rel-17 Essential correction to Application Client Information
	Samsung Electronics Co., Ltd
	
	

	
	
	5397
	CR 0035 29.558 Rel-17 Correction on attribute name within EndPoint
	Huawei
	
	

	
	
	5398
	CR 0036 29.558 Rel-17 Correction on request URI for Eees_EECContextRelocation_Push
	Huawei
	
	

	
	
	5399
	CR 0037 29.558 Rel-17 Corrections on Location information report
	Huawei
	
	

	
	
	5400
	CR 0038 29.558 Rel-17 Corrections on the apiNames
	Huawei
	
	

	
	
	5401
	CR 0039 29.558 Rel-17 Corrections on the Notification Destination URI
	Huawei
	
	

	
	
	5402
	CR 0040 29.558 Rel-17 Corrections on the Revocation Notification URI
	Huawei
	
	

	
	
	5403
	CR 0041 29.558 Rel-17 Missing supported features for Eees_UEIdentifier API
	Huawei
	
	

	
	
	5453
	CR 0042 29.558 Rel-17 Corrections for data types of Eees_ACRManagementEvent service
	Huawei
	
	

	
	
	5454
	CR 0043 29.558 Rel-17 Corrections for data types of Eees_SessionWithQoS service
	Huawei
	
	

	
	
	5455
	CR 0044 29.558 Rel-17 Corrections on status code for creation resource in Eees_EELManagedACR API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Eees_SessionWithQoS API and Eees_EELManagedACR API.

	
	
	5472
	CR 0046 29.558 Rel-17 Corrections for data types of Eees_ACRManagementEvent service
	Huawei
	Withdrawn
	

	
	
	5473
	CR 0047 29.558 Rel-17 Corrections for data types of Eees_SessionWithQoS service
	Huawei
	Withdrawn
	

	
	
	5474
	CR 0048 29.558 Rel-17 Corrections on status code for creation resource in Eees_EELManagedACR API
	Huawei
	Withdrawn
	

	
	
	5483
	CR 0764 29.522 Rel-17 Corrections on AF specific UE ID retrieval
	Ericsson
	
	

	17.9
	Reliable Data Service Serialization Indication [RDSSI]
	
	
	
	
	CP-203234 (CT1 leading)

	17.10
	CT aspects on Dynamically Changing AM Policies in the 5GC [TEI17_DCAMP]
	5110
	CR 0014 29.534 Rel-17 Correction of the error responses of GET application context
	Nokia, Nokia Shanghai Bell
	
	CP-213205

This CR is a backwards compatible correction in the OpenAPI file of the Npcf_AMPolicyAuthorization API.


	
	
	5111
	CR 0015 29.534 Rel-17 Corrections of presence conditions for the case of plain event subscriptions
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_AMPolicyAuthorization API.

	
	
	5423
	CR 0173 29.521 Rel-17 Corrections for Nbsf_Management API
	Huawei
	
	This CR introduces backwards compatible feature to the OpenAPI file for Nbsf_Management API.

	
	
	5426
	CR 0763 29.522 Rel-17 Corrections for Nnef_AMPolicyAuthorization service
	Huawei
	
	This CR introduces non-backwards compatible corrections to the OpenAPI file for AMPolicyAuthorization API.

	
	
	5427
	CR 0017 29.534 Rel-17 Corrections for Npcf_AMPolicyAuthorization service
	Huawei
	
	

	17.11
	N7 Interfaces Enhancements to Support GERAN and UTRAN [TEI17_NIESGU]
	
	
	
	
	CP-211194

	17.12
	CT aspects on Dynamic Management of Group-based Event Monitoring [TEI17_GEM]
	
	
	
	
	CP-220059

	17.13
	CT aspects on Same PCF Selection for AMF and SMF [TEI17_SPSFAS]
	
	
	
	
	CP-211184 (CT4 leading)

	17.14
	CT aspects of Access Traffic Steering, Switch and Splitting support in the 5G system architecture; Phase 2 [ATSSS_Ph2]
	
	
	
	
	CP-210136 (CT1 leading)

	17.15
	CT aspects of support of enhanced Industrial IoT [IIoT]
	5092
	CR 0029 29.565 Rel-17 Corrections in the error budget calculation
	Nokia, Nokia Shanghai Bell
	
	CP-212267 (CT1 leading)



	
	
	5093
	CR 0030 29.565 Rel-17 Miscellaneous corrections in the Time Synchronization API
	Nokia, Nokia Shanghai Bell
	
	This CR introduces a backwards compatible correction to the OpenAPI file of the Ntsctsf_TimeSynchronization API.

	
	
	5094
	CR 0737 29.522 Rel-17 Corrections of the TSCTSF usage determination in AF session with QoS
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5223
	CR 0167 29.521 Rel-17 Update of 4.2.1 to add TSCTSF
	ZTE
	
	

	
	
	5369
	CR 0987 29.512 Rel-17 Correction to the PCF for the UE indication of notification of PDU session events
	Ericsson
	
	

	
	
	5396
	CR 0759 29.522 Rel-17 Corrections on Time Synchronization Capabilites subscription procedure
	Huawei
	
	Incorrect WIC in the cover page.

	
	
	5370
	CR 0033 29.565 Rel-17 Correction to Ethernet flows
	Ericsson
	
	Move AI to 17.15
This CR impacts the OpenAPI file of the Ntsctsf_QoSandTSCAssistance API with a backwards compatible correction

	17.16
	CT aspects of Enhanced support of Non-Public Networks [eNPN]
	5167
	CR 0970 29.512 Rel-17 Survival time applicability
	Intel
	
	CP-220309 (CT1 leading)



	
	
	5241
	CR 0188 29.508 Rel-17 Adding support of SNPN
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Nsmf_EventExposure API.

	
	
	5263
	CR 0142 29.561 Rel-17 Corrections to UE default credentials for primary and secondary authentication
	Ericsson
	
	

	
	
	5368
	CR 0229 29.525 Rel-17 Corrections to PLMN change trigger
	Ericsson
	
	This CR impacts the OpenAPI file with a backwards compatible correction.

	
	
	5421
	CR 0231 29.525 Rel-17 Correction to UE Policies determination in a serving SNPN
	Ericsson
	
	

	17.17
	Enhancement of Network Slicing Phase 2 [eNS_Ph2]
	
	
	
	
	CP-220096 (CT4 leading)

	17.18
	CT aspects for Support of Uncrewed Aerial Systems Connectivity, Identification, and Tracking [ID_UAS]
	5153
	CR 0021 29.255 Rel-17 Adding missing attributes DN Authorization Profile Index and DN authorized Session AMBR
	Nokia, Nokia Shanghai Bell, Qualcomm Incorporated
	
	CP-211333 (CT1 leading)

This CR introduces a backward compatible correction to the Open API: Naf_Authentication API


	
	
	5224
	discussion   Rel-17 AA Payload type indication
	Qualcomm Incorporated
	
	C3-225224/C4-225311 will be discussed under joint CT3-CT4 session



	
	
	5225
	CR 0012 29.255 Rel-17 Corrections for Auth message type
	Qualcomm Incorporated, Huawei, Nokia, Nokia Shanghai Bell, Ericsson
	
	Revision of C3-224049

This CR introduces a backward compatible correction to the following OpenAPI files: TS29255_Nnaf_Authentication.yaml

	17.19
	CT Aspects of 5G eEDGE [eEDGE_5GC]
	5261
	CR 0364 29.519 Rel-17 Corrections to the resource EAS Deployment Information Data and API
	Ericsson
	Withdrawn
	Incorrect “This CR’s revision history” field in the cover page
This CR introduces backward compatible correction to the OpenAPI file for for Nudr_DataRepository API for Application Data

	
	
	5262
	CR 0753 29.522 Rel-17 Correction to the EASDeployment API
	Ericsson
	
	

	
	
	5276
	CR 0365 29.519 Rel-17 Corrections to the resource EAS Deployment Information Data
	Ericsson
	
	Incorrect “Other comments” due to no OpenAPI impact in the CR

	
	
	5373
	discussion   Rel-17 Discussion on handling of QoS monitoring for multiple media
	Ericsson
	
	

	17.20
	Enhancement to the 5GC Location Services - Phase 2 [5G_eLCS_ph2]
	
	
	
	
	CP-211090 (CT4 leading)

	17.21
	CT aspects of proximity based services in 5GS [5G_ProSe]
	5176
	CR 0007 29.557 Rel-17 Correction to AuthDisResData data type
	Ericsson
	
	CP-221327 (CT1 leading)



	
	
	5177
	CR 0008 29.557 Rel-17 Correction to AuthDisReqData data type
	Ericsson
	
	

	
	
	5178
	CR 0009 29.557 Rel-17 Corrections to DiscoveryAuthorization service operation
	Ericsson
	
	

	
	
	5374
	LS out   Rel-17 LS on dedicated DNN for 5G ProSe L3 UE-to-Network Relay connectivity
	Ericsson
	
	

	
	
	5375
	CR 0409 29.513 Rel-17 Session binding to support 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
	Ericsson
	
	

	
	
	5440
	CR 0011 29.557 Rel-17 Add the missing status codes for the HTTP operations
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Naf_ProSe API.

	
	
	5441
	CR 0012 29.557 Rel-17 Corrections for data types and API of Naf_ProSe service
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Naf_ProSe API.

	
	
	5459
	CR 0014 29.557 Rel-17 Add the missing status codes for the HTTP operations
	Huawei
	Withdrawn
	

	
	
	5460
	CR 0015 29.557 Rel-17 Corrections for data types and API of Naf_ProSe service
	Huawei
	Withdrawn
	

	17.22
	Enablers for Network Automation for 5G - phase 2 [eNA_Ph2]
	5076
	CR 0186 29.508 Rel-17 User Plane Status Information event handling
	Nokia, Nokia Shanghai Bell
	
	CP-213261

This CR is a backwards compatible correction in the OpenAPI file of the Nsmf_EventExposure API.



	
	
	5077
	CR 0582 29.520 Rel-17 Missing data reports for processed data notifications
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nnwdaf_DataManagement API.

	
	
	5078
	CR 0583 29.520 Rel-17 Correcting the role of analytics subscription information for data collection
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5079
	CR 0584 29.520 Rel-17 User consent corrections for NWDAF data management
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction of the Nnwdaf_DataManagement OpenAPI file.

	
	
	5080
	CR 0585 29.520 Rel-17 User consent corrections for NWDAF analytics subscriptions
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5081
	CR 0586 29.520 Rel-17 User consent corrections for NWDAF analytics info
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5082
	CR 0040 29.574 Rel-17 User consent corrections for DCCF data management
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5083
	CR 0031 29.552 Rel-17 User consent corrections in data collection procedures
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5084
	CR 0735 29.522 Rel-17 User consent corrections for analytics exposure
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5085
	CR 0041 29.574 Rel-17 DCCF API miscellaneous corrections
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction of the Ndccf_DataManagement OpenAPI file.

	
	
	5086
	CR 0042 29.574 Rel-17 Correction of presence conditions for DCCF notifications
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5087
	CR 0028 29.575 Rel-17 ADRF Retrieval Request inputs
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction of the Nadrf_DataManagement OpenAPI file.

	
	
	5088
	CR 0029 29.575 Rel-17 ADRF Storage Subscription Request handling inconsistencies
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5089
	CR 0030 29.575 Rel-17 ADRF Data Management API miscellaneous corrections
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5090
	CR 0736 29.522 Rel-17 Analytics exposure restrictions
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the AnalyticsExposure API.

	
	
	5091
	CR 0587 29.520 Rel-17 Analytics output restrictions
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5132
	CR 0044 29.574 Rel-18 Corrections for time stamp in DCCF
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU. Incorrect WIC in the cover page

	
	
	5133
	CR 0032 29.576 Rel-18 Corrections for time stamp in Nmfaf_3caDataManagement_Notify service operation
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU


	
	
	5134
	CR 0591 29.520 Rel-18 Corrections for time stamp in NWDAF
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU. Incorrect WIC in the cover page

	
	
	5174
	CR 0593 29.520 Rel-17 Corrections of NF Service Consumers for NWDAF analytics
	KDDI, Huawei
	
	

	
	
	5175
	CR 0594 29.520 Rel-17 Corrections for Nnwdaf_AnalyticsInfo_Request procedure
	KDDI, Huawei
	
	

	
	
	5206
	CR 0595 29.520 Rel-17 Corrections related to analytics subscription transfer
	ZTE
	
	

	
	
	5207
	CR 0596 29.520 Rel-17 Corrections to NwdafDataManagementNotif
	ZTE
	
	

	
	
	5208
	CR 0597 29.520 Rel-17 Correction to visitedAreas attribute
	ZTE
	
	

	
	
	5209
	CR 0598 29.520 Rel-17 Incorrect attribute name referenced in DnPerformanceReq data type
	ZTE
	
	

	
	
	5210
	CR 0599 29.520 Rel-17 Incorrect attribute name referenced in NwdafMLModelProvSubsc data type
	ZTE
	
	

	
	
	5211
	CR 0600 29.520 Rel-17 Aligning the notifications of Nnwdaf_DataManagement  API with service description
	ZTE
	
	

	
	
	5212
	CR 0601 29.520 Rel-17 Correcting the cardinality of NwdafMLModelProvNotif
	ZTE
	
	

	
	
	5213
	CR 0602 29.520 Rel-17 features in Nnwdaf_MLModelProvision Service API
	ZTE
	
	

	
	
	5214
	CR 0603 29.520 Rel-17 Correction of data type of terminationReq
	ZTE
	
	This CR introduces backward compatible corrections to the OpenAPI file for Nnwdaf_DataManagement API.

	
	
	5215
	CR 0604 29.520 Rel-17 adding resourceUri for analytics subscription transfer notification
	ZTE
	
	This CR introduces backward compatible corrections to the OpenAPI file for Nnwdaf_EventsSubscription API.

	
	
	5216
	CR 0046 29.574 Rel-17 Incorrect data type names
	ZTE
	
	

	
	
	5217
	CR 0047 29.574 Rel-17 Misalignment of data type of terminationReq
	ZTE
	
	

	
	
	5218
	CR 0033 29.575 Rel-17 adding Consumer triggered Notification indication for Nadrf_DataManagement_RetrievalSubscribe
	ZTE
	
	This CR introduces backward compatible corrections to the OpenAPI file for Nadrf_DataManagement API.

	
	
	5219
	CR 0034 29.576 Rel-17 Correcting procedure description for dataNotif attribute
	ZTE
	
	

	
	
	5220
	CR 0605 29.520 Rel-17 Correction of data type of procInstruct
	ZTE
	
	This CR introduces backward compatible corrections to the OpenAPI file for Nnwdaf_DataManagement API.

	
	
	5221
	CR 0034 29.575 Rel-17 Correction of data type of procInstruct
	ZTE
	
	This CR introduces backward compatible corrections to the OpenAPI file for Nadrf_DataManagement API.

	
	
	5222
	CR 0035 29.576 Rel-17 Correction of data type of procInstruct
	ZTE
	
	This CR introduces backward compatible corrections to the OpenAPI file for Nmfaf_3daDataManagement API.

	
	
	5279
	CR 0972 29.512 Rel-17 Correction on NWDAF_DATA_CHG handling
	Ericsson
	
	

	
	
	5330
	CR 0032 29.552 Rel-17 Correct Analytics Exposure via DCCF
	Ericsson
	
	

	
	
	5331
	CR 0033 29.552 Rel-17 Correct Analytics Exposure via DCCF and MFAF
	Ericsson
	
	

	
	
	5332
	CR 0034 29.552 Rel-17 Correct Data Collection via DCCF
	Ericsson
	
	

	
	
	5333
	CR 0035 29.552 Rel-17 Correct Data Collection via Messaging Framework
	Ericsson
	
	

	
	
	5334
	CR 0607 29.520 Rel-17 Corrections in Nnwdaf_EventSubscription service
	Ericsson
	
	This CR introduces backforward compatible corrections in Nnwdaf_EventsSubscription OpenAPI file.

	
	
	5335
	CR 0048 29.574 Rel-17 Corrections in Ndccf_DataManagement service
	Ericsson
	
	This CR introduces backward compatible corrections into OpenAPI file for Ndccf_DataManagement API.

	
	
	5336
	CR 0049 29.574 Rel-17 Corrections to data type in DELETE header
	Ericsson
	
	

	
	
	5337
	CR 0608 29.520 Rel-17 Correction to Event Notification in Nnwdaf_MLModelProvision API
	Ericsson
	
	

	
	
	5338
	CR 0609 29.520 Rel-17 Corrections to MLEventSubscription data type
	Ericsson
	
	

	
	
	5339
	CR 0036 29.576 Rel-17 Corrections to data type in POST header
	Ericsson
	
	

	
	
	5340
	CR 0758 29.522 Rel-17 Corrections to data types in AnalyticsExposure API
	Ericsson
	
	

	
	
	5341
	CR 0610 29.520 Rel-17 Corrections to NF Service Consumers
	Ericsson
	
	

	
	
	5342
	CR 0611 29.520 Rel-17 Corrections to service operation procedures in Nnwdaf_EventsSubscription API
	Ericsson
	
	

	
	
	5343
	CR 0612 29.520 Rel-17 Corrections to service operation procedures in Nnwdaf_AnalyticsInfo API
	Ericsson
	
	

	
	
	5344
	CR 0613 29.520 Rel-17 Corrections to Slice Load level Analytics
	Ericsson
	
	This CR introduces backward compatible corrections in Nnwdaf_EventsSubscription OpenAPI specification.

	
	
	5345
	CR 0089 29.517 Rel-17 Corrections to UE Mobility event
	Ericsson
	
	This CR introduces backward compatible corrections in Naf_EventExposure OpenAPI specification.

	
	
	5346
	CR 0099 29.591 Rel-17 Corrections to UE Mobility event
	Ericsson
	
	This CR introduces backward compatible corrections in Nnef_EventExposure OpenAPI specification.

	
	
	5347
	CR 0614 29.520 Rel-17 Corrections to UE Mobility event on expected UE behaviour
	Ericsson
	
	This CR introduces backward compatible corrections in Nnwdaf_EventsSubscription OpenAPI specification.

	
	
	5405
	LS out   Rel-17 LS on Issues on historical analytics and Slice Load Level Analytics
	Huawei
	
	

	
	
	5413
	CR 0615 29.520 Rel-17 Add clarifications for some information included in the analytics to the consumer
	Huawei
	
	

	
	
	5414
	CR 0616 29.520 Rel-17 Corrections for DispersionCollection data type and MLEventSubscription data type
	Huawei, KDDI
	
	

	
	
	5415
	CR 0617 29.520 Rel-17 The time stamp of analytics generation
	Huawei
	
	Incorrect spec vers

	
	
	5425
	CR 0762 29.522 Rel-17 Add clarifications for some information included in the analytics to the consumer
	Huawei
	
	

	
	
	5444
	CR 0050 29.574 Rel-17 Time stamp for requested data or analytics in Ndccf_DataManagement Service
	Huawei
	
	

	
	
	5445
	CR 0035 29.575 Rel-17 The time stamp of data notification
	Huawei
	
	This CR introduces backwards compatible correction to the OpenAPI file for Nadrf_DataManagement API.

	
	
	5446
	CR 0037 29.576 Rel-17 The time stamp of data and analytics notification
	Huawei
	
	Incorrect CR number in the cover page
This CR introduces backwards compatible correction to the OpenAPI file for Nmfaf_3caDataManagement API.

	
	
	5447
	CR 0036 29.575 Rel-17 Miscellaneous corrections
	Huawei
	
	

	
	
	5448
	CR 0036 29.552 Rel-17 Update for Analytics Exposure via DCCF procedure
	Huawei
	
	

	
	
	5449
	CR 0037 29.575 Rel-17 Update for Nadrf_DataManagement_RetrievalRequest service operation
	Huawei
	
	This CR introduces Backwards Compatible corrections to the OpenAPI file for Nadrf_DataManagement API.

	
	
	5450
	CR 0037 29.552 Rel-17 Update historical data and analytics storage via Notifications
	Huawei
	
	

	
	
	5463
	CR 0051 29.574 Rel-17 Time stamp for requested data or analytics in Ndccf_DataManagement Service
	Huawei
	Withdrawn
	

	
	
	5464
	CR 0039 29.575 Rel-17 The time stamp of data notification
	Huawei
	Withdrawn
	

	
	
	5465
	CR 0038 29.576 Rel-17 The time stamp of data and analytics notification
	Huawei
	Withdrawn
	

	
	
	5466
	CR 0040 29.575 Rel-17 Miscellaneous corrections
	Huawei
	Withdrawn
	

	
	
	5467
	CR 0038 29.552 Rel-17 Update for Analytics Exposure via DCCF procedure
	Huawei
	Withdrawn
	

	
	
	5468
	CR 0041 29.575 Rel-17 Update for Nadrf_DataManagement_RetrievalRequest service operation
	Huawei
	Withdrawn
	

	
	
	5469
	CR 0039 29.552 Rel-17 Update historical data and analytics storage via Notifications
	Huawei
	Withdrawn
	

	
	
	5478
	CR 0619 29.520 Rel-17 Miscellaneous corrections
	China Mobile Communications Group Co.,Ltd.
	
	

	
	
	5170
	CR 0015 29.575 Rel-17 Update inputs of Nadrf_DataManagement_StorageRequest service
	China Telecom
	
	Inconsistent rev number between the CR and 3GU.
Revision of C3-224220

This CR introduces a backward compatible correction into the OpenAPI file of Nadrf_DataManagement API.



	
	
	5171
	CR 0592 29.520 Rel-17 Update related to timestamp in NWDAF service
	China Telecom
	
	This CR introduces a backward compatible correction into the OpenAPI file of Nnwdaf_DataManagement API.

	
	
	5172
	CR 0045 29.574 Rel-17 Corrections on Ndccf_DataManagement_Notify service
	China Telecom
	
	This CR introduces a backward compatible correction into the OpenAPI file of Ndccf_DataManagement API.

	
	
	5173
	CR 0033 29.576 Rel-17 Corrections on Nmfaf_3caDataManagement service
	China Telecom
	
	This CR introduces a backward compatible correction into the OpenAPI file of Nmfaf_3caDataManagement API.

	17.23
	BEst Practice of PFCP [BEPoP]
	
	
	
	
	CP-212024 (CT4 leading)



	17.24
	CT aspects of 5GC architecture for satellite networks [5GSAT_ARCH-CT]
	5358
	CR 0984 29.512 Rel-17 Correction to Satellite backhaul change report
	Ericsson
	
	CP-211164 (CT1 leading)

This CR impacts the OpenAPI file with a backwards compatible correction.


	17.25
	CT aspects of Enhanced application layer support for V2X services [eV2XAPP]
	
	
	
	
	CP-211109 (CT1 leading)

	17.26
	CT aspects on support for Signed Attestation for Priority and Emergency Sessions [TEI17_SAPES]
	
	
	
	
	CP-210272 (CT1 leading)

	17.27
	Enhancements of 3GPP Northbound Interfaces [NBI17]
	5125
	CR 0739 29.522 Rel-18 Corrections in LpiParameterProvision API
	Nokia, Nokia Shanghai Bell
	
	CP-220058

Inconsistent spec release between the CR and 3GU
The CR introduces backward compatible correction into the OpenAPI file of the LpiParameterProvision API


	
	
	5126
	CR 0740 29.522 Rel-18 Corrections in ServiceParameter API
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU
The CR introduces backward compatible correction into the OpenAPI file of the ServiceParameter API.

	
	
	5127
	CR 0741 29.522 Rel-18 MSISDN removal in AkmaAfKeyData
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU

	
	
	5128
	CR 0742 29.522 Rel-18 Corrections in TimeSyncExposure API
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU


	
	
	5129
	CR 0743 29.522 Rel-18 Corrections in AMPolicyAuthorization API
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU
The CR introduces backward compatible correction into the OpenAPI file of the AMPolicyAuthorization API.

	
	
	5130
	CR 0744 29.522 Rel-18 Corrections in MBSSession API
	Nokia, Nokia Shanghai Bell
	
	Inconsistent spec release between the CR and 3GU

The CR introduces backward compatible correction into the OpenAPI file of the MBSSession API.

	
	
	5131
	CR 0745 29.522 Rel-18 Corrections in procedure for NEF north bound interfaces
	Nokia, Nokia Shanghai Bell
	
	Incorrect “Other comments” field in the cover page, Inconsistent spec release between the CR and 3GU

	
	
	5266
	CR 0623 29.122 Rel-17 Corrections on PLMN_CHG event
	Ericsson
	
	The CR introduces backward compatible corrections in AsSessionWithQoS OpenAPI specification.

	
	
	5352
	CR 0032 29.558 Rel-17 Tags and OperationId support for EDGEAPP APIs
	Samsung Electronics Co., Ltd
	
	This CR provides backward compatible corrections to the following EDGEAPP APIs:

Eees_EASRegistration, Eees_UELocation, Eees_AppClientInformation, Eees_SessionWithQoS, Eees_ACRManagementEvent, Eees_EECContextRelocation, Eees_EELManagedACR, Eees_ACRStatusUpdate, Eecs_EESRegistration, Eecs_TargetEESDiscovery

	
	
	5390
	CR 0266 29.222 Rel-17 Add the missing status code for CAPIF_API_Invoker_Management_API
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for CAPIF_API_Invoker_Management_API.

	
	
	5391
	CR 0267 29.222 Rel-17 Corrections for data type of CAPIF services
	Huawei
	
	

	
	
	5482
	CR 0624 29.122 Rel-17 Corrections on ACCESS_TYPE_CHANGE event
	Ericsson
	
	This CR introduces backward compatible corrections in AsSessionWithQoS OpenAPI specification.

	17.28
	Enhancement of 5G PCC related services in Rel-17 [en5GPccSer17]
	
	
	
	
	CP-220060

	17.29
	CT Aspects of Application Layer Support for Uncrewed Aerial Systems (UAS) [UASAPP]
	
	
	
	
	CP-220303 (CT1 leading)

	17.30
	CT aspects of the architectural enhancements for 5G multicast-broadcast services [5MBS]
	5142
	CR 0747 29.522 Rel-17 Data type Cardinality corrections for GET response in MBSSession API
	Nokia, Nokia Shanghai Bell
	
	CP-221084 (CT4 leading)

This CR has backward compatibile corrections to the MBSSession API


	
	
	5143
	CR 0748 29.522 Rel-17 Data type Cardinality corrections for GET response in MBSUserDataIngestSession API
	Nokia, Nokia Shanghai Bell
	
	This CR has backward compatibile corrections to the MBSUserDataIngestSession API

	
	
	5144
	CR 0749 29.522 Rel-17 Data type Cardinality corrections for GET response in MBSUserService Service API
	Nokia, Nokia Shanghai Bell
	
	This CR has backward compatibile corrections to the MBSUserService API

	
	
	5145
	CR 0001 29.537 Rel-17 attribute corrections in the description and data model clause in Npcf_MBSPolicyControl Service
	Nokia, Nokia Shanghai Bell, Huawei
	
	

	
	
	5146
	CR 0002 29.537 Rel-17 MbsPolicyCtxtData data type correction in the Npcf_MBSPolicyControl API
	Nokia, Nokia Shanghai Bell
	
	This CR has backward compatible corrections to Npcf_MBSPolicyControl API

	
	
	5147
	CR 0001 29.580 Rel-17 attribute and Misc corrections in the description and data model clause in Nmbsf_MBSUserDataIngestSession service
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5148
	CR 0002 29.580 Rel-17 Data type Cardinality corrections for GET response in Nmbsf_MBSUserDataIngestSession API
	Nokia, Nokia Shanghai Bell
	
	This CR has backward compatibile corrections to the Nmbsf_MBSUserDataIngestSession API

	
	
	5149
	CR 0003 29.580 Rel-17 Data type Cardinality corrections for GET response in Nmbsf_MBSUserService Service API
	Nokia, Nokia Shanghai Bell
	
	This CR has backward compatibile corrections to the Nmbsf_MBSUserService API

	
	
	5179
	CR 0751 29.522 Rel-17 Corrections on MBS FSA IDs for broadcast MBS session creation
	Ericsson
	
	

	
	
	5180
	CR 0005 29.580 Rel-17 Corrections on MBS User Data Ingest Session Status Subscription Update
	Ericsson
	
	

	
	
	5181
	CR 0006 29.580 Rel-17 Correct the Cardinality of the FECConfig definition
	Ericsson
	
	

	
	
	5201
	CR 0164 29.521 Rel-17 adding MBSF as a consumer of Nbsf_Management_Discovery service
	ZTE
	
	

	
	
	5202
	CR 0165 29.521 Rel-17 missing MBS session binding functionality related description
	ZTE
	
	

	
	
	5203
	CR 0166 29.521 Rel-17 Procedures for MBS Session binding information retrieval and removal
	ZTE
	
	

	
	
	5242
	CR 0007 29.580 Rel-17 Enumeration and data type definitions in the OpenAPI files
	Ericsson
	
	This CR introduces backward compatible corrections to the OpenAPI files of the Nmbsf_MBSUserService and Nmbsf_MBSUserDataIngestSession APIs

	
	
	5290
	CR 0396 29.513 Rel-17 Handling of QoS mapping procedures in PCF and MB-SMF.
	Ericsson, Huawei
	
	

	
	
	5291
	CR 0169 29.521 Rel-17 Correction in Registration of a new PCF for an MBS Session
	Ericsson, Huawei
	
	Avoid change mark in the cover page
This CR introduces a backward compatible correction in the OpenAPI specification.

	
	
	5292
	CR 0005 29.537 Rel-17 Wrong data type for MBS QoS information
	Ericsson
	
	

	
	
	5293
	CR 0006 29.537 Rel-17 Add 404 NOT FOUND for the Npcf_MBSPolicyauthorization update and delete service
	Ericsson
	
	

	
	
	5294
	CR 0397 29.513 Rel-17 Removal of EN related to the impacts in 5MBS PCC architecture.
	Ericsson
	
	

	
	
	5295
	CR 0398 29.513 Rel-17 Introduction of MBS Discovery procedures
	Ericsson, Huawei
	
	

	
	
	5296
	CR 0399 29.513 Rel-17 Completion of MBS Policy Session Modification procedure
	Ericsson, Huawei
	
	

	
	
	5306
	CR 0367 29.519 Rel-17 Correction to MbsSessPolCtrlData data type
	Huawei
	
	

	
	
	5307
	CR 0368 29.519 Rel-17 Correction to MBS session policy data change
	Huawei
	
	This CR introduces backward compatible correction to the Nudr_DataRepository API for Policy Data.

	
	
	5308
	CR 0170 29.521 Rel-17 Correction to service description clauses to support the PCF for a MBS Session binding
	Huawei, Ericsson
	
	This CR introduces backward compatible correction in the OpenAPI file.

	
	
	5309
	CR 0007 29.537 Rel-17 Correction to architecture figure
	Huawei
	
	

	
	
	5310
	CR 0008 29.537 Rel-17 Correction to content type of Npcf_MBSPolicyAuthorization API
	Huawei
	
	This CR introduces backward compatible correction to Npcf_MBSPolicyAuthorization API

	
	
	5311
	CR 0009 29.537 Rel-17 Correction to Individual MBS Policy
	Huawei
	
	This CR introduces backward compatible correction to Npcf_MBSPolicyControl API.

	
	
	5312
	CR 0010 29.537 Rel-17 Correction to MbsAppSessionCtxt
	Huawei
	
	

	
	
	5313
	CR 0011 29.537 Rel-17 Correction to Npcf_MBSPoliyControl_Create operation
	Huawei
	
	

	
	
	5314
	CR 0012 29.537 Rel-17 Correction to reponse of create operation
	Huawei
	
	This CR introduces backward compatible correction to Npcf_MBSPolicyControl API.

	
	
	5315
	CR 0013 29.537 Rel-17 Correction to the indication that the PCF has to be contacted
	Huawei
	
	

	
	
	5316
	CR 0008 29.580 Rel-17 Correction to content type of Nmbsf service
	Huawei
	
	

	
	
	5317
	CR 0403 29.513 Rel-17 Binding mechanism for MBS
	Huawei, Ericsson, Nokia, Nokia Shanghai Bell
	
	

	
	
	5318
	CR 0404 29.513 Rel-17 Resolves the editor’s note in the create service operation
	Huawei, Ericsson, Nokia, Nokia Shanghai Bell
	
	

	
	
	5319
	CR 0405 29.513 Rel-17 Resolves the editor’s note in the delete service operation
	Huawei, Ericsson, Nokia, Nokia Shanghai Bell
	
	

	
	
	5404
	CR 0009 29.580 Rel-17 Corrections on MBS User Data Ingest Session Status subscribed events
	Huawei
	
	

	
	
	5424
	CR 0761 29.522 Rel-17 Corrections for MBSSession service
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for MBSSession API.

	
	
	5442
	CR 0010 29.580 Rel-17 Correct the attribute names
	Huawei
	
	

	
	
	5443
	CR 0011 29.580 Rel-17 Correct the required fields in the OpenAPI
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Nmbsf_MBSUserDataIngestSession API.

	
	
	5461
	CR 0012 29.580 Rel-17 Correct the attribute names
	Huawei
	Withdrawn
	

	
	
	5462
	CR 0013 29.580 Rel-17 Correct the required fields in the OpenAPI
	Huawei
	Withdrawn
	

	
	
	5480
	CR 0014 29.537 Rel-17 Corrections for Npcf_MBSPolicyControl service
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Npcf_MBSPolicyControl API.

	17.31
	Enhanced Service Enabler Architecture Layer for Verticals [eSEAL]
	
	
	
	
	CP-212098 (CT1 leading)

	17.32
	System enhancement for redundant PDU session [TEI17_SE_RPS]
	
	
	
	
	CP-212099 (CT1 leading)

	17.33
	CT aspects for enabling MSGin5G Service [5GMARCH]
	5151
	CR 0007 29.538 Rel-17 MSGS_ASRegistration_Deregister operation related corrections in the description clause
	Nokia, Nokia Shanghai Bell
	
	CP-212268 (CT1 leading)

This CR has backward compatible corrections impact on the MSGS_ASRegistration API

	
	
	5152
	CR 0008 29.538 Rel-17 MSGS_ASRegistration_Request operation related corrections in the description clause
	Nokia, Nokia Shanghai Bell
	
	

	
	
	5328
	CR 0010 29.538 Rel-17 Rewording some description of data structure in clasue 5.3.2
	Huawei, HiSilicon
	
	

	
	
	5329
	CR 0011 29.538 Rel-17 Change the underline to hyphen of the apiname in clause 5.1
	Huawei, HiSilicon
	
	

	17.34
	Enhancements of 3GPP profiles for cryptographic algorithms and security protocols [eCryptPr]
	
	
	
	
	CP-213083 (CT1 leading)

	17.35
	CT aspects of NB-IoT/eMTC Non-Terrestrial Networks in EPS [IoT_SAT_ARCH_EPS]
	
	
	
	
	CP-213273 (CT1 leading)

	17.36
	Restoration of Profiles related to UDR [ReP_UDR]
	
	
	
	
	CP-220100 (CT4 leading)

	17.37
	CT aspects of Architecture Enhancement for NR Reduced Capability Devices [ARCH_NR_REDCAP]
	
	
	
	
	CP-221265 (CT1 leading)

	17.38
	CT aspects of 5GMS AF Event Exposure [EVEX]
	5150
	CR 0750 29.522 Rel-17 Data type Cardinality corrections for GET response in MSEventExposure API
	Nokia, Nokia Shanghai Bell
	
	CP-222128

This CR has backward compatibile corrections to the MSEventExposure API


	
	
	5264
	CR 0088 29.517 Rel-17 Corrections to procedures of MS Event Exposure
	Ericsson
	
	

	
	
	5265
	CR 0097 29.591 Rel-17 Corrections to procedures of MS Event Exposure
	Ericsson
	
	Incorrect Tdoc number in the cover page.

	
	
	5451
	CR 0100 29.591 Rel-17 Correct the data type of the attribute
	Huawei
	
	

	
	
	5452
	CR 0101 29.591 Rel-17 Correct the events and features in the data structures
	Huawei
	
	

	
	
	5470
	CR 0102 29.591 Rel-17 Correct the data type of the attribute
	Huawei
	Withdrawn
	

	
	
	5471
	CR 0103 29.591 Rel-17 Correct the events and features in the data structures
	Huawei
	Withdrawn
	

	17.39
	Technical Enhancements and Improvements [TEI17]
Please use agenda 17.39.1 and 17.39.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI17 and the WI code of previous release (e.g. TEI17, 5GS_Ph1-CT)
	
	
	
	
	

	17.39.1
	TEI17 for IMS/CS
	5238
	CR 1033 29.165 Rel-17 Capability alignment: Identity Header Error Handling
	Ericsson, Neustar
	
	

	
	
	5239
	CR 1034 29.165 Rel-17 Reference update: draft-ietf-stir-identity-header-errors-handling
	Ericsson, Neustar
	
	

	17.39.2
	TEI17 for Packet Core
	5230
	CR 0055 29.116 Rel-17 Miscellaneous corrections
	Qualcomm Incorporated
	
	

	
	
	5280
	CR 0973 29.512 Rel-17 Default QoS and Session AMBR handling in emergency cases
	Ericsson
	
	Avoid change mark in the cover page

	
	
	5281
	CR 0974 29.512 Rel-17 Correction on policy decision and condition data error handling
	Ericsson
	
	This CR introduces a backward compatible correction in Npcf_SMPolicyControl OpenAPI specification.

	17.40
	OpenAPI updates
	
	
	
	
	

	
	
	
	
	
	
	

	18
	Release 18
	
	
	
	
	

	18.1
	Rel-18 Work Items
Please use agenda item 18.1 for Discussion Papers or Working Plans not related to an existing Work Item or submitted WID.
	5071
	discussion   Rel-18 Discussion on CT aspects of 5G System with Satellite Backhaul
	CATT
	
	WI: 5GSATB



	
	
	5073
	discussion   Rel-18 Discussion on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	
	WI: 5G_eLCS_Ph3



	
	
	5141
	discussion   Rel-18 State of Rel-18 SFC work and impacts to CT WGs
	Intel
	
	WI: SFC



	
	
	5198
	discussion   Rel-18 Discussion on Rel-18 AIMLsys impacts to CT WGs
	Samsung Electronics Co., Ltd
	
	

	
	
	5228
	discussion   Rel-18 Status of Rel-18 work on Vehicle Mounted Relays (VMR)
	Qualcomm Incorporated
	
	WI: VMR_ARCH



	
	
	5351
	discussion   Rel-18 Discussion on Rel-18 generic group management, exposure and communication enhancements
	Huawei
	
	

	
	
	5393
	discussion   Rel-18 Discussion on Enhancement of Network Automation Enablers
	Huawei
	
	WI: EnNAE



	
	
	5045
	discussion   Rel-18 Discussion on New WID for Enhancements to NSAC procedure
	ZTE
	
	WI: eNSAC



	
	
	5048
	discussion    State of Rel-18 eNS_Ph3 work and impacts to CT WGs
	ZTE
	
	WI: eNS_Ph3



	
	
	5049
	discussion   Rel-18 Summary and status of V2XAPP_Ph3 work
	Huawei, HiSilicon
	
	WI: V2XAPP_Ph3



	
	
	5050
	discussion   Rel-18 Summary and status of SEALDD work
	Huawei, HiSilicon
	
	WI: SEALDD



	
	
	5053
	discussion   Rel-18 Status of Rel-18 work related to DetNet
	Ericsson
	
	WI: DetNet



	
	
	5055
	discussion   Rel-18 State of Rel-18 work related to additional enhancements for non-public networks in other WGs
	Ericsson
	
	WI: eNPN_Ph2



	
	
	5064
	discussion    Discussion on CT aspects of proximity based services in 5GS Phase 2
	CATT
	
	WI: 5G_ProSe_Ph2


	
	
	5066
	discussion   Rel-18 Discussion on CT aspects of Personal IoT Network
	vivo
	
	WI: PIN



	
	
	5069
	discussion   Rel-18 Discussion on TEI18_IPv6PD status
	Ericsson
	
	WI: TEI18_IPv6PD



	
	
	5169
	discussion   Rel-18 State of Rel-18 eUEPO work and impacts to CT WGs
	Intel
	
	WI: eUEPO



	
	
	5226
	discussion   Rel-18 Status of Rel-18 work on UAS_Ph2
	Qualcomm Incorporated
	
	WI: UAS_Ph2



	
	
	5326
	discussion    Discussion on Rel-18 enhancements of session management policy control
	Huawei
	
	WI: SMPC18



	18.1.1
	New Work Items
	5042
	WID new   Rel-18 New WID on support for 5WWC, Phase 2
	Nokia, Nokia Shanghai Bell
	
	WI: 5WWC_Ph2

CT1 leading, CT3 and CT4 impacted

	
	
	5043
	WID new   Rel-18 New WID on 5G Timing Resiliency and TSC & URLLC enhancements
	Nokia, Nokia Shanghai Bell
	
	WI: TRS_URLLC
CT3 leading, CT1 and CT4 impacted

	
	
	5044
	WID new   Rel-18 New WID on Secondary DN authentication and authorization in EPC IWK cases
	Nokia, Nokia Shanghai Bell
	
	WI: TEI18_SDNAEPC
CT1 leading, CT3 and CT4 impacted

	
	
	5046
	WID new   Rel-18 New WID: Enhancement of NSAC for maximum number of UEs with at least one PDU session/PDN connection
	ZTE
	
	WI: eNSAC
CT4 leading, CT3 impacted

	
	
	5047
	WID new   Rel-18 New WID on Enhancement of Network Slicing Phase 3
	ZTE
	
	WI: eNS_Ph3
CT1 leading, CT3, CT4 and CT6 impacted

	
	
	5051
	WID new   Rel-18 New WID on CT aspects of application layer support for V2X services; Phase 3
	Huawei, HiSilicon
	
	WI: V2XAPP_Ph3
CT1 leading, CT3 impacted

	
	
	5052
	WID new   Rel-18 New WID on CT aspects of SEAL data delivery enabler for vertical applications
	Huawei, HiSilicon
	
	WI: SEALDD

CT1 leading, CT3 impacted

	
	
	5054
	WID new   Rel-18 Extensions to the TSC Framework to support DetNet
	Ericsson
	
	WI: DetNet
CT3 leading, CT1 and CT4 impacted

	
	
	5056
	WID new   Rel-18 CT aspects of Enhanced support of Non-Public Networks Phase 2
	Ericsson
	
	WI: eNPN_Ph2
CT1 leading, CT3 and CT4 impacted

	
	
	5063
	WID new   Rel-18 New WID on CT aspects of proximity based services in 5GS Phase 2
	CATT
	
	WI: 5G_ProSe_Ph2
CT1 leading, CT3, CT4 and CT6 impacted

	
	
	5065
	WID new   Rel-18 New WID on Personal IoT Network
	vivo
	
	WI: PIN
CT1 leading, CT3 and CT4 impacted

	
	
	5067
	WID new   Rel-18 New WID on CT aspects on 5G AM Policy
	China Telecom
	Postponed till next meeting
	WI: AMP-CT
CT3 leading, CT4 impacted

	
	
	5068
	WID new   Rel-18 New WID on CT aspects of General Support of IPv6 Prefix Delegation in 5GS
	Ericsson
	
	WI: TEI18_IPv6PD
CT3 leading, CT1 and CT4 impacted

	
	
	5070
	WID new   Rel-18 New WID on CT aspects of 5G System with Satellite Backhaul
	CATT
	
	WI: 5GSATB
CT3 leading, CT4 impacted

	
	
	5072
	WID new   Rel-18 New WID on CT aspects of enhancement to the 5GC location services - phase 3
	CATT
	
	WI: 5G_eLCS_Ph3
CT4 leading, CT1 and CT3 impacted

	
	
	5139
	WID new   Rel-18 New WID on CT aspects of 5G System Enabler for Service Function Chaining
	Intel
	
	WI: SFC
CT3 leading, CT4 impacted

	
	
	5168
	WID new   Rel-18 New WID on CT aspects of enhancement of 5G UE Policy
	Intel
	
	WI: eUEPO
CT3 leading, CT1 impacted

	
	
	5193
	WID new    CT Aspects of Edge Computing Phase 2
	Huawei
	
	WI: EDGE_Ph2
CT4 leading, CT1 and CT3 impacted

	
	
	5199
	WID new   Rel-18 New WID on CT aspect of Seamless UE context recovery
	Samsung Electronics Co., Ltd
	
	WI: SUECR
CT1 leading, CT3 impacted

	
	
	5200
	WID new   Rel-18 New WID on CT aspects for enabling Edge Applications Phase 2
	Samsung Electronics Co., Ltd
	
	WI: EDGEAPP_Ph2
CT3 leading, CT1 impacted

	
	
	5227
	WID new   Rel-18 New WID on CT Aspect of Further Architecture Enhancement for UAV and UAM
	Qualcomm Incorporated
	
	WI: UAS_Ph2
CT1 leading, CT3, CT4 and CT6 impacted

	
	
	5229
	WID new   Rel-18 New WID on CT aspects of architecture enhancements for vehicle mounted relays
	Qualcomm Incorporated
	
	WI: VMR_ARCH
CT1 leading, CT3 and CT4 impacted

	
	
	5231
	WID new   Rel-18 New WID on Enhanced Service Enabler Architecture Layer for Vertical Phase 2
	Samsung Electronics Co., Ltd
	
	WI: eSEAL2
CT1 leading, CT3 impacted

	
	
	5327
	WID new    New WID on Rel-18 enhancements of session management policy
	Huawei
	
	WI: SMPC18
CT3 leading

	
	
	5392
	WID new   Rel-18 New WID on Enhancement of Network Automation Enablers
	Huawei
	
	WI: EnNAE
CT3 leading

	
	
	5419
	WID new   Rel-18 New WID on enhancement of application detection event exposure
	China Mobile Communications Group Co.,Ltd.
	
	WI: TEI18_ADEE
CT3 leading

	
	
	5420
	WID new   Rel-18 New WID on enhancement of Media Description
	China Mobile Communications Group Co.,Ltd.
	
	WI: EnMD
CT3 leading

	18.1.2
	Revised Work Items
	5062
	WID revised   Rel-18 Protocol enhancements for Mission Critical Services
	Ericsson /Jörgen
	
	WI: MCProtoc18
CT1 leading, CT3 impacted

	
	
	5269
	WID revised   Rel-18 Revised WID on IMS Stage-3 IETF Protocol Alignment
	Nokia, Nokia Shanghai Bell
	
	WI: IMSProtoc18
CT1 leading, CT3 impacted

	18.1.3
	Contributions on Work Items

Please use agenda item 18.1.3 for those (P-)CRs related to Work Items that are not approved yet and thus do not have an assigned agenda item.
	5194
	CR 0120 29.549 Rel-18 Update_Unicast_QoS_Monitoring service operation for the SS_NetworkResourceMonitoring API
	Ericsson
	
	Under eSEAL2 WI

	
	
	5195
	CR 0121 29.549 Rel-18 PATCH and PUT methods for the SS_NetworkResourceMonitoring API
	Ericsson
	
	Under eSEAL2 WI

	
	
	5196
	CR 0122 29.549 Rel-18 OpenAPI implementation for the Update_Unicast_QoS_Monitoring_Subscription service operation in the SS_NetworkResourceMonitoring API
	Ericsson
	
	Under eSEAL2 WI 
This CR provides a backwards compatible feature for TS29549_SS_NetworkResourceMonitoring.yaml OpenAPI file.

	
	
	5197
	CR 0123 29.549 Rel-18 Interaction with CM server in the Create_Group service operation of the SS_GroupManagement API
	Ericsson
	
	Under eSEAL2 WI 


	
	
	5406
	CR 0992 29.512 Rel-18 SNPN mobility
	Ericsson
	
	Under eNPN_Ph2 WI

	
	
	5407
	CR 0410 29.513 Rel-18 SNPN to SNPN inter-AMF mobility
	Ericsson
	
	Under eNPN_Ph2 WI

	
	
	5408
	CR 0451 29.514 Rel-17 SNPN mobility
	Ericsson
	
	Inconsistent spec release between the CR and 3GU
Under eNPN_Ph2 WI

	
	
	5410
	CR 0081 29.523 Rel-18 SNPN mobility
	Ericsson
	
	Under eNPN_Ph2 WI

	
	
	5411
	CR 0230 29.525 Rel-18 SNPN mobility
	Ericsson
	
	Under eNPN_Ph2 WI

	
	
	5412
	CR 0090 29.517 Rel-18 Correct the name of the data structure
	Huawei
	
	Under EnNAE WI


	
	
	5416
	CR 0618 29.520 Rel-18 Correct the presence and add the missing feature of some attributes
	Huawei
	
	Under EnNAE WI


	18.2
	Enhancements of 3GPP Northbound and Application Layer interfaces and APIs Rel-18 [NBI18]
	5095
	CR 0253 29.222 Rel-18 Completing the interface descriptions
	Nokia, Nokia Shanghai Bell
	
	CP-221330

This CR is a backwards compatible feature in the OpenAPI file of the CAPIF_Publish_Service API.


	
	
	5096
	CR 0254 29.222 Rel-18 Custom Operations modelling
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible feature in the OpenAPI file of the CAPIF_Publish_Service API.

	
	
	5097
	CR 0621 29.122 Rel-18 Adding the error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible feature in the OpenAPI file of the following APIs:

Data Types applicable to several APIs

MonitoringEvent

ResourceManagementOfBdt

ChargeableParty

NIDD

DeviceTriggering

GMDviaMBMSbyMB2

GMDviaMBMSbyxMB

ReportingNetworkStatus

CpProvisioning

PfdManagement

ECRControl

NpConfiguration

AsSessionWithQoS

MsisdnLessMoSms

RacsParameterProvisioning

	
	
	5098
	CR 0087 29.486 Rel-18 Adding the error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible feature in the OpenAPI file of the following APIs:

VAE_MessageDelivery

VAE_FileDistribution

VAE_ApplicationRequirement

VAE_DynamicGroup

VAE_ServiceContinuity

VAE_HDMapDynamicInfo

VAE_SessionOrientedService

VAE_V2VConfigRequirement

VAE_PC5ProvisioningRequirement

	
	
	5099
	CR 0115 29.549 Rel-18 Adding the error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible feature in the OpenAPI file of the following APIs:

SS_LocationReporting

SS_GroupManagement

SS_UserProfileRetrieval

SS_NetworkResourceAdaptation

SS_Events

SS_KeyInfoRetrieval

SS_LocationAreaInfoRetrieval

SS_NetworkSliceAdaptation

SS_NetworkResourceMonitoring

	
	
	5122
	CR 0738 29.522 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the following APIs:

TrafficInfluence

NiddConfigurationTrigger

AnalyticsExposure

5GLANParameterProvision

ApplyingBdtPolicy

IPTVConfiguration

LpiParameterProvision

ServiceParameter

ACSParameterProvision

MoLcsNotify

AKMA

TimeSyncExposure

EcsAddressProvision

AMPolicyAuthorization

AMInfluence

MBSTMGI

MBSSession

EASDeployment

ASTI

DataReporting

DataReportingProvisioning

UEId

MBSUserService

MBSUserDataIngestSession

MSEventExposure

	
	
	5123
	CR 0006 29.538 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	Incomplete “Other comments” field in the cover page
This CR is a backwards compatible correction in the OpenAPI file of the following APIs:

MSGS_ASRegistration 

MSGS_MSGDelivery 

MSGG_L3GDelivery 

MSGG_N3GDelivery

	
	
	5124
	CR 0019 29.558 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the following APIs:

Eees_EASRegistration 

Eees_UELocation 

Eees_UEIdentifier 

Eees_AppClientInformation 

Eees_SessionWithQoS 

Eees_ACRManagementEvent 

Eees_EECContextRelocation 

Eees_EELManagedACR 

Eees_ACRStatusUpdate 

Eecs_EESRegistration 

Eecs_TargetEESDiscovery

	
	
	5154
	CR 0255 29.222 Rel-18 Adding the error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the 

Following APIs:

CAPIF_Discover_Service_API

CAPIF_Publish_Service_API

CAPIF_Events_API

CAPIF_API_Invoker_Management_API

CAPIF_Security_API

CAPIF_Access_Control_Policy_API

CAPIF_Logging_API_Invocation_API

CAPIF_Auditing_API

AEF_Security_API

CAPIF_API_Provider_Management_API

CAPIF_Routing_Info_API

	
	
	5155
	CR 0022 29.255 Rel-18 Adding the error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Naf_Authentication API.

	
	
	5156
	CR 0005 29.257 Rel-18 Adding the error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the 

UAE_C2OperationModeManagement API and UAE_RealtimeUAVStatus API.

	
	
	5182
	CR 0116 29.549 Rel-18 Correction of the tables for the re-used and API-specific data structures in the SEAL APIs
	Ericsson
	
	

	
	
	5183
	CR 0117 29.549 Rel-18 Correction the enumerations in the SS_NetworkResourceMonitoring API
	Ericsson
	
	This CR does backwards compatible correction of the OpenAPI file for the SS_NetworkResourceMonitoring API

	
	
	5184
	CR 0118 29.549 Rel-18 Correction of the descriptions in the OpenAPI files of the SEAL APIs
	Ericsson
	
	This CR introduces the backwards compatible corrections of SS_LocationReporting, SS_UserProfileRetrieval; SS_NetworkSliceAdaptation OpenAPI files.

	
	
	5185
	CR 0088 29.486 Rel-18 Correction of the tables for the re-used, API-specific data structures in VAE APIs
	Ericsson
	
	

	
	
	5186
	CR 0089 29.486 Rel-18 Correction the enumerations in the VAE OpenAPI files
	Ericsson
	
	This CR does backwards compatible correction of the OpenAPI file for the VAE_MessageDelivery API, VAE_FileDistribution API, VAE_ApplicationRequirement API, VAE_SessionOrientedService API.

	
	
	5187
	CR 0090 29.486 Rel-18 Correction of the OpenAPI file formating and descriptions in the VAE APIs
	Ericsson
	
	This CR provides bakwards compatible corrections of the VAE_MessageDelivery API, VAE_FileDistribution API, VAE_ApplicationRequirement API, VAE_DynamicGroup API, VAE_ServiceContinuity API, VAE_HDMapDynamicInfo API, VAE_SessionOrientedService API, VAE_V2VConfigRequirement API, VAE_PC5ProvisioningRequirement API.

	
	
	5188
	CR 0256 29.222 Rel-18 Correction of the tables for the re-used, API-specific data structures in CAPIF APIs
	Ericsson
	
	

	
	
	5189
	CR 0257 29.222 Rel-18 Correction of the OpenAPI file formating and descriptions in the CAPIF APIs
	Ericsson
	
	This CR provides bakwards compatible corrections of the CAPIF_Discover_Service_API, CAPIF_Publish_Service_API, CAPIF_Events_API, CAPIF_API_Invoker_Management_API, CAPIF_Security_API, CAPIF_Access_Control_Policy_API, CAPIF_Logging_API_Invocation_API, CAPIF_Auditing_API, AEF_Security_API, CAPIF_API_Provider_Management_API, CAPIF_Routing_Info_API APIs.

	
	
	5190
	CR 0258 29.222 Rel-18 "Error handling" clause: alignment with other NBI and 5GS APIs
	Ericsson
	
	

	
	
	5191
	CR 0009 29.538 Rel-18 "Error handling" clause: alignment with other NBI and 5GS APIs
	Ericsson
	
	

	
	
	5192
	CR 0119 29.549 Rel-18 Correction of the presence and cardinality of the “suppFeat” attribute within the MulticastSubscription data structure in the SS_NetworkResourceAdaptation API
	Ericsson
	
	

	
	
	5243
	CR 0029 29.558 Rel-18 Adding operationId and tags fields
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI files of the Eees_EASRegistration, Eees_UELocation API, Eees_AppClientInformation, Eees_SessionWithQoS, Eees_ACRManagementEvent, Eees_EECContextRelocation, Eecs_EESRegistration and Eecs_TargetEESDiscovery APIs.

	
	
	5244
	CR 0622 29.122 Rel-18 ResultReason enumeration definition in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the TS29122_CommonData OpenAPI file.

	
	
	5245
	CR 0752 29.522 Rel-18 Enumeration definitions in the OpenAPI files
	Ericsson
	
	This CR introduces backward compatible corrections to the OpenAPI files of the 5GLANParameterProvision, ServiceParameter and TimeSyncExposure APIs.

	
	
	5246
	CR 0030 29.558 Rel-18 Eees_ACRManagementEvent and Eees_ACRStatusUpdate APIs: enumeration definitions
	Ericsson
	
	Avoid change mark in the cover page
This CR introduces backward compatible corrections to the OpenAPI files of the Eees_ACRManagementEvent and Eees_ACRStatusUpdate APIs.

	
	
	5348
	CR 0259 29.222 Rel-18 Corrections on CAPIF_API_Provider_Management_API
	Huawei
	
	

	
	
	5350
	CR 0031 29.558 Rel-18 Corrections on the description of PUT and PATCH
	Huawei
	
	

	
	
	5456
	CR 0045 29.558 Rel-18 Add the missing description fields of some attributes in the OpenAPI file
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Eees_UELocation API, Eees_UEIdentifier API, Eees_SessionWithQoS API, Eees_ACRManagementEvent API and Eees_EELManagedACR API.

	
	
	5457
	CR 0013 29.557 Rel-18 Update for the Naf_ProSe Service architecture
	Huawei
	
	

	
	
	5475
	CR 0049 29.558 Rel-18 Add the missing description fields of some attributes in the OpenAPI file
	Huawei
	Withdrawn
	

	
	
	5476
	CR 0016 29.557 Rel-18 Update for the Naf_ProSe Service architecture
	Huawei
	Withdrawn
	

	
	
	5481
	CR 0124 29.549 Rel-18 Cardinality for data types of SS_Events API
	Huawei
	
	

	18.3
	Service Based Interface Protocol Improvements Release 18 [SBIProtoc18]
	5100
	CR 0230 29.507 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	CP-221083 (CT4 leading)

This CR is a backwards compatible correction in the OpenAPI file of the Npcf_AMPolicyControl API.


	
	
	5101
	CR 0436 29.514 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_PolicyAuthorization API.

	
	
	5102
	CR 0361 29.519 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nudr_DataRepository API for Policy, Application, and Exposure Data.

	
	
	5103
	CR 0163 29.521 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nbsf_Management API.

	
	
	5104
	CR 0013 29.534 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_AMPolicyAuthorization API.

	
	
	5105
	CR 0110 29.551 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nnef_PFDmanagement API.

	
	
	5106
	CR 0031 29.565 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Ntsctsf_TimeSynchronization, Ntsctsf_QoSandTSCAssistance, and Ntsctsf_ASTI APIs.

	
	
	5107
	CR 0101 29.594 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nchf_SpendingLimitControl API.

	
	
	5108
	CR 0362 29.519 Rel-18 Immediate reporting for policy data
	Nokia, Nokia Shanghai Bell
	
	This CR introduces a backwards compatible feature to the OpenAPI file of the Nudr_DataRepository API for Policy Data.

	
	
	5109
	discussion   Rel-18 Discussion on UDR immediate reporting
	Nokia, Nokia Shanghai Bell, Verizon
	
	

	
	
	5114
	CR 0590 29.520 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nnwdaf_EventsSubscription, Nnwdaf_AnalyticsInfo, Nnwdaf_DataManagement, Nnwdaf_MLModelProvision API.

	
	
	5115
	CR 0227 29.525 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_UEPolicyControl API.

	
	
	5116
	CR 0006 29.557 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Naf_ProSe API.

	
	
	5117
	CR 0078 29.554 Rel-18 Adding the mandatory error code 502 Bad Gateway for Npcf_BDTPolicyControl
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_BDTPolicyControl API.

	
	
	5118
	CR 0031 29.575 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nadrf_DataManagement API.

	
	
	5119
	CR 0043 29.574 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Ndccf_DataManagement, Ndccf_ContextManagement API.

	
	
	5120
	CR 0096 29.591 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	The CR introduces backward compatible correction into the OpenAPI file of the Nnef_EventExposure, Nnef_EASDeployment API

	
	
	5121
	CR 0031 29.576 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	The CR introduces backward compatible correction into the OpenAPI file of the Nmfaf_3daDataManagement, Nmfaf_3caDataManagement API

	
	
	5157
	CR 0231 29.507 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_AMPolicyControl API.

	
	
	5158
	CR 0187 29.508 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nsmf_EventExposure API.

	
	
	5159
	CR 0969 29.512 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_SMPolicyControl API.

	
	
	5160
	CR 0087 29.517 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Naf_EventExposure API.

	
	
	5161
	CR 0075 29.523 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_EventExposure API.

	
	
	5162
	CR 0076 29.523 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	Withdrawn
	

	
	
	5163
	CR 0025 29.535 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Naanf_AKMA API.

	
	
	5164
	CR 0003 29.537 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Npcf_MBSPolicyControl API and Npcf_MBSPolicyAuthorization API.

	
	
	5165
	CR 0004 29.580 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nmbsf_MBSUserService API and Nmbsf_MBSUserDataIngestSession API.

	
	
	5166
	CR 0033 29.675 Rel-18 Adding the mandatory error code 502 Bad Gateway
	Nokia, Nokia Shanghai Bell
	
	This CR is a backwards compatible correction in the OpenAPI file of the Nucmf_Provisioning API.

	
	
	5247
	CR 0189 29.508 Rel-18 Enumeration definitions in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Nsmf_EventExposure API.

	
	
	5248
	CR 0971 29.512 Rel-18 Enumeration definitions in the OpenAPI file and name of ServingNfIdentity data type
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Npcf_SMPolicyControl API.

	
	
	5249
	CR 0438 29.514 Rel-18 Enumeration definitions in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Npcf_PolicyAuthorization API.

	
	
	5250
	CR 0363 29.519 Rel-18 Nudr_DataRepository API for policy data: enumeration definitions
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Nudr_DataRepository API for policy data.

	
	
	5251
	CR 0168 29.521 Rel-18 Indication of API version and BsfEvent enumeration
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Nbsf_Management API.

	
	
	5252
	CR 0077 29.523 Rel-18 PcEvent enumeration definition in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Npcf_EventExposure API.

	
	
	5253
	CR 0004 29.537 Rel-18 Npcf_MBSPolicyControl API: enumeration definitions in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Npcf_MBSPolicyControl API.

	
	
	5254
	CR 0111 29.551 Rel-18 PfdOperation enumeration definition in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Nnef_PFDmanagement API.

	
	
	5255
	CR 0010 29.557 Rel-18 Enumeration definitions in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Naf_ProSe API.

	
	
	5256
	CR 0032 29.565 Rel-18 TscEvent enumeration definition in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Ntsctsf_QoSandTSCAssistance API.

	
	
	5257
	CR 0102 29.594 Rel-18 TerminationCause enumeration definition in the OpenAPI file
	Ericsson
	
	This CR introduces backward compatible correction to the OpenAPI file of the Nchf_SpendingLimitControl API.

	
	
	5349
	CR 0369 29.519 Rel-18 Corrections on Resource URI structures
	Huawei
	
	


	
	
	5422
	CR 0172 29.521 Rel-18 Update the apiVersion and add the missing description field for enumeration data type
	Huawei
	
	This CR introduces backwards compatible corrections to the OpenAPI file for Nbsf_Management API.

	
	
	5458
	CR 0038 29.575 Rel-18 SBIProtoc18 Update the apiVersion in the specification
	Huawei
	
	

	
	
	5477
	CR 0042 29.575 Rel-18 SBIProtoc18 Update the apiVersion in the specification
	Huawei
	Withdrawn
	

	18.4
	Enhancements of UE Policy Release 18 [UEP18]
	5057
	discussion    Discussion on Feature (re)negotiation during AMF relocation
	Ericsson
	
	CP-222238

C3-225057/C4-225195 will be discussed under joint CT3-CT4 session


	
	
	5058
	CR 0391 29.513 Rel-18 Feature awareness during UE mobility with AMF change
	Ericsson
	
	Depending on TS 29.518 CR 0807

	
	
	5059
	CR 0229 29.507 Rel-18 Feature awareness during UE mobility with AMF change
	Ericsson 
	
	Depending on TS 29.518 CR 0807

	
	
	5060
	CR 0225 29.525 Rel-18 Feature awareness during UE mobility with AMF change
	Ericsson
	
	Depending on TS 29.518 CR 0807

	18.5
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc18]
	5240
	CR 1035 29.165 Rel-18 Support of IETF draft-ietf-sipcore-multiple-reasons
	Ericsson, Neustar
	
	CP-222177 (CT1 leading)



	18.6
	Technical Enhancements and Improvements [TEI18]
Please use agenda 18.6.1 and 18.6.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI18 and the WI code of previous release (e.g. TEI18, 5GS_Ph1-CT)
	
	
	
	
	

	18.6.1
	TEI18 for IMS/CS
	
	
	
	
	

	18.6.2
	TEI18 for Packet Core
	5112
	CR 0588 29.520 Rel-18 Analytics subscription termination request
	Nokia, Nokia Shanghai Bell, Huawei
	
	Avoid TEI18 WIC only in the cover page.

	
	
	5113
	CR 0589 29.520 Rel-18 Analytics exposure subscription termination request
	Nokia, Nokia Shanghai Bell, Huawei
	Withdrawn
	

	
	
	5138
	CR 0746 29.522 Rel-18 Analytics exposure subscription termination request
	Nokia, Nokia Shanghai Bell, Huawei
	
	Avoid TEI18 WIC only in the cover page.
This CR introduces a backwards compatible feature to the OpenAPI file of the AnalyticsExposure API.



	
	
	5204
	CR 0437 29.514 Rel-18 useless AF transaction identifier
	ZTE
	
	

	
	
	5205
	CR 0032 29.575 Rel-18 Removal of non-sense statement for notificationURI
	ZTE
	
	

	
	
	5234
	CR 0025 29.558 Rel-18 Correction on ACRManagementEvent_Subscribe service operation
	Ericsson
	
	

	
	
	5235
	CR 0026 29.558 Rel-18 Corrections on EES UE location information description
	Ericsson
	
	

	
	
	5236
	CR 0027 29.558 Rel-18 Correction on user consent procedure description
	Ericsson
	
	

	
	
	5237
	CR 0028 29.558 Rel-18 Remove duplicated description for EELManagedACR
	Ericsson
	
	

	
	
	5258
	CR 0016 29.534 Rel-18 Adding the N30 reference point
	Ericsson
	
	

	
	
	5259
	CR 0439 29.514 Rel-18 Clarification on usage of N30 and N5 reference points
	Ericsson
	
	

	
	
	5260
	CR 0392 29.513 Rel-18 Clarification on usage of N30 and N5 reference points
	Ericsson
	
	

	
	
	5270
	CR 0754 29.522 Rel-18 Updates to NEF Northbound APIs Overview and Introduction
	Ericsson
	
	

	
	
	5271
	CR 0098 29.591 Rel-18 Updates to introduce SMS service in NEF southbound API
	Ericsson
	
	

	
	
	5272
	CR 0755 29.522 Rel-18 Updates on Nnef_SMService impacts
	Ericsson
	
	

	
	
	5273
	CR 0606 29.520 Rel-18 Corrections in ServiceExperienceInfo data type
	Ericsson
	
	

	
	
	5274
	CR 0756 29.522 Rel-18 Updates on service operations mapping in Nnef_MBSTMGI service
	Ericsson
	
	

	
	
	5277
	CR 0393 29.513 Rel-18 Support of UE Policy delivery in AMF-initiated UE Policy Association modification
	Ericsson
	
	

	
	
	5278
	CR 0228 29.525 Rel-18 Correction on the handling of UE policy delivery errors
	Ericsson
	
	

	
	
	5282
	CR 0232 29.507 Rel-18 Correction on the handling of RFSP Index authorized by PCF
	Ericsson
	
	Avoid change mark in the cover page

	
	
	5283
	CR 0975 29.512 Rel-18 Error handling when UE is temporarily unavailable
	Ericsson
	
	This CR introduces a backward compatible correction in Npcf_SMPolicyControl API.

	
	
	5284
	CR 0394 29.513 Rel-18 Corrections on QoS mapping tables
	Ericsson
	
	

	
	
	5285
	CR 0395 29.513 Rel-18 Corrections on the RFSP Index handling
	Ericsson
	
	

	
	
	5286
	CR 0440 29.514 Rel-18 Error handling when UE is temporarily unavailable
	Ericsson
	
	This CR introduces a backward compatible correction in Npcf_PolicyAuthorization API.

	
	
	5287
	CR 0976 29.512 Rel-17 Correction related to applicability of traffic correlation indicator
	Ericsson
	
	

	
	
	5288
	CR 0366 29.519 Rel-17 Correction related to applicability of traffic correlation indicator
	Ericsson
	
	Depending on TS 23.501 CR#3663; TS 23.503 CR#0732

	
	
	5289
	CR 0757 29.522 Rel-17 Correction related to applicability of traffic correlation indicator
	Ericsson
	
	Depending on TS 23.501 CR#3663; TS 23.503 CR#0732

	
	
	5320
	CR 0980 29.512 Rel-18 PCC decision based on the input of TSCTSF
	Huawei
	
	

	
	
	5321
	CR 0981 29.512 Rel-18 Correction to the terminology of UMIC
	Huawei
	
	

	
	
	5322
	CR 0444 29.514 Rel-18 Correction to the terminology of UMIC
	Huawei
	
	

	
	
	5323
	CR 0982 29.512 Rel-18 Clarification of application detection information report
	Huawei
	
	Inconsistent spec release between the CR and 3GU.

	
	
	5324
	CR 0983 29.512 Rel-18 Clarification of indication of traffic correlation
	Huawei
	
	Inconsistent spec release between the CR and 3GU. 

	
	
	5325
	CR 0445 29.514 Rel-18 Correction to functionality of PCF
	Huawei
	
	Missing CR number in the cover page.

	
	
	5356
	CR 0446 29.514 Rel-18 AF events apply per AF session
	Ericsson
	
	

	
	
	5357
	CR 0406 29.513 Rel-18 Correction to provisioning of service information
	Ericsson
	
	

	
	
	5359
	CR 0233 29.507 Rel-18 Correction to DNN encoding
	Ericsson
	
	

	
	
	5360
	CR 0985 29.512 Rel-18 Indication of Alternative QoS not supported by NG-RAN
	Ericsson
	
	This CR impacts the OpenAPI file with a backwards compatible feature.

	
	
	5361
	CR 0986 29.512 Rel-18 Correction to DNN encoding
	Ericsson
	
	

	
	
	5362
	CR 0407 29.513 Rel-18 PLMN to PLMN inter-AMF mobility
	Ericsson
	
	

	
	
	5363
	CR 0447 29.514 Rel-18 Indication of Alternative Service Requirements not supported by NG-RAN
	Ericsson
	
	This CR impacts the OpenAPI file with a backwards compatible feature.

	
	
	5364
	CR 0448 29.514 Rel-18 Correction to DNN encoding
	Ericsson
	
	

	
	
	5365
	CR 0370 29.519 Rel-18 Correction to DNN encoding
	Ericsson
	
	

	
	
	5366
	CR 0171 29.521 Rel-18 Correction to DNN encoding
	Ericsson
	
	

	
	
	5367
	CR 0079 29.554 Rel-18 Correction to DNN encoding
	Ericsson
	
	

	
	
	5371
	CR 0408 29.513 Rel-18 Correction to PCC rule authorization for AF requests with Alternative Service Requirements
	Ericsson
	
	

	
	
	5372
	discussion   Rel-18 Report of QoS monitoring support
	Ericsson
	
	

	
	
	5376
	CR 0449 29.514 Rel-18 Correction to DNN presence condition in PcscfRestorationRequestData
	Ericsson
	
	

	
	
	5377
	CR 0988 29.512 Rel-18 Clarification to the report of access network charging information
	Ericsson
	
	

	
	
	5378
	CR 0989 29.512 Rel-18 Correction to policy update procedures
	Ericsson
	
	

	
	
	5379
	CR 0990 29.512 Rel-18 Correction to charging data
	Ericsson
	
	

	
	
	5380
	CR 0991 29.512 Rel-18 QoS monitoring support report
	Ericsson
	
	This CR impacts the OpenAPI file with a backwards compatible correction.

	
	
	5381
	CR 0450 29.514 Rel-18 QoS monitoring support report
	Ericsson
	
	This CR impacts the OpenAPI file with a backwards compatible correction.

	
	
	5394
	CR 0223 29.525 Rel-18 Request of V2XP and/or ProSeP during registration
	Ericsson
	
	Revision of C3-224323
Depending on TS 24.501 CR 4134; TS 24.587 CR 0234

	
	
	5395
	CR 0224 29.525 Rel-18 Enabling network to ensure that UE refrains from requesting UE policies not available for requesting
	Ericsson
	
	Revision of C3-224324
Depending on TS 24.587 CR 0258


	
	
	5409
	discussion   Rel-18 Requesting V2XP, ProSeP or both during registration procedure
	Huawei, HiSilicon /Christian
	Revised to 5484
	

	
	
	5484
	discussion   Rel-18 Requesting V2XP, ProSeP or both during registration procedure
	Huawei, HiSilicon /Christian
	
	

	
	
	5061
	CR 0226 29.525 Rel-18 Handling of new SHORT UE STATE INDICATION message
	Qualcomm CDMA Technologies
	
	Avoid change mark, TEI18 WIC only in the cover page. 
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	19.1
	Work Plan Review
	5014
	Work Plan    Status of CT3 Work Items
	CT3 Chair
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	Specification Review
	
	
	
	
	

	19.3
	Next meetings, allocation of hosts
	
	
	
	
	

	19.4
	Calendar
	5015
	other    Meeting Calendar
	MCC
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	Joint Sessions
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	Summary of results
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	Any other business
	
	
	
	
	

	23
	Closing of the meeting
	
	
	
	
	Meeting closes at 15:30 CET/14:30 UTC (estimated time) on Friday, 18th November, 2022


PLEASE NOTE THAT THE TIME SCHEDULE GIVES A ROUGH ESTIMATION AND MAY CHANGE DEPENDING ON THE AMOUNT OF CONTRIBUTIONS, ON THE FINAL APPROVAL OF THE AGENDA AND ON THE COORDINATION WITH OTHER WGs’ SCHEDULES.
Page 18 of 18

