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* * * * First change * * * *
[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc67903495][bookmark: _Toc73173198][bookmark: _Toc96959766][bookmark: _Toc100819740][bookmark: _Toc510696583][bookmark: _Toc35971375][bookmark: _Toc67903499][bookmark: _Toc73173202][bookmark: _Toc96959770][bookmark: _Toc100819744][bookmark: _Toc89426562][bookmark: _Toc94020347][bookmark: _Toc97034877][bookmark: _Toc97037754][bookmark: _Toc100939963][bookmark: _Toc104546829]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[15]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[16]	Void.
[17]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[18]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3"Void.
[19]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3"Void.
[20]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3"Void.
[21]	3GPP TS 29.517: "5G System; Application Function Event Exposure Services; Stage 3"Void.
[22]	3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3"Void.
[23]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[24]	IETF RFC 6901: "JavaScript Object Notation (JSON) Pointer".
[25]	3GPP TS 29.575: "5G System; Analytics Data Repository Services; Stage 3".
[26]	3GPP TS 29.576: "5G System; Messaging Framework Adaptor Services; Stage 3".
* * * * Next change * * * *
3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADRF	Analytics Data Repository Function
AF	Application Function
AMF	Access and Mobility Management Function
DCCF	Data Collection Coordination Function
NF	Network Function
NRF	Network Repository Function
NEF	Network Exposure Function
NSACF	Network Slice Admission Control Function
NSSF	Network Slice Selection Function
NWDAF	Network Data Analytics Function
PCF	Policy Control Function
SMF	Session Management Function
UDM	Unified Data Management
* * * * Next change * * * *
[bookmark: _Toc96959786][bookmark: _Toc100819760]4.2.2.2.4	Subscription for data notifications
Figure 4.2.2.2.4-1 shows a scenario where the NF service consumer sends a request to the DCCF to subscribe for data notifications.


Figure 4.2.2.2.4-1: NF service consumer subscribes to data notifications
The NF service consumer (i.e. NWDAF) shall invoke the Ndccf_DataManagement_Subscribe service operation to subscribe to data notification(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/ndccf-datamanagement/<apiVersion>/data-subscriptions" as Resource URI, as shown in figure 4.2.2.2.4-1, step 1, to create a subscription for an "Individual DCCF Data Subscription" resource according to the information in message body. The NdccfDataSubscription data structure provided in the request body shall include: 
-	a notification target address within the "dataNotifUri" attribute;
-	a notification correlation identifier within the "dataNotifCorrId" attribute; and
-	a data subscription within the "dataSub" attribute, which contains one of the following:
-	access and mobility functionAMF event exposure subscription within the "amfDataSub" attribute;
-	session management functionSMF event exposure subscription within the "smfDataSub" attribute;
-	unified data managementUDM event exposure subscription within the "udmDataSub" attribute; 
-	network exposure functionNEF event exposure subscription within the "nefDataSub" attribute;
-	application functionAF event exposure subscription within the "afDataSub" attribute;
-	NRF event exposure subscription within the "nrfDataSub" attribute;
-	NSACF event exposure subscription within the "nsacfDataSub" attribute;
and may include:
-	formatting instructions within the "formatInstruct" attribute;
-	processing instructions within the "procInstrct" attribute;
-	a target NF identifier within the "targetNfId" attribute" or a target NF set identifier within the "targetNfSetId" attribute"; and/or
-	time window of the occurrence of the requested data collection within the "timePeriod" attribute.
NOTE:	The DCCF can use the provided time window e.g. to determine when to (un)subscribe to the data source NF and/or what subscription duration to indicate to it.
Upon the reception of an HTTP POST request with: "{apiRoot}/ndccf-datamanagement/<apiVersion>/subscriptions" as Resource URI and NdccfDataSubscription data structure as request body, the DCCF shall use the contents (e.g. "smfDataSub" attribute in NdccfDataSubscription data structure) of the request to determine whether the subscription can already be served or interactions with data sources (e.g. creation or modification of event exposure subscription for Nsmf_EventExposure service) are required. If the DCCF cannot use the contents of the request to determine this , the DCCF shall send an HTTP "400 Bad Request" error response including the "cause" attribute set to "SUBSCRIPTION_CANNOT_BE_SERVED".
NOTE:	The "SUBSCRIPTION_CANNOT_BE_SERVED" error can occur, for example, when the request is syntactically valid and there is no DCCF internal error, but the DCCF can neither find an existing subscription to a data source nor construct one based on the received subscription contents.
If the DCCF determines that the subscription can already be served (without requiring further interactions with the data sources) or a successful response from the data source(s) is received for the creation or modification of subscription(s) to serve this subscription, the DCCF shall:
-	create a new subscription;
-	assign a subscriptionId;
-	store the subscription.
If the DCCF created an "Individual DCCF Data Subscription" resource, the DCCF shall respond with "201 Created" with the message body containing a representation of the created subscription, as shown in figure 4.2.2.2.4-1, step 2. The DCCF shall include a Location HTTP header field. The Location header field shall contain the URI of the created subscription i.e. "{apiRoot}/ndccf-datamanagement/<apiVersion>/data-subscriptions/{subscriptionId}".
If an error occurs when processing the HTTP POST request, the DCCF shall send an HTTP error response as specified in clause 5.1.7.
* * * * Next change * * * *
[bookmark: _Toc96959795][bookmark: _Toc100819769]4.2.2.4.3	Notification about subscribed data event
Figure 4.2.2.4.3-1 shows a scenario where the DCCF sends a request to the NF Service Consumer to notify it about data event(s).
NWDAF
DCCF
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Figure 4.2.2.4.3-1: DCCF notifies the NF service consumer about a subscribed data event
The DCCF shall invoke the Ndccf_DataManagement_Notify service operation to notify about a subscribed data event. The DCCF shall send an HTTP POST request with "{notificationURI}" received in the NdccfDataSubscription data structure of the Ndccf_DataManagement_Subscribe service operation as Resource URI (see clause 5.1.5 for the definition of this notificationURI), as shown in figure 4.2.2.4.3-1, step 1. The NdccfDataSubscriptionNotification data structure provided in the request body shall include:
-	the data notification correlation identifier within the "dataNotifCorrId" attribute;
-	the data notification within the "dataNotif" attribute, which contains one of the following:
-	network exposureNEF event(s) that occurred in the "nefEventNotifs" attribute;
-	application functionAF event(s) that occurred in the "afEventNotifs" attribute;
-	access and mobility functionAMF event(s) that occurred in the "amfEventNotifs" attribute;
-	session management functionSMF event(s) that occurred in the "smfEventNotifs" attribute;
-	monitoring reportUDM event(s) that occurred in the "udmEventNotifs" attribute;
-	NRF event(s) that occurred in the "nrfEventNotifs" attribute;
-	NSACF event(s) that occurred in the "nsacfEventNotifs" attribute;
-	summarized data derived from events based on processing instructions and formatting instructions that occurred in the "dataReports" attribute; 
-	information for fetching the contents of the notification in the "fetchInstruct" attribute.
Upon the reception of an HTTP POST request with "{notificationURI}" as Resource URI and NdccfDataSubscriptionNotification data structure as request body, if the NF service consumer successfully processed and accepted the received HTTP POST request, the NF service consumer shall: 
-	store the notification;
-	respond with HTTP "204 No Content" status code.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 5.1.7.
If the NWDAF determines the received HTTP POST request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].
* * * * Next change * * * *
[bookmark: _Toc73173238][bookmark: _Toc96959810][bookmark: _Toc100819784]4.3.2.2.2	Register data collection profile to DCCF
Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer sends a request to the DCCF to register data or analytics it is collecting to the DCCF.


Figure 4.3.2.2.2-1: NF service consumer registers data collection profile
The NF service consumer shall invoke the Ndccf_ContextManagement_Register service operation to register data or analytics it is collecting to the DCCF. The NF service consumer shall send an HTTP POST request with "{apiRoot}/ndccf-contextmanagement/<apiVersion>/data-collection-profiles" as Resource URI representing the "DCCF Data Collection Profiles", as shown in figure 4.3.2.2.2-1, step 1, to create an "Individual DCCF Data Collection Profile" according to the information in the message body. The NdccfDataCollectionProfile data structure provided in the request body shall include: 
-	one of the following data or analytics collection information:
-	analytics subscription information within the "anaSub" attribute;
-	data subscription information within the "dataSub" attribute, which contains one of the following:
-	access and mobility functionAMF event exposure subscription within the "amfDataSub" attribute;
-	session management functionSMF event exposure subscription within the "smfDataSub" attribute;
-	unified data managementUDM event exposure subscription within the "udmDataSub" attribute; 
-	network exposure functionNEF event exposure subscription within the "nefDataSub" attribute;
-	application functionAF event exposure subscription within the "afDataSub" attribute;
-	NRF event exposure subscription within the "nrfDataSub" attribute;
-	NSACF event exposure subscription within the "nsacfDataSub" attribute;
-	one of the following identifiers related to the NF service consumer:
-	NWDAF instance identifier within the "nwdafId" attribute;
-	ADRF instance identifier within the "adrfId" attribute; 
-	NWDAF set identifier within the "nwdafSetId" attribute;
-	ADRF set identifier within the "adrfSetId" attribute;
Upon the reception of an HTTP POST request with "{apiRoot}/ndccf-contextmanagement/<apiVersion>/data-collection-profiles" as Resource URI and NdccfDataCollectionProfile data structure as request body, the DCCF shall: 
-	create a new profile;
-	assign a profileId;
-	store the profile.
If the DCCF created an "Individual DCCF Data Collection Profile" resource, the DCCF shall respond with "201 Created" with the message body containing a representation of the created profile, as shown in figure 4.3.2.2.2-1, step 2. The DCCF shall include a Location HTTP header field. The Location header field shall contain the URI of the created profile, i.e. "{apiRoot}/ndccf-contextmanagement/<apiVersion>/data-collection-profiles/{profileId}".
If an error occurs when processing the HTTP POST request, the DCCF shall send an HTTP error response as specified in clause 5.2.7.
* * * * Next change * * * *
[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc67903548][bookmark: _Toc73173280][bookmark: _Toc96959869][bookmark: _Toc100819843]5.1.6.2.3	Type NdccfDataSubscription
Table 5.1.6.2.3-1: Definition of type NdccfDataSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dataSub
	DataSubscription
	M
	1
	Represents the requested events subscription.
(NOTE 1)
	

	dataNotifUri
	Uri
	M
	1
	Notification target address.
	

	dataNotifCorrId
	string
	M
	1
	Notification correlation identifier.
	

	formatInstruct
	FormattingInstruction
	O
	0..1
	Formatting instructions to be used for sending event notifications.
	

	procInstructs
	array(ProcessinInstruction)
	O
	1..N
	Processing instructions to be used for sending event notifications.
	

	targetNfId
	NfInstanceId
	O
	0..1
	Data Producer NF instance identifier to which the DCCF shall create the requested subscription.
	

	targetNfSetId
	NfSetId
	O
	0..1
	Data Producer NF set identifier to which the DCCF shall create the requested subscription.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	This IE represents a list of Supported features as described in clause 5.1.8.
It shall be present if at least one feature defined in clause 5.1.8 is supported.
	

	timePeriod
	TimeWindow
	O
	0..1
	Represents a start time and a stop time during which data was collected or is requested to be collected. If this attribute is included, then the internal attributes of the data subscription that indicate a subscription duration (e.g. the "targetPeriod" attribute of an "eventSubs" attribute of an "smfDataSub" attribute, or the "monDur" attribute of the ReportingInformation data type) shall not be provided.
(NOTE 2)
	

	NOTE 1: 	The notification target address contained in the subscription attribute that is provided within the "dataSub" attribute (i.e. "eventNotifyUri" of "amfDataSub", "notifUri" of "smfDataSub", "callbackReference" of "udmDataSub", "notifUri" of "nefDataSub", or "notifUri" of "afDataSub", "nfStatusNotificationUri" of "nrfDataSub", or "eventNotifyUri" of "nsacfDataSub") and the notification correlation ID contained in the subscription attribute that is provided within the "dataSub" attribute (i.e. the "notifyCorrelationId" of "amfDataSub", "notifId" of "smfDataSub", "notifyCorrelationId" of "udmDataSub", "notifId" of "nefDataSub", "notifId" of "afDataSub", or "notifyCorrelationId" of "nsacfDataSub") shall be ignored by the DCCF. The DCCF will provide the notification target address and the notification correlation ID of the DCCF itself in the data type during the event subscription request to each NF.
NOTE 2:	It includes the time period either in the past or in the future (i.e., start time as past time and stop time as future time is not allowed).



* * * * Next change * * * *
[bookmark: _Toc96959874][bookmark: _Toc100819848]5.1.6.2.8	Type ParameterProcessingInstruction
Table 5.1.6.2.8-1: Definition of type ParameterProcessingInstruction
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	name
	string
	M
	1
	This attribute contains a JSON pointer value (as defined in IETF RFC 6901 [24]) that references an attribute, i.e. a target location, within the notification object (e.g. of NefEventExposureNotif, AfEventExposureNotif, AmfEventNotification, NsmfEventExposureNotification, or MonitoringReport, NotificationData, or SACEventReport data type) to which the processing instruction is applied.
	

	values
	array(Any type)
	M
	1..N
	[bookmark: _Hlk91580840]A list of values for the attribute identified by the "name" attribute, which shall be matched with values contained in the notifications received and summarized by the DCCF.
The data type of the elements of the list shall be the same as the type of the attribute identified by the "name" attribute.
	

	sumAttrs
	array(SummarizationAttribute)
	M
	1..N
	[bookmark: _Hlk91580885]Attributes requested to be used in the summarized reports.
	



* * * * Next change * * * *
[bookmark: _Toc73173328][bookmark: _Toc96959927][bookmark: _Toc100819890]5.2.6.1	General
This clause specifies the application data model supported by the Ndccf_ContextManagement API.
Table 5.2.6.1-1 specifies the data types defined for the Ndccf_ContextManagement service based interface protocol.

Table 5.2.6.1-1: Ndccf_ContextManagement specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	NdccfDataCollectionProfile
	5.2.6.2.2
	Represents an Individual DCCF Data Collection Profile resource.
	



Table 5.2.6.1-2 specifies data types re-used by the Ndccf_ContextManagement service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Ndccf_ContextManagement service based interface.
Table 5.2.6.1-2: Ndccf_ContextManagement re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AfEventExposureSubsc
	3GPP TS 29.517 [21]
	Represents an AF event subscription
	

	AmfEventSubscription
	3GPP TS 29.518 [19]
	Represents an AMF event subscription.
	

	DataSubscription
	3GPP TS 29.575 [25]
	Represents a data subscription to one of various possible data sources.
	

	EeSubscription
	3GPP TS 29.503 [20]
	Represents a UDM event subscription.
	

	NefEventExposureSubsc
	3GPP TS 29.591 [22]
	Represents an NEF event subscription.
	

	NfInstanceId
	3GPP TS 29.571 [17]
	NF instance identifier.
	

	NfSetId
	3GPP TS 29.571 [17]
	NF Set identifier.
	

	NnwdafEventsSubscription
	3GPP TS 29.520 [15]
	Represents an NWDAF analytics subscription.
	

	NsmfEventExposure
	3GPP TS 29.508 [18]
	Represents an SMF event subscription.
	



* * * * End of changes * * * *
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