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4.4.33	Procedures for Media Streaming Event Exposure
[bookmark: _Toc104478695][bookmark: _Toc81558541][bookmark: _Toc85876992][bookmark: _Toc81558543]4.4.33.1	General
The procedures described in the clauses below are used by an external/untrusted event consumer AF to subscribe, update and delete a Media Streaming exposure event via the NEF, also for a data collection AF to notify the observed Media Streaming event(s) which has been subscribed, as defined in 3GPP TS 26.512 [63].
4.4.33.2	Procedure for Media Streaming Event Exposure Subscriptions
This procedure is used by an event consumer AF to subscribe to at least one Media Streaming event exposure at the NEF.
In order to subscribe to at least one Media Streaming event exposure, an event consumer AF shall send a Nnef_MSEventExposure_Subscribe request message to the NEF using the HTTP POST method and targeting the "Media Streaming Event Exposure Subscriptions" collection resource, with the request message body including the AfEventExposureSubsc data structure, as specified in clause 5.28.2.2.3.2.
The NEF shall then check whether the event consumer AF is authorized to perform this operation or not. If the event consumer AF is authorized, the NEF shall then trigger the Naf_EventExposure API of the data collection AF to request the creation of the corresponding Application Event Subscriptions at the AF, as specified in 3GPP TS 29.517 [58].
Upon reception of a successful response from the data collection AF, as defined in 3GPP TS 29.517 [58], the NEF shall return a Nnef_MSEventExposure_Subscribe  response message with an HTTP "201 Created" status code including a "Location" header field that shall contain the URI of the created subscription i.e. "{apiRoot}/3gpp-ms-event-exposure/v1/subscriptions/{subscriptionId}", and the response body containing a representation of the created "Individual Media Streaming Event Exposure Subscription" resource with the AfEventExposureSubsc data structure, as specified in clause 5.28.2.2.3.2.
On failure or if the NEF receives an error response from the data collection AF, the NEF shall take proper error handling actions, as specified in clause 5.28.7, and respond to the event consumer AF with an appropriate error status code.
4.4.33.3	Procedure to update the Media Streaming Event Exposure Subscription
This procedure is used by an event consumer AF to update an existing Media Streaming Event Exposure Subscriptionat at the NEF.
In order to update an existing Media Streaming event exposure event, the event consumer AF shall send a Nnef_MSEventExposure_Subscribe request message to the NEF using the HTTP PUT method and targeting the "Individual Media Streaming Event Exposure Subscription" resource, with the request message body including the AfEventExposureSubsc data structure, as specified in clause 5.28.2.3.3.2.
The NEF shall then check whether the event consumer AF is authorized to perform this operation or not. If the event consumer AF is authorized, the NEF shall then trigger the Naf_EventExposure API of the data collection AF to request the updates of the corresponding Individual Application Event Subscription at the AF, as specified in 3GPP TS 29.517 [58].
Upon reception of a successful response from the data collection AF, as defined in 3GPP TS 29.517 [58], the NEF shall return a Nnef_MSEventExposure_Subscribe response message with an HTTP "200 OK" status code with the AfEventExposureSubsc data structure, as specified in clause 5.28.2.3.3.2.
On failure or if the NEF receives an error response from the data collection AF, the NEF shall take proper error handling actions, as specified in clause 5.28.7, and respond to the event consumer AF with an appropriate error status code.
4.4.33.4	Procedure for Media Streaming Event Exposure Unsubscription
This procedure is used by an event consumer AF to request the deletion of an existing Media Streaming Event Exposure Subscription at the NEF.
In order to request the deletion of an existing Media Streaming Event Exposure Subscription, an event consumer AF shall send a Nnef_MSEventExposure_Unsubscribe request message using the HTTP DELETE method and targeting the URI of the concerned "Individual Media Streaming Event Exposure Subscription" resource.
The NEF shall then check whether the event consumer AF is authorized to perform this operation or not. If the AF is authorized, the NEF shall then trigger the Naf_EventExposure service API of the data collection AF to request the deletion of the corresponding Application Event Subscription at the AF, as specified in 3GPP TS 29.517 [58].
Upon reception of a successful response from the data collection AF, as defined in 3GPP TS 29.517 [58], the NEF shall return a Nnef_MSEventExposure_Unsubscribe response message with an HTTP "204 No Content" status code.
On failure or if the NEF receives an error code from the data collection AF, the NEF shall take proper error handling actions, as specified in clause 5.28.7, and respond to the event consumer AF with an appropriate error status code.
[bookmark: _Toc104478701]4.4.33.5	Procedure for Media Streaming Event Exposure Notification
This procedure is used by the NEF to send the Media Streaming event notifications to a previously subscribed event consumer AF.
In order to send an Media Streaming Event Exposure notification, the NEF shall send a Nnef_MSEventExposure_Notify request message to the AF using the HTTP POST method, with the request body including the MSEventExposureNotif data structure as specified in clause 5.28.4.2.3.1.
Upon reception of this notification request, the event consumer AF shall acknowledge its successful reception by sending a Nnef_MSEventExposure_Notify response message with an HTTP "204 No Content" status code.
On failure, the event consumer AF shall take proper error handling actions, as specified in subclause 5.28.7, and respond to the NEF with an appropriate error status code.
*** End of Changes ***

