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	Reason for change:
	In EPS fallback for IMS voice scenarios, when the SMF is still processing the idle mobility/handover procedure and the PCC rule enforcement on dedicated bearer/QoS flow is still ongoing, it is possible that the SMF receives the Npcf_SMPolicyControl_UpdateNotify (i.e. PCF-initiated SM Policy Association Modification) as a consequence of a new request from the PCF (e.g. the PCF is contacted as part of the second SDP Offer/Answer when the media component information has changed).
How to handle this collision is not described in 3GPP specifications. Different behaviours are possible: 
If SMF rejects the Npcf_SMPolicyControl_UpdateNotify during idle mobility/handover, the PCF will report the corresponding error to the IMS network, and the IMS network may release the call.
If SMF delays the response to PCF until the ongoing idle mode mobilty/handover is finished, it could happen that the PCF may retry the UpdateNotify operation. It would impact the SMF/PCF system performance. 
Inappropriate handling of this situation may cause call setup failure, and call setup failure will impact customer KPIs.  
The described situation is not limited to EPS fallback scenarios. The PCF initiated UpdateNotify collision with SMF ongoing procedures may occur in other situations, e.g. during normal IMS call setup in 5GS (i.e. Voice QoS flow setup in 5GS), when N2 HO is ongoing in SMF, PCF sends UpdateNotify to enable IP flows (i.e. to open gates).
Additionally, “204 No Content” is not considered in the modification procedures initiated by the PCF, which is wrong.  
.

	
	

	Summary of change:
	Clause 5.2.2.2.1 is updated to consider “204 No Content” as possible response from the SMF in order to cover the case when there is no information available to report and  when the SMF delays the update of SM policies due to e.g. EPS fallback scenario as described above.

	
	

	Consequences if not approved:
	Wrong specification which brings interoperability issues.. Inappropriate handling of this situation may cause call failure that will impact customer KPIs.
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*** 1st Change ***
[bookmark: _Toc28005445][bookmark: _Toc36038117][bookmark: _Toc45133314][bookmark: _Toc51762142][bookmark: _Toc59016547][bookmark: _Toc68167516][bookmark: _Toc90638496]5.2.2.2.1	Interactions between SMF, PCF and CHF
This procedure is performed when the PCF decides to modify policy decisions for a PDU session.


Figure 5.2.2.2.1-1: Interactions between SMF, PCF and CHF for PCF-initiated SM Policy Association Modification procedure
1.	The PCF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for a PDU Session. Possible external trigger events are described in subclause 5.2.2.2.2. In addition, this procedure is triggered by the following cases:
-	The UDR notifies the PCF about a policy data change (e.g. change in MPS EPS Priority, MPS Priority Level, MCS Priority Level and/or IMS Signalling Priority, or change in user profile configuration indicating whether supporting application detection and control).
-	The UDR notifies the PCF about application data change (e.g. change in AF influence data or IPTV configuration data).
-	The CHF provides a Spending Limit Report to the PCF as described in subclause 5.3.5.
2.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF decides to modify the list of subscribed policy counters, the PCF sends an Intermediate Spending Limit Report as defined in subclause 5.3.3. If the PCF decides to unsubscribe any future status notification of policy counters, it sends a Final Spending Limit Report Request to cancel the request for reporting the change of the status of the policy counters available at the CHF as defined in subclause 5.3.4.
3.	The PCF makes a policy decision. The PCF can determine that updated or new policy information need to be sent to the SMF.
4-5.	If network slice data rate related policy control applies, the (H-)PCF may invoke the Nudr_DataRepository_Update service operation by sending an HTTP PATCH request targeting the "SlicePolicyControlData" resource in order to update the Remaining Maximum Slice Data Rate information.
6.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUri}/update" as the callback URI to the SMF that has previously subscribed. The request operation provides the PDU session ID and the updated policies, as described in subclause 4.2.3 of 3GPP TS 29.512 [9].
If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication" is supported and the PCF receives the TSC Assistance Container  input information and QoS related data and/or a UMIC and/or one or more PMIC(s) from the TSN AF or TSCTSF, the PCF provisions them to the SMF. 
For the integration with TSC networks the AF is either the TSN AF (integration with IEEE TSN networks) or the TSCTSF (integration with other TSC networks than IEEE TSN).
7.	The SMF sends an HTTP "200 OK" or HTTP "204 No Content" to the PCF.
*** End of Changes ***
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