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* * * First Change * * * *
[bookmark: _Toc28012683][bookmark: _Toc36038955][bookmark: _Toc44688371][bookmark: _Toc45133787][bookmark: _Toc49931467][bookmark: _Toc51762725][bookmark: _Toc58848358][bookmark: _Toc59017396][bookmark: _Toc66279385][bookmark: _Toc68168407][bookmark: _Toc83232859][bookmark: _Toc85549825][bookmark: _Toc90655307][bookmark: _Toc28012758][bookmark: _Toc34266228][bookmark: _Toc36102399][bookmark: _Toc43563441][bookmark: _Toc45133984][bookmark: _Toc50031914][bookmark: _Toc51762834][bookmark: _Toc56640901][bookmark: _Toc59017869][bookmark: _Toc66231737][bookmark: _Toc68168898][bookmark: _Toc70550544][bookmark: _Toc81427096]5.4.2.4	Type UePolicySet
Table 5.4.2.4-1: Definition of type UePolicySet
	Attribute name
	Data type
	P
	Cardinality
	Description

	praInfos
	map(PresenceInfo)
	O
	1..N
	Presence reporting area information. Each PresenceInfo element shall include the Presence Reporting Area Identifier within the "praId" attribute and, for a UE-dedicated presence reporting area, may also include the list of elements composing the presence reporting area.
A "praId" may indicate a Presence Reporting Area Set.
The "praId" attribute within the PresenceInfo data type shall also be the key of the map.

The attribute "presenceState" shall not be present.

	subscCats
	array(string)
	O
	1..N
	List of categories associated with the subscriber

	uePolicySections
	map(UePolicySection)
	O
	1..N
	Contains the UE Policy Sections.
The UPSI (UE Policy Section Identifier) is used as the key in the map.

	upsis
	array(string)
	O
	1..N
	List of identifiers for the "uePolicySections". The format of the UPSI is represented in 3GPP TS 24.501 [11] subclause D.6.2

	allowedRouteSelDescs
	map(PlmnRouteSelectionDescriptor)
	O
	1..N
	Contains allowed route selection descriptors per serving PLMN for a UE. The serving PLMN identifier is the key of the map.

	andspInd	Comment by Ericsson User: This parameter is not provisioned by the operator but set dynamically by the PCF depending on received UE information.
Shouldn’t have default value, the PCF might not receive this value from the UE.	Comment by Ericsson Feb 1: The UE always include the ANDSP support indication. Or, how does it omit it?
	boolean
	O
	0..1
	Indication of UE supporting ANDSP. 
True: The UE supports ANDSP; 
False: The UE does not support ANDSP
Default value is false.

	pei
	Pei
	O
	0..1
	Personal Equipment Identifier.

	osIds
	array(OsId)
	O
	1..N
	Identification of the UE Operating System(s).

	suppFeat
	SupportedFeatures
	C
	0..1
	This IE represents a list of Supported features used as described in subclause 5.6. 
This attribute shall be provided in the PUT request and in the response of successful resource creation, and in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request. (NOTE).

	NOTE:	In the HTTP request, it represents the set of features supported by the NF service consumer. In the HTTP response, it represents the set of features supported by both the NF service consumer and the UDR.



* * * Second Change * * * *
[bookmark: _Toc28012694][bookmark: _Toc36038966][bookmark: _Toc44688382][bookmark: _Toc45133798][bookmark: _Toc49931478][bookmark: _Toc51762736][bookmark: _Toc58848369][bookmark: _Toc59017407][bookmark: _Toc66279396][bookmark: _Toc68168418][bookmark: _Toc83232870][bookmark: _Toc85549836][bookmark: _Toc90655318][bookmark: _Toc28012051][bookmark: _Toc34122901][bookmark: _Toc36037851][bookmark: _Toc38875232][bookmark: _Toc43191711][bookmark: _Toc45133105][bookmark: _Toc51316609][bookmark: _Toc51761789][bookmark: _Toc56674766][bookmark: _Toc56675157][bookmark: _Toc59016143][bookmark: _Toc63167741][bookmark: _Toc66262249][bookmark: _Toc68166755][bookmark: _Toc73537872][bookmark: _Toc75351748][bookmark: _Toc81057112]5.4.2.15	Type SmPolicyDnnData
Table 5.4.2.15-1: Definition of type SmPolicyDnnData 
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	dnn
	Dnn
	M
	1
	DNN associated with the data
	

	allowedServices
	array(string)
	O
	1..N
	List of subscriber's allowed service identifiers
	

	subscCats
	array(string)
	O
	1..N
	List of categories associated with the subscriber
	

	gbrUI
	BitRate
	O
	0..1
	Maximum aggregate UL bitrate that can be provided across all GBR QoS Flows in the DNN
	

	gbrDl
	BitRate
	O
	0..1
	Maximum aggregate DL bitrate that can be provided across all GBR QoS Flows in the DNN
	

	adcSupport
	boolean
	O
	0..1
	Indicates whether application detection and control can beis enabled for a subscriberthe PDU session.
True: Application detection and control is enabled for the PDU session; 
False: Application detection and control is not enabled for the PDU session.
 The default value is "FALSE".
The absence of this attribute means that ADC support is not provisioned for the UE and PDU session.
	

	subscSpendingLimits
	boolean
	O
	0..1
	Indicates whether the PCF must enforce policies based on subscriber spending limits. 
True: Spending limit control is enabled; 
False: Spending limit control is not enabled.
The default value is "FALSE".
The absence of this attribute means that spending limit control is not provisioned for the UE and PDU session.
	

	ipv4Index
	IpIndex
	O
	0..1
	Information that identifies which IP pool or external server is used to allocate the IPv4 address.
	

	ipv6Index
	IpIndex
	O
	0..1
	Information that identifies which IP pool or external server is used to allocate the IPv6 address.
	

	offline
	boolean
	O
	0..1
	Indicates whether the offline charging is applicable to the PDU session.
True: Offline charging is applicable to the PDU session; 
False: Offline charging is not applicable to the PDU session.
 The default value is "FALSE".
The absence of this attribute means that the charging method is not provisioned for the UE and PDU session.
	

	online
	boolean
	O
	0..1
	Indicates whether the online charging is applicable to the PDU session. 
True: Online charging is applicable to the PDU session; 
False: Online charging is not applicable to the PDU session.
The default value is "FALSE".
The absence of this attribute means that the charging method is not provisioned for the UE and PDU session.
	

	chfInfo
	ChargingInformation
	O
	0..1
	The address(es) and, if available, the CHF instance ID and the CHF set ID of the Charging Function. (NOTE)
	

	refUmdLimitIds
	map(LimitIdToMonitoringKey)
	O
	1..N
	A reference to the "UsageMonitoringDataLimit" or "UsageMonitoringData" instances for this DNN and SNSSAI that may also include the related monitoring key(s). The key of the map is the limit identifier.
	

	mpsPriority
	boolean
	O
	0..1
	True: Indicates subscription to the MPS priority service; priority applies to all traffic on the PDU Session. 
False: MPS priority service is not subscribed.
The absence of this attribute means that MPS priority is not provisioned for the UE and PDU session.The default value is "FALSE".
	

	mcsPriority 
	boolean
	O
	0..1
	True: Indicates subscription to the MCS priority service; priority applies to all traffic on the PDU Session. 
False: MCS priority service is not subscribed.
The absence of this attribute means that MCS priority is not provisioned for the UE and PDU session.The default value is "FALSE".
	

	imsSignallingPrio
	boolean
	O
	0..1
	True: Indicates subscription to the IMS signalling priority service; priority only applies to IMS signalling traffic. 
False: IMS signalling priority service is not subscribed.
The absence of this attribute means that IMS signalling priority is not provisioned for the UE and PDU session.The default value is "FALSE".
	

	mpsPriorityLevel
	integer
	O
	0..1
	Relative priority level for the multimedia priority services
	

	mcsPriorityLevel
	integer
	O
	0..1
	Relative priority level for the mission critical services
	

	praInfos
	map(PresenceInfo)
	O
	1..N
	Presence reporting area information. Each PresenceInfo element shall include the Presence Reporting Area Identifier within the "praId" attribute and, for a UE-dedicated presence reporting area, may also include the list of elements composing the presence reporting area.
A "praId" may indicate a Presence Reporting Area Set.
The "praId" attribute within the PresenceInfo data type shall also be the key of the map.
The attribute "presenceState" shall not be present.
	

	bdtRefIds
	map(BdtReferenceIdRm)
	O
	1..N
	Identifies transfer policies of background data transfer.
Any string value can be used as a key of the map.
	EnhancedBackgroundDataTransfer

	locRoutNotAllowed
	boolean
	O
	0..1
	Identifies whether AF influence on traffic routing is allowed or not. Set to "true" if 
True: no local routing is allowed; otherwise set to "false"False: local routing is allowed. 
The default value is "false".	Comment by Ericsson User: I think this paremeter is not essential from subscription pov. It shouldn’t have default value.
The absence of this attribute means that AF influence on traffic routing is not provisioned for the UE and PDU session.
	

	NOTE:	When the feature "CHFsetSupport" is supported, the "secondaryChfAddress" may be omitted (see 3GPP TS 29.512 [12], subclause 4.2.2.3.1).



* * * Third Change * * * *
[bookmark: _Toc28012699][bookmark: _Toc36038971][bookmark: _Toc44688387][bookmark: _Toc45133803][bookmark: _Toc49931483][bookmark: _Toc51762741][bookmark: _Toc58848374][bookmark: _Toc59017412][bookmark: _Toc66279401][bookmark: _Toc68168423][bookmark: _Toc83232875][bookmark: _Toc85549841][bookmark: _Toc90655323][bookmark: _Toc28012214][bookmark: _Toc34123067][bookmark: _Toc36038017][bookmark: _Toc38875399][bookmark: _Toc43191880][bookmark: _Toc45133275][bookmark: _Toc51316779][bookmark: _Toc51761959][bookmark: _Toc56674946][bookmark: _Toc56675337][bookmark: _Toc59016323][bookmark: _Toc63167921][bookmark: _Toc66262431][bookmark: _Toc68166937][bookmark: _Toc73538055][bookmark: _Toc75351931][bookmark: _Toc81057296]5.4.2.20	Type DnnRouteSelectionDescriptor
Table 5.4.2.20-1: Definition of type DnnRouteSelectionDescriptor
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	Dnn
	M
	1
	DNN.

	sscModes
	array(SscMode)
	O
	1..N
	Contains the allowed SSC modes for the traffic to this DNN.

	pduSessTypes
	array(PduSessionType)
	O
	1..N
	Contains the allowed PDU Session types for the traffic to this DNN.

	atsssInfo
	boolean
	O
	0..1
	Indicates whether MA PDU session establishment is allowed for this DNN.
True: MA PDU session establishment is allowed for this DNN.
Ffalse (default): MA PDU session establishment is not allowed for this DNN.
The absence of this attribute means that the ATSSS information is not provisioned for the UE and PDU session.



* * * Fourth Change * * * *
[bookmark: _Toc28012803][bookmark: _Toc36039090][bookmark: _Toc44688506][bookmark: _Toc45133922][bookmark: _Toc49931602][bookmark: _Toc51762860][bookmark: _Toc58848496][bookmark: _Toc59017534][bookmark: _Toc66279523][bookmark: _Toc68168545][bookmark: _Toc83233010][bookmark: _Toc85549988][bookmark: _Toc90655470]6.4.2.2	Type TrafficInfluData	Comment by Ericsson User: In general, for any applicationData, I think it should be aligned with 29.522. In this case I think default values may apply if they are in NEF API. 

Table 6.4.2.2-1: Definition of type TrafficInfluData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	upPathChgNotifCorreId
	string
	C
	0..1
	Contains the Notification Correlation Id allocated by the NEF for the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected.
True: the application cannot be relocated;	Comment by Ericsson Feb 1: According to TS 29.512, which is reverse logic than 29.522
False (default): the application can be relocated.
	

	afAppId
	string
	O
	0..1
	Identifies an application.
(NOTE 1) (NOTE 3)
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
(NOTE 1) (NOTE 3)
	

	snssai
	Snssai
	O
	0..1
	The identification of slice.
	

	interGroupId
	GroupId
	O
	0..1
	Identifies a group of users. (NOTE 2) (NOTE 3)(NOTE 5)
	

	supi
	Supi
	O
	0..1
	Identifies a user. (NOTE 2) (NOTE 3)
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
(NOTE 1) (NOTE 3)
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation.
May only be included when "interGroupId" attribute is included and not set to "AnyUE".
It is used to indicate that for the group of UEs, the targeted PDU sessions should be correlated by a common DNAI.
Set to "true" if it should be correlated; otherwise set to "false". Default value is "false" if omitted.
	

	validStartTime
	DateTime
	O
	0..1
	Identifies when the traffic routings start to be applicable. (NOTE 4)
	

	validEndTime
	DateTime
	O
	0..1
	Identifies when the traffic routings are not applicable. (NOTE 4)
	

	tempValidities
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the AF request is to be applied. (NOTE 4)
	MultiTemporalCondition

	nwAreaInfo
	NetworkAreaInfo
	O
	0..1
	Identifies a network area information that the request applies only to the traffic of UE(s) located in this specific zone.
	

	upPathChgNotifUri
	Uri
	C
	0..1
	Contains the URI where the NEF receives the UP path change notification. It shall be included when the NEF requests the UP path change notification.
	

	headers
	array(string)
	O
	1..N
	Headers provisioned by the NEF to be used by other NFs to interact with the NEF. E.g. 3gpp-Sbi-Binding header with the binding indication for the URI where the NEF receives UP path change notification and whose information is used by the SMF. 
The encoding of the header shall comply with clause 3.2 of IETF RFC 7230 [21].
(NOTE 6)
	

	subscribedEvents
	array(SubscribedEvent)
	O
	1..N
	Identifies the requirement to be notified of the event(s).
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected.
Set to "true" if the AF acknowledgement is expected; otherwise set to "false". 
Default value is "false" if omitted.
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Default value is false if omitted.
	URLLC

	maxAllowedUpLat
	Uinteger
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	EnEDGE

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA.
It is used to indicate whether the simultaneous connectivity should be temporarily mantained for the source and target PSA.
It is set to "true" if the temporary simultaneous connectivity should be temporarily maintained; otherwise, it is set to "false". Default value is "false" if omitted.
	EnEDGE

	simConnTerm
	DurationSec
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure before removing the source PSA. 
It may be included when the "simConnInd" attribute is set to true. 
	EnEDGE

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.

This attribute shall be supplied by the UDR in the response to the PUT request when it was present in the PUT request and the UDR supports feature negotiation for Influence Data.

This attribute shall be supplied by the UDR in the response to the GET request when the GET request includes the "supp-feat" query parameter and the UDR supports feature negotiation for Influence Data.
	

	resUri
	Uri
	C
	0..1
	Represents the URI of Individual Influence Data.
It shall only be included in the HTTP GET response.
	EnhancedInfluDataNotification

	NOTE 1:	One of "afAppId", "trafficFilters" or "ethTrafficFilters" shall be included.
NOTE 2:	Either "supi" or "interGroupId" shall be included.
NOTE 3:	If the EnhancedInfluDataNotification feature is not supported, to indicate the deletion of a Traffic Individual Influence Data resource, only the appropriate combination of "supi" or "interGroupId", and "afAppId", "trafficFilters" or "ethTrafficFilters" that identify the resource shall be included. The rest of attributes shall be omitted.
NOTE 4:	Properties "validStartTime" and "validEndTime" shall only be included for single temporal validity condition. Property "tempValidities" shall only be included for multiple temporal validity conditions when the feature MultiTemporalCondition is supported.
NOTE 5: 	If the Traffic Influence Data applies to any UE, then the "interGroupId" sets to "AnyUE". 
NOTE 6: 	In this release of the specification, the property "headers" only includes the 3gpp-Sbi-Binding header with the binding indication for the URI included in the property "upPathChgNotifUri".




* * * End of Changes * * * *


