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1. Introduction
This pCR is proposed for description of security definition of TS 29.538 for services and using CAPIF.
2. Reason for Change
The pCR is proposed to contribute new text.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS29.538 v0.3.0.

*******
Formatting instructions (remove this section after drafting a pCR)
This sentence uses 'Normal' style from '3gpp_70.dot' template, which shall be used for most of the text.
-	This sentence uses 'B1' style from '3gpp_70.dot' template, which shall be used for most of the bullet points.
NOTE: 	This sentence uses 'NO' style from '3gpp_70.dot' template, which shall be used for all informative notes.
Editor's note: This sentence uses 'Editor's Note' style from '3gpp_70.dot' template, which shall be used for all editor's notes.
Table x: This is a caption for a table, which uses 'TH' style from '3gpp_70.dot' template.
Figure x: This is a caption for a figure, which uses 'TF' style from '3gpp_70.dot' template.
The text within a Table and a Figure cells shall use either 'TAH', 'TAL' or 'TAC' styles from '3gpp_70.dot' template.
Styles in 3GPP Specifications
	Use this style
	For this type of element

	Heading 1
	Clause ( if numbered)

	Heading n
	Subclause level n
In exceptional cases, for level 6 or beyond, use Heading 5 if required in contents list or H6 if not to appear. 

	Heading 8
	Annex title for TS

	Heading 9
	Annex title for TR

	Normal
	Standard paragraph, Definition

	EX
	Reference, Example 

	EW
	Symbol, Abbreviation, Example continuation in text 

	Bn
	List element level n 

	FP
	Free paragraph (left justified)

	NO
	Note integrated in the text 

	NW
	Note continuation in text 

	NF
	Note in figure 

	TAN
	Note in table 

	TH
	Table title, Figures

	TAH
	Heading within table

	TAC
	Centred text within table

	TAL
	Left justified text within table

	TAR
	Right justified text within table

	TF
	Figure title

	TT
	Contents list title

	PL
	Programming language

	EQ
	Equation

	Header
	Header (portrait and landscape pages)

		use "tab" between "item/number" and "text".
EXAMPLE:	The "tab" is preceding this example text.



Please do not create new styles!
*******
* * * First Change * * * *
[bookmark: _Toc83768228][bookmark: _Toc93878856]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.554: "Application architecture for MSGin5G Service".
[3]	3GPP TS 22.262: "Message Service within the 5G System".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[8]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[9]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[10]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[11]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[12]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[13]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[14]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[15]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".
[16]	IETF RFC 7240: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[17]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[X1]	3GPP TR 33.862: "Study on security aspects of the Message Service for MIoT over the 5G System (MSGin5G)".
[X2]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[X3]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[X4]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".

* * * Next Change * * * *
[bookmark: _Toc83768236]10	Security
TLS shall be used to support the security communication between the MSGin5G server and the application server over MSGin5G-3 interface, and also between MSGin5G server and the Message Gateway over MSGin5G-2 or MSGin5G-4 interface as specified in 3GPP TS 33.862 [X1] and 3GPP TS 33.501 [X2]. The access to the MSGin5G service APIs shall be authorized by means of OAuth2 protocol (see IETF RFC 6749 [X3]), based on local configuration, using the "Client Credentials" authorization grant. If OAuth2 is used, a client, prior to consuming services offered by the MSGin5G service APIs, shall obtain a "token" from the authorization server.

* * * Next Change * * * *
[bookmark: _Toc74770093][bookmark: _Toc83768464][bookmark: _Toc24868675][bookmark: _Toc34154180][bookmark: _Toc36041124][bookmark: _Toc36041437][bookmark: _Toc43196714][bookmark: _Toc43481484][bookmark: _Toc45134761][bookmark: _Toc51189293][bookmark: _Toc51763969][bookmark: _Toc57206201][bookmark: _Toc59019542][bookmark: _Toc68170215][bookmark: _Toc93879127]11.2	Security
When CAPIF is used for external exposure, before invoking the API exposed by the MSGin5G server, the NF service consumer (e.g. the application server) as API invoker shall negotiate the security method (PKI, TLS-PSK or OAUTH2) with CAPIF core function and ensure the MSGin5G server has enough credential to authenticate the NF service consumer (e.g. the application server), see 3GPP TS 29.222 [8], clause 5.6.2.2 and clause 6.2.2.2.
If PKI or TLS-PSK is used as the selected security method between the NF service consumer (e.g. the application server) and the MSGin5G server, upon API invocation, the MSGin5G server shall retrieve the authorization information from the CAPIF core function as described in 3GPP TS 29.222 [8], clause 5.6.2.4. 
As indicated in 3GPP TS 33.122 [X1], the access to the MSGin5G APIs may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [X3]), using the "Client Credentials" authorization grant, where the CAPIF core function (see 3GPP TS 29.222 [8]) plays the role of the authorization server.
NOTE 1:	In this release, only "Client Credentials" authorization grant is supported.
If OAuth2 is used as the selected security method between the NF service consumer (e.g. the application server) and the MSGin5G server, the the NF service consumer (e.g. the application server), prior to consuming services offered by the MSGin5G APIs, shall obtain a "token" from the authorization server, by invoking the Obtain_Authorization service, as described in 3GPP TS 29.222 [8], clause 5.6.2.3.2.
The MSGin5G APIs do not define any scopes for OAuth2 authorization. It is the MSGin5G server responsibility to check whether the NF service consumer (e.g. the application server) is authorized to use an API based on the "token". Once the MSGin5G server verifies the "token", it shall check whether the MSGin5G server identifier in the "token" matches its own published identifier, and whether the API name in the "token" matches its own published API name. If those checks are passed, the NF service consumer (e.g. the application server) has full authority to access any resource or operation for the invoked API.
NOTE 2:	For aforementioned security methods, the MSGin5G server needs to apply admission control according to access control policies after performing the authorization checks.

* * * End of Changes * * * *

