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* * * Start of Changes * * * *
[bookmark: _Toc58850112][bookmark: _Toc59018492][bookmark: _Toc68169498][bookmark: _Toc90657770][bookmark: _Toc66224222][bookmark: _Toc66440526][bookmark: _Toc70541245][bookmark: _Toc83233921][bookmark: _Toc85526837][bookmark: _Toc88659473][bookmark: _Toc88832384][bookmark: _Toc90660271]4.4.23.2	AKMA Application Key Request
In order to retrieve the AKMA application key, the AF shall send an HTTP POST request message to the resource URI "{apiRoot}/3gpp-akma/v1/retrieve". The HTTP POST request includes the identification of AF and an A-KID.
Upon receipt of the corresponding HTTP POST message from the AF, if the AF's request is authorized by the NEF, then the NEF shall interact with the AAnF to retrieve the AKMA application key by using Naanf_AKMA service as defined in 3GPP TS 29.535 [38]. After receiving a successful response from the AAnF, the NEF shall respond to the AF with a 200 OK status code, including a KAF and the expiration time of the KAF and optionally the GPSI (external ID) which may be translated from the SUPI received from the AAnF. If the NEF receives an error code from the AAnF, the NEF shall respond to the AF with a proper error status code.
If the NEF receives a response from the AAnF with an HTTP "403 Forbidden" status code and the response message body including a ProblemDetails data structure with the "cause" attribute set to the "K_AKMA_NOT_PRESENT" application error, then the NEF shall relay this response to the AF.
* * * Next Changes * * * *
[bookmark: _Toc58849479][bookmark: _Toc68169629][bookmark: _Toc90657939]5.14.7	Error handling
[bookmark: _Toc45134088][bookmark: _Toc50032736][bookmark: _Toc51763048][bookmark: _Toc56641298][bookmark: _Toc59017815][bookmark: _Toc68169630][bookmark: _Toc90657940]5.14.7.1	General
[bookmark: _Toc45134089][bookmark: _Toc50032737][bookmark: _Toc51763049][bookmark: _Toc56641299][bookmark: _Toc59017816]HTTP error handling shall be supported as specified in subclause 5.2.6 of 3GPP TS 29.122 [4].
In addition, the requirements in the following subclauses shall apply.
[bookmark: _Toc68169631][bookmark: _Toc90657941]5.14.7.2	Protocol Errors
In this Release of the specification, there are no additional protocol errors applicable for the AKMA API.
[bookmark: _Toc45134090][bookmark: _Toc50032738][bookmark: _Toc51763050][bookmark: _Toc56641300][bookmark: _Toc59017817][bookmark: _Toc68169632][bookmark: _Toc90657942]5.14.7.3	Application Errors
The application errors defined for the AKMA API are listed in table 5.14.7.3-1.
Table 5.14.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	K_AKMA_NOT_PRESENT
	403 Forbidden
	Indicates that the KAKMA identified by the A-KID provided in the AKMA Application Key retrieval request body is not present at the AAnF.



* * * End of Changes * * * *
