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	Reason for change:
	Specification contains inconsistent requirements related to the HTTP error responses:
Clause 4.2.2.1 specifies that an HTTP "400 Bad Request" response with the "cause" attribute of the ProblemDetails data structure set to "USER_UNKNOWN" shall be sent but clause 5.7.3 ("Application Errors") specifies that PCF may include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute. Furthermore, the "400 Bad Request" response is not listed in table 5.3.2.3.1-3 in release 15 and release 16 although it is specified in the OpenAPI file of the Npcf_UEPolicyControl API.
Clauses 4.2.2.1 and 4.2.3.1 specify that an HTTP "400 Bad Request" response with the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS" may be sent but the "400 Bad Request" response is not listed in tables 5.3.2.3.1-3 and 5.3.3.4.2.2-2 in release 15 and release 16 although it is specified in the OpenAPI file of the Npcf_UEPolicyControl API.
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	Summary of change:
	Clause 5.3.2.3.1:
· HTTP "400 Bad Request" response added in tables 5.3.2.3.1-3.

Clause 5.3.3.4.2.2:
· HTTP "400 Bad Request" response added in table 5.3.3.4.2.2-2.

Clause 5.7.3:
· in table 5.7.3-1 added note to indicate that including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.
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*** First Change ***
[bookmark: _Toc28013409][bookmark: _Toc34222322][bookmark: _Toc36040505][bookmark: _Toc39134434][bookmark: _Toc43283381][bookmark: _Toc45134421][bookmark: _Toc49931752][bookmark: _Toc51763533][bookmark: _Toc58421224][bookmark: _Toc67493308][bookmark: _Toc68169825][bookmark: _Toc73450200][bookmark: _Toc74742585][bookmark: _Toc83233506]5.3.2.3.1	POST
This method shall support the URI query parameters specified in table 5.3.2.3.1-1.
Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.
Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyAssociationRequest
	M
	1
	Input parameters for the creation of a policy association.



Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PolicyAssociation
	M
	1
	201 Created
	Policy association was created and policies are being provided.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.
NOTE 2:	Failure cases are described in subclause 5.7.



Table 5.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/npcf-ue-policy-control/v1/policies/{polAssoId}




*** Next Change ***
[bookmark: _Toc28013420][bookmark: _Toc34222333][bookmark: _Toc36040516][bookmark: _Toc39134445][bookmark: _Toc43283392][bookmark: _Toc45134432][bookmark: _Toc49931763][bookmark: _Toc51763544][bookmark: _Toc58421235][bookmark: _Toc67493319][bookmark: _Toc68169836][bookmark: _Toc73450211][bookmark: _Toc74742596][bookmark: _Toc83233517]5.3.3.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 5.3.3.4.2.2-1 and the response data structure and response codes specified in table 5.3.3.4.2.2-2.
Table 5.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PolicyAssociationUpdateRequest
	M
	1
	Describes the observed event trigger(s).



Table 5.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PolicyUpdate
	M
	1
	200 OK
	Describes updated policies.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual UE policy modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance. 
Applicable if the feature "ES3XX" is supported.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual UE policy modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.
NOTE 2:	Failure cases are described in subclause 5.7.



Table 5.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



Table 5.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected




*** Next Change ***
[bookmark: _Toc28013448][bookmark: _Toc34222362][bookmark: _Toc36040545][bookmark: _Toc39134474][bookmark: _Toc43283421][bookmark: _Toc45134461][bookmark: _Toc49931792][bookmark: _Toc51763573][bookmark: _Toc58421264][bookmark: _Toc67493348][bookmark: _Toc68169865][bookmark: _Toc73450240][bookmark: _Toc74742625][bookmark: _Toc83233546]5.7.3	Application Errors
The application errors defined for the Npcf_UEPolicyControl service are listed in Table 5.7.3-1 and Table 5.7.3-2. The PCF may include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The AMF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when AMF acts as a server.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF.

	ERROR_REQUEST_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of information needed by the PCF for UE Policy selection is incomplete or erroneous or not available for the decision to be made. 

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause 9x.2 of 3GPP TS 29.513 [7]. 

	NOTE:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation clauses.



Table 5.7.3-2: Application errors when AMF acts as a server to receive a notification
	Application Error
	HTTP status code
	Description

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the AMF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause 9x.2 of 3GPP TS 29.513 [7]. 




*** End of Changes ***

