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	Reason for change:
	In Table 5.2.7.1-1 of 3GPP TS 29.500, it shows that HTTP status code "204 No Content" shall not be used for HTTP GET method within the 3GPP NFs. 
But in Table 5.3.2.3.2-3, if there is no PCF session binding information matching the query parameters, the BSF shall respond with an HTTP "204 No Content". It violates the princinple of HTTP status code usage given by TS 29.500.
Table 5.3.2.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfBinding
	M
	1
	200 OK
	The individual PCF for a PDU Session binding information resource matching the query parameter(s) is returned.

	n/a
	
	
	204 No Content
	There is no PCF for a PDU Session binding information matching the query parameter(s).

	ProblemDetails
	M
	1
	400 Bad Request
	More than one binding information is found. (NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	Failure cases are described in subclause 5.7.



C4-215267 was submitted to CT4#106-e meeting in October and suggested to update the status code definition in Table 5.2.7.1-1 of 3GPP TS 29.500 to support HTTP status code "204 No Content" for HTTP GET method as SS(service specific). CT4 disagreed with this update based on the following opinions:
· Returning "204 No Content" as the representation of a resource in GET response is a bit disputable.
· In clause 4.6.1.1.2 of 3GPP TS 29.501, only 200 and 404 are listed as the possible responses of GET method. In general, 200 covers the case where the resource is found, and its resource representation is returned; if, due to query parameters, the resource representation can be an empty object, empty array, etc.. but it is still a JSON representation of the resource.
The conclusion of discussion on this C4-215267 is to correcct this API in CT3.
In fact, in other NF SBI specifications except TS 29.521, "404 Not Found" is returned when there is no resource matching the query parameters in HTTP GET request, not "204 No Content".

In clause 5.2.7.3, for 2xx status code, HTTP client considers the service operation is successful if no mandatory information is expected from the response payload in subsequent procedure. As 204 status means no content, it will not bring the error if the client doesn't not support 204 status code. We propose to change the 204 status code to 404 status code if there is no PCF session binding information matching the query parameters.


	
	

	Summary of change:
	If there is no PCF session binding information matching the query parameters, the BSF shall respond with an HTTP "404 Not Found" error code containing "NO_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.


	
	

	Consequences if not approved:
	It violates the princinple of HTTP status code given by 3GPP TS 29.500. And it’s ambiguous and disputable to return HTTP status code "204 No Content" when there is no resource matching the query parameters in HTTP GET request.
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*** 1st Change ***
[bookmark: _Toc20407142][bookmark: _Toc43388897][bookmark: _Toc45134093]4.2.4.2	Retrieve the PCF Session binding information for a given tuple

Figure 4.2.4.2-1: NF service consumer retrieve the PCF Session binding information for a given tuple
The NF service consumer shall invoke the Nbsf_Management_Discovery service operation to obtain address information of the the selected PCF for a PDU session in the BSF. The NF service consumer shall send an HTTP GET request with "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI, where "query parameters" shall include:
-	UE address; 
and may include:
-	SUPI or GPSI;
-	DNN and optionally S-NSSAI; and
-	IPv4 address domain.
NOTE:	The query parameters S-NSSAI and/or IPv4 addres domain is helpful in the scenario of IPv4 address overlapping where the same IPv4 address may be allocated to UE PDU sessions. 
Upon the reception of an HTTP GET request with: "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI, the BSF shallsearch the corresponding binding information. If "ipv6Prefix" is used as an UE IPv6 address in the query parameter, the BSF shall use the longest prefix match to find a matching IPv6 prefix so that the IPv6 address in the query parameter is within the address range covered by that matching IPv6 prefix. The IPv6 address in the query parameter shall be formatted as an IPv6 prefix value including the trailing prefix length "/128".
If the HTTP request message from the NF service consumer is accepted and a session binding resource matching the query parameters exists, the BSF shall reply with a "200 OK" HTTP response containing the corresponding PcfBinding data structure, as provided by the PCF during the Nbsf_Management_Register Service Operation in the response body. If there is no PCF session binding information matching the query parameters, the BSF shall respond with "204 No Content404 Not Found" error code containing "NO_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.
If the "PCF Session Bindings" resource does not exist, the BSF shall respond with "404 Not Found". If an invalid combination of query parameters (i.e. a combination without UE address(es)) is contained in the request URI, the BSF shall respond with an "400 Bad Request" HTTP error code containing "MANDATORY_QUERY_PARAM_MISSING" as application error within the ProblemDetails IE. If more then one PCF Session Binding resources are found, the BSF shall respond with "400 Bad Request" HTTP error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.
*** 2rd Change ***
[bookmark: _Toc20407159][bookmark: _Toc43388914][bookmark: _Toc45134110]5.3.2.3.2	GET
This method shall support the URI query parameters specified in table 5.3.2.3.2-1.
Table 5.3.2.3.2-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 1)

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address of the served UE. (NOTE 1)
The NF service consumer shall append '/128' to the IPv6 address in the attribute value. E.g. '2001:db8:85a3::8a2e:370:7334/128'.

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 1)

	dnn
	Dnn
	O
	0..1
	DNN 

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier

	snssai
	Snssai
	O
	0..1
	The identification of slice. (NOTE 2)

	ipDomain
	string
	O
	0..1
	The IPv4 address domain identifier. (NOTE 2)

	supp-feat
	SupportedFeatures
	O
	0..1
	To filter irrelevant responses related to unsupported features.

	NOTE 1:	One and only one of query parameter ipv4-addr, ipv6-prefix or mac-addr48 shall be present.
NOTE 2:	The query parameters snssai and/or ipDomain, if applicable (IPv4 address overlapping), shall be present with query parameter ipv4Addr.



This method shall support the request data structures specified in table 5.3.2.3.2-2 and the response data structures and response codes specified in table 5.3.2.3.2-3.
Table 5.3.2.3.2-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 5.3.2.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfBinding
	M
	1
	200 OK
	The individual PCF  session binding information resource matching the query parameter(s) is returned.

	n/a
	
	
	204 No Content
	There is no PCF session binding information matching the query parameter(s).

	ProblemDetails
	M
	1
	400 Bad Request
	More than one binding information is found. (NOTE 2)

	ProblemDetails
	M
	1
	404 Not Found
	There is no PCF session binding information matching the query parameters. (NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	Failure cases are described in subclause 5.7.



*** 3rd Change ***
[bookmark: _Toc45134129]5.7.3	Application Errors
The application errors defined for the Nbsf_Management Service API are listed in table 5.7.3-1. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1.
Table 5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	MULTIPLE_BINDING_INFO_FOUND
	400 Bad Request 
	Indicates that the BSF found more than one binding resource so it cannot provide the selected PCF to the consumer. (NOTE) 

	NO_BINDING_INFO_FOUND
	404 Not Found
	Indicates that there is no session binding information matching the query parameters. (NOTE)

	NOTE:	This application error is included in the responses to the GET request.



*** 4th Change ***
[bookmark: _Toc20407176][bookmark: _Toc43388931][bookmark: _Toc45134134][bookmark: OLE_LINK1][bookmark: OLE_LINK2]A.2	Nbsf_Management API
openapi: 3.0.0
info:
  version: 1.0.3
  title: Nbsf_Management
  description: |
    Binding Support Management Service API.
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
externalDocs:
  description: 3GPP TS 29.521 V15.5.0; 5G System; Binding Support Management Service.
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.521/'
servers:
  - url: '{apiRoot}/nbsf-management/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501.
security:
  - {}
  - oAuth2ClientCredentials:
    - nbsf-management
paths:
  /pcfBindings:
    post:
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/PcfBinding'
      responses:
        '201':
          description: The creation of an individual PCF session binding.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PcfBinding'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    get:
      parameters:
        - name: ipv4Addr
          in: query
          description: The IPv4 Address of the served UE.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        - name: ipv6Prefix
          in: query
          description: The IPv6 Address of the served UE. The NF service consumer shall append '/128' to the IPv6 address in the attribute value. E.g. '2001:db8:85a3::8a2e:370:7334/128'.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        - name: macAddr48
          in: query
          description: The MAC Address of the served UE.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'
        - name: dnn
          in: query
          description: DNN.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        - name: supi
          in: query
          description: Subscription Permanent Identifier.
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        - name: gpsi
          in: query
          description: Generic Public Subscription Identifier
          required: false
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        - name: snssai
          in: query
          description: The identification of slice.
          required: false
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        - name: ipDomain
          in: query
          description: The IPv4 address domain identifier.
          required: false
          schema:
            type: string
        - name: supp-feat
          in: query
          description: To filter irrelevant responses related to unsupported features
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      responses:
        '200':
          description: The individual PCF session binding session binding information resource matching the query parameter(s) is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/PcfBinding'
        '204':
          description: There is no PCF session binding information matching the query parameter(s).
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '414':
          $ref: 'TS29571_CommonData.yaml#/components/responses/414'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
  /pcfBindings/{bindingId}:
    delete:
      parameters:
        - name: bindingId
          in: path
          description: Represents the individual PCF Session Binding.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: No Content. The Individual PCF session binding information resource is deleted.
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
components:
[bookmark: OLE_LINK54][bookmark: OLE_LINK55]  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nbsf-management: Access to the Nbsf_Management API
  schemas:
    PcfBinding:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        ipv4Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ipv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        ipDomain:
          type: string
        macAddr48:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        pcfFqdn:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/Fqdn'
        pcfIpEndPoints:
          type: array
          items:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/IpEndPoint'
          minItems: 1
          description: IP end points of the PCF hosting the Npcf_PolicyAuthorization service. At least one of pcfFqdn or pcfIpEndPoints shall be included if the PCF supports the Npcf_PolicyAuthorization service.
        pcfDiamHost:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DiameterIdentity'
        pcfDiamRealm:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DiameterIdentity'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - dnn
        - snssai
      oneOf:
        - anyOf:
          - required: [ipv4Addr]
          - required: [ipv6Prefix]
        - required: [macAddr48]
      anyOf:
        - anyOf:
          - required: [pcfFqdn]
          - required: [pcfIpEndPoints]
        - required: [pcfDiamHost, pcfDiamRealm]

*** End of Changes ***
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