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*** First Change ***
[bookmark: _Toc28013303][bookmark: _Toc36040058][bookmark: _Toc44692671][bookmark: _Toc45134132][bookmark: _Toc49607196][bookmark: _Toc51763168][bookmark: _Toc58850063][bookmark: _Toc59018443][bookmark: _Toc68169449][bookmark: _Toc82746978]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.502: "Procedures for the 5G system".
[3]	3GPP TS 23.501: "System Architecture for the 5G".
[4]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[5]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[6]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[7]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]	Void.
[11]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][12]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[bookmark: _Hlk533400883][13]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[14]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[15]	Void.
[16]	Void.IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".
[17]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[20]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[21]	3GPP TR 21.900: "Technical Specification Group working methods".
[22]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[23]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[24]	3GPP TS 29.541: "5G System; Network Exposure (NE) function services for Non-IP Data Delivery (NIDD); Stage 3".
[25]	3GPP TS 29.542: "5G System, Session management services for Non-IP Data Delivery (NIDD); Stage 3".
[26]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[27]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[28]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G system (5GS)".
[29]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[30]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[31]	Void
[32]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[33]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[34]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[35]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
[36]	3GPP TS 23.273: "5G System Location Services (LCS)". 
[37]	3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)".
[38]	3GPP TS 29.535: "5G System; AKMA Anchor Services; Stage 3".
[39]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[40]	IETF RFC 7542: "The Network Access Identifier".
[41]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[42]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[43]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[44]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[45]	IEEE Std 1588-2019: "IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control".
[46]	IEEE Std 802.1AS-2020: "IEEE Standard for Local and metropolitan area networks--Timing and Synchronization for Time-Sensitive Applications".
[47]	3GPP TS 29.536: "5G System; Network Slice Admission Control Services; Stage 3".
[48]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[49]	3GPP TS 24.555: "Proximity based services (ProSe) in 5G system (5GS); User Equipment (UE) policies; Stage 3".
[50]	3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization Function Services; Stage 3".
[51]	IEEE 802.1Q: "Virtual Bridged Local Area Networks".

*** Next Change ***
[bookmark: _Toc82747558]6	Security
TLS (IETF RFC 5246 [16]) shall be used to support the security communication between the NEF and the AF over NEF Northbound interface as defined in subclause 12 of 3GPP TS 33.501 [6]. The access to the SCEF northbound APIs shall be authorized by means of OAuth2 protocol (see IETF RFC 6749 [13]), based on local configuration, using the "Client Credentials" authorization grant. If OAuth2 is used, a client, prior to consuming services offered by the NEF Northbound APIs, shall obtain a "token" from the authorization server.

*** End of Changes ***

