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*** First Change ***
[bookmark: _Toc28012164][bookmark: _Toc34123017][bookmark: _Toc36037967][bookmark: _Toc38875349][bookmark: _Toc43191830][bookmark: _Toc45133225][bookmark: _Toc51316729][bookmark: _Toc51761909][bookmark: _Toc56674896][bookmark: _Toc56675287][bookmark: _Toc59016273][bookmark: _Toc63167871][bookmark: _Toc66262381][bookmark: _Toc68166887][bookmark: _Toc73538005][bookmark: _Toc75351881][bookmark: _Toc83231691]4.2.6.y	Monitoring the data rate per network slice for a UE
The PCF can support monitoring of data rate per S-NSSAI for a UE. 
During PDU session establishment, if the PCF supports monitoring of the data rate per S-NSSAI for a UE, the PCF may retrieve for the UE and S-NSSAI to which the PDU session is allocated the UE-Slice-MBR (i.e. the aggregate data rate that can be expected to be provided across all GBR and Non-GBR QoS Flows of a UE for a network slice identified by an S-NSSAI) from the UDR as defined in subclause 5.4.2.14 of 3GPP TS 29.519 [15]. The PCF shall monitor the data rate for this S-NSSAI and UE by deriving the utilized data rate based on the authorized Session-AMBR and/or the authorized QoS per service data flow in all PDU session(s) established for the UE in the concerned S-NSSAI and checking the derived value against the UE-Slice-MBR set by the PCF based on the UE-Slice-MBR value retrieved from the UDR and operator policies available at the PCF.
As part of the PDU session modification procedure(s) targeting the PDU session(s) established for the UE in the concerned S-NSSAI, whenever the PCF needs to provide the associated authorized Session-AMBR(s), install new or updated PCC Rule(s) and/or delete PCC Rule(s) related to GBR service data flow(s), the PCF shall calculate the utilized data rate as described in subclause 4.2.6.x.2.
At the termination of a PDU session established for the UE in the concerned S-NSSAI, the PCF shall adjust the utilized data rate for the UE based on the release of the Session-AMBR and the removal of all the PCC Rule(s) related to GBR service data flow(s) associated to that PDU session.
To enable this monitoring, the SMF shall select the same PCF instance for all PDU sessions of the UE to the S-NSSAI that is subject to this monitoring as defined in subclause 8.3 of 3GPP TS 29.513 [7].
When the calculated utilized data rate for the S-NSSAI and UE reaches a certain percentage of the UE-Slice-MBR value, the PCF may apply a policy decision to strengthen the traffic restrictions for individual PDU session(s) or PCC rule(s) (e.g. change the authorized Session-AMBR as defined in subclause 4.2.6.3.1, change the authorized QoS per service data flow as defined in subclause 4.2.6.6.2, or change the charging keys) within individual PDU session(s) established for the UE in the concerned S-NSSAI. When the calculated utilized data rate per S-NSSAI for a UE falls below that percentage of the UE-Slice-MBR value, the PCF may relax the traffic restrictions for individual PDU session(s) or PCC rule(s) within individual PDU session(s) established for the UE in the concerned S-NSSAI.
As part of the policy decision to strengthen the traffic restrictions for individual PDU session(s), the PCF may reject the establishment or SMF-initiated modification of the associated SM Policy Association(s) with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_UE_SLICE_DATA_RATE".
NOTE:	It is recommended to avoid frequent policy decisions which trigger a signalling with the UE (like change of the authorized Session-AMBR or change of the authorized QoS per service data flow).

[bookmark: _Toc28012282][bookmark: _Toc34123141][bookmark: _Toc36038091][bookmark: _Toc38875474][bookmark: _Toc43191957][bookmark: _Toc45133352][bookmark: _Toc51316856][bookmark: _Toc51762036][bookmark: _Toc56675023][bookmark: _Toc56675414][bookmark: _Toc59016400][bookmark: _Toc63168000][bookmark: _Toc66262510][bookmark: _Toc68167016][bookmark: _Toc73538139][bookmark: _Toc75352015][bookmark: _Toc81057380]*** Next Change ***
5.7.3	Application Errors
The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The NF service consumer shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when NF service consumer acts as a server.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF. (NOTE 1) (NOTE 3)

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, , RAT type, subscriber information) (NOTE 1) (NOTE 2) (NOTE 3)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before) (NOTE 2) (NOTE 3)

	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the NF service consumer in a PCC Request. (NOTE 2) (NOTE 3)

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The NF service consumer shall reject the attempt for UE-initiated resource request. (NOTE 2) (NOTE 3)

	LATE_OVERLAPPING_REQUEST
	403 Forbidden
	The request is rejected because it collides with and exiting Policy Association with a more recent originating timestamp. (NOTE 1)

	POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request due to operator policies and/or local configuration. (NOTE 1) (NOTE 2) (NOTE 3)

	VALIDATION_CONDITION_NOT_MET
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the validation condition of background data transfer policy is not met. (NOTE 1) (NOTE 3)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. (NOTE 2)

	INVALID_BDT_POLICY
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the background data transfer policy is invalid. (NOTE 1)

	EXCEEDED_UE_SLICE_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized data rate exceeds the consumed data rate for that UE and network slice. (NOTE 1) (NOTE 2)

	NOTE 1:	These application errors are used by the create service operation (see subclause 4.2.2.2) and included in the responses to the POST request.
NOTE 2:	These application errors are used by the update service operation (see subclause 4.2.4.2) and included in the responses to the POST request.
NOTE 3:	The Cause codes mapping performed by NF service consumer between this Application Error and the 5GSM related value is specified in subclause 5.2.2.2 of 3GPP TS 29.524 [40].




Table 5.7.3-2: Application errors when NF service consumer acts as a server to receive a notification
	Application Error
	HTTP status code
	Description

	PCC_RULE_EVENT
	400 Bad Request
	The HTTP request is rejected because all the PCC rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. (NOTE)

	PCC_QOS_FLOW_EVENT
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. (NOTE)

	UE_STATUS_SUSPEND
	400 Bad Request
	The HTTP request is rejected because the UE’s status is suspended and the policy decisions received from the PCF cannot be enforced by the NF service consumer. Applicable only to functionality introduced with the PolicyUpdateWhenUESuspends feature as described in subclause 5.8. (NOTE)

	RULE_PERMANENT_ERROR
	400 Bad Request
	The HTTP request is rejected because all the PCC rules and/or session rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. Applicable only to functionality introduced with the SessionRuleErrorHandling feature as described in subclause 5.8. (NOTE)

	RULE_TEMPORARY_ERROR
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules and/or session rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. Applicable only to functionality introduced with the SessionRuleErrorHandling feature as described in subclause 5.8. (NOTE)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the NF service consumer receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. (NOTE)

	NOTE:	These application errors are used by the UpdateNotify service operation (see subclause 4.2.3.2) and included in the responses to the POST request.
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