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Additional discussion(if needed):
Proposed changes:

[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc517273801][bookmark: _Toc44588726][bookmark: _Toc45130663][bookmark: _Toc45131062][bookmark: _Toc51746042][bookmark: _Toc51936979][bookmark: _Toc51937239][bookmark: _Toc58500246][bookmark: _Toc58500528][bookmark: _Toc59013583][bookmark: _Toc68103327][bookmark: _Toc75349695][bookmark: _Toc27045097][bookmark: _Toc36034148][bookmark: _Toc45132296][bookmark: _Toc49776581][bookmark: _Toc51747501][bookmark: _Toc66361083][bookmark: _Toc68105588]16.4.2	Access-Accept (sent from AAA server to GGSN/P-GW)
Table 2 describes the attributes of the Access-Accept message. See RFC 2548 [51] for definition of MS specific attributes.
Table 2: The attributes of the Access-Accept message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username received in the Access-Request message or a substitute username provided by the AAA server. If the User-Name has been received in the Access-Accept message, this user-name shall be used in preference to the above
	String
	Optional

	6
	Service-Type
	Indicates the type of service for this user
	Framed
	Optional

	7
	Framed-Protocol 
	Indicates the type of protocol for this user 
	7 (GPRS PDP Context)
	Optional
Note 4

	8
	Framed-IP-Address
	IPv4 address allocated for this user, if the AAA server is used to allocate IP address.
	IPv4
	Conditional Note 2, Note 8

	9
	Framed-IP-Netmask
	Netmask for the user IPv4 address, if the AAA server is used to allocate IP netmask.
	IPv4
	Conditional Note 2, Note 8

	97
	Framed-IPv6-Prefix
	IPv6 address prefix allocated for this user, if the AAA server is used to allocate IPv6 address prefixes.
	IPv6
	Conditional
Note 2, Note 8

	123
	Delegated-IPv6-Prefix
	IPv6 prefix delegated to the user.
	IPv6
	Conditional Note 6

	96
	Framed-Interface-Id
	IPv6 Interface Identifier provided by the GGSN/P-GW to the UE at Initial Attach.
	64 bits as per IETF RFC 3162 [50]
	Optional
Note 7

	100
	Framed-IPv6-Pool
	Name of the IPv6 prefix pool for the specific APN
	String
	Optional
Note 2

	12
	Framed-MTU
	Maximum Transmission Unit of the PDP PDUs, between the MS and GGSN/P-GWs (Note 5)
	String
	Optional

	25
	Class
	Identifier to be used in all subsequent accounting messages.
	String
	Optional (Note 1)

	27
	Session-Timeout
	Indicates the timeout value (in seconds) for the user session
	32 bit unsigned Integer
	Optional

	28
	Idle-Timeout
	Indicates the timeout value (in seconds) for idle user session
	32 bit unsigned Integer
	Optional

	26/311
	MS- Primary-DNS-Server
	Contains the primary DNS server address for this APN
	IPv4
	Optional 
Note 3

	26/311
	MS-Secondary-DNS-Server
	Contains the secondary DNS server address for this APN
	IPv4
	Optional 
Note 3

	26/311
	MS-Primary-NBNS-Server
	Contains the primary NetBIOS name server address for this APN
	IPv4
	Optional 
Note 3

	26/311
	MS-Secondary-NBNS-Server
	Contains the secondary NetBIOS server address for this APN
	IPv4
	Optional 
Note 3

	26/10415
/17
	3GPP-IPv6-DNS-Servers

	List of IPv6 addresses of DNS servers for this APN
	IPv6
	Optional 
Note 3

	64
	Tunnel-Type
	Indicates the tunneling protocol(s) to be used. Value 3 to be used for L2TP tunnel.
	As per RFC 2868 [119] clause 3.1.
	Optional 
Note 9

	65
	Tunnel-Medium-Type
	Indicates which transport medium to use when creating a tunnel for those protocols (such as L2TP). Value 1 for IPv4 and/or value 2 for IPv6 to be used when the Tunnel-Type value 3 for L2TP tunnel is present. 
	As per RFC 2868 [119] clause 3.2.
	Optional 
Note 9

	67
	Tunnel-Server-Endpoint
	Indicates the address of the server end of the tunnel. 
	As per RFC 2868 [119] clause 3.4.
	Optional 
Note 9

	69
	Tunnel-Password
	Indicates the password to be used to authenticate to a remote server.
	As per RFC 2868 [119] clause 3.5.
	Optional


	83
	Tunnel-Preference
	Indicates the relative preference assigned to each tunnel, If more than one set of tunneling attributes is included.
	As per RFC 2868 [119] clause 3.8.
	Optional 
Note 9

	NOTE 1:	The presence of this attribute is conditional upon this attribute being received in the Access-Accept message 
NOTE 2:	If the 3GPP-PDP-Type is IPv4, IPv6, or IPv4v6, then the IPv4 address and/or IPv6 prefix attributes shall be present. The IP protocol version for the end-user and network may be different.
NOTE 3:	Depending on IP address(es) allocated to the user, either or both IPv4 and IPv6 address attributes shall be present.
NOTE 4: 	Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.
NOTE 5:  In network deployments that have MTU size of 1500 octets in the transport network, providing a link MTU value of 1358 octets to the MS as part of the IP configuration information from the network will prevent the IP layer fragmentation within the transport network between the MS and the GGSN/P-GW. Link MTU considerations are discussed further in Annex C of 3GPP TS 23.060 [3].
NOTE 6:  Delegated IPv6 prefix shall be present if the user was delegated an IPv6 prefix. 
NOTE 7: 	As per subclause 9.2.1.1 of 3GPP TS 23.060 [3] and subclause 5.3.1.2.2 of 3GPP TS 23.401 [77] the UE shall use this interface identifier to configure its link-local address, however the UE can choose any interface identifier to generate its IPv6 address(es) other than link-local without involving the network.
NOTE 8: 	 For an initial Access-Accept message, the Ipv4 address and/or Ipv6 prefix attributes shall be present only if the 3GPP-Allocate-IP-Type sub-attribute is present with IP Type value 1, 2 or 3 in the initial Access-Request message.
NOTE 9: 	If more than one set of "Tunneling" attributes are provided, the "Tunnel-Preference" attribute may be provided in each set to identify the relative preference.



NOTE:	The other optional attributes starting with "Tunnel-" not listed in the above table, attributes can be referred in the IETF RFC 2868[119m3] with implementation specific.
Editor’s Note: Whether the Tunnel-Password can be included will be confirmed by SA3.
*** 2nd Change ***
[bookmark: _Toc517273825][bookmark: _Toc44588750][bookmark: _Toc45130687][bookmark: _Toc45131086][bookmark: _Toc51746066][bookmark: _Toc51937003][bookmark: _Toc51937263][bookmark: _Toc58500270][bookmark: _Toc58500552][bookmark: _Toc59013607][bookmark: _Toc68103351][bookmark: _Toc75349719]16a.4.2	AAA Command
The AAA command, defined in Diameter NASREQ (IETF RFC 4005 [67]), is indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags field., It is sent by the Diameter server to the GGSN/P-GW in response to the AAR command.
The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.
The "Tunneling" AVP may include the "Tunnel-Type" with value 3 to represent L2TP tunnel type, "Tunnel-Medium-Type" and "Tunnel-Server-Endpoint" AVPs. If more than one set of these "Tunneling" AVPs are provided, the optional "Tunnel-Preference" AVP may be provided in each set to identify the relative preference. The Tunnel-Password AVP may be used to authenticate to a remote server.
NOTE:	The other optional AVPs within the "Tunneling" AVPs not listed in the above description, can be referred to the IETF RFC 4005 [67] with implementation specific.
Editor’s Note: Whether the Tunnel-Password can be included will be confirmed by SA3.
The bold marked AVPs in the message format indicate optional AVPs for Gi/Sgi, or modified existing AVPs.
Message Format:
<AA-Answer> ::= < Diameter Header: 265, PXY >
                      	< Session-Id >
                      	{ Auth-Application-Id }
                      	{ Auth-Request-Type }
                      	{ Result-Code }
                      	{ Origin-Host }
                      	{ Origin-Realm }
                      	[ User-Name ]
                      	[ Service-Type ]
                      *	[ Class ]
                      	[ Acct-Interim-Interval ]
                      	[ Error-Message ]
                      	[ Error-Reporting-Host ]
                       	[ Failed-AVP ]
                      	[ Idle-Timeout ]
                      	[ Authorization-Lifetime ]
                      	[ Auth-Grace-Period ]
                      	[ Auth-Session-State ]
                      	[ Re-Auth-Request-Type ]
                      	[ Multi-Round-Time-Out ]
                      	[ Session-Timeout ]
                      *	[ Reply-Message ]
                      	[ Origin-State-Id ]
                      *	[ Filter-Id ]
                      	[ Port-Limit ]
                      	[ Prompt ]
                      	[ Callback-Id ]
                      	[ Callback-Number ]
                      *	[ Framed-Compression ]
                      	[ Framed-Interface-Id ]
                      	[ Framed-IP-Address ]
                      *	[ Framed-IPv6-Prefix ]
                      	[ Framed-IPv6-Pool ]
                      *	[ Framed-IPv6-Route ]
                      *	[ Delegated-IPv6-Prefix ]
                     	[ Framed-IP-Netmask ]
                      *	[ Framed-Route ]
                      	[ Framed-Pool ]
                      	[ Framed-IPX-Network ]
                      	[ Framed-MTU ]
                      	[ Framed-Protocol ]
                      	[ Framed-Routing ]
                      *	[ Login-IP-Host ]
                      *	[ Login-IPv6-Host ]
                      	[ Login-LAT-Group ]
                      	[ Login-LAT-Node ]
                      	[ Login-LAT-Port ]
                      	[ Login-LAT-Service ]
                      	[ Login-Service ]
                      	[ Login-TCP-Port ]
                      *	[ NAS-Filter-Rule ]
                      *	[ QoS-Filter-Rule ]
                      *	[ Tunneling ]
                      *	[ Redirect-Host ]
                      	[ Redirect-Host-Usage ]
                      	[ Redirect-Max-Cache-Time ]
                      *	[ Proxy-Info ]
                      	[ 3GPP-IPv6-DNS-Servers ]
                      *	[ External-Identifier]
                      *	[ AVP ]
*** End of Changes ***

