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Abstract of the contribution:

This paper discusses the issue regarding the PDU Session Id update in the 5GS and EPS interworking scenario.
Introduction
The PDU Session Id is a mandatory parameter during the SM policy association establishment. It assumed that the PDU Session Id is not changed during the lifetime of the PDU session, so the PDU Session Id is not included in the SmPolicyUpdateContextData data type for the SM policy association modification. But this is not true in the 5GS and EPS interworking scenario.
Discussion
It is described in annex B.3.2.0 of TS 29.512, 
· when the UE establishes the PDN connection through the EPC network the SMF+PGW-C includes PDU Session Id determined by the SMF+PGW-C within "pduSessionId" attribute for a UE that has an EPS subscription that allows 5GC interworking but does not support 5GC NAS. 
· PDU Session ID value is s assigned from a reserved range as follows: for a PDN connection established via MME, the PDU Session ID value is set to 64 plus the EPS bearer ID of the default EPS bearer of the PDN connection; for a PDN connection established via ePDG, the PDU Session ID value is set to 80 plus the EPS bearer ID of the default EPS bearer of the PDN connection.
There are some problems in the following scenarios if above principle is applied:
Scenario 1:

1) UE firstly establishes a PDN connection via MME and the SMF+PGW-C assigns a PDU Session ID with the value of 64 + Default EPS bearer ID, e.g. if Default EPS bearer ID is 5, and then the PDU Session ID is 69. The PCF receives the PDU Session ID with the value 69.
2) UE handovers to 5GS and assigns a new PDU Session Id, e.g. PDU session Id is 30. But the SMF+PGW-C doesn’t update the new assigned PDU Session ID to the PCF.
Issue 1: In some implementation, the PDU Sessin Id may be used for the statistical analysis. The different values in the SMF+PGW-C and PCF will cause the mistake to correlate the information.
Scenario 2:
1) UE firstly establishes a PDN connection via MME and the SMF+PGW-C assigns a PDU Session ID with the value of 64 + Default EPS bearer ID, e.g. if Default EPS bearer ID is 5, and then the PDU Session ID is 69. The PCF receives the PDU Session ID with the value 69.
2) UE handovers to the ePDG and the SMF+PGW-C assigns a PDU Session ID with the value of 80 + Default EPS bearer ID, e.g. if Default EPS bearer ID is 6, and then the PDU Session ID is 86. But the PCF doesn’t know the new assigned PDU session and still keeps the 69. In this case, the PDU Session Id stored at the SMF+PGW-C is not consistent with the PDU Session Id stored at the PCF.
3) UE may establish an additional PDU connection via MME when the UE keep the PDN connection via EPD. As the MME may assign the same value of Default EPS beare ID as the first PDUsession, e.g.. the Default EPS bearer ID is 5, and the PDU Session ID is 69. And then the PCF receives the PDU Session ID with the value 69. Now there are more than one PDU sessions with the same PDU Session Id at the PCF. 

Issue 2: The PDU session Id is used to identify the individual SM Policy resource as defined in table 5.3.1-1, 5.3.2.3.1-3 and subclause 5.3.3.1. In some impelmetations, the PCF may not be able to identify the different SM policy resource in the above scenario.

Issue 3: As described in subclause 4.2.7.1, the PCF performs the detection and handling of late arriving requests based on the PDU session Id. The PCF will terminate the first PDN connection in the above scenario by considering that the request for the second PDN connection is more recent.
Conclusion: The SMF+PGW-C shall update PDU session to the PCF when the UE performs the handover between the 5GS and EPS.
Proposal

We propose to adopt above conclusion and agree related CR.
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