

	
3GPP TSG-CT3 Meeting #115-e	C3-212126
Online, , 14th Apr 2021 - 23rd Apr 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.512
	CR
	0752
	rev
	-
	Current version:
	17.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Application Detection triggering for dynamic AM policy changes

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell

	Source to TSG:
	C3

	
	

	Work item code:
	TEI17_DCAMP
	
	Date:
	2021-04-07

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	As agreed in S2-2102060, in order to enable dynamic changes of AM policies (DCAMP), a PCF for a UE may subscribe to a PCF for a PDU Session to the event for start/stop of application traffic detection. When this happens, the PCF for the PDU Session shall subscribe to the respective event of the SMF. Currently, the aforementioned subscription of a PCF for a UE to the PCF for the PDU Session is not captured as a possible trigger for the PCF to subscribe to the SMF for the application traffic detection start/stop event.

	
	

	Summary of change:
	Added the reception of a subscription to the PCF event for start/stop of application traffic detection as a trigger for the PCF to subscribe to the SMF event for start/stop of application traffic detection.

	
	

	Consequences if not approved:
	The feature of dynamic changes of AM policies (DCAMP) cannot be fully implemented.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc28012065][bookmark: _Toc34122917][bookmark: _Toc36037867][bookmark: _Toc38875248][bookmark: _Toc43191727][bookmark: _Toc45133121][bookmark: _Toc51316625][bookmark: _Toc51761805][bookmark: _Toc56674782][bookmark: _Toc56675173][bookmark: _Toc59016159][bookmark: _Toc63167757][bookmark: _Toc66262266][bookmark: _Toc68166772][bookmark: _Toc19197341][bookmark: _Toc27896494][bookmark: _Toc36192662][bookmark: _Toc19197354][bookmark: _Toc27896507][bookmark: _Toc36192675][bookmark: _Toc37076406][bookmark: _Toc19197330][bookmark: _Toc27896483][bookmark: _Toc36192651]4.2.3.7	Provisioning of PCC rule for Application Detection and Control
If the ADC feature is supported, and the user subscription indicates that application detection and control is required, or the PCF has received from an NF service consumer (e.g. another PCF) a subscription to the event for application traffic detection start/stop, the PCF may provision PCC rule(s) for application detection and control as defined in subclause 4.2.6.2.11 in the notification (i.e. HTTP POST) request.
If the SMF receives PCC rule(s) for application detection and control, the SMF shall instruct the UPF to detect the application traffic as defined in 3GPP TS 29.244 [13].
* * * * Second change * * * *
[bookmark: _Toc28012130][bookmark: _Toc34122983][bookmark: _Toc36037933][bookmark: _Toc38875315][bookmark: _Toc43191796][bookmark: _Toc45133191][bookmark: _Toc51316695][bookmark: _Toc51761875][bookmark: _Toc56674859][bookmark: _Toc56675250][bookmark: _Toc59016236][bookmark: _Toc63167834][bookmark: _Toc66262343][bookmark: _Toc68166849]4.2.6.2.11	PCC rule for Application Detection and Control
If the ADC feature is supported and the user subscription indicates that application detection and control is required, or the PCF has received from an NF service consumer (e.g. another PCF) a subscription to the event for application traffic detection start/stop, the PCF may instruct the SMF to detect application(s) by installing or activating PCC rule(s). 
An application to be detected is identified by an application identifier, which shall be provided within the "appId" attribute for dynamic PCC rules or pre-provisioned for predefined PCC rules. If the PCF requires to be notified when application start/stop is detected, it shall also provide the APP_STA and APP_STO policy control request triggers to the SMF as defined in subclause 4.2.6.4. For dynamic PCC rules, the PCF may also mute such notifications for a specific detected application by including a "traffContDecs" attribute to contain a Traffic Control Data decision which contains the "muteNotif" attribute set to true and including a "refTcData" attribute referring to this Traffic Control Data decision within the concerned PCC rule.
[bookmark: _Toc19197358][bookmark: _Toc27896511][bookmark: _Toc36192679]If the application identifier provided in the "appId" attribute is invalid, unknown or not applicable, the SMF shall return a PCC Rule Error Report, as specified in subclauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attribute to "APP_ID_ERR".
* * * * End of changes * * * *

