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* * * Start of changes * * * *
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The Npcf_SMPolicyControl_Create service operation provides means for the SMF to request the creation of a corresponding SM Policy Association with PCF.
The Session Management procedures of the SMF and related to policies are defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6].
The following procedures using the Npcf_SMPolicyControl_Create service operation are supported:
-	Request of the creation of a corresponding SM Policy Association with the PCF.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of charging related information for a PDU session.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of authorized AMBR per PDU session.
-	Policy provisioning and enforcement of authorized default QoS.
-	Provisioning of PCC rule for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Usage Monitoring Control.
-	Access Network Charging Identifier report.
-	Request for the successful resource allocation notification.
-	Provisioning of IP Index Information.
-	Negotiation of the QoS flow for IMS signalling.
-	PCF resource cleanup.
-	Access traffic steering, switching and splitting support.
-	DNN Selection Mode Support.
-	Detection of TSN related SM Policy Association.
When the EMDBV feature defined in subclause 5.8 is supported by both the PCF and the SMF, the PCF shall use the extMaxDataBurstVol attribute instead of the maxDataBurstVol attribute to signal maximum data burst volume values higher than 4095 Bytes.
When the EMDBV feature is supported by the PCF but not supported by the SMF and the PCF needs to signal maximum data burst volume values higher than 4095 Bytes, the PCF shall use the maxDataBurstVol attribute set to 4095 Bytes.
For values lower than or equal to 4095 Bytes, the PCF shall use the maxDataBurstVol attribute.
NOTE:	Maximum data burst volume values are sent by the PCF in responses to the SMF or in an SM Policy Association Update request i.e. after feature negotiation, so the PCF knows whether the SMF supports the EMDBV feature.

* * * Next changes * * * *
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The PCF may provide within the SmPolicyDecision data structure provide the revalidation time within the "revalidationTime" attribute and the "RE_TIMEOUT" policy control request trigger within the "policyCtrlReqTriggers" attribute to instruct the SMF to trigger an PCF interaction with the PCF to request PCC rule(s) from the PCF.
The SMF shall start the timer based on the revalidation time and shall send trigger athe PCC rule request towards the PCF before the indicated revalidation time.
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4.2.2.7	Provisioning of PCC rule for Application Detection and Control
If the ADC feature is supported, and the user subscription indicates that the application detection and control is required, the PCF may provision PCC rule(s) for application detection and control as defined in subclause 4.2.6.2.11 in the response message to the received HTTP POST request from the SMF.
If the SMF receives the a PCC rule for application detection and control, the SMF shall instruct the UPF to detect the associated application traffic as defined in 3GPP TS 29.244 [13] to detect the application traffic.
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4.2.2.9	IMS Emergency Session Support
A SMF that requests PCC Rules at PDU Session Establishment for an IMS emergency session shall send an HTTP POST message to the PCF, as defined in subclause 4.2.2.2, and including the "dnn" attribute including containing the Emergency DNN. The SMF may include the SUPI, within the "supi" attribute, and if the SUPI is not available or unauthenticated, the SMF shall include the PEI, within the "pei" attribute, the "invalidSupi" attribute set to "true" and an implementation specific value within the "supi" attribute. The SMF may include the rest of the attributes described in subclause 4.2.2.2. The SMF may also include the GPSI, if available, within the "gpsi" attribute.
The PCF shall detect that a PDU session is restricted to IMS Emergency services when the HTTP POST message is received and the "dnn" attribute included in the HTTP POST message received from the SMF includes a data network identifier that matches one of the Emergency DNs from the configurable list. The PCF does not perform in this case subscription check procedures with UDR; instead it uses instead the locally configured operator policies to make authorization and policy decisions. The PCF:
-	shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s), and DNS (s) and SUPL(s) addresses), as required by local operator policies, in a response message to the SMF according to the procedures described in subclause 4.2.6;.
-	may provision the authorized QoS that applies to the default QoS flow in the response message to the SMF within the "authDefQos" attribute of a session rule according to the procedures described in subclause 4.2.3.6, except for obtaining the authorized QoS upon interaction with the UDR. The value for of the "priorityLevel" attribute included within the "arp" attribute shall be assigned as required by local operator policies (e.g. if an IMS Emergency session is prioritized, the "priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency sessions). If the "accessType" attribute is assigned set to "3GPP_ACCESS", the values for of the "preemptCap" and the "preemptVuln" attributes included within the "arp" attribute shall be assigned as required by local operator policies;.
-	may provision the authorized session AMBR in the response message to the SMF, according to the procedures described in subclause 4.2.3.5.
When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedures shall be performed.
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4.2.2.11	Access Network Charging Identifier report
During the PDU session establishment procedure, the SMF may provide the access network charging identifier information within the "accNetChId" attribute of the SmPolicyContextData data structure. Within the associated AccNetChId data structure, the SMF shall include the "accNetChaIdValue" attribute containing the Access Network Charging Identifier for the default QoS flow and the "sessionChScope" attribute set to true, if thise Access Network Charging Identifier is appliesd to the whole PDU session. The SMF may provide the address of the network entity performing the charging functionality within the "chargEntityAddr" attribute.
NOTE:	During the PDU Session Establishment procedure, no the "refPccRuleIds" attribute is not provided within the AccNetChId data structure, regardless iof whether the charging identifier applies to the entire PDU session or to the default QoS flow, since the PCC Rules are not yet authorized at this stage.
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4.2.2.13	Request of Presence Reporting Area Change Report
If the PRA feature, as defined in subclause 5.8, is supported, the PCF may provision the Presence Reporting Area Information to the SMF as defined in subclause 4.2.6.5.6.
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4.2.2.14	Provisioning of IP Index Information
If the PDU session type received within the "pduSessiontype" attribute is "IPV4" or "IPV6" or "IPV4V6", and no corresponding IP address/prefix is received, the PCF may include within the SmPolicyDecision data structure include the IP index information within the "ipv4Index" attribute, for IPv4 address allocation, and/or the "ipv6Index" attribute, for IPv6 address allocation, based on the user’s subscription information retrieved from the UDR and operator’s policy.
The SMF may use this IP index information to assist in selecting how the IP address is to be allocated when multiple allocation methods, or multiple instances of the same method are supported.
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4.2.2.18	DNN Selection Mode Support
If the SMF supports the "DNNSelectionMode" feature defined in subclause 5.8, when the SMF receives from the AMF the DNN selection mode, the SMF shall send an HTTP POST message as defined in subclause 4.2.2.2 and shall include the received information in the "dnnSelMode" attribute. 
The "dnnSelMode" attribute indicates whether the DNN suplied in the "dnn" attribute is an explicitly subscribed DNN and thus verified by the network against UDM subscription (regardless of whether it was originally provided by the UE or replaced by the network), or if it is a non-subscribed DNN (and provided by the UE, or replaced by the network).
If the PCF supports the "DNNSelectionMode" feature, when the "dnnSelMode" attribute indicates: 
-	the DNN is not explicitly subscribed, the PCF may provision PCC rules and Session rules according to the PCF local configuration for the UE provided and/or network provided non-subscribed DNN; 
-	the DNN is explicitly subscribed and verified by the network against UDM subscription, the PCF proceeds according to existing specified procedures.

* * * End of changes * * * *
