

	
[bookmark: _GoBack]3GPP TSG-CT3 Meeting #113e	C3-210402
E-Meeting, 25th – 29th January 2021                                         (revision of C3-210141)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.525
	CR
	0141
	rev
	1
	Current version:
	17.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correction to N2 PC5 policy

	
	

	Source to WG:
	ZTE

	Source to TSG:
	CT3

	
	

	Work item code:
	eV2XARC
	
	Date:
	2021-1-18

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature)
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	In UE policy association update specified in 4.2.3.1, it is not clearly defined that the (V-)PCF should use the Namf_Communication service to provision the updated N2 PC5 policy.

In additon, 4.2.2.1 indicates that the (V-)PCF determines whether N2 PC5 policy needs to be provisioned, it’s partially correct as the V-PCF doesn’t not determine the N2 PC5 policy but forwards it when receiving from the H-PCF.

	
	

	Summary of change:
	Clause  4.2.3.1 is updated to indicate that the (V-)PCF invokes the Namf_Communication service to provision the updated N2 PC5 policy.
Clause  4.2.2.1 is updated to indicate that for the V-PCF when receiving the N2 PC2 policy it shall use the Namf_Communication service to provision the N2 PC5 policy.
Clause 1 is updated to include N2 PC5 policy.
Clause 4.1.3.1 is updated to correct typos.


	
	

	Consequences if not approved:
	Incomplete and incorrect specification.

	
	

	Clauses affected:
	1, 4.1.3.1, 4.2.2.1, 4.2.3.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	The CR does not impact the OpenAPI specification file.

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28013365][bookmark: _Toc34222273][bookmark: _Toc36040456][bookmark: _Toc39134385][bookmark: _Toc43283332][bookmark: _Toc45134372][bookmark: _Toc49931703][bookmark: _Toc51763484][bookmark: _Toc58421175][bookmark: _Toc59018926]1	Scope
The present specification provides the stage 3 definition of the UE Policy Control Service (Npcf_UEPolicyControl) of the 5G System.
The stage 2 definition and procedures of UE Policy Control Service are contained in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].
Stage 3 call flows are provided in 3GPP TS 29.513 [7].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [5] and 3GPP TS 29.501 [6].
The UE Policy Control Service is provided by the Policy Control Function (PCF). This service provides UE policies and N2 PC5 policy.
*** 2nd Change ***
[bookmark: _Toc28013375][bookmark: _Toc34222283][bookmark: _Toc36040466][bookmark: _Toc39134395][bookmark: _Toc43283342][bookmark: _Toc45134382][bookmark: _Toc49929982][bookmark: _Toc50024102][bookmark: _Toc51763590][bookmark: _Toc56594454][bookmark: _Toc59019158]4.1.3.1	Policy Control Function (PCF)
For non-roaming scenarios, the Policy Control Function (PCF):
-	Supports unified policy framework to govern network behaviour; and
-	Provides UE policy, including Access Network Discovery and Selection Policy (ANDSP), UE Route Selection Policy (URSP), and V2XP (Vehicle-to-Everything Policy) via the AMF transparently to the UE; 
-	Provides policy control request triggers to the AMF; and
[bookmark: _Hlk1147911]NOTE 1:	The PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the UE Policy. 
-	Provides N2 PC5 policy, containing the PC5 QoS parameters used by NG-RAN for V2X communication via the AMF to the NG-RAN. 
NOTE 2:	The PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the N2 PC5 Policy.
For roaming scenarios, the Visited Policy Control Function (V-PCF):
-	Provides policy control request triggers to the AMF;
-	Provides the ANDSP of the VPLMN via the AMF transparently to the UE; 
-	Forwards the ANDSP, URSP and V2XP received form from the H-PCF via the AMF to the UE.
NOTE 3:	The V-PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the UE Policy.
-	Forwards the N2 PC5 policy received from the H-PCF via the AMF to the NG-RAN.
NOTE 4:	The V-PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the N2 PC5 Policy.
For roaming scenarios, the Home Policy Control Function (H-PCF):
-	Provides policy control request triggers to the V-PCF; and
-	Provides the ANDSP, URSP and V2XP of the HPLMN to the V-PCF for forwarding to the UE via the the AMF.
-	Provides the N2 PC5 policy to the V-PCF for forwarding to the NG-RAN via the the AMF

*** 3rd Change ***
[bookmark: _Toc49929987][bookmark: _Toc50024107][bookmark: _Toc51763595][bookmark: _Toc56594459][bookmark: _Toc59019163]4.2.2.1	General
The procedure in the present subclause is applicable when the NF service consumer creates a UE policy association in the following cases:
-	UE initial registers to the network as defined in subclause 5.5.1.2.2 of 3GPP TS 24.501 [15];
-	UE performs the mobility registration if the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode as defined in subclause 5.5.1.3.2 of 3GPP TS 24.501 [15] and there is no existing UE Policy Association between AMF and PCF for this UE;  
-	the AMF is relocated (between the different AMF sets) and the new AMF selects a new PCF. The procedure for the case where the AMF is relocated and the new AMF selects the old PCF is defined in subclause 4.2.3.1.
The creation of an UE policy association only applies for normally registered UEs, i.e., it does not apply for emergency-registered UEs.
Figure 4.2.2.1-1 illustrates the creation of a policy association.


Figure 4.2.2.1-1: Creation of a UE policy association
NOTE 1:	For the roaming case, the PCF represents the V-PCF if the NF service consumer is an AMF and the PCF represents the H-PCF if the NF service consumer is a V-PCF.
When a UE registers and a UE context is being established, if the AMF obtains from the UE an UE policy delivery protocol message as defined in Annex D of 3GPP TS 24.501 [15] the AMF shall establish a UE policy association with the (V-)PCF in case that there is no existing UE policy association for the UE; otherwise the AMF may establish UE Policy Association with the (V-)PCF based on AMF local configuration.
NOTE 2:	In roaming scenario, the AMF local configuration can indicate whether UE Policy delivery is needed based on the roaming agreement with home PLMN of the UE.
To establish a UE policy association with the PCF, the NF service consumer (e.g. AMF) shall send an HTTP POST request with: "{apiRoot}/npcf-ue-policy-control/v1/policies/" as Resource URI and the PolicyAssociationRequest data structure as request body that shall include:
-	Notification URI encoded as "notificationUri" attribute; and
-	SUPI encoded as "supi" attribute,
and that shall include when available:
-	GPSI encoded as "gpsi" attribute;
-	Access type encoded as "accessType" attribute;
-	Permanent Equipment Identifier (PEI) encoded as "pei" attribute;
-	User Location Information encoded as "userLoc" attribute;
-	UE Time Zone encoded as "timeZone" attribute;
-	Serving PLMN Identifier and for SNPN the NID encoded as "servingPlmn" attribute;
-	RAT type encoded as "ratType" attribute;
-	the received UE policy delivery protocol message defined in Annex D of 3GPP TS 24.501 [15] or defined in subclause 7.2.1.1 of 3GPP TS 24.587 [24] encoded as "uePolReq" attribute;
-	if the NF service consumer is an AMF, H-PCF ID (if the consumer is V-PCF, when receiving the H-PCF ID from AMF) encoded as "hPcfId" attribute;
-	Internal Group Identifier(s) encoded as "groupIds" attribute;
-	the PC5 capability for V2X encoded as "pc5Capab" attribute if the "V2X" feature defined in subclause 5.8 is suppoted;
-	if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute;
-	if the NF service consumer is an AMF, the name of a service produced by the AMF that expects to receive information within Npcf_UEPolicyControl_UpdateNotify service operation encoded as "serviceName" attribute;
-	if the NF service consumer is an AMF, alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
-	if the NF service consumer is an AMF, alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; 
-	if the NF service consumer is an AMF, alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute; and
-	if the NF service consumer is an AMF, serving AMF Id encoded in the "servingNfId" attribute.
Upon the reception of the HTTP POST request,
-	the (V-)(H-)PCF shall assign a UE policy association ID;
-	based on operator policy the V-PCF should send as the NF service consumer towards the H-PCF a request for the Creation of a UE policy association as described in the present clause;
-	the (V-)(H-)PCF shall determine the applicable UE policy as detailed in subclause 4.2.2.2, for the V-PCF taking into consideration any policy received from the H-PCF in the reply to the possible request for the Creation of a policy association;
-	if the (V-)PCF determines that UE policy needs to be provisioned, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the UE policy according to subclause 4.2.2.2 and as follows:
(i)	the V-PCF shall subscribe at the AMF to notifications of N1 messages for UE Policy Delivery Results using the Namf_Communication_N1N2MessageSubscribe service operation;
(ii)	the V-PCF shall send the determined UE policy using Namf_Communication_N1N2MessageTransfer service operation(s); and
(iii)	the V-PCF shall be prepared to receive UE Policy Delivery Results from the AMF within the Namf_Communication_N1MessageNotify service operation and for the V-PCF if the received UE Policy Delivery results relate to UE policy sections provided by the H-PCF shall use the Npcf_UEPolicyControl_Update Service Operation to send those UE Policy Delivery results to the H-PCF; 
-	If the UE indicates the support of V2X communications over PC5 reference point and "V2X" feature is supported, the (H-)PCF shall determine the applicable N2 PC5 policy as detailed in subclause 4.2.2.3 based on the operator’s policy;
-	if the (V-)PCF determines that N2 PC5 policy needs to be provisioned and for the V-PCF when receiving the N2 PC5 policy from the H-PCF, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the N2 PC5 policy according to subclause 4.2.2.3.
-	for the succesfull case the (V-)(H-)PCF shall send a HTTP "201 Created" response with the URI for the created resource in the "Location" header field
NOTE 3:	The assigned policy association ID is part of the URI for the created resource and is thus associated with the SUPI.
and the the PolicyAssociation data type as body including:
-	optionally for the H-PCF as service producer communicating with the V-PCF, UE policy (see subclause 4.2.2.2) encoded as "uePolicy" attribute; 
-	optionally for the H-PCF as service producer communicating with the V-PCF, N2 PC5 policy (see subclause 4.2.2.3) encoded as "n2Pc5Pol" attribute;
-	optionally one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):
a)	Location change (tracking area); and
b)	Change of UE presence in PRA; and
c)	Change of PLMN if the "PlmnChange" feature is supported; and
d)	Change of UE connectivity state if the "ConnectivityStateChange" feature is supported; and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting is required encoded as "pras" attribute; and 
NOTE 4:		If the PCF uses a Presence Reporting Area identifier referring to a Set of Core Network predefined Presence Reporting Areas as defined in 3GPP TS 23.501 [2], the PCF includes the identifier of this Presence Reporting Area set within the "praId" attribute.
-	if errors occur when processing the HTTP POST request, the (V-)(H-)PCF shall apply error handling procedures as specified in subclause 5.7 and according to the following provisions:
-	if the user information received within the "supi" attribute is unknown, the PCF shall reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "USER_UNKNOWN"; and
-	if the PCF is, due to incomplete, erroneous or missing information in the request not able to provision an UE policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
If the (V-)PCF received an GUAMI, the (V-)PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.

*** 4th Change ***
[bookmark: _Toc49929997][bookmark: _Toc50024117][bookmark: _Toc51763605][bookmark: _Toc56594469][bookmark: _Toc59019173]4.2.3.1	General
The procedure in the present subclause is applicable when the NF service consumer modifies an existing UE policy association (including the case where  the AMF is relocated and the new AMF selects to maintain the policy association with the old PCF and to update the Notification URI).
Figure 4.2.3.1-1 illustrates the update of a policy association.


Figure 4.2.3.1-1: Update of a UE policy association
NOTE 1:	For the roaming case, the PCF represents the V-PCF if the NF service consumer is an AMF and the PCF represents the H-PCF if the NF service consumer is a V-PCF.
The AMF as NF service consumer invokes this procedure when a subscribed policy control request trigger (see subclause 4.2.3.2) occurs: When the location change trigger, the change of UE presence in PRA trigger, the PLMN change trigger or the UE connectivity state change trigger occurs, the AMF shall only invoke the procedure if the PCF has subscribed to that event trigger.
NOTE 2:	The AMF uses the Namf_Communication_N1MessageNotify service operation specified in 3GPP TS 29.518 [14] to send a "MANAGE UE POLICY COMPLETE" message or a "MANAGE UE POLICY COMMAND REJECT" message, as defined in Annex D.5 of 3GPP TS 24.501 [15], to the V-PCF.
If an AMF knows by implementation specific means that the UE context has been transferred to an AMF with another GUAMI within the AMF set, it may also invoke this procedure to update the Notification URI.
NOTE 3:	Either the old or the new AMF can invoke this procedure.
During the AMF relocation, if the new AMF received the resource URI of the individual UE Policy from the old AMF and selects the old PCF, the new AMF shall also invoke this procedure to update the Notification URI. The new AMF may also update the alternate or backup IP addresses.
The V-PCF as NF service consumer invokes this procedure when a policy control request trigger (see subclause 4.2.3.2) occurs. When the "UE_POLICY", trigger occurs, the V-PCF shall always invoke the procedure. When the PLMN change trigger, the location change trigger, the change of UE presence in PRA trigger or the UE connectivity state change trigger occurs, the V-PCF shall only invoke the procedure if the H‑PCF has subscribed to that event trigger.
To request policies from the PCF or to update the Notification URI, or to update the trace control configuration, or to request the termination of trace, the NF Service Consumer shall request the update of an UE Policy Association by providing relevant parameters about the UE context by sending an HTTP POST request with "{apiRoot}/npcf-ue-policy-control/v1/policies/{polAssoId}/update" as Resource URI and the PolicyAssociationUpdateRequest data structure as request body that shall include:
-	at least one of the following:
1.	a new Notification URI encoded in the "notificationUri" attribute;
2.	observed Policy Control Request Trigger(s) (see subclause 4.2.3.2) encoded as "triggers" attribute;
3.	if a UE location change occurred, the UE location encoded as "userLoc" attribute;
4.	if a "MANAGE UE POLICY COMPLETE" message or a "MANAGE UE POLICY COMMAND REJECT" message of the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15] has been received by the V-PCF as NF service consumer, and at least parts of the contents relate to UPSIs of the HPLMN, the parts of that message that relate to UPSIs of the HPLMN encoded as "uePolDelResult" attribute;
5.	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the current presence status of the UE for the presence reporting areas for which reporting was requested, if not previously provided, or the presence reporting areas for which reporting was requested and the status has changed encoded as "praStatuses" attribute; 
NOTE 4:		If the PCF included the identifer of a Core Network predefined Presence Reporting Area Set within the "praId" attribute during the subscription to changes of UE presence in PRA, the AMF only provides the presence reporting area information corresponding to the concerned individual Presence Reporting Area Identifier(s) within the Set. The "praId" attribute within each returned "PresenceInfo" data type hence includes the identifier of the concerned individual Presence Reporting Area.
6.	if the NF service consumer is an AMF, for AMF relocation scenarios, if available, alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
7.	if the NF service consumer is an AMF, for AMF relocation scenarios, if available, alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; 
8.		if the NF service consumer is an AMF, for AMF relocation scenarios, if available, alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute;
9. for AMF relocation scenarios, if available, the GUAMI encoded as "guami" attribute; 
NOTE 5:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change.
10.	if the NF service consumer is an AMF, for AMF relocation scenarios, the new serving AMF Id encoded in the "servingNfId" attribute;
11.	if a UE PLMN change occurred, the PLMN identifier encoded as “plmnId” attribute; 
12. if a "UE POLICY PROVISIONING REQUEST" message defined in subclause 7.2.1.1 of 3GPP TS 24.587 [24] has been received by the V-PCF as NF service consumer and the "V2X" feature defined in subclause 5.8 is supported, the message encoded as "uePolReq" attribute; and/or 
13.	if a UE Internal Group Identifier(s) change occurred and the "GroupIdListChange" feature defined in subclause 5.8 is supported, the Internal Group Identifier(s) of the served UE encoded as "groupIds" attribute.
Upon the reception of the HTTP POST request,
-	if the PCF is a V-PCF and the V-PCF has an established policy association, the V-PCF shall determine based on the contents of a potentially received "uePolDelResult" attribute (see above) and requested event triggers of the H-PCF whether to send as the NF service consumer towards the H-PCF a request for the update of the policy association as described in the present clause;
-	the (V-)(H-)PCF shall determine the applicable policy based on local policy and for the V-PCF taking into consideration any policy received from the H-PCF in the reply to the possible request for the update of a policy association;
-	the (V-)(H-)PCF for the succesfull case shall send a HTTP "200 OK" response with the PolicyUpdate data type as body with possible updates for that applicable UE policy and N2 PC5 policy (for the H-PCF) and Policy Control Request Trigger(s) encoded as described in subclause 4.2.3.3; 
-	if the (V-)PCF determines that UE policy needs to be updated, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the UE policy according to subclause 4.2.2.2 and as follows:
(i)	the (V-)PCF shall send the determined UE policy using Namf_Communication_N1N2MessageTransfer service operation(s); and
(ii)	the (V-)PCF shall be prepared to receive UE Policy Delivery Results from the AMF within the Namf_Communication_N1MessageNotify service operation and for the V-PCF if the received UE Policy Delivery results relate to UE policy sections provided by the H-PCF shall use the Npcf_UEPolicyControl_Update Service Operation to send those UE Policy Delivery results to the H-PCF; and 
NOTE 6:	A PolicyUpdate data structure with only mandatory attribute(s) is included in the "200 OK" response when the PCF decides not to update the policies.
-	if the PCF determines that N2 PC5 policy needs to be updated and for the V-PCF when receiving the updated N2 PC5 policy from the H-PCF, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the N2 PC5 policy according to subclause 4.2.2.3;
-	if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7 and according to the following provisions:
-	if the (V-)(H-)PCF is, due to incomplete, erroneous or missing information in the request not able to provision a UE policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
If the PCF received a new GUAMI, the PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.


*** End of Changes ***
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