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	Reason for change:
	There are several data structures that use the S-NSSAI as key of the map. While the key of a map is always a string, the Snssai is a JSON object that contains the “sst” and “sd” attributes.

TS 29.571, clause 5.4.4.2, which defines the Snssai data type also specifies how to convert the Snssai to a string, so that it can be unambiguously used as key of a map.

Since this specification defines data structure that uses the S-NSSAI as key of the map a new note needs to be added to indicate that a description of the Snssai encoding when it is used as the key of the map is specified in TS 29.571, clause 5.4.4.2.
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Proposed changes:

*** 1st Change ***
[bookmark: _Toc28011141][bookmark: _Toc34138004][bookmark: _Toc36037599][bookmark: _Toc39051701][bookmark: _Toc43363293][bookmark: _Toc45132900][bookmark: _Toc49871631][bookmark: _Toc50023521][bookmark: _Toc51761201][bookmark: _Toc58418117]5.6.2.7	Type SmfSelectionData
Table 5.6.2.7-1: Definition of type SmfSelectionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	unsuppDnn
	boolean
	O
	0..1
	When it is set to "true", the AMF shall request DNN replacement when the UE requested an unsupported DNN at PDU session establishment request. The default value is "false".
	

	candidates
	map(CandidateForReplacement)
	O
	1..N
	Contains the list of DNNs per S-NSSAI that are candidate for replacement. 
The "snssai" attribute within the CandidateForReplacement data type shall also be the key of the map.
(NOTE x2)
	

	snssai
	Snssai
	C
	0..1
	It shall be included in AM policy association update requests and represents the allowed S-NSSAI the UE includes in the PDU session establishment request.
	

	mappingSnssai
	Snssai
	O
	0..1
	It may be included in AM policy association update requests and represents the home mapping of the allowed S-NSSAI the UE includes in the PDU session establishment request.
	

	dnn
	Dnn
	C
	0..1
	It shall be included in AM policy association update requests and represents the UE requested DNN.
It shall be included in AM policy association update response and represents the PCF selected DNN.
	

	NOTE x1:	Either one of the "unsuppDnn" attribute and "candidates" attribute, or both attributes shall be present when the "smfSelInfo" attribute is included in the PolicyAssociation type or PolicyUpdate type when included in the Npcf_AMPolicyControl_UpdateNotify request.
NOTE x2:	The S-NSSAI value used as key of the map is encoded as a string as defined in 3GPP TS 29.571[11], subclause 5.4.4.2.




*** End of Changes ***

