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Proposed changes:
*** 1st Change ***
4.2.4.9
Request and Report of Access Network Information

If the NetLoc as defined in subclause 5.8 is supported, the PCF may request the SMF to report the access network information as defined in subclause 4.2.6.5.4.

If the AN_INFO policy control request trigger is set, upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute containing the PCC rule identifier(s) corresponding to the PCC rule(s) which is being installed, modified or removed together, the SMF shall apply the Namf_EventExposure service for Time-Zone-Report  and/or Location-Report event with One-Time Report type as defined in subclause 5.3.1 and 5.3.2.2.2 of 3GPP TS 29.518 [36] if the related information is not available to obtain this information. At the same time, the SMF shall aslo apply the Namf_Communication_N1N2MessageTransfer service as defined in subclause 5.2.2.3.1.1 to create, modify or remove a QoS flow. When the SMF then receives access network information by the Namf_EventExposure service and receives successful acknowledage of the QoS flow’s creation, modification or removal by the Nsmf_PDUSession_UpdateSMContext service from the AMF, the SMF shall provide the required access network information to the PCF by as defined in subclause 4.2.4.1 and set the corresponding attributes as follows:

-
If the user location information was requested by the PCF and was provided to the SMF, the SMF shall provide the user location information within the "userLocationInfo" attribute and the time when it was last known within "userLocationInfoTime" attribute (if available).

-
If the user location information was requested by the PCF and was not provided to the SMF, the SMF shall provide the serving PLMN identifier and for SNPN also the NID within the "servingNetwork" attribute.

-
If the time zone was requested by the PCF, the SMF shall provide it within the "ueTimeZone" attribute.

NOTE:
If the SMF receives the access network information but receives the rejection of the QoS flow’s creation or modification, the SMF reports the the enforcement error of the PCC rule to the PCF.
In addition, the SMF shall provide the AN_INFO policy control request trigger within the "repPolicyCtrlReqTriggers" attribute.
The SMF shall not report any subsequent access network information updates received from the RAN without any further provisioning or removal of related PCC rules requesting the access network information unless the associated QoS flow or PDU session has been released.
*** Next Change ***
B.3.6.3
Request and Report of Access Network information

If the NetLoc feature as defined in subclause 5.8 is supported, the PCF may request the SMF+PGW-C to report the access network information as defined in subclause 4.2.6.5.4.
If the AN_INFO policy control request trigger is set, upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute containing the PCC rule identifier(s) corresponding to the PCC rule(s) being installed, modified or removed:
-
If the UE is served by the 5G system, the SMF shall request and report the access network information as defined in subsclause 4.2.4.9;

-
If the UE is served by the 5G system, but the SMF receives the rejection of establishment of QoS flow for IMS voice with an indication that mobility due to fallback for IMS voice is ongoing and after the completetion of the 5GS to EPS handover procedure or if the UE is served by the EPS system, the PGW-C+SMF shall perform as follows: 
-
If the "reqData" attribute indicates MS_TIME_ZONE and USER_LOC_INFO and the SMF+PGW-C determines that the access network does not support the access network information reporting, the SMF+PGW-C shall immediately inform the PCF by including the "netLocAccSupp" attribute set to "ANR_NOT_SUPPORTED” value in the "UeCampingRep" data structure returned in the "200 OK" response to the policy update notification request. 

-
If the "reqData" attribute only includes the MS_TIME_ZONE value and the SMF+PGW-C determines that the access network does not support the report of the UE time zone, the SMF+PGW-C shall immediately inform the PCF by including the "netLocAccSupp" attribute set to "TZR_NOT_SUPPORTED” value in the "UeCampingRep" data structure returned in the "200 OK" response to the policy update notification request.

-
 If the "reqData" attribute only includes the USER_LOC_INFO value and the SMF+PGW-C determines that the access network does not support the report of the UE location, the SMF+PGW-C shall immediately inform the PCF by including the "netLocAccSupp" attribute set to "LOC_NOT_SUPPORTED” value in the "UeCampingRep" data structure returned in the "200 OK" response to the policy update notification request.

-
If the "reqData" attribute includes the USER_LOC_INFO value and/or the MS_TIME_ZONE value, and the SMF+PGW-C determines the access network supports the report of UE time zone, the SMF+PGW-C shall apply appropriate procedures to the EPC access network to obtain the requested access network information and shall provide the required access network information to the PCF as specified in subclause 4.2.4.9.

NOTE:
The SMF+PGW determines whether the access network supports access network information reporting based on access type, RAT type and trusted/untrusted type of the access network.

*** End of Changes ***
