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* * * * Begin of Change * * * *
[bookmark: _Toc28011762][bookmark: _Toc28011886][bookmark: _Toc28011909]4.2.3.2	SM Policy Association Update request




Figure 4.2.3.2-1: SM Policy Association Update request
The PCF may decide to provision policies without obtaining a request from the SMF, e.g. in response to information provided to the PCF via the Rx or N5 reference point, or in response to an internal trigger within the PCF. The PCF shall send a POST request to the NF Service Consumer (SMF) (../{nNotificationUri}/update). The payload body of the message shall contain an SmPolicyNotification data structure that contains the representation of the updated policies within the "smPolicyDecision" attribute and the resource URI of individual SM Policy related to the notification within the "resourceUri" attribute. Detailed procedures related to the provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in subclause 4.2.6.
In case of a successful update of SM policies:
-	if the PCF provisioned the policy control request triggers related to access type change, RAT change or location change, a "200 OK" response code and a response body with the corresponding available information in the "UeCampingRep" data structure shall be returned in the response;
-	otherwise, a "204 No Content" response code shall be returned in the response.
If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.
If the SMF received one or more PCC rules from the PCF but the validation of all the PCC Rules were unsuccessful, the SMF shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, SMF shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT" and the "ruleReports" attribute to report the PCC rule status of affected PCC rules as defined in subclause 4.2.3.16.
If the "SessionRuleErrorHandling" feature is supported and if the SMF received one or more PCC rules and/or session rules from the PCF but the validation of all the PCC Rules and/or session rule were unsuccessful, the SMF shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, SMF shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "RULE_PERMANENT_ERROR " or "RULE_TEMPORARY_ERROR" and the "ruleReports" attribute to report the PCC rule status of affected PCC rules as defined in subclause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of affected session rules as defined in subclause 4.2.3.20.
If the SMF received one or more PCC rules from the PCF but the validation of some of them were unsuccessful, the SMF shall include an HTTP "200 OK" status code together with one or more RuleReport data structure(s) to report the PCC rule status of affected PCC rules as defined in subclause 4.2.3.16 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT".
If the "SessionRuleErrorHandling" feature is supported and if the SMF received one or more PCC rule and/or session rules from the PCF but the validation of some of them were unsuccessful, the SMF shall include an HTTP "200 OK" status code together with the "ruleReports" attribute to report the PCC rule status of affected PCC rules as defined in subclause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of affected session rules as defined in subclause 4.2.3.20 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR".
If the PCF provisioned policy control request triggers, the SMF may include in the "PartialSuccessReport" data structure the "ueCampingRep" attribute with the corresponding available information. When it is required to report multiple instances of the "PartialSuccessReport" data structure due to different "failureCause" values,  the SMF shall use only one instance of the "PartialSuccessReport" data structure to include the ueCampingRep" attribute with the corresponding available information.
* * * * Next Change * * * *
[bookmark: _Toc28011763]4.2.3.3	SM Policy Association termination request


Figure 4.2.3.3-1: SM Policy Association termination request
The PCF may request the PDU session termination in the following instances:
-	If the PCF decides to terminate a PDU session due to an internal trigger or trigger from the UDR.
-	The PCF may also decide to terminate an PDU session upon receiving POST message from the SMF (e.g. when usage quota reached). 
The PCF shall send a POST request to the NF Service Consumer (SMF) (../{NnotificationUri}/terminate) and include the TerminationNotification data structure in the body of the HTTP POST request. Within the TerminationNotification data structure, the PCF shall include the resource URI of the individual SM policy related to the notification within the "resourceUri" attribute and the cause why the PCF requests the termination of the policy association encoded as "cause" attribute.
If the SMF accepted received POST request the SMF shall send "204 No Content" response.
After the successful processing of the HTTP POST request, the SMF shall invoke the Npcf_SMPolicyControl_Delete Service Operation defined in subclause 4.2.5 to terminate the policy association and initiate the procedure to terminate the PDU session as defined in 3GPP TS 29.502 [22].
If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.
* * * * Next Change * * * *
5.5.1	General
Table 5.5.1-1: Notifications
	Custom operation URI
	Mapped HTTP method
	Description

	{Notification URInotificationUri}/update
	POST
	Policy Update Notification.

	{Notification URInotificationUri}/terminate
	POST
	Request for termination of the policy association.



* * * * End of Change * * * *
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