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*** 1st Change ***
[bookmark: _Toc28005427][bookmark: _Toc28005504]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GC	5G Core Network
5QI	5G QoS Identifier
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DN-AAA	Data Network Authentication, Authorization and Accounting
LBO	Local Breakout
MBR	Maximum Bitrate
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PL	Priority Level
PSAP	Public Safety Access Point
P-CSCF	Proxy Call Session Control Function
QNC	QoS Notification Control
QoS	Quality of Service
SCP	Service Communication Proxy
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
TSN	Time Sensitive Networking
UDR	Unified Data Repository
UPF	User Plane Function
UPSI	UE policy section identifier

*** 1st Change ***
6.2	Session Binding
The Session binding is the association of the AF session information to one and only one PDU session.
When the PCF receives the service information from the AF, the PCF shall perform the session binding and shall associate the described IP and Ethernet data flows within the AF session information (and therefore the applicable PCC rules) to one existing PDU session. This association is done comparing the following parameters received from the AF with the corresponding PDU session parameters.
a)	For an IP type PDU session, the UE IPv4 address or IPv6 address. If IPv6 address is received from the AF, the association is done by comparing the /128 IPv6 address with the IPv6 prefix of the PDU session using the longest prefix match.
	For an Ethernet type PDU session, the UE MAC address.
	If the "TimeSensitiveNetworking" feature is supported, the MAC address of the DS-TT port as sent by the PCF to the TSN AF during the reporting of bridge information.
b)	The UE identity (of the same kind e.g. SUPI), if available.
NOTE 1:	In case the UE identity in the access network and the application level identity for the user are of different kinds, the PCF needs to maintain, or have access to, the mapping between the identities. Such mapping is outside the scope of the present document.
c)	The information about the data network (DNN) the user is accessing, if available.
d)	The IPv4 address domain identity if available in the "ipDomain" attribute.
NOTE 2:	The "ipDomain" attribute is helpful when within a network slice instance, there are several separate IP address domains, with SMF/UPF(s) that allocate Ipv4 IP addresses out of the same private address range to UE PDU Sessions. The same IP address can thus be allocated to UE PDU sessions served by SMF/UPF(s) in different address domains. If one PCF controls several SMF/UPF(s) in different IP address domains, the UE IP address is thus not sufficient for the session binding. An AF can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between the UPF and the AF. If a NAT is used, the AF obtains the IP address allocated to the UE PDU session via application level signalling and supplies it for the session binding to the PCF in the "ueIpv4" attribute. The AF supplies an "ipDomain" attribute denoting the IP address domain behind the NAT in addition. The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets. The value provided in the "ipDomain" attribute is operator configurable.
e)	The S-NSSAI if available.
NOTE 3:	The S-NSSAI is helpful in the scenario where multiple network slice instances are deployed in the same DNN, and the same IPv4 address may be allocated to UE PDU sessions in different network slice instances. If one PCF controls several network slices, each network slice in different IP address domains, the UE IP address is not sufficient for the session binding. The AF supplies the S-NSSAI denoting the network slice instance that allocated the IPv4 address of the UE PDU session. How the AF derives S-NSSAI is out of the scope of this specification.
Session Binding applies for PDU sessions of IP type. It may also apply to Ethernet PDU session type but only when especially allowed by PCC related policy control request trigger. In the case of Ethernet PDU session, session binding does not apply to AF requests sent over Rx.
NOTE 4:	For the Ethernet PDU session, the PCF needs to provision "UE MAC_CH" trigger to the SMF. 
NOTE 5:	Refer to 3GPP TS 29.213 [30] for the session binding between the IP type PDU session and the AF request sent over Rx.
The PCF shall identify the PCC rules affected by the AF session information, including new PCC rules to be installed and existing PCC rules to be modified or removed.
If the PCF is not capable of executing the Session binding, the PCF shall reject the AF request.

*** End of Changes ***
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