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1. Introduction
When an MCPTT emergency call is initiated, it is necessary to re-invite group members that are currently joined to the chat session. In this case, SIP re-INVITE requests are sent to the other participants in the session for the following purposes:

1)
inform them that the session is now a session for an MCPTT emergency call
2)
provide them with the MCPTT emergency alert information, if an emergency alert is indicated as well
3)
adjust their bearer priorities by means of the Resource-Priority header field which is forwarded from the controlling MCPTT function

The XML schema for the MCPTT information is updated to include the MCPTT user's MC Organization name. 

The general subclause is not specific to chat but may be used for other call types.
2. Reason for Change
The change is needed to support MCPTT emergency call functionalities, including EPS bearer adjustment, and the inclusion of emergency alert information to the participants in the session.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v1.1.0.
* * * First Change * * * *

6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall set the Request-URI to the public user identity associated with the MCPTT user to be invited; 

3)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4];
Editor's 
4)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-id> element set to the MCPTT ID of the initiating MCPTT user;
5)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;
6)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
7)
shall include the Supported header field set to "timer";
8) if the In-progress emergency state of the group is set to a value of "true" the controlling MCPTT function: 
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP (re-)INVITE and MCPTT emergency alerts are authorised for this group and MCPTT user, shall populate the "application/vnd.3gpp.mcptt-info" MIME body and  "application/vnd.3gpp.location-info+xml" MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of false; and

9)
if the In-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the normal priority level designated for this MCPTT user; and

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to the value of the <alert-ind> element of the received SIP INVITE request.


* * * Next Change * * * *
6.3.3.1.12
Populate mcpttinfo and location-info MIME bodies for emergency alert
NOTE:
This subclause is referenced from other procedures.

This subclause describes the procedures for populating the "application/vnd.3gpp.mcptt-info" and "application/vnd.3gpp.location-info+xml" MIME bodies for an MCPTT emergency alert. The procedure is initiated by the controlling MCPTT function when it has received a SIP request initiating an MCPTT emergency alert and generates a message containing the MCPTT emergency alert information required by 3GPP TS 23.179 [3].
The controlling MCPTT function:
1)
if not already included, shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];

2)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";
3)
shall include, if not already present, an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1, and set the <alert-ind> element to a value of "true";
4)
shall determine the value of the MCPTT user's Mission Critical Organization;
Editor's Note [CT1onMCPTT, C1-16034]: need to include a reference here how the MCPTT user's Mission Critical Organization data element is acquired.
5)
shall include in the <mcpttinfo> element containing the <mcpttclient-Params> element containing an <mc-org> element set to the value of the MCPTT user's Mission Critical Organization;
6)
shall include a Content-Type header field set to "application/vnd.3gpp.location-info+xml";
7)
shall include an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element; and
8)
shall copy the contents of  the "application/vnd.3gpp.location-info+xml" MIME body in the received SIP request into an "application/vnd.3gpp.location-info+xml" MIME body included in the outgoing SIP  request.

* * * Next Change * * * *

F.1
XML schema for MCPTT Information
F.1.1
General

This subclause defines XML schema and MIME type for MCPTT information.
Editor's Note [CT1#95, C1-154416]: Dispatcher requirements will need to be added to this schema.

Editor's Note [CT1#95, C1-154416]: The presence of sensitive information in this schema may need to be handled (e.g. a way may be required that allows the UE to signal "emergency call" but keep that secret from the lower layers).
F.1.2
XML schema

<?xml version="1.0"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified"

  attributeFormDefault="unqualified">
  <xs:element name="mpcttinfo" type="mcpttinfo-Type"/>
  <xs:complexType name="mcpttinfo-Type">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType> 

  <xs:element name="mcpttclient-Params" type=" mcpttclient-ParamsType"/>

  <xs:complexType name="mcpttclient-ParamsType">

    <xs:sequence>

      <xs:element name="session-type" type="xs:string" minOccurs="0"/> 

      <xs:element name="emergency-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="alert-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="imminentperil-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="broadcast-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="mc-org" type="xs:string" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>
</xs:schema>

F.1.3
Semantic

The <mcpttinfo> element is the root element of the XML document. The <mcpttinfo> element can contain subelements.

NOTE:
The subelements of the <mcptt-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcptt-info> element
If the <mcpttinfo> contains the <mcpttclient-Params> element then: 
1)
the <session-type> is included with:

a)
a value of "chat" to indicate that the MCPTT client wants to join a chat group call

b)
a value of "prearranged" to indicate the MCPTT client wants to make a pre-arranged group call; or

c)
a value of "private" to indicate the MCPTT client wants to make a private call;

2)
optionally:

a)
the <emergency-ind>:

i)
set to "true" to indicate that the call that the MCPTT client is initiating is an emergency MCPTT call; or

ii)
set to "false" to indicate that the MCPTT client is cancelling an emergency MCPTT call (i.e. converting it back to a non-emergency call)
b)
the <alert-ind>: 
i)
set to "true" in an emergency call initiation to indicate that an alert to be sent; or
ii)
set to "false" when cancelling an emergency call which requires an alert to be cancelled also
c) if the <session-type> is set to "chat" or "prearranged":

i)
the <imminentperil-ind> set to "true" to indicate that the call that the MCPTT client is initiating is an imminent peril group MCPTT call; 
d)
the <broadcast-ind>:

i)
set to "true" indicates that the MCPTT client is initiating a broadcast group call; or

ii)
set to "false" indicates that the MCPTT client is initiating a non- broadcast group call; and
e)
the <mc-org>:
i)
set to the MCPTT user's Mission Critical Organization in an emergency alert sent by the MCPTT server to terminating MCPTT clients.
Absence of the <emergency-ind>, <alert-ind> and <imminentperil-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-emergency private call or non-emergency group call.

Absence of the <broadcast-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-broadcast group call.
The recipient of the XML ignores any unknown element and any unknown attribute.
