
3GPP TSG-CT WG1 adhoc meeting on MCPTT
C1ah-160083
Dubrovnik (Croatia) , 3-5 February 2016

Source:
AIRBUS SLC

Title:
Pseudo-CR on MCPTT call control protocol specification
Spec:
3GPP TS 24.379 V1.1.0
Agenda item:
13.6.2
Document for:
Agreement
1. Introduction
<Introduction part >

2. Reason for Change
This contribution introduces procedures to be used for remote (de)-affiliation, not yet supported in TS 24.379. They are dealing with affiliation change request in so called negotiated mode.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V1.1.0.
* * * Next Change * * * *

9.2.1.4
Affiliation status change request procedure of target users by an authorised user – negotiated mode
Editor's note [CT1ah, C1ah-160083]: affiliation change request in negotiated mode to a list of target users is FFS.

Upon receiving a request from the MCPTT user to send an affiliation change request in negotiated mode to a target user, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. In the SIP MESSAGE request, he MCPTT client:

1)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

2)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];

5)
shall include an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body as specified in Annex F.4;

Editor's note [CT1ah, C1ah-160083]: it is FFS how to set up Request-URI.

6)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4];

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall indicate to the user that the request has been elivered to an MCPTT client of the target MCPTT user.
* * * Next Change * * * *

9.2.1.5
Affiliation status change request reception by a target user – negotiated mode
Upon receiving a SIP MESSAGE request containing

1)
an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";
2)
a Content-Type header field set to "application/ vnd.3gpp.mcptt-affiliation-command+xml" ; and

3)
 an "application/vnd.3gpp.mcptt-affiliation-command+xml " MIME body with a list L1 of MCPTT groups under the <affiliate> element and a list L2 of MCPTT groups under the <de-affiliate> element;

then the MCPTT client:

1)
shall 2xx response to the SIP MESSAGE request;

2)
shall seek confirmation of the list of MCPTT groups for affiliation L1 and for de-affiliation L2, resulting in an accepted list L'1 and accepted list L'2;
3)
if the user accept the request:

a)
shall perform affiliation for each entry in the list of MCPTT groups L’1 for which the MCPTT client is not affiliated yet, as specified in subclause 9.2.1.2; and
b)
shall perform de-affiliation for each entry in the list of MCPTT groups L’2 for which the MCPTT client is affiliated yet, as specified in subclause  9.2.1.2.
* * * Next Change * * * *

9.2.2.2.x
Affiliation status change request of target users by an authorised user – negotiated mode - procedure in MCPTT server serving the authorized user

Editor's note [CT1ah, C1ah-160083]: procedures in the MCPTT server serving the target user related to the affiliation status change request of target users by an authorised user are FFS.
9.2.2.2.y
Affiliation status change request of target users by an authorised user – negotiated mode - procedure in MCPTT server serving the target user
Editor's note [CT1ah, C1ah-160083]: procedures in the MCPTT server serving the target user related to the affiliation status change request of target users by an authorised user are FFS.
* * * Next Change * * * *

F.4
XML schema for MCPTT (de)-affiliation requests
F.4.1
General

This subclause defines XML schema and MIME type for MCPTT (de)-affiliation requests.

F.4.2
XML schema

Editor's Note [CT1ah, C1ah-160083]: The XML schema below is not yet complete.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" attributeFormDefault="unqualified" elementFormDefault="qualified">

  <xs:complexType name="affiliate-command">

    <xs:sequence>

      <xs:element type="xs:anyURI" name="group" maxOccurs="unbounded" minOccurs="1" />

    </xs:sequence>

  </xs:complexType>

  <xs:complexType name="de-affiliate-command">

    <xs:sequence>

      <xs:element type="xs:anyURI" name="group" maxOccurs="unbounded" minOccurs="1" />

    </xs:sequence>

  </xs:complexType>

  <xs:element name="command-list">

    <xs:complexType>

      <xs:sequence>

        <xs:element name="affiliate" type="affiliate-command" maxOccurs="1" minOccurs="0" />

        <xs:element name="de-affiliate" type="de-affiliate-command" maxOccurs="1" minOccurs="0" />

      </xs:sequence>

    </xs:complexType>

  </xs:element>

</xs:schema>

F.4.3
Semantic

The <command-list> element is the root element of the XML document. The <command-list> element may contain <affiliate-command>,or <de-affiliate-command> subelements or both.

If the <command-list> contains the <affiliate-command> element then: 

1)
the <affiliate-command> element contains a list of <group> subelements having at least one subelement. The recipient shall perform an affiliation for all the MCPTT groups contained in the list for the clients for which the <command-list> applies.
If the <command-list> contains the <de-affiliate-command> element then: 

1)
the <de-affiliate-command> element contains a list of <group> subelements having at least one subelement. The recipient shall perform a de-affiliation for all the MCPTT groups contained in the list for the clients for which the <command-list> applies.

The recipient of the XML ignores any unknown element and any unknown attribute.

F.4.4
IANA registration template

Editor’s note [CT1onMCPTT, C1ah-160012]: The MIME type " application/ vnd.3gpp.mcptt-affiliation-command+xml " as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template. The registration is to be started when work on the MCPTT-CT WID completes.
Your Name: 

<MCC name>

Your Email Address: 

<MCC email address>

Media Type Name:

Application

Subtype name:

vnd.3gpp.mcptt-info+xml

Required parameters: 

None

Optional parameters: 

"charset"
the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.

Encoding considerations:

binary.

Security considerations: 

Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 apply.

The information transported in this media type does not include active or executable content.

Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.

This media type does not include provisions for directives that institute actions on a recipient's files or other resources.

This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.

This media type does not employ compression.

Interoperability considerations:

Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.

Published specification: 

3GPP TS 24.379 "Mission Critical Push To Talk (MCPTT) call control" version 13.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type: 

Applications supporting the service continuity as described in the published specification.

Fragment identifier considerations:

The handling in section 5 of IETF RFC 7303 applies.

Restrictions on usage:

None

Provisional registration? (standards tree only):

N/A

Additional information:

1.
Deprecated alias names for this type: none

2.
Magic number(s): none

3.
File extension(s): none

4.
Macintosh File Type Code(s): none

5.
Object Identifier(s) or OID(s): none

Intended usage: 

Common

Person to contact for further information:

-
Name: <MCC name>

-
Email: <MCC email address>

-
Author/Change controller:

i)
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG

ii)
Change controller: <MCC name>/<MCC email address>

* * * Next Change * * * *

