
3GPP TSG-CT WG1 AdHoc on MCPTT 
C1ah-160048
Dubrovnik, Croatia, 3-5 February 2016

Source:
Samsung Electronics
Title:
Pseudo-CR on MCPTT identities in SIP messages
Spec:
3GPP TS 24.379 v1.1.0
Agenda item:
13.6.2
Document for:
Agreement
1. Introduction
This P-CR discusses whether the placement of MCPTT identities in SIP messages is correct and explains why the MCPTT ID of the originator never needs to be included in a session initiation by the client.

2. Discussion
The current procedures in 3GPP TS 24.379 assume that identity hiding is not required and also make some assumptions regarding the properties of the identites.

1)
In the current procedures of TS 24.379, we assume that the MCPTT identities are always routable and thus can be inserted into SIP headers. We also assume that there is no need to identify the MCPTT ID separately, as the IMPU will be equal to the MCPTT ID.

-
COMMENT: The current procedures can be summarised as supporting an MCPTT organisation that has its own SIP core as well as its own application core where there is no requirement for identity hiding and MCPTT ID can be equal to the IMPU at the SIP layer. It could be argued that such a solution is too "tightly" specified and an architecture needs to be specified that allows for ease of implementation of the cases of:

a)
No identity hiding, routable application identities, MCPTT identites equal to public identities
b)
No identity hiding, routable application identities, MCPTT identites not equal to public identities

c)
No identity hiding, non-routable application identities

d)
Identity hiding.

2)
For group calls, the Request-URI is set to the MCPTT group ID.

-
COMMENT: This implies that the MCPTT group ID can be routable. This would appear to be correct given the statement in TS 23.179 subclause 8.1.31 that the MCPTT group ID shall be a URI. However, it could be argued that the URI identifies a resource, but not necessary how to access that resource. 

3)
For private calls, the Request-URI is set to a PSI representing the private call service and called party MCPTT ID is included in a body of the SIP INVITE request.
-
COMMENT: TS 23.179 subclause 8.12 states: "The MCPTT ID shall be a URI". This implies that the MCPTT ID can be routable. CT1 had two choices for private calls, either to include the MCPTT ID in the Request-URI or to include a PSI of the private call service on the Controller. If the MCPTT ID was included in the Request-URI, it would imply that the controller is not invoked and the call simply goes UE1-PF1-PF1-UE2. As the controller is required to perform specific authorisation of the request, it was agreed that the Request-URI is set to a PSI representing the private call service and the MCPTT ID is included in a body.
4)
For group calls and private calls, considerations need to be made for identification of the MCPTT ID of the originating user at the originating participating MCPTT function.
-
COMMENT: In all TS 24.379 originating procedures, we have the following editor's note:

Editor's Note [CT1#94, C1-153763]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT-ID and then the IMPU is translated to the MCPTT-ID at the entities.


It is assumed that SA3 are working on a solution for the binding of the originating MCPTT ID to an IMPU at the time of Registration and Service Authorisation (see companion paper submitted by Samsung to the SA3 meeting). This means that the participating MCPTT server will have the binding until the time of de-registration. This would imply the IMPU can be used in the signalling up to the participating MCPTT server and the participating MCPTT server can then translate to the MCPTT ID.
3. Conclusion
1)
The MCPTT Group Identity is a URI but is not guaranteed to always be routable. Therefore it should be placed in a body of the SIP INVITE request.
2)
The Called Party MCPTT ID is already placed in a application/resource-lists+xml MIME body for private call and as the MCPTT is a URI, it is not guaranteed to be routable, it should always be placed in this MIME body.
3)
The Originating MCPTT ID never needs to be included in an INVITE request as the MCPTT client will have a binding set up between the IMPU and the MCPTT-ID at the time of Registration and Service Authorisation.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.1.1.0
* * * 1st Change of 21 * * * *

<Proposed change in revision marks>
4.4.2
Warning texts

The text string included in a Warning header field consists of an explanatory text preceded by a 3-digit text code, according to the following format in Table 4.4.2-1 

Table 4.4.2-1 ABNF for the Warning text

warn-text      =/  DQUOTE mcptt-warn-code SP warn-mcptt-text DQUOTE

mcptt-warn-code = DIGIT DIGIT DIGIT 

mcptt-warn-text = *( qdtext | quoted-pair )

Table 4.4.2-2 defines the warning texts that are defined for the Warning header field when a Warning header field is included in a response to a SIP INVITE request as specified in subclause 4.4.1.

Table 4.2.2-2: Warning texts defined for the Warning header field

	Code
	Explanatory text
	Description

	100
	function not allowed due to <detailed reason>
	The function is not allowed to this user.

The <detailed reason> will be either "group definition", "access policy", 'local policy", or "user authorisation", or can be a free text string.

	101
	TBD
	TBD

	102
	too many simultaneous affiliations
	The MCPTT user already has N2 maximum number of simultaneous affiliations.

	103
	maximum simultaneous MCPTT group calls reached
	The number of maximum simultaneous MCPTT group calls supported for the MCPTT user has been exceeded.

	104
	isfocus not assigned
	A controlling MCPTT function has not been assigned to the MCPTT session.

	105
	maximum simultaneous MCPTT sessions reached
	The number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded.

	106
	user not authorised to join chat group
	The MCPTT user is not authorised to join this chat group.

	107
	user not authorised to make private calls
	The MCPTT user is not authorised to make private calls.

	108
	user not authorised to make chat group calls
	The MCPTT user is not authorised to make chat group calls.

	109
	user not authorised to make pre-arranged group calls
	The MCPTT user is not authorised to make group calls to a pre-arranged group.

	110
	user declined the call invitation
	The MCPTT user declined to accept the call.

	111
	group call proceeded without all required group members"
	The required members of the group did not responded within the acknowledged call time, but the call still went ahead.

	112
	group call abandoned due to required group members not part of the group session
	The group call was abandoned, as the required members of the group did not respond within the acknowledged call time.

	113
	group document does not exist
	The group document requested from the group management server does not exist.

	114
	unable to retrieve group document
	The group document exists on the group management server but the MCPTT server was unable to retrieve it.

	115
	group is disabled
	The group has the <disabled> element set to "true" in the group management server.

	116
	user is not part of the MCPTT group
	The group exists on the group management server but the requesting user is not part of this group.

	117
	the group id indicated in the request is a pre-arranged group
	The group id that is indicated in the request is for a pre-arranged group, but did not match the request from the MCPTT user,



	118
	the group id indicated in the request is a chat group
	The group id that is indicated in the request is for a chat group, but did not match the request from the MCPTT user,



	119
	user is not authorised to initiate the group call
	The MCPTT user identified by the MCPTT ID is not authorised to initiate the group call.

	120
	user is not affiliated to this group
	The MCPTT user is not affiliated to the group.

	121
	user is not authorised to join the group call
	The MCPTT user identified by the MCPTT ID is not authorised to join the group call.

	122
	too many participants
	The group call has reached its maximum number of participants.

	123
	MCPTT session already exists
	Inform the MCPTT user that the group call is currently ongoing. 

	124
	maximum number of private calls reached
	The maximum number of private calls allowed at the MCPTT server for the MCPTT user has been reached.

	125
	user not authorised to make private call with automatic commencement
	The MCPTT user is not authorised to make a private call with automatic commencement.

	126
	user not authorised to make private call with manual commencement
	The MCPTT user is not authorised to make a private call with manual commencement.

	127
	user not authorised to be called in private call
	The called MCPTT user is not allowed to be part of a private call.

	128
	isfocus already assigned
	The MCPTT server owning an MCPTT group received a SIP INVITE request destined to the MCPTT group from another MCPTT server already assigned as the controlling MCPTT function and the MCPTT server owning the MCPTT group does not support mutual aid or supports trusted mutual aid but does not authorise trusted mutual aid.

	129
	group not authorised for emergency group call, authorised for emergency alert
	The MCPTT group is not authorised for emergency group call, but is authorised for emergency alert.

	130
	group not authorised for emergency group call, not authorised for emergency alert
	The MCPTT group is not authorised for both emergency group call and emergency alert.

	131
	group not authorised for emergency group call
	The MCPTT group is not authorised for emergency group call.

	132
	emergency group call authorised, emergency alert not authorised
	The MCPTT group is authorised for emergency group call but is not authorised for emergency alert.

	133
	in-progress emergency group state not cancelled
	The in-progress emergency group state was not cancelled.

	134
	in-progress emergency group state not cancelled, emergency alert cancelled.
	The in-progress emergency group state was not cancelled but the emergency alert was cancelled.

	135
	in-progress emergency group state not cancelled, but emergency alert sent
	The in-progress emergency group state was not cancelled but the emergency alert was sent.


Editor's Note [CT1#94, C1-153731]: It is proposed that the Editor of the TS assign the warning codes when new warning codes are introduced when implementing P-CRs.

* * * 2nd Change of 21 * * * *
6.3.1.1
SIP INVITE request

The MCPTT server needs to distinguish between the following initial SIP INVITE requests for originations and terminations:

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] with the Request-URI set to a public service identity of the participating MCPTT function that identifies the pre-established session set-up. Such requests are known as "SIP INVITE request for establishing a pre-established session" in the procedures in this document;

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI is set to a public service identity of the participating MCPTT function that does not identify the pre-established session set-up. Such requests are known as "SIP INVITE request for originating participating MCPTT function" in the procedures in this document;

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the termination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI is set to a URI that identifies the public user identity associated with the MCPTT user. Such requests are known as "SIP INVITE request for terminating participating MCPTT function" in the procedures in this document;

-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for MCPTT private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a private call" in the procedures in this document;

-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of an MCPTT group" in the procedures in this document;

-
SIP INVITE requests routed to the non-controlling MCPTT function of an MCPTT group as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" in the procedures in this document.

* * * 3rd Change of 21 * * * *
6.3.2.2.7
SIP MESSAGE towards the terminating MCPTT client

NOTE:
This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in a body. This decision may be revised such that the IMPU can be mapped directly to the MCPTT-ID in the clients address book.

The participating MCPTT function shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and:

1)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

2)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request;

3)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt";

4)
shall include within a first "mcptt" boundary a content-type of "application/resource-lists+xml";

5)
shall include within the first "mcptt" boundary a resource-lists MIME body with the MCPTT ID of the MCPTT user that was in the resource-lists MIME body of the incoming SIP MESSAGE request, according to rules and procedures of IETF RFC 5366 [20];

6)
shall include within a second "mcptt" boundary a content-type of "text/plain";

7)
shall include with the second "mcptt" boundary, the text that was included in the MIME body of the incoming SIP MESSAGE request;

8)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request; and
9)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];

* * * 4th Change of 21 * * * *
6.3.3.1.4
Sending a SIP MESSAGE request

NOTE:
This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in the Request-URI. This decision may be revised such that the IMPU is placed in the Request-URI and then the client can be map this directly to the MCPTT-ID in the clients address book.

The controlling MCPTT function: 

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall set the Request-URI to the public user identity associated with the MCPTT ID of the MCPTT user;

5)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt";
6)
shall include within a first "mcptt" boundary a content-type of "application/resource-lists+xml";
7)
shall include within the first "mcptt" boundary a resource-lists MIME body with the MCPTT ID of the MCPTT user
5)
shall include within a second "mcptt" boundary a content-type of "text/plain" with the required text to render to the MCPTT user;

6)
shall include the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function; and

7)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];
* * * 5th Change of 21 * * * *
6.3.4.1.2
Sending an INVITE request

NOTE:
This subclause is referenced from other procedures.

The non-controlling MCPTT function of an MCPTT group shall generate initial SIP INVITE requests according to 3GPP TS 24.229 [4].
For each SIP INVITE request, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a new MCPTT session identity for the MCPTT session with the invited MCPTT client and include it in the Contact header field with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall set the Request-URI to the public user identity associated to the MCPTT user to be invited as specified in subclause 6.3.4.x;

Editor's Note [C1#95-bis, C1-160457]: Subclause 6.3.4.x is to be provided. This will address how the MCPTT server obtains the public user identity from the MCPTT ID.
6)
shall include the public service identity serving the MCPTT group ID in the P-Asserted-Identity header field;

7)
shall include the received Referred-By header field with the MCPTT address of the inviting MCPTT client;

8)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

9)
shall include the Supported header field set to "timer";

10)
shall include an unmodified Privacy header field, if present in the incoming SIP INVITE request; and

11)
shall include an unmodified Answer-Mode header field, if present in the incoming SIP INVITE request. 
* * * 6th Change of 21 * * * *

<Proposed change in revision marks>

6.3.4.2.2.1
Sending a SIP 183 (Session Progress) response 

When sending a SIP 183 (Session Progress) the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4];

2)
shall, if privacy is allowed, according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];

3)
shall include the MCPTT session identity provided by the controlling MCPTT function in the incoming SIP INVITE request, in the Contact header field of the SIP 183 (Session Progress);
4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag.

5)
shall include the public service identity serving the MCPTT group in the P-Asserted-Identity header field;

6)
shall include a SIP URI for the MCPTT session identity in the Contact header field identifying the MCPTT session at the non-controlling MCPTT function of an MCPTT group;

7)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

8)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22]; and

9)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35];

6.3.4.2.2.2
Sending a SIP 200 (OK) response

When sending a SIP 200 (OK) response, the non-controlling MCPTT function of an MCPTT group: 

1)
shall generate the SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall, if privacy is allowed according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];
4)
shall include the option tag "timer" in a Require header field;

5)
shall include the public service identity serving the MCPTT group in the P-Asserted-Identity header field;

6)
shall include the MCPTT session identity provided by the controlling MCPTT function in the incoming SIP INVITE request, in the Contact header field of the SIP 200 (OK); 
7) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

8)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;
9)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

10)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

11)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35]; and

12)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

* * * 7th Change of 21 * * * *

6.3.5.2
Rules for retrieving Group Document(s) 

NOTE 1; 
In this subclause, "MCPTT server" can refer to either the controlling MCPTT function or the non-controlling MCPTT function of an MCPTT group.

Upon receipt of a SIP INVITE request:

1)
if the MCPTT server is not yet subscribed to the group document for the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request, the MCPTT server shall subscribe to the "xcap-diff" event-package for the group document of this identity as specified in 3GPP TS 24.381 [31];

NOTE 2:
The identity in the <group-id> element is either an MCPTT Group Id or a Temporary MCPTT Group Identity (TGI).

NOTE 3:
As a group document can potentially have a large content, the controlling MCPTT function can subscribe to the group document indicating support of content-indirection as defined in IETF RFC 4483 [32], by following the procedures in 3GPP TS 24.381 [31].

2)
upon receipt of a SIP 404 (Not Found) response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document of the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request as specified in 3GPP TS 24.381 [31], the MCPTT server shall send the SIP 404 (Not Found) with the warning text set to "113 group document does not exist" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

3)
upon receipt of any other SIP 4xx, SIP 5xx or SIP 6xx response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document of the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request as specified in 3GPP TS 24.381 [31], the MCPTT server shall send the SIP final response with the warning text set to "114 unable to retrieve group document" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

4)
if the SIP INVITE request is a "SIP INVITE request for controlling function of an MCPTT Group" and the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP-INVITE request is a MCPTT group ID, then upon receipt of a notification from the group management server containing the group document or if the group document is already cached, the MCPTT server shall access the following elements from the group document:

a)
if the <disabled> element is "true", shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

b)
if the <list> element of the <list-service> element does not contain an entry matching the MCPTT ID of the user in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCPTT group" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

c)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", shall return a SIP 404 (Not Found) response with the warning text set to "117 the group id indicated in the request is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps; and

d)
if the <invite-members> element is set to "false" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "chat" shall return a SIP 404 (Not Found) response with the warning text set to "118 the group id indicated in the request is a chat group" as specified in subclause 4.4 "Warning header field";

5)
if the SIP INVITE request is a "SIP INVITE request for non-controlling function of an MCPTT Group" and the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP-INVITE request is a MCPTT group ID, then upon receipt of a notification from the group management server containing the group document or if the group document is already cached, the MCPTT server shall access the following elements from the group document:

a)
if the <disabled> element is "true", the MCPTT server shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

b)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", the MCPTT server shall return a SIP 404 (Not Found) response with the warning text set to "117 the group id indicated in the request is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps;

6)
if the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP-INVITE request is a TGI, then upon receipt of a notification from the group management server containing a group document for a TGI, or if the group document is already cached, the MCPTT server shall access the following elements from the group document:

a)
if the <disabled> element is "true", the MCPTT server shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

b)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", the MCPTT server shall return a SIP 404 (Not Found) response with the warning text set to "117 the group id indicated in the request is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps; and

7)
if the identity in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP-INVITE request is a TGI and if at least one of the constituent MCPTT group IDs contained in the temporary group is owned by the primary MCPTT system, and the MCPTT server is not yet subscribed to the constituent MCPTT group document(s), then the MCPTT server:

a)
shall subscribe to the "xcap-diff" event-package for the group document(s) for the MCPTT group ID(s) associated to the TGI that are homed on the same MCPTT system as the MCPTT server, as specified in 3GPP TS 24.381 [31];

b)
upon receipt of a SIP 404 (Not Found) response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document(s) for the MCPTT group ID(s) associated to the TGI as specified in 3GPP TS 24.381 [31], shall send the SIP 404 (Not Found) with the warning text set to "113 group document does not exist" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

c)
upon receipt of any other SIP 4xx, SIP 5xx or SIP 6xx response as a result of attempting to subscribe to the "xcap-diff" event-package for the group document(s) for the MCPTT group ID(s) associated to the TGI as specified in 3GPP TS 24.381 [31], shall send the SIP final response with the warning text set to "114 unable to retrieve group document" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; 
* * * 8th Change of 21 * * * *
9.2.1.2
Affiliation status change procedure

In order;

-
to indicate that an MCPTT user is interested in one or more MCPTT group(s) at an MCPTT client;

-
to indicate that the MCPTT user is no longer interested in one or more MCPTT group(s) at the MCPTT client;

-
to refresh indication of an MCPTT user interest in one or more MCPTT group(s) at an MCPTT client due to near expiration of the expiration time of an MCPTT group with the affiliation status set to the "affiliated" state received in a SIP NOTIFY request in subclause 9.2.1.3; or

-
any combination of the above;

the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], and IETF RFC 3903 [37].

Editor's Note [CT1#95-bis, C1-160419]: which event package is used is FFS.

Editor's Note [CT1#95-bis, C1-160419]: depending on selected event package, the procedure can be moved to another clause

In the SIP PUBLISH request, the MCPTT client:

1)
shall set the Request-URI to the public user identity associated with the MCPTT ID of the MCPTT user;
2)
shall include within a MIME body with Content-Type header field set to "application/resource-lists+xml", the MCPTT ID of the served MCPTT user;
3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

5)
if the MCPTT user is interested in at least one MCPTT group at the MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295; and

NOTE:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
if the MCPTT user is no longer interested in any MCPTT group at the MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to zero.

Editor's Note [CT1#95-bis, C1-160419]: MIME body used depends on event package used and is FFS.

The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

9.2.1.3
Affiliation status determination procedure

In order to discover MCPTT groups which the MCPTT user at an MCPTT client is affiliated to, the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26].

Editor's Note [CT1#95-bis, C1-160419]: which event package is used is FFS.

Editor's Note [CT1#95-bis, C1-160419]: whether a filter needs to be provided is FFS

In the SIP SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public user identity associated with the MCPTT ID of the MCPTT user;
2)
shall include within a MIME body with Content-Type header field set to "application/resource-lists+xml", the MCPTT ID of the served MCPTT user;
3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

Editor's Note [CT1#95-bis, C1-160419]: accepted MIME type depends on event package used and is FFS.

5)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero.

In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT client:
Editor's Note [CT1#95-bis, C1-160419]: which MIME body used depends on event package used and is FFS.

1)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero.

Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26], if SIP NOTIFY request contains an MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client constructed according to subclause 9.3, then the MCPTT client shall determine affiliation status for each MCPTT group in the MIME body.
Editor's Note [CT1#95-bis, C1-160419]: which MIME body used depends on event package used and is FFS.

* * * 9th Change of 21 * * * *
9.2.2.2.3
Receiving affiliation status change from MCPTT client procedure

Upon receiving a SIP PUBLISH request such that:

1)
Request-URI of the SIP PUBLISH request identifies a public user identity associated with a served MCPTT user;
2)
a MIME body with Content-Type header field set to "application/resource-lists+xml" contains the MCPTT ID of the served MCPTT user; and
3)
an Accept-Contact header field of the SIP PUBLISH request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

Editor's Note [CT1#95-bis, C1-160419]: which event package is used is FFS.

4)
SIP PUBLISH request contains an MIME body indicating interest of an MCPTT user in MCPTT group(s) at an MCPTT client according to subclause 9.3;

Editor's Note [CT1#95-bis, C1-160419]: which MIME type is used depends on event package used and is FFS.

then the MCPTT server:

1)
if the Request-URI of the SIP PUBLISH request identifies a public user identity associated with an MCPTT user other than the public user identity in the P-Asserted-Identity of the SIP PUBLISH request, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;

Editor's Note [CT1#95-bis, C1-160419]: possibility for authorised user to fetch affiliation status of another user is FFS.

Editor's Note [CT1#95-bis, C1-160419]: authorisation of information in the published document is FFS.

2)
if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;

Editor's Note [CT1#95-bis, C1-160419]: determination of the candidate expiration time when Expires header field has nonzero value is FFS.

3)
if the Expires header field of the SIP PUBLISH request has zero value, shall set the candidate expiration time to zero;

4)
shall consider the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2 as current-list-L1;

Editor's Note [CT1#95-bis, C1-160419]: construction of the candidate-list-L1 is FFS.

Editor's Note [CT1#95-bis, C1-160419]: it is FFS whether to reject the SIP PUBLISH request when the amount of entries in the candidate-list-L1 with the affiliation status set to the "affiliating" state or the "affiliated" state is bigger than N2 value of the user; or whether to remove some entries from the candidate-list-L1 and accept the SIP PUBLISH request

5)
shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37]. In the SIP 200 (OK) response, the MCPTT server: and

a)
shall set the Expires header field according to IETF RFC 3903 [37], to the candidate expiration time; and
Editor's Note [CT1#95-bis, C1-160419]: interaction with MCPTT server owning the MCPTT group is FFS.

6)
shall replace the list-L1 stored for the MCPTT ID in an entry of the list-L0 described in subclause 9.2.2.2.2 with the candidate-list-L1.
9.2.2.2.4
Receiving subscription to affiliation status procedure

Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request identifies a public user identity associated with the served MCPTT user;
2)
a MIME body with Content-Type header field set to "application/resource-lists+xml" contains the MCPTT ID of the served MCPTT user; and
3)
an Accept-Contact header field of the SIP SUBSCRIBE request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

Editor's Note [CT1#95-bis, C1-160419]: which event package is used is FFS.

Editor's Note [CT1#95-bis, C1-160419]: whether a filter needs to be provided is FFS

the MCPTT server:

1)
if the Request-URI of the SIP SUBSCRIBE request identifies an public user identity associated with the MCPTT user other than the public user identity in the P-Asserted-Identity of the SIP SUBSCRIBE request, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps; and

Editor's Note [CT1#95-bis, C1-160419]: possibility for authorised user to fetch affiliation status of another user is FFS.

Editor's Note [CT1#95-bis, C1-160419]: authorisation of information in the published document is FFS.

2)
shall generate a 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].

For the duration of the subscription, the MCPTT server shall notify subscriber about changes of the information of the subscribed MCPTT client of the subscribed MCPTT user, as described in subclause 9.2.2.2.5.
* * * 10th Change of 21 * * * *

10.1.1.2.1.1
Client originating procedures

Editor's Note: This subclause contains the procedures for the MCPTT client initiating a pre-arranged group call. There may be aspects of this clause that may be common for other session initiation procedures and in such cases some of this text may be moved to a common procedures section.

Upon receiving a request from an MCPTT user to establish an MCPTT pre-arranged group session the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT pre-arranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;

2)
if the MCPTT user has requested the origination of an broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

4)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

7)
should include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

9)
shall set the Request-URI of the SIP INVITE request to the public service identity serving the MCPTT group ID or temporary MCPTT group ID (TGI);


10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154553]: The Resource-Priority header field may need to be used to indicate the need for elevated bearer priority for emergency calls. This aspect of its usage is under study.

11)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;

12)
shall contain an "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttclient-Params> element with:

a)
 the <session-type> element set to a value of "prearranged"; and

b)
the <group-id> element set to the MCPTT group ID or temporary MCPTT Group ID (TGI);
13)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

14)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

15)
shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

Editor's Note: Need to be consistent whether SIP features that affect the application should be mentioned here (e.g. local storing of information).

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5] ; and

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

* * * 11th Change of 21 * * * *

10.1.1.2.2.1
Client originating procedures

Upon receiving a request from an MCPTT user to establish an MCPTT group session using agroup identity identifying a pre-arranged MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client shall follow the procedures specified in subclause 10.1.2.2.2.1 with the clarification in step 2) of subclause 10.1.2.2.2.1 that the Refer-To header field of the SIP REFER: 

1)
shall contain a URI of the pre-arranged MCPTT group; 

2)
shall contain a Content-Type URI header field containing an "application/vnd.3gpp.mcptt-info"MIME type of the "body" URI header field and the body URI header field containing the <mcptt-info> element with the <mcpttclient-Params> element and with the <session-type> element set to a value of "prearranged"; and

3)
if the MCPTT user has requested the origination of an broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2.

* * * 12th Change of 21 * * * *

10.1.1.3.1.1
On demand pre-arranged group call

Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an "application/vnd.3gpp.mcptt-info" MIME body with the <session-type> element set to a value of "prearranged", the participating MCPTT function:

Editor's Note [CT1#94, C1-153763]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating MCPTT function with application data encryption"
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

Editor's Note [CT1#94, C1-153763]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine the MCPTT ID of the calling user and authorise the calling user;

Editor's Note [CT1#94, C1-153763]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT-ID and then the IMPU is translated to the MCPTT-ID at the entities.

3)
if the user identified by the MCPTT ID is not authorised to initiate pre-arranged group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make pre-arranged group calls" in a Warning header field as specified in subclause 4.4;

4)
if the user identified by the MCPTT ID already has N2 simultaneous affiliations and the user is not affiliated to the group identified in the "SIP INVITE request for originating participating MCPTT function", shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4;

NOTE 1:
N2 is the total number of MCPTT groups that an MCPTT User can be affiliated to simultaneously.

5).
shall validate that the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT Group Calls supported for the MCPTT user has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 "Busy Here" response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
Editor's Note [CT1#94, C1-153763]: The above step requires that the participating function has configuration related to maximum number of simultaneous group calls for the MCPTT user. This is still to be determined.

Editor's Note [CT1#94, C1-153763]: It needs to be determined if there is configuration at the participating function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating function.

7)
shall check if a Resource-Priority header field is included in the SIP INVITE request according to rules and procedures of specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#94, C1-153763]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS) is to be determined.

8)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

9) 
shall copy the received Request-URI including any other uri-parameter present in the received Request-URI into the Request-URI of the outgoing SIP INVITE request;


10)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCPTT client as specified in subclause 6.3.2.1.1.1;

11)
shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and

Editor's Note [CT1#94,C1-153763]: What values the Resource-Priority header field is set to is FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS)to determine how to set this header in the outgoing INVITE is FFS.

12)
shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].

NOTE 2: The SIP INVITE is forwarded to a controlling MCPTT function in the same MCPTT system or in a different MCPTT system, to that of the originating participating MCPTT function.
Upon receipt of a SIP 2xx response in response to the above SIP INVITE request in step 12):

Editor's Note [CT1#94, C1-153763]: RFC 4964 provides the ability for the MCPTT caller to send media early prior to the MCPTT callee having answered the call. This requires the participating MCPTT function to (based on knowledge that the user will answer automatically) sending a 200 (OK) response to the initial SIP invite with the P-Answer-State header set to "Unconfirmed". The media packets are sent from the caller to the participating MCPTT function and are buffered until the callee send back the 200 (OK) response containing a P-Answer-State header with the value of "Confirmed". It is still to be determined if this header is required in a 200 OK response and whether the UE is able to send media early. If so then the participating function must copy this header field from the incoming 200 OK to the outgoing 200 OK.

1)
shall generate a SIP 200 (OK) response as in subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;

6)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];

7)
shall interact with Media Plane as specified in 3GPP TS 24.380 [5]; and

8)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].

* * * 13th Change of 21 * * * *

10.1.1.4.1.2
INVITE targeted to the non-controlling MCPTT function of an MCPTT group

The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity serving the MCPTT group ID of the MCPTT group owned by the partner MCPTT system; 
NOTE 1:
The MCPTT group ID is copied to the outgoing SIP INVITE request from the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming SIP INVITE request as specified in subclause 6.3.3.1.2;
3)
shall set the P-Asserted-Identity to the MCPTT address of the controlling MCPTT function;

4)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and

5)
shall send the SIP INVITE request towards the partner MCPTT system in accordance with 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 2:
The procedures executed by the controlling MCPTT function prior to sending a response to the inviting MCPTT client are specified in subclause 10.1.1.4.2.

10.1.1.4.2
Terminating Procedures

Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT Group", the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

Editor's Note [CT1#95, C1-154731]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; 

4)
shall determine the MCPTT ID of the calling user;

Editor's Note [CT1#95, C1-154731]: It has not been yet determined how the controlling MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.

5)
if the user identified by the MCPTT ID is not authorised to initiate group calls, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "101 user not authorised to make pre-arranged group calls" in a Warning header field as specified in subclause 4.4;

6)
shall retrieve the necessary group document(s) from the group management server for the MCPTT group ID or temporary MCPTT group ID contained in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.4.2 and continue with the rest of the steps if the checks in subclause 6.3.4.2 succeed;

Editor's Note [CT1#95, C1-154731]: OMA PCPS procedures check whether privacy is allowed for the user when anonymity is requested i.e. the privacy header field containing the value "id", by checking the <allow-anonymity> field in the Group Document as specified in OMA-TS-XDM_Group-V1. This is not yet specified in TS 24.381 and it is FFS if this is required for MCPTT.

7)
shall perform the actions on receipt of an initial SIP INVITE request as described in subclause 6.3.3.2.2;

8)
shall determine if an MCPTT group call for the MCPTT group ID or temporary MCPTT group ID is already ongoing by determining if an MCPTT session identity has already been allocated for the group call and the MCPTT session is active;

9)
if the MCPTT group call is not ongoing:

a)
and if the user identified by the MCPTT ID is not affiliated to the MCPTT Group ID contained in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request as specified in subclause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4;

b)
and if the user identified by the MCPTT ID is not authorised to initiate the pre-arranged group session as specified in subclause 6.3.5.4, shall send a SIP 403 (Forbidden) response with the warning text set to: "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4. Otherwise continue with the rest of the steps below; and

c)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154731]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data is to be determined.

d)
shall create a pre-arranged group session and allocate a MCPTT session identity for the pre-arranged group call;

e)
and if the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" contains a TGI:

i)
shall for each of the constituent MCPTT groups homed on the primary MCPTT system:

A)
determine the members to invite to the pre-arranged MCPTT group call as specified in subclause 6.3.5.5; 

B)
invite each group member determined in step A) above, to the group session, as specified in subclause 10.1.1.4.1.1; and

C)
interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

ii)
shall for each of the constituent MCPTT groups homed on the partner MCPTT system generate a SIP INVITE request for the MCPTT group identity homed on the partner MCPTT system as specified in subclause 10.1.1.4.1.2; and

f)
and if the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request for controlling MCPTT function of an MCPTT Group contains an MCPTT group ID: 

i)
shall determine the members to invite to the pre-arranged MCPTT group call as specified in subclause 6.3.5.5; 

ii)
if necessary, shall start timer TNG1 (acknowledged call setup timer) according to the conditions stated in subclause 6.3.3.3; 

iii)
shall invite each group member determined in step i) above, to the group session, as specified in subclause 10.1.1.4.1.1; and

iv)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

10) if the MCPTT group call is ongoing:

a)
and if the user identified by the MCPTT ID is not affiliated to the MCPTT Group ID contained in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request as specified in subclause 6.3.6, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4;

b)
and if the user identified by the MCPTT ID is not authorised to join the pre-arranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not allowed to join the group call" in a Warning header field as specified in subclause 4.4. Otherwise continue with the rest of the steps below; 

c)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154731]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data is to be determined.

d)
and if <max-participant-count> as specified in 3GPP TS 24.381 [31] is already reached shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4 Otherwise, continue with the rest of the steps;

Editor's Note [CT1#95, C1-154731]: A priority user may be allowed to join the session even if the <max-participant-count> is reached. This may mean that a participant in the session already, is released from the group call. This functionality is FFS.

e)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.4.2;

f)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

g)
shall include in the SIP 200 (OK) response with the warning text set to "123 MCPTT session already exists" as specified in subclause 4.4;

h)
shall interact with media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 1:
Resulting media plane processing is completed before the next step is performed.

i)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];

j)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT User has joined in the MCPTT group session, as specified in subclause 6.3.3.x (Generating a SIP NOTIFY request);

NOTE 2:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

Editor's Note [CT1#95, C1-154731]: Subclause 6.3.3.x (Generating a SIP NOTIFY request) needs to be specified. Details of how the server processes a subscribe request from the client needs to be specified.

k)
shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4]; and

l)
shall not continue with the rest of the subclause.

Editor's Note [CT1#95, C1-154731]: It still needs to be determined if manual mode is supported for pre-arranged group call, and if it is supported whether the client sends back session progress, Therefore the following steps may need to be removed.

Upon receiving a SIP 183 (Session Progress) response for a SIP INVITE request containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34] and as specified in subclause 10.1.1.4.1, the timer TNG1 (acknowledged call setup timer) is not running and the controlling MCPTT function supports media buffering:

1)
shall generate a SIP 200 (OK) response to SIP INVITE request as specified in the subclause 6.3.3.2.3.2 and continue with the rest of the steps if unconfirmed mode is supported by the controlling MCPTT function and the SIP final response is not yet sent to the inviting MCPTT client, otherwise do not proceed with the rest of the steps;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4,4 in the SIP 200 (OK) response, if the pre-arranged MCPTT Group has more than <max-participant-count> members as specified in 3GPP TS 24.381 [31];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

4)
shall include a P-Answer-State header field with the value "Unconfirmed"; 

5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 3:
Resulting user plane processing is completed before the next step is performed.

6)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];

7)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT User has joined in the MCPTT group session, as specified in subclause 6.3.3.x (Generating a SIP NOTIFY request); and

NOTE 4:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

Editor's Note [CT1#95, C1-154731]: Subclause 6.3.3.x (Generating a SIP NOTIFY request) needs to be specified.

8)
shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1 that was sent to an affiliated and <required> group member and there are no outstanding SIP 200 (OK) responses to SIP INVITE requests which were sent to affiliated and <required> group members, the controlling MCPTT function:

1)
shall stop timer TNG1 (acknowledged call setup timer) as described in subclause 6.3.3.3;

2)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;

3)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the Pre-arranged MCPTT Group has been exceeded the <max-participant-count> members as specified in 3GPP TS 24.381 [31];

4)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 5:
Resulting media plane processing is completed before the next step is performed.

6)
shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

7)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT user has joined in the MCPTT Group Session, as specified in subclause 6.3.3.x (Generating a SIP NOTIFY request); and

NOTE 6:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

Editor's Note [CT1#95, C1-154731]: Subclause 6.3.3.x (Generating a SIP NOTIFY request) needs to be specified.

8)
shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1, the timer TNG1 (acknowledged call setup timer) is not running, the controlling MCPTT function supports media buffering and the SIP final response has not yet been sent to the inviting MCPTT client the controlling MCPTT function according to local policy:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2 before continuing with the rest of the steps;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the Pre-arranged MCPTT Group has been exceeded the <max-participant-count> members as specified in 3GPP TS 24.381 [31];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 7:
Resulting media plane processing is completed before the next step is performed.

5)
shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

6)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT user has joined in the MCPTT Group Session, as specified in subclause 6.3.3.x (Generating a SIP NOTIFY request); and

NOTE 8:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

Editor's Note [CT1#95, C1-154731]: Subclause 6.3.3.x (Generating a SIP NOTIFY request) needs to be specified.

7)
shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].

Upon expiry of timer TNG1 (acknowledged call setup timer), if there are outstanding SIP 200 (OK) responses to SIP INVITE requests sent to affiliated and <required> group members, the controlling MCPTT function shall follow the procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is running and a SIP 4xx, 5xx or 6xx final response is received from an affiliated and <required> group member, the controlling MCPTT function shall follow the relevant procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is not running and a SIP 4xx, 5xx or 6xx final response is received from an invited MCPTT client, the controlling MCPTT function shall perform one of the following based on policy:

1)
send the SIP final response towards the inviting MCPTT client, according to 3GPP TS 24.229 [4], if a SIP final response was received from all the other invited MCPTT clients and the SIP 200 (OK) response is not yet sent; or

2)
remove the invited MCPTT client from the MCPTT Session as specified in subclause 6.3.3.1.5, if a SIP final response other than 2xx or 3xx was received from all the invited MCPTT clients and the SIP 200 (OK) response is already sent. the controlling MCPTT function may invite an additional member of the pre-arranged MCPTT Group as specified in subclause 10.1.1.4.1 that has not already been invited, if the pre-arranged MCPTT Group has more than <max-participant-count> members and all members have not yet been invited.

* * * 14th Change of 21 * * * *

10.1.1.5.2
Terminating procedures

Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT Group", the non-controlling MCPTT function of an MCPTT group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

Editor's Note [CT1#95-bis, C1-160458]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; 

4)
if the partner MCPTT system does not have a mutual aid relationship with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

5)
if a trusted mutual aid relationship exists between the partner MCPTT system and the primary MCPTT system and the procedure in 3GPP TS 23.179 [3] subclause 10.6.2.4.2 is supported:

a)
shall generate a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4];

b)
shall retrieve the group members of the pre-arranged group identified by the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body as specified subclause 6.3.4;

c)
if the retrieval of group members was successful shall include a P-Refused-URI-List header field populated with members of the pre-arranged group in accordance with the IETF RFC 5318 [36]:

c)
if the retrieval of group members was not successful, shall include the warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4; and

d)
shall send the SIP 403 (Forbidden) response towards the controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

e)
shall not process the remaining steps;
6)
shall retrieve the group document from the group management server for the MCPTT group ID contained in the <group-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.4.2 and continue with the rest of the steps if the checks in subclause 6.3.4.2 succeed;

Editor's Note [CT1#95-bis, C1-160458]: OMA PCPS procedures check whether privacy is allowed for the user when anonymity is requested i.e. the privacy header field containing the value "id", by checking the <allow-anonymity> field in the Group Document as specified in OMA-TS-XDM_Group-V1. This is not yet specified in TS 24.381 and it is FFS if this is required for MCPTT.

7)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;
8)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95-bis, C1-160458]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data is to be determined.

9)
may, according to local policy, send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group as specified in subclause 6.3.4.2.3.1;
10)
determine the members to invite to the pre-arranged MCPTT group call as specified in subclause 6.3.4.5; 

11)
shall invite each group member determined in step 8) above, to the group session, as specified in subclause 10.1.1.5.1; and

12)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; Unless a SIP response has been sent to the controlling MCPTT function due to local policy as specified in step 8 above, the non-controlling MCPTT function of an MCPTT group shall wait for the first SIP provisional response or first SIP 200 (OK) response from one of the invited MCPTT clients, before sending a response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group.

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, not containing a P-Answer-State header field, and if a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP 183 (Session Progress) response as described in subclause 6.3.4.2.3.1; and

2)
shall forward the SIP 183 (Session Progress) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34], a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group and the non-controlling MCPTT function of an MCPTT group supports media buffering, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4];

Upon receiving the first SIP 200 (OK) response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

NOTE 3:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4];

If all invited MCPTT clients have rejected SIP INVITE requests with a SIP 3xx, 4xx, 5xx or 6xx response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP reject response as specified in 3GPP TS 24.229 [4];

2)
shall, from the list of reject response codes cached by the non-controlling MCPTT function of an MCPTT group, select the highest prioritized cached reject response code as specified in IETF RFC 3261 [24]; and

3)
shall send the reject response towards the controlling MCPTT function as specified in 3GPP TS24.229 [4].

* * * 15th Change of 21 * * * *

10.1.2.2.1.1
MCPTT client joins a chat MCPTT group session 

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity, identifying a chat MCPTT group the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT chat group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;

2)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

5)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
should include the "timer" option tag in the Supported header field;

7)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

8)
shall set the Request-URI of the SIP INVITE request to the public service identity serving the MCPTT Group Identity; 

Editor' Note: The Request-URI may contain the MCPTT Group Identity in deployments where identity hiding is not required. For deployments requiring identity hiding, consideration should be given to having the MCPTT Group Identity and the MCPTT id of the sender contained in a MIME body. Consideration should be given to encrypting this body or the sensitive contents therein as a means of providing confidentiality. Consideration needs to be made for the To header field also.

9)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154450]: The Resource-Priority header field may need to be used to indicate the need for elevated bearer priority for emergency calls. This aspect of its usage is under study.

10)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;

11)
shall contain an "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttclient-Params> element with: 
a)
the <session-type> element set to a value of "chat"; and

b)
the <group-id> element set to the MCPTT group ID or temporary MCPTT group ID;
12)
shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

13)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

14)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

Editor's Note: Need to be consistent whether SIP features that affect the application should be mentioned here (e.g. local storing of information).

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

* * * 16th Change of 21 * * * *

10.1.2.2.1.3
MCPTT in-progress emergency cancel

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall include an "application/vnd.3gpp.mcptt-info" MIME body populated as specified in subclause 6.2.8.1.3;

2)
shall include in the "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttclient-Params> element with:

a)
 the <session-type> element set to a value of "chat"; and

b)
the <group-id> element set to the MCPTT group ID or temporary MCPTT group ID;
3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

4)
should include the "timer" option tag in the Supported header field;

5)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

6)
shall set the Request-URI of the SIP re-INVITE request to the public service identity serving the MCPTT Group Identity; 

7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

8)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

9)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

10)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request including no warning text, the MCPTT client:

Editor's Note [CT1#95-bis, C1-160419]: Need to be consistent whether SIP features that affect the application should be mentioned here (e.g. local storing of information).

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; 

2)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

3)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

4)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", set the MCPTT emergency alert state to "MEA 1: no-alert".

On receiving a SIP 4xx response to the SIP re-INVITE request: 

1)
if the warning text contains the MCPTT warning code "133" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the warning text contains the MCPTT warning code "134" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and

NOTE 1:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was successful.

3)
if the warning text contains the MCPTT warning code "135" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

NOTE 2:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was not successful.

NOTE 3:
if the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.

10.1.2.2.2
Chat group call within a pre-established session

10.1.2.2.2.1
MCPTT client joins a chat MCPTT group session

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

NOTE:
this procedure assumes the use of a pre-established session as specified in subclause 8.2.1. 

Editor's Note [CT1#94, C1-153749]: This subclause assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer) is required. Requirements for encryption are FFS, If encryption is required then this SIP request will also exist in a form that identifies that the request carries sensitive data.

Editor's Note [CT1#94, C1-153749]: This procedure and any associated server procedures may need to be revisited for the purposes of decreasing the overall number of sessions consumed by joined members of the group.

Editor’s Note [CT1#94, C1-153749]: the management of the media resource allocation by the pre-established session is FFS.

The MCPTT client:

1)
shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;

Editor's Note [CT1#94, C1-153749]: the above assumes that the MCPTT client has cached the pre-established session identity. If this approach is used there is impact to subclause 8.2.1 as well.

2)
shall set the Refer-To header field of the SIP REFER request to the URI of the chat MCPTT group according to IETF RFC 3515 [25] and extended with the following header fields in the headers portion of the SIP URI:

a)
the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; 

b)
an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

c)
a Content-Type URI header field containing an "application/vnd.3gpp.mcptt-info"MIME type of the "body" URI header field with a body containing the <mcpttinfo> element with the <mcpttclient-Params> element and with the <session-type> element set to a value of "chat";

3)
may additionally include the Resource-Priority header field according to rules and procedures of IETF RFC 4412 [29];

Editor's Note [CT1#94, C1-153749]: What values the Resource-Priority header field is set to is FFS.

4)
shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];

5)
shall include the following according to IETF RFC 4488 [22]:

a)
the option tag "norefersub" in the Supported header field; and

b)
the value "false" in the Refer-Sub header field.

Editor's Note [CT1#94, C1-153749]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field, of the REFER request, or both. 
6)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session;

7)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16];

8)
if implicit floor control is required, shall comply with the conditions specified in subclause 6.4; and

9)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx final response to the SIP REFER request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

10.1.2.3
Participating MCPTT function procedures

10.1.2.3.1
On-demand chat group call

10.1.2.3.1.1
MCPTT chat session establishment

Upon receipt of a "SIP INVITE request for originating participating MCPTT function" for an MCPTT group identity identifying a chat MCPTT group containing an "application/vnd.3gpp.mcptt-info" MIME body with the <session-type> element set to a value of "chat", the participating MCPTT function:

Editor's Note [CT1#94, C1-153736]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating MCPTT function with application data encryption".
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

NOTE 1:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info"MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1#95-bis, C1-160421]: the participating server should really know if this user is authorised to originate and/or participate in MCPTT emergency group calls, as exceptions to limits on affiliations, simultaneous sessions etc. should likely not be made unless the user is authorised to make an MCPTT emergency group call and emergency group calls are permitted on this group. This applies to steps 1, 4 and 6 of this procedure. Access to the MCPTT user's user profile data as captured in Table B.3-1 of 3GPP TS 23.179 v13.0.0 would enable this functionality.

Editor's Note [CT1#94, C1-153736]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine the MCPTT ID of the calling user and authorise the calling user;

Editor's Note [CT1#94, C1-153736]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.

3)
if the user identified by the MCPTT ID is not authorised to make chat group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108 user not authorised to make chat group calls" in a Warning header field as specified in subclause 4.4;

4)
if the MCPTT user is not affiliated with the chat MCPTT group and already has N2 simultaneous affiliations, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

NOTE 2:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.179 [3].

NOTE 3:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.

Editor's Note [CT1#94, C1-153736]: requires that the participating MCPTT function has configuration data related to the maximum number of simultaneous affiliations (i.e. N2) that an MCPTT user is allowed and knowledge of the specific groups that the MCPTT user is currently affiliated with.

Editor's note [CT1#94, C1-153736]: the actual affiliation to the group is assumed to be done by the controlling MCPTT function but the participating MCPTT function must learn of it. Note the participating MCPTT function can't do the affiliation itself as it might be in a partner system.

5)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded. If exceeded, the MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "105 maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

NOTE 4:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to allow for an exception to the limit for the maximum simultaneous MCPTT sessions supported for the MCPTT user. Alternatively, a lower priority session of the MCPTT user could be terminated to allow for the new session.

Editor's Note [CT1#94, C1-153736]: The above step requires that the participating MCPTT function has configuration related to the maximum number of simultaneous sessions for the MCPTT user. This is still to be determined.

Editor's Note [CT1#94, C1-153736]: It needs to be determined if there is configuration at the participating MCPTT function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating MCPTT function.

7)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

8)
shall include as the contents of the Request-URI the received Request-URI including any uri-parameters present in the received Request-URI;

9)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in subclause 6.3.2.1.1.1;

10)
if the received SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", shall perform the actions specified in subclause 6.3.2.1.8.1 and subclause 6.3.2.1.8.2 or if the In-progress emergency state of the group is set to "true", perform the actions as specified in subclause 6.3.2.1.8.2; and

Editor's Note [CT1#95-bis, C1-160421]: how does the participating server know what the In-progress emergency state of the group is? Where is this data element stored?

11) may include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [29] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and

Editor's Note [CT1#94, C1-153736]: The values of Resource-Priority header field are FFS. How the participating MCPTT function processes the Resource-Priority header field in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

12) shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the public service identity serving the MCPTT group identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * 17th Change of 21 * * * *

12.1
On-network emergency alert

NOTE 1:
this SIP MESSAGE is assumed to be sent out-of-dialog.

Editor's Note [CT1#95-bis, C1-160423]: whether or not the use of SIP MESSAGE for conveying application data is appropriate is a global issue for MCPTT. This subclause may need updating pending a definitive decision on this issue.

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and the MCPTT user is authorised to do so, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.

The MCPTT client:

1)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

2)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95-bis, C1-160423]: The P-Preferred-Identity field will contain the IMPU and this is not necessarily the MCPTT ID. It has not yet been agreed on how the MCPTT ID will be conveyed by the MCPTT client. It may be included in a MIME body (e.g., as an element in mcpttinfo) and encrypted when the confidentiality of sensitive application data is required or by some other mechanism yet to be determined.

5)
shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
6)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";

7)
shall include an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcpttclient-Params> element with: 
a)
the <group-id> element set to the MCPTT group ID or temporary MCPTT group ID; and
b)
the <alert-ind> element set to a value of "true";

8)
shall include a Content-Type header field set to "application/vnd.3gpp.location-info+xml";

9)
shall include an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element;

10)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;

Editor's Note [CT1#95-bis, C1-160423]: the "application/vnd.3gpp.location-info+xml" schema is not complete yet. It is assumed that it will in time include a data element which can contain the actual location information.

11)
shall set the MCPTT emergency state if not already set;

12)
shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

NOTE 2:
the assumption here is that the MCPTT client is to have no more than one outstanding MCPTT emergency alert at a time.

13)
shall set the Request-URI to the public service identity serving the targeted group; and

Editor's Note [CT1#95-bis, C1-160423]: The Request-URI may contain the MCPTT Group Identity in deployments where identity hiding is not required. It has not yet been agreed on how the MCPTT group identity will be conveyed by the MCPTT client. It may be included in a MIME body (e.g., as an element in mcpttinfo) and encrypted when the confidentiality of sensitive application data is required or by some other mechanism yet to be determined.
14)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4];

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; or

On receiving a SIP 4xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".

NOTE 3:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
* * * 18th Change of 21 * * * *
13.2.5
Abnormal cases

Upon receipt of a SIP request:

1)
where the P-Asserted-Identity identifies an MCPTT user not served by the participating MCPTT function; or

2)
with a MIME body with Content-Type header field set to "application/resource-lists+xml" containing a MCPTT ID that identifies an MCPTT user served by the participating MCPTT function;

then, when the SIP request request contains:

1)
an Accept-Contact header field with the g.3gpp.mcptt media feature tag;

2).
an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and 

3)
an "application/vdn.3gpp.location-info+xml" MIME body containing a <Request> element or a <Configuration> element;

the participating MCPTT function shall remove the "application/vdn.3gpp.location-info+xml" MIME body from the outgoing SIP request.

* * * 19th Change of 21 * * * *
14.2.2.2
Sending an initial MBMS bearer announcement procedure

For each MCPTT client that the participating MCPTT function is sending an MBMS bearer announcement to, the participating MCPTT function:

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall set the Request-URI to the public user identity associated with the MCPTT ID of the MCPTT user;

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include an P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";

6)
shall include the Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];

7)
shall include one "application/sdp" MIME body conforming to 3GPP TS 24.229 [4] where the "application/sdp" MIME body and:

a)
shall include the Content-Type header field set to "application/sdp";

b)
shall include the Content-Disposition header field with the value "render"; and

c)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio and media control. Additional the participating MCPTT function:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6;

ii)
shall set port number of the media line to 9;

ii)
shall include the "a=rtp-mux" attribute as specified in IETF RFC 5761 [39]; and

iii)
shall include the "a=rtcp:9" as specified in IETF RFC 5761 [39].

d)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio only. Additional the participating MCPTT function:

i)
shall set the c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 1:
If a MBMS subchannel for audio only is included, the "a=rtp-mux" and "a=rtcp:" attributes are not included in the media line.

e)
shall include one "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the general purpose MBMS subchannel. The media line shall include a valid IP address and a valid port number; and

NOTE 2:
The media parameters to be used by the MBMS subchannel for media is included in the Map Group To Bearer message defined in 3GPP TS 24.380 [5] and not included in this "application/sdp" MIME body.

f)
if "m=audio" media lines to be used in an MBMS subchannel for audio only are included above, shall include one or more "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for floor control messages. The media line:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 3:
The use of a separate MBMS subchannel for floor control is optional. When a separate MBMS subchannel for floor control is not used, floor control messages are sent in the MBMS subchannel for media.

8)
shall include one or more <announcement> elements associated with the pre-activated MBMS bearers in the "application/vnd.3gpp.mcptt-mbms-usage-info+xml" MIME body as defined in clause F.2. Each set of an <announcement> element:
a)
shall include a TMGI value in the <TMGI> element;

NOTE 4:
The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.

b)
shall include the MBFS area id in the <MBFSN-area-id> element, if known,

c)
shall include the QCI value in the <QCI> element; 

d)
if multiple carrier are supported, shall include the frequency to be used in the <frequency> element; 

NOTE 5:
In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.

e)
shall include one or more MBMS service area in the <mbms-service-area> elements; and

f)
shall include the number of "m=application" media line to be used as the general purpose MBMS subchannel;

9)
shall include one <GPMS> element giving the number of "m=application" media line in the "application/sdp" MIME body generated in step 7 above to be used as the general purpose MBMS subchannel;

10)
shall include the MBMS public service identity of the participating MCPTT function in the P-Asserted-Identity header field; and

Editor's note [CT1#95-bis, C1-160397]: MBMS public service identity of the participating MCPTT function needs to be added in subclause 4.2 once the subclause 4.2 is filled with content.

11)
shall include the  MCPTT ID of the user in a MIME body with Content-Type header field set to "application/resource-lists+xml" according to rules and procedures of IETF RFC 5366 [20];
12)
shall send the SIP MESSAGE request towards the MCPTT client according to 3GPP TS 24.229 [4].

* * * 20th Change of 21 * * * *
14.2.4
Abnormal cases

Upon receipt of a SIP MESSAGE request:

1.
where the P-Asserted-Identity identifies a public user identity associated with an MCPTT user not served by the participating MCPTT function; or

2.
with a MIME body with Content-Type header field set to "application/resource-lists+xml" containing a MCPTT ID that identifies a MCPTT user served by the participating MCPTT function;
then, when the SIP MESSAGE request contains:

1.
an Accept-Contact header field with the g.3gpp.mcptt media feature tag; 

2.
an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and 

3.
an "application/vnd.3gpp.mcptt-mbms-usage-info+xml" MIME body containing an <mbms-usage-info> element;

the participating MCPTT function shall send a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4].
* * * 21st Change of 21* * * *

<Proposed change in revision marks>

F.1.2
XML schema

<?xml version="1.0"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified"

  attributeFormDefault="unqualified">

  <xs:element name="mpcttinfo" type="mcpttinfo-Type"/>

  <xs:complexType name="mcpttinfo-Type">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType> 

  <xs:element name="mcpttclient-Params" type=" mcpttclient-ParamsType"/>

  <xs:complexType name="mcpttclient-ParamsType">

    <xs:sequence>

      <xs:element name="session-type" type="xs:string" minOccurs="0"/> 
      <xs:element name="group-id" type="xs:anyURI" minOccurs="0"/>
      <xs:element name="emergency-ind" type="xs:boolean" minOccurs="0"/>

      <xs:element name="alert-ind" type="xs:boolean" minOccurs="0"/>

      <xs:element name="imminentperil-ind" type="xs:boolean" minOccurs="0"/>

      <xs:element name="broadcast-ind" type="xs:boolean" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>

</xs:schema>

F.1.3
Semantic

The <mcpttinfo> element is the root element of the XML document. The <mcpttinfo> element can contain subelements.

NOTE:
The subelements of the <mcptt-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcptt-info> element

If the <mcpttinfo> contains the <mcpttclient-Params> element then: 

1)
the <session-type> is included with:

a)
a value of "chat" to indicate that the MCPTT client wants to join a chat group call

b)
a value of "prearranged" to indicate the MCPTT client wants to make a pre-arranged group call; or

c)
a value of "private" to indicate the MCPTT client wants to make a private call;

2)
the <group-id>  is included with a value set to a MCPTT group ID or temporary MCPTT group ID when the <session-type> is set to a value of "prearranged" or "chat"; and
3)
optionally:

a)
the <emergency-ind>:

i)
set to "true" to indicate that the call that the MCPTT client is initiating is an emergency MCPTT call; or

ii)
set to "false" to indicate that the MCPTT client is cancelling an emergency MCPTT call (i.e. converting it back to a non-emergency call)

b)
the <alert-ind>: 

i)
set to "true" in an emergency call initiation to indicate that an alert to be sent; or

ii)
set to "false" when cancelling an emergency call which requires an alert to be cancelled also

c) if the <session-type> is set to "chat" or "prearranged":

i)
the <imminentperil-ind> set to "true" to indicate that the call that the MCPTT client is initiating is an imminent peril group MCPTT call; and

d)
the <broadcast-ind>:

i)
set to "true" indicates that the MCPTT client is initiating a broadcast group call; or

ii)
set to "false" indicates that the MCPTT client is initiating a non- broadcast group call.

Absence of the <emergency-ind>, <alert-ind> and <imminentperil-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-emergency private call or non-emergency group call.

Absence of the <broadcast-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-broadcast group call.

The recipient of the XML ignores any unknown element and any unknown attribute.

* * * End Changes * * * *

