
3GPP TSG-CT WG1 adhoc meeting on MCPTT
C1ah-160037
Dubrovnik (Croatia) , 3-5 February 2016
Source:
Motorola Solutions, Inc.
Title:
Pseudo-CR on originating participating function corrections for chat
Spec:
3GPP TS 24.379 v1.1.0
Agenda item:
13.6.2
Document for:
Agreement
1. Introduction
Two subclauses were created that are not needed. They may be deleted or voided.
-subclause 6.3.2.1.8.1 is not needed because the mcpttinfo MIME body will already have been copied into the outgoing SIP INVITE request by subclause 6.3.2.1.3, " Sending an INVITE request on receipt of an INVITE request" which is already referenced by subclause 10.1.2.3.1.1, "MCPTT chat session establishment". 

-subclause 6.3.2.1.8.2 is not needed as the participating function will leave the verification of the Resource-Priority header field to the controlling MCPTT function and simply copy the Resource-Priority header field it received from the MCPTT client.
Additionally, subclause 10.1.2.3.1.1 was updated to copy the location-info MIME body from the incoming SIP INVITE as it may be present due to an emergency or other triggering condition.
2. Reason for Change
The two subclauses discussed above are no longer used and not likely to be useful elsewhere in the document and hence should be voided or removed. The copying of the location-info MIME body was missing and would break location reporting in this thread of execution.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v1.1.0.
* * * First Change * * * *










 
* * * Next Change * * * *

10.1.2.3
Participating MCPTT function procedures

10.1.2.3.1
On-demand chat group call

10.1.2.3.1.1
MCPTT chat session establishment

Upon receipt of a "SIP INVITE request for originating participating MCPTT function" for an MCPTT group identity identifying a chat MCPTT group containing an "application/vnd.3gpp.mcptt-info" MIME body with the <session-type> element set to a value of "chat", the participating MCPTT function:

Editor's Note [CT1#94, C1-153736]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating MCPTT function with application data encryption".
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

NOTE 1:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info"MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1#95-bis, C1-160421]: the participating server should really know if this user is authorised to originate and/or participate in MCPTT emergency group calls, as exceptions to limits on affiliations, simultaneous sessions etc. should likely not be made unless the user is authorised to make an MCPTT emergency group call and emergency group calls are permitted on this group. This applies to steps 1, 4 and 6 of this procedure. Access to the MCPTT user's user profile data as captured in Table B.3-1 of 3GPP TS 23.179 v13.0.0 would enable this functionality.

Editor's Note [CT1#94, C1-153736]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine the MCPTT ID of the calling user and authorise the calling user;

Editor's Note [CT1#94, C1-153736]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.

3)
if the user identified by the MCPTT ID is not authorised to make chat group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108 user not authorised to make chat group calls" in a Warning header field as specified in subclause 4.4;

4)
if the MCPTT user is not affiliated with the chat MCPTT group and already has N2 simultaneous affiliations, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

NOTE 2:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.179 [3].

NOTE 3:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.

Editor's Note [CT1#94, C1-153736]: requires that the participating MCPTT function has configuration data related to the maximum number of simultaneous affiliations (i.e. N2) that an MCPTT user is allowed and knowledge of the specific groups that the MCPTT user is currently affiliated with.

Editor's note [CT1#94, C1-153736]: the actual affiliation to the group is assumed to be done by the controlling MCPTT function but the participating MCPTT function must learn of it. Note the participating MCPTT function can't do the affiliation itself as it might be in a partner system.

5)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded. If exceeded, the MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "105 maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

NOTE 4:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to allow for an exception to the limit for the maximum simultaneous MCPTT sessions supported for the MCPTT user. Alternatively, a lower priority session of the MCPTT user could be terminated to allow for the new session.

Editor's Note [CT1#94, C1-153736]: The above step requires that the participating MCPTT function has configuration related to the maximum number of simultaneous sessions for the MCPTT user. This is still to be determined.

Editor's Note [CT1#94, C1-153736]: It needs to be determined if there is configuration at the participating MCPTT function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating MCPTT function.

7)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

8)
shall include as the contents of the Request-URI the received Request-URI including any uri-parameters present in the received Request-URI;

9)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in subclause 6.3.2.1.1.1;

10)
if the received SIP INVITE request contains an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3, shall: 
a)
if not already included, shall include a Content-Type header field set to "application/vnd.3gpp.location-info+xml"; and

b)
if not already copied, shall copy the contents of the "application/vnd.3gpp.location-info+xml" MIME body received in the SIP INVITE request into an "application/vnd.3gpp.location-info+xml" MIME body included in the outgoing SIP request.
NOTE 5:
note that the mcptt-info MIME body will already have been copied into the outgoing SIP INVITE request by subclause 6.3.2.1.3; 
Editor's Note [CT1#95-bis, C1-160421]: how does the participating server know what the In-progress emergency state of the group is? Where is this data element stored?

11) if a Resource-Priority header field was included in the received SIP INVITE request, shall include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [29] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and
Editor's Note [CT1onMCPTT, C1ah-160037]: the participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.

Editor's Note [CT1#94, C1-153736]: The values of Resource-Priority header field are FFS. How the participating MCPTT function processes the Resource-Priority header field in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

12) shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the MCPTT group identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * Next Change * * * *

<Proposed change in revision marks>

