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	Reason for change:
	In SA2#115 meeting, CR S2-163195 (CR#2949r4) on s2b GTP procedure for ES for UE without valid IMSI has been agreed. Support for emergency services for unauthenticated UEs is introduced:

-
During the IKE tunnel establishment procedure, the identity provided by the UE in IKE_AUTH message to the ePDG is defined in clause 4.6.3. When local policies (related with local regulations) allow unauthenticated emergency sessions, the ePDG forwards the EAP payload received from the UE to the 3GPP AAA Server in the VPLMN serving the specific domain for unauthenticated emergency access.

Corresponding Stage 3 update is needed.
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6.5.2.4
ePDG procedures

During the authentication of the UE for accessing the EPC via the ePDG, the ePDG shall initiate EAP-AKA based authentication between the UE and the 3GPP AAA server as specified in 3GPP TS 33.402 [15]. The ePDG shall extract the EAP messages received from the UE over IKEv2, and send them to the 3GPP AAA Server and shall send the EAP message received from the 3GPP AAA Server to the UE over IKEv2 messages as defined in 3GPP TS 33.402 [15].

At the reception of the first message of the IKE_AUTH phase from the UE, indicating to the ePDG that the UE wants to use EAP over IKEv2 (i.e. AUTH parameter absent), the ePDG sends the Authentication and Authorization request to the 3GPP AAA server including the EAP_resp/Identity in the EAP payload, with the User Identity retrieved from the IDi payload and the APN information retrieved from the IDr payload of the incoming message from the UE.
	*** Next Change ***


7.4.4
Emergency session establishment

If the "IDr" payload containing the string "EMERGENCY", using capital letters only, in the Identification Data is included in the IKE_AUTH request message from the UE, the ePDG shall:

-
handle the session establishment as an emergency session establishment;

-
in the IKE_AUTH response message, the ePDG shall not include the APN in the "IDr" payload; and

-
ignore the fact that the "EMERGENCY" string does not comply with the ID_FQDN ID Type, as described in IETF RFC 5996 [28].
In addition, if the UE's IMEI is used as the User Identity in the IDi payload of the IKE_AUTH request message and:

-
if the ePDG is configured to support emergency services from unauthenticated IMSI and the local policies and regulations allow unauthenticated emergency sessions, the ePDG forwards the EAP payload received from the UE to the 3GPP AAA Server serving the specific domain indicated in the realm part of NAI in the IDr payload; or 
-
if the ePDG is not configured to support emergency services from unauthenticated IMSI or if the local policies and regulations do not allow unauthenticated emergency sessions, the ePDG shall reject the emergency services request from the UE.

Editor's note (WID: SEW2-CT, CR#0567): The definition of unauthenticated IMSI is outstanding.
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